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THE COWMM SSI ONER:  Good nor ni ng.
Let's get under way and wel cone everybody to this
roundtable. It's of international experts of
policy review for our inquiry which calls upon me
to make recommendati ons with respect to the review
of the RCMP's national security activities.

We have passed out sone material.
Has everybody had an opportunity on the way in to
collect the material? There is an agenda and the
bi os and so on.

We have an excell ent panel,
roundt abl e of international experts.

Il will start by introducing them

If you want to just |ook at the
bios, I won't go through it in a great deal of
detail. They all spoke at the recent conference
and were introduced at |ength there.

First is Dr. Hans Born. Dr. Born
is on my immediate |eft here. He is fromthe
Geneva Center for Denmocratic Control of Armed

Forces, DCAF.
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And one thing |I have |earned in
t he national security intelligence field when |
come here is thereis a mllion acronyns. | go
home every night and try to figure out all the
acronyms | have | earned that day.

He also is the author of a recent
book with Professor lan Leigh, who is in the
m ddle on my right. 1It's an excellent book.
understand it was referred to during the course of
t he proceedings at the conference. | had an
opportunity of reading the manuscript | ast
February when | was on holiday and |I enjoyed it
t horoughly. | thought it was a very good piece of
work. It did cause my wife to say to me, "Why
don't you get a life?"

But in any event, it was very
useful and it's something that we are pleased to
have.

Prof essor lain Cameron, who is in
the mddle on ny left, is a professor of public
international |aw at the University of Uppsala in
Sweden.

He is a Scot, which | eads to an
interesting story. When | was talking to him]l ast

night, |I asked himhow | ong he had been in Sweden.
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Twenty years. How did that come about? And
surprise, surprise, he followed his heart.

He is a member of the I LA
Comm ttee of the International Crim nal Court,
hi ghly regarded, and |li ke everybody on these
panels has written a great deal and spoken
frequently.

Next is Marina Caparini, who is
also, like Dr. Born, a senior fellow at the Geneva
Center for Denmocratic Control of Armed Forces.

She too has written frequently in this area.

And interestingly, she is a
Cal gari an who now has been living in Geneva for
t he past four years or so.

Prof essor Peter G Il, who is on ny
far right over here, is a professor in politics
and security at Liverpool John Moores University.
His main research interests relate to the
organi zation, control and accountability of police
and security intelligence organizations.

| had an interesting chat with
Professor G Il |ast night at dinner. He had
visited Canada to | ook at our regime for dealing
with security intelligence and the review of

security intelligence 10 or 15 years ago, | think
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it was, and came back for the conference that was
hel d over the | ast two days and has interesting
observations to make about how we have progressed,
or otherwi se, and certainly views the Canadi an
scene, if you will, with a good deal of interest
and experience. So we are delighted to have him
here.

Next is Professor lan Leigh, who
is next to Professor Gill. He is a professor of
| aw at the University of Durhamin England and is
head of the Departnment of Law and Co-director of
t he Human Ri ghts Centre. And as | nmentioned
earlier, he is a co-author of that recent book
t hat has been so well received.

And finally on nmy right is Ms.
Nual a O Loan, who is the Police Orbudsman of
Northern Ireland. Ms. O Loan brings a
particularly interesting perspective for us. She
is concerned with obviously policing activities,
but because of the circumstances in Northern
Irel and a great deal of what she reviews has to do
with counterterrorismactivities. Some of you may
have heard her speak at the conference yesterday,
but in talking to her again last night, | can

assure you that her observations and perspectives
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are sonmething that will be very useful to all of
us.

Wth that background, et me just
briefly indicate a bit about the Comm ssion or the
peopl e that are here.

Sitting on my immediate left is
Andrea Wight, who is a | awyer who works on the
policy review part of the inquiry with me.

Sitting in the front row here are Ron Foerster and
Freya Kristjanson, who are also | awyers engaged in
the same exercise, and Sanjay Patil is the fourth
person, who is over on ny far |eft.

| am not sure how many of you have
had an opportunity to | ook at the papers and the
wor k product, the research the Conm ssion has done
to this point, but these | awyers have worked | ong
and hard in producing that. And | m ght say al so
with the assistance and direction and i ndeed some
of the writing of the advisory panel, at | east
t hree of whose menbers are here today.

Martin Rudner, sitting in the
front row, is one of the menbers of my advisory
panel . Monique Begin, who is two over fromhim
who all the Canadians will know well as a fornmer

M ni ster of Health and very a distinguished
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Canadi an. And Al phonse Breau, who is sitting in
the third row, who is a retired assistant
superi ntendent of the RCMP.

The ot her two members of the
advi sory panel, Kent Roach, who is a Professor at
t he University of Toronto | aw school, and Reg
Whi t aker, who is a political science now at the
Uni versity of Victoria, were unable to be here
t oday.

| won't go on about this too | ong,
but the makeup of our team if you will, on the
policy review side of it is that | am assisted by
this very distinguished group as an advi sory panel
and then internally, if you will, I have the four
| awyers that | mentioned, who have been putting in
prodi gi ous efforts to help keep this going.

This, as | said, is the first
roundt abl e. We have anot her one schedul ed for
June the 10t h,and will have present what we
classify as donestic experts, people from Canada
famliar with the Canadi an scene and will follow a
somewhat simlar format to this.

We t hought, in conducting the
policy review, that it was extremely inportant to

| ook at the experience of other jurisdictions
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around the world. And recognizing that the
constitutional makeup and the cultures of
different countries will vary significantly, there
i's nonetheless a great deal to be | earned fromthe
experiences and observati ons of others about what
goes on in their own countries and those, |ike our
experts who are here today, who have made a
career, really, of studying the types of issues

t hat we are concerned about and have | ooked at
jurisdictions throughout the worl d.

| can tell you that | have
referred to the one book, but in reading the
material -- | haven't read it all but | have read
a good deal of the writings of these people --

t hey have made an enornmous contri bution and they
have a great deal to offer to us. So | just
express my appreciation not only for them com ng
but for the time that they have taken over the
years to devote themselves to these very inportant
subj ects.

The format for today is set out in
the agenda. |If you want to take a |look at it, |
can quickly lead us through it.

We have posed four questions which

will provide the structure for today's
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proceedi ngs, and we have allotted an hour and 15
m nutes to each of the questions.

The format, as we move through
each of the questions, will be that three of our
roundt abl e members will speak for approximtely 10
m nut es about the subject raised by the question,
and we have agreed in advance who those will be.

So that would take the first half hour.

Wth the remaining 45 m nutes, |

will ask the other three to respond, and then |
wi |l pose questions and try to generate -- and
amsure it won't be difficult -- a discussion

amongst the group so that we flesh out and get the
benefit of their ideas and all of the questions
that emerge in each of those areas.

The first question will be dealt
with by 10:30. We will have a 15-m nute break,
deal with the second question, and then at that
point we will open it to the people on the
floor -- there are m crophones -- for any
guestions for half an hour they wi sh to pose at
t hat poi nt about questions 1 and 2.

We will then have a lunch break,
and in the afternoon we will follow the same

process with questions 3 and 4, to be followed by
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a hal f-hour opportunity for people to pose
guestions fromthe floor.

It's not a rigid schedule, if you
will. | amprimarily interested in getting as
much hel p as we can on these inmportant questions
frommembers of the roundtable. But | think if we
try to stay focussed followi ng the questions, that
shoul d prove to be of nost assistance to us.

So let me then turn to the first
guesti on.

|f you |l ook at it, the first
question is: Should review of the national
security activities of a police agency, such as
t he RCMP, be conducted by a body which has
jurisdiction over that agency al one? The second
option would be, only the national security
activities of that agency? O a third option
woul d be the national security activities of some
or all of the other federal agencies with a
nati onal security function in addition to the
police agency?

Let me very briefly speak a little
to this question.

This is one of the critical

guestions that | nust address in the policy
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review. |In short, the questionis -- and let ne
make one comment before | conme to that.

| have not at this point
determ ned that any additional review structure is
necessary. |Indeed, the first question that I
posed is: |Is the status quo, the review
mechani sms currently in place for the RCWP,
sufficient to handle the national security
activities? | will have to deal with that
guestion, and | keep an open m nd. There are
t hose that suggest that nothing further is
required.

The questions that are being asked
t oday, however, so that we can draw on the
experience of these panelists, assume that there
is going to be a review mechanism an additional
review mechani smfor the RCMP, and it's those
questions that | think that these panelists can
hel p us.

| think the first question would
take them probably -- whether there should be any
addi ti onal review mechanism-- beyond their
expertise, they not having an intimate famliarity
with the | andscape as it now exi sts.

So that the first question, which
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is of critical inmportance is: |If there is a new
review mechani sm should it apply only to the
RCMP? And if so, should it be a review mechani sm
that's carved out to apply only to its national
security activities? Are there things that are so
uni que about the national security activities that
t here should be a separate review mechani smfor

t hose, different than any revi ew mechani sns t hat
woul d be avail able for the RCMP' s ot her
activities?

As you know, they have a broad
range of |aw enforcement activities across the
country.

Or does it make nore sense, as
some suggest, that rather than having a review
agency for RCMP national security activities,

t here be one review mechani smfor Canada's

nati onal security activities? W now have SIRC
t hat reviews CSI'S, and does it make nore sense

t hat there should be one? G ven a world, sone
woul d say, of integrated activity in the national
security area, does it make nore sense to have a
single review agency?

And the way | would put it is:

The choices would seemto me, on the one hand --
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this is in very general terms -- to be should it
be an institution agency based revi ew agency for
t he RCMP, or on the other hand should it be a
functi onal base, one that defines the functions

t hat need review by this body and then has a body
put in place to review the functions?

So that is the first area of
guestioning, and our first speaker on it is
Ms. O Loan from Northern Irel and.

Ms. O Loan?

MRS. O LOAN: Thank you. And
t hank you for the invitation, M. Conmm ssioner, to
be with you today.

The issues with which you are
dealing are issues which affect us all across the
world. | think the first thing we have to bear in
mnd, in trying to answer the question which you
have set, is that these are not national issues;

t hese are international global issues and that any
body which is set up, whether it is an agency

al one, one which deals with only national security
or one which deals with other activities, it nust
be very closely linked to the other organizations
whi ch are established across the world, and it

must therefore have ways of working that are
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conpatible with those.

Having said that, in order to
answer the question that you have set, | thought
woul d t hi nk about, well, what are the issues that

we are actually trying to deal with?

If we are | ooking at how the
revi ew body should operate, we need to | ook at how
t he people who deal with security problens
operate. And if we are going to deal with those,
| think we need to consider how do the people that
t hey are watching operate, because | think that's
the starting place, and then you get the outconme
t hat you actually need.

| guess that we have had terrorism
for 35 years, serious problenms, and the question
of "how do those who breach national security
wor k" can be very clearly answered now, | think.
They work in silos. They very often don't know
what ot her members of their group or their
organi zation are doing. They very often will nove
into a comunity or will emerge froma conmunity,
and they will be in that comunity for many years
before they will become active. So they will be
sl eepers in the community. They will bed

t hemsel ves into the community.
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They will be involved in crime, in
nost cases. At |east that is our experience in
Northern Ireland. They need to establish roots
and they need to establish mechanisns for doing
t hings, and crime will provide themwi th those.

For example, if you are | ooking at
movi ng consi gnments of whatever the material is,
you need a mechanism for doing that, and you need
to have tested and tried it. So they wil
establish alliances through which they can
operate.

So | think that is one thing we
need to take into account.

Usual ly the experience in Northern
I rel and has been that they will closely integrate
t hemsel ves into the community, and they will take
possessi on of the community and they will manage
the community, and they will distance the
community fromthe security services, if they can
And if the security services operate in particular
ways, the security services will assist themin
di stancing themfromthe community.

The ot her thing we have to
remenber is that they will use all the processes

whi ch the security services will use against them
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when t hey get sophisticated. So they wil
actually intercept things. They will attenmpt to
infiltrate organi zations. They will do all those
t hi ngs.

The last thing is, and | think
t hat the thing that we have seen nmost recently is
that they will becone involved in very, very
serious crime, organized crime, cross-border
crime, and there will be an extent to which it
will feed their financial needs. It will feed
their information needs. It will feed their
network needs. It will do a | ot of things.

We have seen, for exanple -- |
t hi nk we have had possibly the biggest bank
robbery in the world. W have had nmoney
| aundering. W have had drugs, people snmuggling
all sorts of things. So that's how they are
oper ati ng.

So they are operating in a
crimnal function.

And terrorismis crime. |If you
start fromthat place, it's kind of an inportant
factor.

So how do the security services

manage all that? Bearing in m nd that key thing,
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t hat they are inextricably linked -- I am
absolutely convinced they are inextricably

linked -- | think there has to be a very close
associ ati on between those responsible for crime
management and those responsi ble for what we m ght
call terrorismmanagenment rather than security
services activities.

When you | ook at the activities of
the security services, what they are trying to do
is to manage the national interest and perhaps, in
particular, to prevent the kind of atrocity that
we saw in 9/ 11, which is probably the nost
difficult situation to deal with. A situation
like 9/11 is years in the planning, so there would
be opportunities all the way through to deal with
t hose things.

The crime agencies al so govern
intelligence, and that's the inmportant thing.

They gather intelligence to prevent different

ki nds of crime, and sonetimes to prevent the same
ki nds of crime. But the key thing is that the

pl ayers very often are represented in both
sectors.

So you have two sets of

organi zations followi ng the same people someti nmes,
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and that can become, | think, difficult. 1t can
| ead to | acuna through which bad things happen.

So where am | going to, watching
the time?

The review, certainly not the
agency alone, | think, and neither do | think it
shoul d be the national security activities of that
agency. | think that there was a time when you
coul d have review mechani sms, the nati onal
security agency only, but I don't think that tinme
is with us now because | think the whole scenario
has changed beyond recognition.

Therefore | amleft, | think, with
t he possibility of (a) and the possibility of (c).
Then | think if we reflect on what has happened in
terrorist terms across the world, where there have
been the major failures and where there has been
mass | oss of |ife and major atrocities, major
attacks on econom c targets, and where there have
been post-incident consideration of what happened,
it is the fact that intelligence is gathered in
silos, and there is this need-to-know principle
whi ch seems to dom nate the thinking and which can
prevent the transm ssion of intelligence from

t hose who would be able to use it to convert it
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into evidence, which is then available to be used
possibly in crimnal process.

| think that at the end of the day
the intelligence services and the crinme services
must both have the same objective, which is to
prevent the crime in the first place; but if the
crime does occur, to take the operatives and put
them through the crim nal process.

Havi ng said all that, therefore, |
am of the view that there nmust be a very, very
close link between those who review the national
security activities of your agencies, the RCMP and
CSI'S, and those who operate it, particularly at
the major crime | evel.

| do not believe that the RCMP - -
| mean, | am not an authority on the RCMP, and
have to say that. But | do know that they have an
established intelligence unit and they clearly
recogni ze this. And I think the subm ssions that
you have had fromthe Canadi an police services are
recogni zing this very close |ink

The terrorismwhich you may suffer
may not, of course, be the kind of terrorism we
are tal king about with 9/11. It may be economc

terrorism It may be aimed at the food chain and
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all sorts of things |like that.

Sonmy viewis the that the review
mechani sm must be one which operates across both
the crime function and the security function.
Thank you.

THE COWMM SSI ONER: Thank you,

Ms. O Loan. We will cone back to that.

The next speaker will be Professor
Gill.

MR. Gl LL: Thank you, Dennis.

First, thank you very nmuch for the
invitation to cone here. |It's a pleasure to be
here. | first visited here nearly 20 years ago

doi ng research into what was then the very newy
m nted CSI'S Act and the review mechanisns with
SIRC. And | was ten years ago back here doing
some research into police intelligence and this
i ssue of intelligence-led policing which has
cropped up in some of your papers.

So it is a pleasure to be able to
come back and try to give sonething back to
Canada, having sort of taken so many ideas away
fromit.

Can | just say also that having

| ooked at revi ew mechani sms here, and in the U K.
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and south of the border in the U S, and also sonme
in Europe, ny remarks are very much based on

t hi nki ng about what we m ght describe as sort of
certain underlying principles or truths about
intelligence and intelligence review that | think
transcend i ndividual borders.

| wouldn't presume to try and tel
Canadi ans what to do. That's obviously your
busi ness.

| think there are fromthe
literature, fromthe research, that has now been
gquite extensively done over the |last 20 years
particularly, I think there are certain things
emer gi ng about which I think there is some degree
of consensus anongst observers.

Hopefully, my col |l eagues here
won't come in and i mmediately criticize everything
| say.

On that basis, | have made one or
two assunmptions in relation to your questions.

It seens to me that the research
woul d i ndicate that your (c) is the nmost realistic
position to pursue.

When the CSIS Act was produced 20

years ago and produced institutional oversight of
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CSIS, | think that kind of fitted with the
under st andi ngs at that time of the way in which
the world worked. But as Nual a has pointed out,
we are now 20 years on, and it seenms to nme that
one of the most significant devel opments in the

| ast 10 or 20 years, but much reinforced by the

events of 9/11 -- and this is an issue that you
have picked up in your background papers -- is a
devel opment of what we will call security

intelligence networks.

These operate at three | evels.
They operate transnationally, and of course | know
t hat the incident that gave rise to your
Comm ssion involved a transnational sharing of
informati on. So we know about that.

We know about the sort of networks
t hat now spread gl obally between different
agencies. And the significance there, | think, is
t hat we know that, for exanple, intelligence
agenci es such as CSIS tend to have better
rel ations and share information nore freely with
their sister organizations in other countries than
they do with, let's say, policing agencies in
their own countries. | nmean, Canada and U. K. are

part of the U K. -U S. A treaty which formalizes
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informati on-sharing. But this is a generality.
It's shared around the gl obe very quickly, as you
have seen.

But the third area, which is a
probl ematic one, which I think is touched on in
t he papers but we al so need to think about, is the
rel ati onshi ps between the state and corporate
sectors. Any student of policing and security now
is aware of the rapid growth of the private
security sector and of the increasing depl oyment
of private security and private mlitary agencies
in the conduct of surveillance, both donestic and
foreign.

So in the context of the
devel opment of security networks, it seens to ne
that the idea of institutional oversight really is
dead and buried, or should be buried.

Having said that, if |I could by
way of sort of answering the question a bit
further make reference in the consultation
paper -- you know, you laid out a nunber of
options there.

THE COVM SSI ONER: Ri ght .

MR. Gl LL: Perhaps | could make a

bri ef observati on about how | feel about each of
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t hose.

THE COMM SSI ONER: Pl ease do.

MR. Gl LL: The first one you refer
tois the status quo with the Comm ssion for
Police Conplaints for the RCVP.

Well my sense is that | don't
t hi nk anyone | have spoken to in Canada really
thinks this is adequate. They have had great

difficulty getting information fromthe RCMP, and

of course it is institutional; it's not
functional . So | don't think that's viable.
Therefore, | don't think enhanced

powers for the CPC, or your third option, the new
revi ew mechani smfor the RCMP national security
activities, | don't think they are a good idea.

The ot her reason why | am agai nst
institutional reviewis because the way | would
put it, it conpartnmentalizes review. It sort of
structures review in such a way that oversight and
revi ew bodi es soneti mes have as many difficulties
sharing information as do the agencies that they
are targeting.

| seemto remember when you had
your five-year review of the CSIS Act in 1990,

there were great struggles between the
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parliamentary review of the Act, SIRC at the time,
battl es around trying to get information. You
really don't need, | think, to set up separate

revi ew bodi es for different agencies because they

will then engage in possibly protracted turf wars.
The other context -- and this is
somet hi ng we may have to come back to. | realize

this is not formally part of your mandate, but we
are also aware that while your Conm ssion has been
goi ng on, the government has said it intends to
| egi slate to establish a comm ttee of
parliamentarians to | ook at national security. So
in asense | don't think it's possible to answer
t hat question entirely wi thout making reference to
t he possible role of that comm ttee, although |
realize howit is done precisely is outside of
your terms.

It seens to me the other principle
here is "if it ain't broke, don't fix it". In
ot her words, you have a mechani sm whi ch has
broadly worked very well for 20 years. The SIRC
mechani sm had its ups and downs from ny
perception, but |I think it has worked broadly
well. It seems to me it makes no sense now to

ki nd of tear that up and establish a commttee of
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parliamentarians that may take over its
i nvestigative functions.

My sense is | don't think that
makes a | ot of sense. | can explain why in nore
detail .

But it does seemto ne therefore
that the logic of building on the strengths that
you have, not disturbing the existing system nore
t han necessary, not encouragi ng agenci es who are
the targets of reviewto resist by in a sense
overl oading themwi th different bits of oversight
comng fromdifferent directions, it seens to ne
that the logic of Canada's position is to devel op
the role of SIRCinto the review of national
security activities of all of those federal
agenci es who have small units for national
security: the RCMP, transportation, inmmgration,
and so on.

That basically would be the way
that | would seek to deal with (c).

| think I am probably running out
of time.

Obviously this raises the issue of
how does this relate to the new comnm ttee of

parliamentarians? A very inportant issue, but
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per haps we can pick it up.

THE COMM SSI ONER: We will come
back to that. | will make a note of that.

Ms Caparini, you are the third
speaker.

MS CAPARI NI : | think it's
i mportant to remenber that the background of this
issue i s about changes, fundamental changes that
we are seeing occurring in the policing field and
in the security intelligence field.

Policing is increasingly becom ng
involved with i ssues that were nore traditionally
considered the domain of intelligence agencies, so
t hey are increasingly involved in
intelligence-gathering. So it is increasingly a
preventative role, whereas security intelligence
is increasingly noving towards what was formerly
more ordinary policing or, rather, crim nal
enforcement issues: organized crime, drug
trafficking, illegal financial transactions.

So there is going on, not only in
Canada but internationally, a blurring of the
functions of these two state agencies. It is
occurring in the mandates as well, and since 9/11

this blurring has becone accepted. The expansion
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of police powers to conmbat crime and terrorism has
become extremely wi despread.

| think it's inmportant al so,
t hough, to note that there is a dissenting
opinion. There is a view out there that this
l'inking of terrorismto organized crime,
transnational organized crime, to noney
| aundering, to drug trafficking, human
trafficking, and also illegal inmmgration or what
is called illegal inmm gration, has been criticized
by people with a | ot of authority in crim nology
and social issues, observers of the police. This
has been criticized as a security continuum
somet hing that's been accepted, in some cases
promot ed, by security agencies, and since 9/11 it
has beconme the conventional view.

But | think it is important to
realize that there are dissenting opinions and
t hat there are people who believe that in fact
many terrorists, so-called terrorists, do not
necessarily engage in organized crinme, do not
necessarily engage in regular crine.

The problemthat we are facing,
t hough, is that on the ground in fact police

powers are bei ng expanded and that security
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intelligence agencies are having an increasing
role in organized crime issues, in former policing
issues. That's the reality, regardl ess of whether
or not there is this real continuumor false

conti nuum

So we have to deal with the
expansi on of powers and the fact that oversight
agenci es are no |l onger capable of dealing with
t hat because they were set up at a time when the
boundari es between these institutions were nore
clearly defined.

So in terms of the options that
you have laid out, | think limting reviewto the
RCMP, to a body dealing only with the RCMP, woul d
be the easiest option. It would require expansion
of the powers of an existing oversight body.

| think one of the drawbacks woul d
be that you woul d be unable to address actions of
t he other bodies that are involved with the RCMP,
and we know that the RCMP is increasingly involved
in international inter-agency cooperation. That
again is areality on the ground. So by | ooking
only at one agency, you are not cutting at these
i nter-agency relationships which are

proliferating -- proliferating.
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| think if you have a review body
that's limted only to national security
activities, if there is a connection between
regul ar crime, organized crime, and terrorism if
t he conti nuum does exi st, then | ooking only at
nati onal security activities does not allow you to
actually |l ook at the way these terrorist entities
supposedly fund thenselves, if they are engagi ng
in organized crime. So in a way you are limting
yourself to the high end of the spectrum without
bei ng able to address the problem holistically.

It seens to me that the nost
| ogi cal option would be the third one, where a
review of all national security-related activities
woul d be nost effective.

By | ooking at national security,
this functional approach, you address the blurring
of mandates that is in fact happening, the
blurring between | aw enforcement and security
intelligence.

It's a nore holistic approach, and
it avoids something that we call institutional
stove-piping; that is, |ooking only at one
institution, and having these blinders on, so you

don't realize the |linkages that are going on

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

30

bet ween agenci es, the sharing of information, the
i nformal networks between them

But it would require some maj or
institutional engineering, | think, strong
mandat es, very nuscul ar powers, good coordi nati on,
to make sure that there isn't overlap or
unnecessary waste of resources, that there isn't
duplication of functions. And I think it would
take time to actually build up the expertise of a
body that would be capable of dealing with
nati onal security in such a holistic manner.

THE COMM SSI ONER: Thank you for
t hat .

Let me just then pick up on a
coupl e of points that were made and ask this
guesti on.

The mandate, first of all, directs
me to make recommendati ons for a review by the
mechani sm for the RCMP' s national security
activities. The RCMP, as | am sure nost know, is
Canada's federal |aw enforcement agency, has has
been for years, and the large majority of their
activities have nothing to do with "national
security activities". They do traditional type of

policing across Canada. They investigate break
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and enters in Saskatchewan and inmpaired driving
cases, and so they carry out all the duties of the
typical police force.

| think it's fair to say that the
i mpetus that gave rise to the government
establishing this Comm ssion with that mandate was
that in recent years -- not just post-9/11, but
particularly since 9/11 -- the RCMP have become
involved in | aw enforcenment activities relating to
nati onal security offences.

Now t he question that | have when
| ook at the mandate -- and I will ask you to
comment on: Mhat is it that's different about
what a | aw enforcement agency does in relation to
nati onal security activities, or is there anything
different, that calls for a different type of
revi ew mechani smthan one would apply to
traditional policing?

I n Canada, |ike el sewhere, our
primary focus for a review of police is by way of
a conplaints bureau. W have vari ous nmodel s of
t hose. But essentially it tends to be, for
policing activity, conplaints-driven and we are
very concerned when we | ook at police, rightfully

so, about the notion of police independence, not
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mucking in into the police activities so as to
interfere with them

But the mandate says, and perhaps
assumes, that there is something different once
t he police get involved in national security
activities. And no question they are, and there
is no questioning of that. That's the reality,

t hat they have become involved in that.

My question -- and we could start
and | would like to have a discussion of this with
some of the members who haven't spoken yet -- is:
|'s there anything that is different, insofar as
the requirements for a review mechani sm for when
a | aw enforcement agency gets involved in national
security activities as opposed to traditional
policing activities?

Prof essor Cameron?

MR. CAMERON: The nodel in many
ways for national security intelligence activities
is counter-espionage. This is the paradigm a
small, shall we say, elite pitted against another
smal|l elite and a war that never ended. So there
was never a question of killing the hydra; that
t here woul d al ways be a new head growi ng on the

hydr a.
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And t he paradigm as we all agree,
has changed now.

But the key really or one of the
keys to understandi ng why there has to be a
speci al mechani smfor national security type of
operations is, as you have pointed out, the fact
t hat normal policing activity, the oversight of
this is generated | argely by conpl aints and can be
dealt with largely by judicial process or
guasi j udi ci al process.

I n national security types of
i ssues, there is no notification. They don't know
that the rights possibly have been violated. It's
very difficult to understand that the original
i dea of crimnal process was to protect the
person's rights; that the case would end up in a
court, and at the end of the day the court would
then say yes, these neasures taken by the police,
by ot her authorities, were justified or they were
not justified.

I n national security matters, to a
| arge extent these issues are not ending up in
court. Intelligence-led policing means | ooking at
many, many, many people, the vast majority of whom

have nothing to do with the target, the terrorist
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or the espionage officer you are | ooking at.

Anot her factor is the fact that
nati onal security, the invocation of national
security, still bites very hard on judges.

Nati onal security, it's very easy to say: "This
is a question of urgency. This is an area that if
you do not do what we ask you to do, then the
consequences can be appalling.”

And with the scenari o of weapons
of mass destruction, the judge is continually
being faced with this option of should | refuse
t he warrant or should | refuse this measure, with
the risk being, you know, nucl ear devastation, or
viral devastation, or some terrible event.

Nati onal security information,
nati onal security intelligence, is also very
difficult to analyze and understand. It's in a
grid pattern, basically. That is how national
security material is produced in nmost countries,
in which the material is graded on its
reliability, the reliability of the material and
the reliability of the source. It takes a |ong
time before anybody really is able to understand
t his.

An ordinary judge dealing with
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such an i ssue m ght get such a problemonce in a
bl ue moon, and he or she is not in a position to
effectively judge the risks of the operation and
the risks of doing what the agency want themto
do.

| think that, as | said, we have
to understand that the nmodel has changed from
counter-espi onage. We are speaking about the
vul nerability of an entire society. Modern
soci eties are vulnerable in a vast nunmber of
di fferent ways, reservoirs, airports, harbours,

and it's not a small elite who are protecting us

against this. It is everybody. It is the
imm gration officials. It is the border people.
It is the customs officials. It is private

security guards.
They are all being integrated, as
Marina said, in this continuum and there is a
great deal of room for abuse of that as well.
| should also like to conment on
this, the crucial distinctionis really this area
of organized crime, isn't it? You can say that

organi zed crime displays simlar characteristics

to national security in that the operation goes on

for a long time, or maybe forever, and
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notification does not occur, and there is the same
difficulty of analyzing the quality of the
mat eri al .

However, as Marina pointed out,
there is a very inmportant distinction between
organised crime in theory and terrorismin theory,
t hough in practice, and as we have seen in
Northern Ireland, the two can be extremely closely
i nked.

But the difference in theory is
t hat the notivation for terrorismis politics.
It's obtaining political power, whereas the
notivation for organized crime is money. That is
a very inmportant distinction. And that's why many
of the mechanisms for dealing with organi zed crime
do not necessarily work against terrorism

Now | accept, of course, that in
situations of domestic terrorism-- we should
remenmber of course that terrorismcovers a
mul titude of sins as well. It covers
international terrorism domestic terrorism a
variety of different forms.

But there is this very inmportant
di stinction that political crime cannot

necessarily be defeated by using the mechani snms of
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dealing with organi zed cri me.

| would also agree, | think with
everybody here, that the option which seems to be
most appropriate is the option (c).

And also | would agree with what
Pete G Il said that here in Canada you have a
model of oversight which many other countries in
the world admre greatly, | should point out, and
t hat you should al so be attenpting to build on the
strengths that you have.

THE COMM SSI ONER: Just for those
t hat may not have the material that are watching
this on the television, option (c) is the
functional model. It is the one that, as the
speakers would have it, it would be building upon
SI RC which now reviews CSIS and extending its
powers to review the national security activities
of the RCMP.

Do you want to speak next,

Prof essor Leigh?

MR. LEI GH: Thank you, yes. Just
to cone briefly and quite specifically to the
guestion you that raised about what are the
di fferences between national security and

policing. And | accept all that's been said just
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now about we are living in a changing world and
some of these boundaries are now beginning to
bl ur.

But | think you could say, if |
can sunmmarize it quite neatly in ternms of three Ps
of differences, my Ps would be the prolonged
nature of national security operations. And
t hi nk Professor lain Cameron has just spoken about
that in contrast to traditional crim nal events
where you had an event, it was detected, and there
was a prosecution that foll owed archetypically.
Nati onal security operations are seen as prol onged
events.

The second "P" is the nature of
t he powers that have traditionally been granted to
bodi es to combat national security traditionally.
These have been perhaps exercised on a | ower
standard other than the powers that we would give
in the investigation of ordinary crime, maybe
because the normal result was not prosecution, so
therefore | amdealing with probability rather
t han some hi gher standard for issuing a warrant,
for example, would seemto be appropriate.

But al so the extent of powers

given have traditionally been greater, for

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

39

exanpl e, covert searches of prem ses, as
contrasted with open public searches under warrant
have for crimnality.

The third "P" would be prevention
or, as you m ght now say, disruption. The
objective of this type of state activity was
typically not to prosecute but was to disrupt and
prevent and to counter terrorismor espionage.

The difficulty is of course that
all of these -- ny three Ps -- have changed. Many
of these techniques, certainly in Britain, have
been spread, because they were found to be so
useful in combatting terrorism Over a 30-year
period, they have spread over other forns of
serious crime, and that makes draw ng the
boundary, | think, particularly difficult at the
present time.

| have some thoughts on some quite
specific boundary issues, but you nmay want to save
t hose for |ater on.

THE COMM SSI ONER: That was
actually going to be ny next question.

MR. LEIGH: Or would you |like me
to address that now?

THE COMM SSI ONER: | m ght cal
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upon Dr. Born to see if he has anything to add,
and then | would |ike to address the boundary
i ssue.

|s there anything that you wi sh to
add at this point?

MR. BORN: Only very shortly:
that | concur with the others that a functional
oversi ght model woul d be best. For exanple, if
anot her agency would al so take up these type of
activities, and you would set up a review
mechani sm which only deals with the agency al one,
then these other activities would escape the
revi ew

| think a conmprehensive oversight
mechani smon a functional basis would be what |
woul d al so recommend, for the reasons which were
said before, which I don't want to repeat.

THE COMM SSI ONER: Let me then
move fromthat to the boundary issue.

As | said, the mandate says that
t he recommendati ons are for a mechanismto review
t he national security activities of the RCWP,
whi ch necessarily inplies there is going to be a
boundary drawn. There is going to be a boundary

drawn no matter whet her one adopts either nodel.
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So if one were to adopt a nodel
that is directed at the RCMP only, its national
security activities, then there is going to have
to be a boundary drawn unl ess the review body
covered everything the RCMP does. And as | say,
95 per cent or nore of that has nothing to do with
nati onal security, | think by even a | oose
definition, perhaps.

Or if you adopt what mpst of you,
perhaps all of you, seemto think a functional
approach is best, you are still going to have to
draw a boundary as to into what area of the RCMP' s
activities does the functional body have
jurisdiction. So the boundary issue is critical,
no matter what overall model is adopted.

Ms. O Loan says to me that if you
are | ooking at national security -- | amputting
words in her mouth -- be very careful that you
don't cast it too narrowly because nati onal
security is integrated with all sorts of other
crimnal activities, and it would be very hard to
separate out neatly just something that is
classified as national security and | eave it aside
for money | aundering and the | egal break-ins,

robberies, and so on that they may be resorted to.

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

42

So that one way or another, if we
go ahead with a review body, we will be left with
a body that is going to have to sonehow within the
RCMP draw a |ine, a boundary.

| throw that open for discussion

Per haps since you raised it,

Prof essor Leigh, if you wouldn't m nd starting and
then we can go around the table?

MR. LEIGH: Yes. | have two
specific thoughts to offer on that.

Obvi ously, for the reasons that
you have just given, M. Conm ssioner, there wil
be a rather messy boundary of that kind.

My two t houghts, one is kind of a
l esson I think fromsonmething not to do fromthe
British experience, and |l et me explain the
background just a little for it.

In Britain we have in the security
real m what you m ght call a m xture of
institutionally based reviewin the sense that
three of our security intelligence agencies are
subject to a statutory scheme involving a
commttee of parlianmentarians, but al ongsi de that
there is a nore functionally based review, quite a

narrow formof review, to do with particular forns
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of surveill ance.

The conmbination is quite a nice
i dea, and the judicial comm ssioners who | ook at
surveillance don't just look at it inrelation to
t hose agencies; they look at it in relation to the
police and the customs, and so on and so forth.

So that's quite an effective notion.

But of course the difficulty is
how t he two connect up.

What we don't have -- and this is
a lesson to learn from | think -- is a
satisfactory process for |linking the two things
t oget her.

For exanple, the comm ttee of
parliamentarians do not have access to all of the
informati on that the conm ssioners have in the
course of their work, and that's a defect in our
scheme. It seems to me very inportant that if you
were to recommend or to end up with some
combi nati on of these two fornms of review agency,
base review, functional review, that you nust make
sure that there is some |inkage or connection
bet ween t hem

My second thought perhaps goes

nmore directly to the problemthat you were raising
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of divided jurisdiction and how to draw the |ine
within the RCMP's activities to those that are
simply related to national security.

My first observation about that is
t hat perhaps you don't need such a very sharp
[ine. | mean, a degree of overlap between review
bodi es may be acceptable, provided there is sone
way of establishing a hierarchy, so that if one
review body has first right of refusal, as it
wer e, over investigating a particular issue, that
m ght be a way of dealing with it even if there is
some overl ap between revi ew bodi es.

My second thought -- and of course
| am not at all as famliar with the Canadi an
scene as many others will be. But nmy second
t hought is to ask whether there aren't in fact
dividing lines that you have drawn wi thin your
exi sting arrangenments.

And as | have read the background
papers, two of those have stood out for me as
possi bl e bright lines that could be used to mark
off the jurisdiction of a review body in this kind
of way.

The first one would be the

guestion of when a mnisterial direction applies
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for centralization and central coordination of

nati onal security activities. | understand there
is a direction of that kind to applies to the

RCMP, and one possible strategy would be to say

t hat anything falling under that direction

t herefore should be subject to this kind of review
body.

The second possibility would be to
say that any police activity that m ght be
directed towards a detection of prosecution of
of fence for which the consent of the federal or
provincial Attorney General would be necessary --
because | understand that under the
counterterrorismlegislation that again is a
requirement -- that that m ght be a place to draw
the |ine.

THE COVM SSI ONER: Ri ght .

MR. LEIGH: Those are just two

t hought s.

THE COWMM SSI ONER: The ot her
t hought that occurred to ne -- and I will call on
others -- is that one could also possibly draw the

line a number of ways to be inclusive of anything
that fell within the two matters that you

menti oned, or | ook at the operational setup of the
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RCMP so that they have certain division or
branches that deal with it.

MR. LEIGH: Yes. |In a sense, you
could follow the way that things are segregated
within the Force itself.

THE COWMM SSI ONER: And even their
data collection systemtoo, if it applies to that.

MR. LEI GH: The danger of that, of
course, is that those organi zational relationships
may change. And wi t hout being conspiratorial
about it, there is a risk that new arrangenments
m ght be devised perhaps with the advant age of
circunventing sonme revi ew mechani sm

THE COWMM SSI ONER: Do you have
anything to add, Dr. Born?

Anybody el se on the boundaries?

Ms. O Loan, do you have any
t hought s?

What you said certainly to ne
provoked a thought: that your experience is such
t hat so much of what m ght be called "regul ar”
crimnal activity is really part and parcel of the
counterterrorismactivities, and is it realistic
to think that one can draw a line for purposes of

a review body that won't end up in endl ess
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jurisdictional fights -- yes, it is inside/no, it
isn't inside -- and could the review body, by
drawi ng such a line, be frustrated in that it
woul d not indeed capture what is intended to be
captured?

MRS. O LOAN: | just have serious,
serious concerns about separating out the police
and the intelligence function.

If you |l ook at the gathering of
data, intelligence information, whatever it is,
and you | ook at howit's packaged, howit's
graded, how the sources are graded, and you | ook
t hen at what happens to it, and the analysis which
may or may not occur, and you then consider the
product -- \Where does it go? What do they do with
it? -- my experience would be that the failures
whi ch have enabled the terrorists to operate --
and it doesn't matter whether we are tal king about
somebody who is trying to interfere with your food
chain, damage your water, or blow up your
electricity stations, because the end result is
going to be significant damage to the comunity.
You just need an interaction.

| think one of the m stakes they

made in Northern Ireland, which they have
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recogni zed, was the separation of special branch,
whi ch was the intelligence function -- which was
regarded as a force within a force which didn't
speak to anybody else. So you had a situation in
Northern Ireland where a very senior officer
charged with investigating a serious offence, a
terrorist offence, could ask a constable for
informati on and the constable could say no to the
senior officer because he was in the intelligence
unit and he had that prerogative. That was not a
hel pful process.

That's a very practical
denmonstration or analysis.

| suppose all | am saying to you
is be very, very cautious about drawi ng those
boundari es around national security only.

And | accept all that Marina and
ot hers have said about the notivation that makes
people do things but | still have this feeling
that at the end of the day you are dealing with a
series of activities, and it's your process for
dealing with those activities and the
j oi ned-up-ness of the process fitting with those
activities which is the key to success.

THE COWMM SSI ONER: Anybody el se on
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the -- yes, Professor Cameron?

MR. CAMERON: There is going to be
an overlap, obviously. As |lan pointed out, the
tenptation is of course enormous to seek the
investigative methods which give you the nost
| eeway, which are based on | east suspicion, |
i magi ne can be triggered on | east suspicion. |
t hi nk about financial transaction reporting for
exanpl e, where there is hardly any suspicion
what soever.

Pl us you have greater powers.

And a way to deal with this is to

accept that there will be occasions of an overl ap
and to give really the investigating teans the
choice to say: Do you want it to go under the
nati onal security type of investigation? Well,
t hen you will have greater powers. You can
initiate investigations on | ess suspicion and so
on, but you nust expect correspondingly nmore, nuch
t ougher oversight and the possibility of criticism
afterwards if we consider that you have been using
our national security ground for what really is a
"pure” organized crime investigation.

A way of doing it is, as lan

menti oned, to have the oversight body having sort
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of first refusal as it were. They will |ook at it
and decide at the end of the day whether it was a
nati onal security operation or not.

THE COWMM SSI ONER: Anybody el se on
t he borders? | have another question. Yes?

MR. Gl LL: Just very briefly.

THE COMM SSI ONER: No, not at all.

MR. Gl LL: | agree with what |an
Leigh said, and | think actually one can afford to
be fairly relaxed about this because clearly the
agenci es thenmsel ves when they are choosing to
carry out an investigation, although -- and
agree strongly with what has been said. | nean,
many of these investigations are not intended to
| ead to prosecution; they are intended to lead to
di sruption, prevention, and so on.

But clearly it is going to be
carried out on some | egal basis. |If that |egal
basis comes within some of your relevant acts, the
TerrorismAct, the Security Offences Act, and so
on, then it seens to me this automatically puts it
wi thin the purview of the review agency. And
woul d be fairly rel axed.

Al so the review agencies, it seens

to me, because their resources are usually |l ess
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than 1 per cent of the resources of the target
agency, have to set priorities. They can never
possi bly do all the things that they would want to
do.

So the chances of a review agency,
| think, wandering around in the sort of general
crime work of the RCMP are pretty renote because
why woul d they? They will feel they haven't got
adequate resources to do the really inportant
stuff that is really centrally located within the
mandat e.

So | would be quite relaxed about
t his.

THE COMM SSI ONER: Go ahead.

MRS. O LOAN: Just one fina
observati on.

There is an extent to which the
whol e di scussion is predi cated upon the basis that
t hose who work in the security services are nobl e,
and | am sure that's true of nost of them But
the reality is that all the research on major
corruption in policing generally indicates that
there is noble cause corruption too. And noble
cause corruption in Northern Ireland was a

significant problem
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And the review agency, such as it
is, must have a facility which enables it to deal
with those issues, and an openness and an
awar eness of the possibility of those issues.

| am not nmoving into this question
of powers and initiation, but I amthinking that
that is something that should sort of be | ocated
in the back of the m nd when one is considering
the functional body that you are going to
est abl i sh.

| don't think it's part of the
debate and I think it should be.

THE COWMM SSI ONER: Thank you.

Let me then turn to anot her
question that is still within this first question
and play the devil's advocate.

| hear | think all of you that
have expressed an opinion saying that the
functi onal approach, rather than an institutional
approach, is to be desired.

Those who woul d argue the ot her
way m ght make two points.

They woul d say, first of all, the
expertise that is required in order to review a

security intelligence agency like CSIS, the
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expertise that we would now have vested and find
in SIRC, is different, because what is going to be
necessary to oversee or to review police
activities -- police officers do different things
than intelligence officers. |Intelligence officers
collect information to assist governnment in
formng policy. Police officers actually get
their hands on the deal a little more. They have
arrest powers and nore direct powers and they are
there to, admttedly they would say in this area,
di srupt and prevent but also ultimately to perhaps
prosecute, and they certainly collect information
in a different way.

Even in the national security area
when they are collecting information, while it's
unli kely many cases would go to prosecution, they
nonet hel ess collect it in a formthat could be
used in prosecution, with an eye to it being
introduced as evidence.

So some woul d say there is a
di fferent expertise required which requires
di fferent bodies. So that would be the first
point to this that I amputting to you and will be
asking you.

The second point to that, those
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t hat argue for different bodies say: And by the
way, it need not be the disaster the
functionalists think would occur because you can
have statutory gateways between the different
bodi es. And they would say | ook at Bel gi um
Commttee I, Commttee P. They have statutory
gat eways, they are called, which require the two
di fferent oversight bodies to communicate, to
conduct joint investigations, | guess even joint
hearings to share information. Statutorily they
are required to do that.

| amtold there is sonme of that in
the United Kingdom sone in Australia. | mean,
there is a number of different nodels.

But one with imgination could see
two bodies, and to make it sinple, one for SIRC,
one for the RCMP national security activities,
recogni zing that they often work in an integrated
fashi on, the underlying agencies, but require
statutorily communication, sharing investigations
and so on.

To summari ze, nmy question has two
parts. Does it require different expertise that
| eads to different bodies? Second, even if it

does or doesn't, can you handle different bodies

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

55

by statutory gateways?

Prof essor Leigh?

MR. LEIGH: If | could briefly
touch on the second one first, then | will cone
back to what | have nore to say about, which is
t he expertise point.

| think it's very much a second
best. | can see that if you have different review
bodies -- as | said earlier on, |inkages,
gat eways, whatever you call them are very
necessary. But for nme the conpelling argument for
functional review, if you want to call it that, is
t he point that Peter G Il in particular made
earlier on, which is the integrated nature of
intelligence and policing operations in this area;
that it's so much easier to followthe trail as a
review body if you don't have to switch and
coordinate with another institution. And | find
t hat very convincing as an argunent.

What | will say nore about is the
expertise point, because | think that there is
per haps somet hing of a generalization behind that
t hat needs to be unpicked a little bit.

We are dealing, aren't we, when we

tal k about the police, with a large institution
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that has a variety of different functions and
modes of operating, and | think one should be wary
of using overall |abels and generalizations about
it.

The security function would itself
be segregated, is segregated in the RCMP and ot her
police forces into particular units, and the
culture and way of working of those units may wel |
differ to the remai nder of the police force.
Therefore, | think this somewhat underm nes the
poi nt that the review body, whichever it is, wl
become famliar with the overall pattern of
wor ki ng of the body that it's reviewi ng. There
may be subcul tures, different ways of working
within the police, within CSI'S, and so on.

There is a second point as well,
which is this is not a fatal objection to a
functional review body, because | think the
reality is, unless we are tal king about a single
person doing the review ng, any review body itself
is going to specialize and quite possibly track
di fferent agencies and different units. There
will be different investigators who will have
responsibility for CSIS and the RCMP, and so on.

And so within the institution they will devel op
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this type of expertise. This is the inportant
poi nt .

So | think there are some
m sgeneralizations there that need to be unpicked.

THE COMM SSI ONER: Anybody el se
wi sh to comment? Yes, go ahead.

MR. Gl LL: | would reinforce what
|l an Lei gh was saying, but | also want to pick out
one point, which is something that I[ain Cameron
menti oned earlier.

| think it is possible to
exaggerate the difference between what security
intelligence agencies like CSIS do with respect to
counterterrorismand what a policing agency |ike
the RCMP does with respect to security offences or
the | egislation that they have.

Yes, formally, the police are
| ooking to prosecutions and the security
intelligence service is |ooking to advise the
government on threats. But these differences |
t hi nk becone | ess significant by the day.

Much of the work of police
counterterrorismis not directed at prosecution.
Clearly it's now directed at prevention and

di sruption.
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Yes, they may act in such a way
that the informati on they devel op may at sonme
poi nt be used as evidence, and they have different
procedures than the security intelligence service
have. Yes, there are those differences. But I
really don't think we should exaggerate themin
terms of the inpact.

And the other factor is because of
their increasing cooperation thenselves,
operational cooperation -- and if you | ook, for
exanpl e, at your integrated national security
enforcement teanms where you have integration
bet ween police forces at the federal |evel,
provincial level, some CSIS involvenment, these
peopl e are working together in nmulti-agency task
forces.

The precise point, while these
mul ti -agency forces have been established in
Canada, in the U K., in Northern Ireland, in the
States, is to increase the flow of information and
t he networking between these agencies and to
reduce -- to reduce -- the historic differences in
t heir mpdus operandi. Therefore, | would say one
really shouldn't overestimate this.

What police and security are doing
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in terms of counterterrorismis becom ng al nost
i ndi stinguishable fromwhat they do vis-a-vis
organi zed cri nme.

Wth Marina, | want to say | think
we do need to keep these two analytically
separate. But fromthe practitioners' point of
vi ew, what they actually do in terms of crime
anal ysis, security analysis and so on, the
differences are very small, very small.

THE COWMM SSI ONER: Anybody el se on
t hat question?

Go ahead.

MS CAPARINI: It seens to ne that
the entire dynam c right now among the security
institutions is increasing coordination and
i nt eragency cooperation, and so why could that not
apply equally to oversight bodies to have
effective oversight?

You woul d need to have i nput,
regul ar input, fromconmplaints comm ssions, from
different parlianmentary bodies that are | ooking at
vari ous aspects of the security issue.

So it may be more an issue of
coordi nation anmong different bodies than just

optim zing the mechani sms for coordination, rather
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t han maki ng more of a problem of the definitional
i ssue of the boundary.

THE COMM SSI ONER: Okay, thank
you.

Yes, go ahead.

MRS. O LOAN: There is this
guestion of expertise, because |I think you need
di fferent expertise to deal with intelligence
issues fromthe expertise that you use to deal
some of other issues that policing deals with.

| think that expertise lies around
under standing the terrorist organi zations, or the
organi zations who are your targets if you are the
security agency, understanding the relationships
t hat exi st between them and understanding their
i ndi vi dual mpdus operandi, which may be different
dependi ng on which different type of group you are
dealing with.

| think therefore you need an
ability to deal with the organizations, with the
process: you know, how do you get the information
and what do you do with it when you have got it
in, all that sort of thing. What about warrants,
what ki nd of warrants, etc? And you need a very

cl ear | egal capacity.
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The other thing | want to say is
hear this argument about security services around

di sruption and prevention, and |I think you need to
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be very careful around that.
Certainly I think in Ireland and

in the United Kingdom and in other jurisdictions,

t he movenment is towards let's find ways of dealing

wi th people that take them out of circul ation
where they could be operatively dangerous to our
nati onal security and, if they are engaged in
crime and other activities, deal with themfor
t hose things and take them out and weaken the
i nks and the chains that enable those things to
function.

So al t hough I am accepti ng what
everybody is saying about prevention and
di sruption -- that is a clear, clear aimand a
legitimate aim-- be very sure that your
effectiveness as an intelligence organization

doesn't just rest on that; that you nust have an

under st andi ng that you nmust deal with people in as

many ways as they allow you to do.
So if they are putting thensel ves
into positions where they are vul nerable on that

front, you exploit that vulnerability.
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THE COMM SSI ONER:  Okay.

Anot her question | have is dealing
with the functional approach. W have done, as
you have probably seen, some research at the
Comm ssion with respect to the systens in other
countries to see what we can glean fromthat. W
have tried to be thorough, but we obviously
haven't | ooked at every regime in the world.

Al'so in reading the literature,
must say | amnot surprised that the coments here
woul d tend towards saying a functional approach.
That seens to be in the literature. Wile it's
not a unani nous view, by any nmeans, it seens to be
t he nmore preval ent one.

| am wondering if any of you have
observations on exanpl es where a functional
approach is actually in operation, and coments as
to what | essons m ght be | earned, howit's
wor ki ng, and sort of suggestions and respectf ul
criticisms, if there are, or suggestions that
m ght emerge fromthat?

We know that in Norway there is
such a system But | amjust wondering if, with
your collective experience, you have anything to

whi ch you m ght point or observations you can make
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on existing functional systenms that cross agency
[ines?

Yes, go ahead, Professor Gill.

MR. Gl LL: | suppose the obvious
case that refers to me is the U K. intelligence
and security commttee. Okay, it's a commttee of
parliamentarians, as with your proposal. But it
is functional in the sense that it | ooks at the
t hree main agencies: the security service M5, the
SI M6 and GCHQ, the equival ent of your CSE.

But what is kind of interesting
about what they did -- and | would appl aud them
for doing it during the |ast ten years -- sorry,
they were set up in 1994,

Actual ly they have thensel ves
chosen to spread their mandate yet nore wi dely.

So that although it doesn't nmention it
specifically in the statute, they also now | ook at
the defence intelligence staff, which is the kind
of intelligence analysis branch of the Mnistry of
Def ence. They have also | ooked at the work of
NCI'S, which is the National Crimnal Intelligence
Service, which broadly m ght be conpared with the
Crimnal Intelligence Directorate of the RCMP and

CISC, the Crimnal Intelligence Service Canada.
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It's obviously not a direct equival ent, but nore
of | ess equival ent.

This of course has now been formed
into SOCA, the Serious Organized Crimes Agency, SO
it has changed.

But what is intersting is that
t hey have attenpted to have an overall view of
that. So to that extent, | think they have been
qui te successful in not being subjected to the
stove-pi ping that Marina has said. So we do get
t hat broad oversi ght.

That's the strength of the system

If I could take the opportunity

t hough, while that is encouraging for functional

review, | think there is one aspect of the U K
system which I would share. | think lan's
criticisms, | mght state them | think perhaps

more bluntly.

We have a systemthat was
constructed piecenmeal at various points, often
attenmpting to -- sorry, either reacting to adverse
deci si ons of the European Court of Human Ri ghts,

t hat we had i nadequate procedures, or, envisaging
t hat we were about to | ose another case before the

European court, legislating in order to preenpt
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it. And this is how our system has devel oped.

And the structure of the
comm ssions and complaints tribunals that we have,
to my mnd, are something to be avoi ded.

| mean, while they have great
access to informati on, they don't seemto do very
much with it. Their reports are frankly
mnimalist, if not |aughable. They actually do
reports and the errors they find is that two
nunmbers were m stranscribed in a warrant
application, and sonebody had their phone tapped
when we shoul dn't have done for 24 hours, but then
it was di scovered and everything's sorted out and
no harm was done. Whew. This is the limt.

Their reports are catal ogues of
clerical errors, and that's it.

The tribunal we know not hi ng
about, which hears conpl aints.

And the problemis they do not
cooperate systematically with the commttee of
parliamentarians and therefore this is the
conpartnmentalization of review that you nmust try
and avoi d.

You have a good exanpl e here of

the statutory gateways that you mention in the
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CSIS Act. | thought at the time that the idea of
the 1G the Inspector General's certificates being
sent to SIRC was a very neat device for either
getting a bigger bang for your review buck, as it
were, by reinforcing the kind of know edge basis
for SIRC. That idea can work.

But as with lan, | would agree
that it's kind of second best.

MR. LEIGH: First of all, just a
very blunt comment on the U K. scheme. There is a
general | esson behind this, which is to | ook at
how t hi ngs work in practice rather than just what
the | aw says. One of the things you need to know
about the U. K. |legislation, when considering it,
is that in all of the years that the tribunals
have been in operation they haven't found in one
single instance in favour of the conpl ai nant.

That may be because there is
not hi ng wrong and that all of the people who have
conmpl ai ned so far have been del uded and i magi ne
t hat they are under surveillance when they are
not, or it may tell you something about a defect
in the legislation and the test that is to be
applied under it.

| wanted to come back to Norway,
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whi ch you had raised as a particul ar exanpl e.

There, the commttee set up by
parliament, although they are not
parliamentarians, has a function of |argely
i nspectoring. It carries out a number of,
comonly over 20 or so, inspections in each year
of security and security policing establishments
around the country, and it focuses very much on
the legality of what is being done and al so on
human ri ghts protection.

So I think one needs to bear that
in mnd in evaluating and conmparing how an
institution like this works. The mandate, if one
puts it like that, the remt of that body,
al though it crosses institutional boundaries, is
functional, is quite a narrow one. |It's not al
singi ng and danci ng kind of review body. So it's
not | ooking at questions about efficiency so much.
It's really focusing on |legality.

THE COVM SSI ONER: Ri ght .

M. Born.

MR. BORN: Exactly. | think this
oversight commttee as it exists in Norway, it is
across the services. But then they have really

asked themselves: What is really inportant? What
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do we want to oversee? And they have decided only
to focus on human rights protection and the rule
of | aw.

Wher eas ot her issues |ike
efficiency, policy, they didn't take that up.
They | eave that to others.

| think that is also a good thing
in terms of building up expertise and not to
over| oad yourself.

The ot her issue which I would al so
li ke to address is if you have one or two
oversi ght bodies for one agency, there is also the
danger that maybe that oversi ght body gets too
famliar with the agency and that it, as it were,
gets captured by the agency it is supposed to
overview. You m ght end up with a situation that
a chair of an oversight body behaves as sort of
di rector general of the service because it is also
trying to protect the interests of that service.

So maybe a functional approach has
| ess danger.

THE COWMM SSI ONER: Less danger of
co-option?

MR. BORN: Yes.

Yes, Professor Caneron.
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MR. CAMERON: Just very briefly,
if we are conmpeting in being blunt about the
British system You don't want to go there.

--- Laughter / Rires

MR. CAMERON: You really don't
want to go there.

It serves almst, | would say, an
i deol ogi cal function. [It's the law as a
smokescreen which is really discredible.

| hope this is all on filmin
Britain.

--- Laughter / Rires

MR. CAMERON: No, | don't have to
go back there.

Just a word about the Norwegian
system

In its context, of course, there
is a single national police force in Norway which
makes it a little bit easier; plus judicial
aut hori zation, of course, for investigations. It
is a narrow mandate that they wanted to
concentrate on that.

Just to add a point to what Hans
had said, the Norwegi an mandate of course was

formally based on the errors of the past, because
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t he previ ous Norwegian commttee did get drawn
into authorizing. It did get drawn into sort of
bei ng part of the operations, and that's why it's
been very inportant to give it this narrow
mandat e.

THE COWMM SSI ONER: Thank you for
t hat .

Just one | ast question. W have
five mnutes left for this segment.

| don't know if any of you can
coment on this. But in |looking at the situation
in the United States, they very much have an
institutional approach to review of the agencies.
They have I nspectors General. Our staff has nmet
with the people who work for the Inspectors
General, and that's very much part of their
culture and | think they see it as being
effective.

Unfortunately, Professor Fred Hitz
who was here yesterday, and who was at di nner | ast
night, had to | eave and was unable to be on the
panel today. He did speak to me about it, and |
think I could pass on his comment.

He woul d agree with you who

support a functional approach. He tended to be of
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t hat vi ew.

| am just wondering, are any of
you famliar enough with the situation in the
United States to coment with respect to that
approach?

| nmust say, on reading the
mat eri al that came back from our interviews down
there, I was struck by sort of the reasoning that
went behind it and the strength of the views of
t hose who are operating within that system

MR. GILL: | think the I G you have
under the CSIS Act -- again it is something |
haven't | ooked at now for probably ten years, but
certainly |looking at the first five or ten years,
as | did, it certainly seemed to me to be also
working quite well. | think there may have been
some problenms since.

I n general, | think again as a
principle, there needs to be some degree of
oversight to informmnisters within the executive
branch, and therefore the idea of having
| nspectors General operating within the rel evant
m ni stry, your new Public Safety Emergency
Preparedness thing, seens to ne very sensible in

relation to national security functions broader
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than just CSIS. That seens to me very sensible.

The issue is what do you do with
the material ?

Partly their role, as it was put
here 20 years ago, was to be the eyes and ears of
the M nister, because M nisters, no nore than
parliaments, want to have scandals dunmped in their
| aps by security agencies, and they |like to have
this official at | east keeping an eye. And |
think that's a sensible strategy.

| think it reinforces the overal
review if that material is also made available to
this then i ndependent review agency, whether it's
in or outside parliament. That seenms to nme is the
trick that you brought off 20 years ago, and
think that's worth keeping.

THE COWMM SSI ONER: All right.

MR. LEIGH: | am by no nmeans an
expert on this but I have had the opportunity to
meet and talk with a number of the U S. Inspector
Generals recently.

the first thing -- and I am sure
you are very well aware of this, but maybe
everyone in the audience won't be -- is to realize

just how conplex this is. | mean, there are 13
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| nspectors General, and there is a variety of
di fferent bases on which they operate. Sone are
| egal ly established, some are not.

Some, as Professor G Il has just
been saying, primarily report to the executive
branch. Sonme also report, but not all of them to
congressional commttees, and that's a | egal
requirement.

They found it necessary -- and
this perhaps is a defect in this kind of
agency-based review. They found it necessary to
have a forumto nmeet as Inspectors General rather
t han just individually.

Agai n, wi thout being famliar with
all the detail, | would have thought that if the
overall trend of recent reforms in the U S. is
toward greater coordination and centralization,
then the review mechanisnms will have to track that
as wel | .

THE COMM SSI ONER: Last comment
t hen?

Yes, Dr. Born.

MR. BORN: Thank you. It seenms to
me that the Inspectors General also have anot her

rule. They are there to ensure executive
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accountability, whereas the review boards which we
are tal king about are nmore there to assure public
accountability. | think there are different roles
at pl ay.

THE COMM SSI ONER: And the point
you are making is that for executive
accountability it may make nore sense to have an
agency- based - -

MR. BORN: | think also the scale
inthe US. is massive, and | think many countries
have different types of solutions for that. Some
hi ghest | evel executives, they have a small
bureau; they don't call it Inspector General. And
also quite a few countries don't know this
phenonmenon at all.

But | think for our discussion it
is important to see Inspectors General are there
to ensure executive accountability.

THE COWMM SSI ONER: All right.

We are going to then wind up this

segment of the program | amfinding it
extraordinarily interesting and hel pful, | can say
that for sure. 1t's a very good discussion.

W will take a break for 15

m nut es. There is coffee down the hall for
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everybody who is here and we will resume in 15.
--- Upon recessing at 10:32 a.m/

Suspension a 10 h 32
--- Upon resum ng at 10:50 a.m /

Reprise a 10 h 50

THE COWMM SSI ONER: We m ght
resume.

We will turn then to the second
guestion, and let nme just read it: How should the
revi ew body be able to initiate a review?
Conpl ai nts? Own-notion investigations?
| nspections? Referral from executive,
| egi sl ature, or other relevant bodies?

Obvi ously what this question is
directed at is how are reviews initiated, how are
t hey commenced?

The brief background. As | said
earlier, in Canada review of police forces has
been typically conplaint-focused; that we have not
in Canada tended to have other types of -- | guess
that's not entirely true. They have tended to
be -- let me just leave it at that --
conpl ai nt-focused.

The question is: 1|s that

appropriate for the security intelligence
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activities of the RCWP?

| guess one of the other
subsi diary questions that comes into it: Does it
make sense that if there is to be a review
function that the same agency that carries out the
review function also carries out the conplaints
function? Are they conpatible? |Indeed, does it
make sense and is there a certain |logic to having
t hem together or is there a logic to having them
separate? Do they raise different considerations,
require different expertise, and are there
problems with putting the two of themin?

| guess the other subsidiary

guestion -- and then I will turn it over to the

speakers shortly -- is: 1Is there an advantage for

the RCMP if there is currently a conplaints body?

I s there an advantage to whatever happens in the

review of the security-related activities area to

havi ng one body rather than nore than one body?
Now, that |inks us back to the

first question: |If there is going to be a

functi onal based review body, we are probably

| ooki ng at two.

Part of that thought is if one

were to go to a functional -based revi ew body for
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t he national security activities, what happens to
the conplaints portion with respect to national
security activities? Does it stay put?

Compl ai nts over all activities,

i ncludi ng national security, are now within what
we call the CPC, or does conplaints m grate over
to the new functional body?

That is a |lot of questions. In
any event, that's what we are | ooking at.

Al so, as the question itself
poses: What should be the triggering things for
comencing a review?

We will start with Dr. Born.

MR. BORN: Comm ssioner, thank you
very much for your kind invitation for me to
attend here. | think it is a great experience to
be here, and | really have to commend you and your
staff for how you have set this up. | think it's
very good to have this transparent way of
comenting to and advi sing the government and to
parliament.

| read the background papers,
which | think are all of a very high quality, and
| really have to applaud you for the work so far.

| think it's very inmportant indeed.
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Yest erday we heard that 71 per
cent of Canadians find it very inportant that an
effective review mechani smexists, and that shows
that there is not only interest for an effective
police force but also a police force which is
|l egitimate and that Canadi ans think, as we saw
yesterday, that a review mechani sm plays an
i mportant role in this.

Com ng to the question now, which
is, as you said: How should a review body be able
toinitiate a review? Conplaints, own-nmotion
i nvestigations, inspections, referral from
executive, |legislature, or other review bodies?

Let me first say that the review
body is an oversight body, and you have to think
about what should be the strategy which the body
follows in carrying out a review.

What | al so want to add before |
go tothis -- I ama bit reluctant to say you
should do this or you should do that. | find very
much nmore value to give sonme options or sonme
doubts than a cookbook recipe.

THE COWMM SSI ONER: | under st and.

MR. BORN: | also think, as |I also

said yesterday, there is no best model for
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denmocracy, and | think it is the essence of
democracy that each one chooses its own path.
Ot herwi se, it wouldn't be a denocracy, after all.

Havi ng said these prelimnary
remar ks, we have to think about what should be the
strategy of this review body. Every agency and
organi zation has a phil osophy, a strategy, and |
think also in those terns we should think about a
revi ew body.

A whil e ago, in the beginning of
the 1880s -- the names escape me -- in the U. S.
some people canme up with the distinction between
police controls and fire alarms, when they talk
about two distinctive oversight strategies for
review bodies. Police controls are that you carry
out regular controls, inspections -- actually, as
you al so mentioned -- and the other one is the
fire alarm that you only come into action when
somet hi ng happens.

| think here is what comes into
play, is | think you have to make a deci sion
whet her you want the review board to be proactive
or nore reactive. | think conplaint-driven is
typically an exanple of a nore reactive policy.

To be proactive, of course, has
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many advantages. The intelligence security
agenci es thenmsel ves al ways say, "We shouldn't wait
until a crime happens; we should prevent it."
That al so could be a strategy for the oversight
body. These regul ar inspections to | ook at
whet her everything is in conmpliance with the | aw,
is done in an efficient manner, is | think a
proactive way to exercise these regular controls.
Bei ng proactive also has its
limts. The nore proactive you become as a review
body, maybe you see the nmore you becone |ike a
co-governing body; that you beconme also a little
bit co-responsi ble for what is happening in the
agency. If it is in your mandate to also do a
proactive review, then when things happen, you can
al so blame the review agency; that they didn't see
it comng
| think that is important. A nice
exanple is the U S. congressional commttees.
They have the prior notification requests. So
t hat agenci es, when they go into speci al
operations, have to notify the congressional
comm ttees before the operation takes place or at
| east two days afterwards.

| don't want to say that this
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shoul d be somet hi ng you should consi der, but
think if you have such a mechanismin place, which
is a proactive mechanism then you see also easily
com ng up that the oversight body is also becom ng
co-responsi ble for the deeds of the agencies.

| think that is a consideration |
woul d like to offer.

From nmy point of view, only to act
on the basis of conmplaints would be too short. |
t hi nk oversi ght should have a certain extent of
proactivity. It should also try to avoid problens
happening in the agencies.

You tal k about all these different
types of reviews, the basic conplaints, notions
investigated, et cetera. | think it has also to
be seen in the | andscape of oversight. | spoke
earlier of maybe four | ayers of control of
accountability.

One is within the agency. The
second one is executive control, then
parliamentary control and public control. | think
t hat there already existing, may be existing
| ayers of accountability and it has to be seen how
all these types of reviews fit within the

| andscape.
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| don't know exactly that is for
the situation in Canada, but | think it has to be
seen in that | andscape so that no redundant revi ew
mechani sms exi st, but nore are conpl ementary and
not duplications.

What | al so want to say here is we
tal k about oversight and control and review. |
think the best way to prevent problens is al so
what | an Leigh called yesterday enbedded human
rights within the agency. You try to pronote that
the agency is commtted to dempocracy and the rule
of law, and that nmeans that in a way how people
are trained, are hired, are prompted or denoted,
this should play a role, this commtnment to
denmocracy and the rule of | aw.

| think if you can see it in this
way it decreases the need for oversight; when it
already is dealt with on the work floor in the
first place.

Com ng back to these different
types of reviews, | think in each of them-- so
t hink they should be complaint-driven but also
next to it there should be all-motion
investigations. | think this is inmportant.

| think the issue of inspections
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is also, for me, attractive, that regular controls
t ake place -- announced, unannounced. | think it
is an interesting point to do.

Then from an executive and
| egislature -- | think it is important one way or
anot her that these two political bodies, the
executive and the Parliament, are one way or
anot her involved in it, and that they can al so ask
the review body to carry out an investigation.

More from one ot her point of view,
it should be avoided that the review body becones
such an institution that politicians can hide
t hemsel ves behind it; that they say, "Well, this
is not our task, this is their task, this is not
somet hing for us."

So if you tal k about the reform
fromthe executive or legislature, | think you
should -- not ending in this issue, but you should
find ways of howto link it very strongly with the
political authorities.

| said already very merrily, in a
happy fashion, that all these types of reviews are
a good thing to do, but of course there are
downsides to it too. | think what would be the

wor kl oad; the more inspections you have to do, the
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more staff you need.

For example, | know personally the
people in the oversight commttee in Norway, of
this parliamentary oversight commttee, who do
i ndeed these 22 inspections per year, and that
takes nearly all their time. They are so busy
with that. [It's incredible.

So that has to be taken into
account .

Then during the conference the
| ast two days | al so had di scussions also with
peopl e working in the agencies and sonmetimes they
ask themsel ves whet her there is not too much
oversight. So | think that is also sonething
whi ch has to be | ooked upon. But | think that
coul d be avoi ded when you enbed it in these | ayers
of accountability and if you avoid the
duplications of review will exist.

Then | al so want to point at --
it'"s like in the change of views | think it's
i mportant to address the issue of what is the
revi ew board supposed to overview? 1Is it
| egality, efficiency, policy, operations; so what
t hese inspections and the investigations of

conpl ai nts shoul d be about.
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| think this also should be
consi der ed.

Then with the i ssue of conplaints
you have raised, rightly so, in your report the
i ssue of co-accessibility. And every one of us,
as a private citizen, each of us does that of
course on a regul ar basis.

Government agenci es know soneti mes
how difficult it is to follow the rational e of
government agencies. But | want to say is it is
i ke not for everyone very easy to issue
conplaints. You need to know where to go, you
need to understand the | anguage.

And what | have heard from sone
agenci es, review bodies who al so carry out
i nvestigations on the basis of investigations,

t hey help the conplainant to i ssue a conpl aint.

So they help themhowto wite a letter, actually,;
t hat they sit together with them how to take it
up.

That is this issue of
accessibility. How that is taken care of is
anot her issue, but |I think that is very inportant.

| think I will leave it here. |

hope | didn't disappoint you not to have the cook
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book recipe, but sonme considerations.

THE COMM SSI ONER: No, not at all.

MR. BORN: And | thank you very
much for the opportunity.

THE COMM SSI ONER: Those are
excel l ent points. Thank you.

| m ght indicate for people who
are here and listening, the proceedings are being
transcri bed, so we do have a transcript for
oursel ves of everything that is being said, which
will obviously be very useful.

Prof essor Canmeron next?

MR. CAMERON: First of all, |
woul d also like to join my coll eagues in
expressing nmy appreciation for us all being
invited, but to also applaud the Comm ssion in its
way of working, and | would also |like to repeat
what Pete G Il said: that | really think Canada
has given a great deal to the world in this
respect. |t has been an excell ent nodel in many
ways, and it is a pleasure to in some small way be
abl e to help.

| really only have two points to
make on this issue.

To begin with, | agree with Hans,
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of course, that the organi zation, the agency has
to be proactive. | would also |ike to point out
that the accessibility point is yet another
argument for having one functional agency; that
the accessibility to the public argues also that
you shoul d have one oversi ght body which is
accessi ble, instead of the public having to go to
several different institutional bodies.

The agency. You have to think,
really, what is the agency there for?

Obvi ously conpl ai nts are not
enough. We spoke about this under point 1. There
is no notification that the people who are
affected by national security operations may be
very many. You obviously cannot Iimt the
agency's function to conplaints. There is no
guestion about that. There is obviously going to
be peopl e who should be able to conmplain who don't
know enough about the situation and never do
conpl ain, and then of course you have the opposite
situation.

You have people -- we heard the
seni or counsel for SIRC yesterday expl aining about
somebody who conpl ai ned because he didn't have a

girlfriend to SIRC, and presumably thinking that
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the only explanation for himnot having a
girlfriend was some sinister security conspiracy.

So you are going to get these
types of conplaints, of course, as well.

If I can take a Swedi sh nmodel
here, the function of the Swedi sh Ombudsman, which
is a general supervisory body and covers the
entire area of admnistration, including the
police, the function of this body is
forward-looking. It's to inmprove an already
relatively well-functioning system of
adm nistration. The function is not to do sort of
justice in that particul ar case.

I n the working papers -- and
woul d also join ny coll eagues here in expressing
my appreciation for the working papers published
by the Comm ssion, which are of a very high
standard. You would get the inpression that we
are getting paid to say this, but in fact it's
spont aneous.

--- Laughter / Rires

MR. CAMERON: The wor ki ng papers
draw a very interesting distinction between
accountability for reassurance, accountability for

control, and accountability for learning. |In many
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ways we are speaking about all three, of course,
in the organization. The oversight body nmust have
all three.

In relation to conpl aints, what
t he organization is doing is partly control,
partly reassurance, but above all, | would say,
that it's learning fromthese conpl ai nts.

The conpl aint function. | see no
incompatibility with having the conplaint function
wi thin the organi zation, within the oversight, the
revi ew body, and the Swedi sh Onbudsman is a good
exanpl e of that. The Ombudsman, the five
Ombudsmen are forward-|ooking, are interested in
i mproving the system of adm nistration as a whol e,
at the same time as they can receive conpl aints.

Now, the great value of conplaints
is that they individualize, they give a human face
to the problem It rem nds the control agency of
t he great inportance that the human val ues at
stake in the security area. It gives thema human
face.

And it also of course infornms the
agency very much of the effect of security as a
whol e. This is the experience of SIRC, as

understand it. | think it's very inportant. As |
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said, | think that the two functions actually
conmpl ement each ot her.

Second, and again very briefly,
the referral -- obviously the agency | think
shoul d be able to receive tasking fromthe
government. | take Hans' point, that you have to
be very careful of course not to underm ne
m ni sterial accountability and m nisteri al
responsibility in that respect. But again, |
think that SIRC seens to have found a bal ance
here.

And again, if | take a Swedi sh
exanmpl e, the Swedi sh Regi ster Board, which deals
with oversight of the security databanks and which
does actually quite a good job, that can be tasked
by the government to | ook at this particular
i ssue.

Where | think the problemcomes in
is this question of whether it could be tasked by
t he Parliament as well.

Obvi ously we know t he Canadi an
government is considering very seriously this
i ssue of a parliamentary body, and this has been
one of the things that has been m ssing in the

ot herwi se good Canadi an security oversi ght
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architecture, | think. So | think that there has
to be some formof parliamentary body.

But you have to be very, very
careful to avoid the agency being used in sone
sort of party political function; that it could be
used as a cat's paw, as a tool, in such a
situation to make a party political point. And
that is the thing that makes you a bit dubious
about providing for a referral function for the
Par |l i ament.

At the same time, you cannot
sinmply guarantee that the government will do what
the parliamentary majority wi shes, and if the
parliamentary majority wants the review body to
| ook at a particular issue, that it would then
i ssue an instruction to the review body to do so.

So I have no definite conclusion
here. Again, |ike Hans, | have no cooking recipe
here. 1t's just that | think that these factors
are to be borne in m nd.

THE COMM SSI ONER: Thank you.

Prof essor Leigh?

MR. LEIGH: First of all, can
formally thank you for your invitation to attend

this event. | think it says a great deal about
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Canadi an democracy, not just that the inquiry is

t aki ng place in this way, but also that you have
chosen this way of working. | amvery grateful to
have been invited to come along and to contri bute
to the process.

On this distinction between
conpl ai nts-driven mechani sns for review and
others, | would |like to address ny remarks, |
think, initially to why | see a conpl aints-driven
model , al t hough i mportant, as being inadequate,
insufficient in itself. And perhaps | can broaden
out fromthat.

| think the starting point there
has to be to ask oneself the question: Well, what
kind of issue is it that we are seeking to revi ew?

Of course, | think there will be
more than one answer, depending upon the context.

I's the issue primarily one about
harmto a given individual, such as, for exanple,
the all eged facts that gave rise to the
establishment of this inquiry? Or is it primarily
about issues of policy, accountability,
responsibility?

Those of course, although it's a

useful distinction, there is overlap. And as lain
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Cameron has quite rightly just said, in all life,
not just in government but in business as well,
institutions draw | essons for their policies and
practices fromconplaints, things that go wrong in
specific cases. So the two are obviously
connect ed.

But sometinmes there will be harm
to the individual operating node, if you |liKke,
which is very much conpl ai nts-driven, | would
suggest, sometines. The review node will be nore
policy-oriented, so one needs to have both of
t hese considerations in m nd.

As you said | think in your
opening remarks, Comm ssioner, to this question,
in the field of policing and | aw enforcenment, and
normally -- and this would be true not just in
Canada but in other countries too -- the pattern
has been to focus on the conmpl ai nts-driven nodel,
and there are two very good reasons for that.

Obvi ously | aw enforcement agenci es
have the capacity, when things go wrong, to do
serious, specific harmto individuals, and we need
a redress mechanismfor dealing with that.

The second one is a kind of

negative reason, if you like: that we want to
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preserve the political independence of police
forces. So the review mechanisns tend to be
focused on conplaints in order to ensure that kind
of i ndependence.

However, we come back here to the
probl em of the boundary; that we are dealing in
t he particular area of policing that this inquiry
is interested in, with national security issues.
And it's precisely there, | would argue, that a
solely conpl ai nts-focused nmodel is likely to be
| ess satisfactory.

The reasons for that are fairly
obvi ous.

A conmpl ai nts-driven nodel depends
upon individuals comng to the review body with
their complaint. And by definition here we are in
a field of activity where nost people, hopefully,
will not be aware that anything is happening in
relation to themto conplain about, unless
somet hi ng has gone wrong, or unless it reaches the
state of some formal action they become aware of.

So to put all of one's sort of
review X, if I put it this way, into this single
conpl ai nts basket will not make sense in the

nati onal security real mbecause people will not be
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awar e of what has happened to themin many cases
so therefore this won't be an effective means of
bringing reviewissues to the fore.

Equal ly, of course, there is a
second problem which is worth mentioning, | think:
t hat any review mechani sm shouldn't be a means by
whi ch i ndividuals can find out, for example,
whet her they have been subject to surveill ance.
That would clearly be counterproductive, to have a
mechani smthat was effectively a route to do that.
So there has to be a bal ance somehow in the way
t hat these review mechani sns wor k.

Because of that first reason
particularly, the lack of know edge, it would be
unwi se, | think, torely solely on the
compl ai nts-driven nodel, and clearly it has to be
suppl ement ed by sonme perhaps own-initiative form
of review.

| see those two things as
conpl ementary because a review body -- and | think
this has been said already -- can |l earn nore
general | essons fromindividual conplaints but
then can follow themup in a way that goes beyond
t he boundaries of the factual issues raised

per haps by the individual conplainant.

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

96

Very often -- it's quite likely,
in any event -- that one person who thinks that
sonmet hi ng has been done to them by the RCMP, let's
say, that may actually just be the tip of the
iceberg. It may reveal a system c problem It
may be it has happened because of an institutional
policy which should be investigated in its own
right nore than just because of the effect on the
i ndi vi dual .

So | see own-initiative reviews,
policy reviews, as being conplementary to
conplaints reviews. The two can |earn from each
ot her.

| am not absolutely up to date on
this, but |I did do some interview ng, some work in
Canada, on precisely this point about a decade ago
inrelation to the Security Intelligence Review
Comm ttee. One of the conclusions of my research
was precisely this: that the two ways of worKking
t hat SI RC had were conpl ementary. The review and
t he conpl ai nts mechani sns both fed off each other.

That's a nmodel that you have not
only under the CSIS Act of 1984, as | understand
it, it's a model that you already also have in

relation to the Comm ssi oner for the
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Communi cations Security Establishment under the
Nat i onal Defence Act. Both are functions
together, and | think in fact that's the correct
way of doing things.

One final coment, if | may, on
the third question, the accessibility point that
you raise. | think I strongly agree here with --
| think it was lain Cameron who said this. W
have to remenmber that conpl ainants are, by and
| arge, what you m ght say, one-shotters. They
only have the one conplaint. They have to find
their way around the system Governnent agenci es,
of course, are on the receiving end of conplaints
repeatedly.

But for somebody trying to get
redress for something that has gone wrong to them
t here are substantial hurdles to overcone, and we
don't want to add to those by having a sort of
definitional puzzle they have to work through at
t he start about which of these various bodi es does
my conpl aint go with. There should be a single
gat eway for conpl ainants, so far as we can, to
make it accessible. Otherwi se, we will find that
many conpl ainants will be deterred right at the

very start because they find they have written to
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t he wrong body, and then they don't pursue it once
they get an initial rejection.

THE COWMM SSI ONER: Very good.
Thank you, Professor Leigh.

Ms. O Loan, can | ask to conment
on the question. But in particular, if you could
build two things into your observations, if you
see fit.

One is the comment about police
i ndependence. |Is there a concern -- certainly you
deal with conplaints, but if you have ot her
br oader types of reviews that are initiated
internally by yourself, do you run into a concern
with the concept of police independence -- police
i ndependence being something that we inherited
from Engl and.

Second, in running an agency such
as yours, is there a danger that the conplaints
process will becone all-pervasive and will consume
your resources and energies because they are
t hi ngs that have to be dealt with, and that
t heref ore what some m ght argue the nore inmportant
system c reviews end up inevitably taking a back
seat? |Is there a danger to that?

MRS. O LOAN: There is quite a
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| arge area of comment here.

That first question of whether if
you handl e conpl ai nts your resources will become
diverted into firefighting rather than | ooking at
maj or policy issues, | think that any organi zation
which is going to review needs to do its business
pl anni ng very carefully and, having planned the
al l ocation of resources, has to ensure that in the
work that it does it actually ensures that the
resources go into those functions.

For exanple, when we are doing it,
we wor k out how much is going into, you know, the
kind of work that you are tal king about now, how
much is going into our ordinary conpl aints
handl i ng, how much is going into policy research
and that sort of thing.

So the business planning process
is very, very inportant.

The second thing that | think is
fundamental to that are the processes that attach
to how the review organi zation is allowed to
handl e conmpl ai nts, because the conmmon | aw
jurisdictions' conplaints-handling processes, such
as police conpl ai nts-handling processes, tend to

be based on parliamentary |law, and they tend to be
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very, very bureaucratic.

Our process is too bureaucratic in
t he conpl ai nts-handling, and there are things
whi ch coul d be done which would preserve all the
human rights of all of the parties but which would
enable the thing to be done quickly. So if you
are setting up new systens, it's inmportant that
t he processes by which the conplaints are handl ed
are devised to mnim ze bureaucracy and to ensure
timeliness.

Clearly conplaints are one part of
it but in the security function, depending on
where you are, people won't always know. In
Nort hern Ireland, an awful | ot of people think
t hey are under surveillance. So we get quite a
| ot of complaints about this. W all work on the
basis that if we are doing any kind of job,
somebody is listening to us when we are on the
tel ephone.

There are different reactions to
situations in different countries and different
events which curb or change people's reactions to
t he conpl ai nts against the intelligence and
security communities.

Anot her point then. |Inspections.
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You ask about should the review body be able to
initiate inspections.

| nspections, to my m nd, have a
different function fromreview. |nspections
surround efficiency and effectiveness and use of
resources. So they are a functional process,
which is totally different.

Then there is sonmething el se which
| would call policy and practice review. |If you
are inspecting, you are presumably inspecting
agai nst benchmar ks which have been set by the
organi zation, or state-conparable organizations,
to see do they do what they say they are going to
do in the way in which they should. And is it
defective?

But if you are tal king about a
policy practice review, you m ght for exanple be
| ooki ng at the way that sources are handl ed and
managed, and that's a conmpletely different
exercise and a very inportant exercise. | think
if you had to limt the activities of your review
body, | eave the inspections to somebody el se and
all ow that anal ysis of the policy practice
gui dance, all that sort of thing, to occur in the

revi ew body.
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Some questions asked there around
referral functions fromexecutive, |egislature, or
ot her rel evant bodies.

An observation here. You could
have a referral and you could have the discretion
in the review body as to whether they actually did
what ever review or investigation was necessary, or
you can have a situation in which it's mandatory.
So you make your choices there.

| have referrals froma nunmber of
organi zations. In some cases it's mandatory that
we i nvestigate and in other cases we have a
di scretion.

THE COWMM SSI ONER: Are they
public? If it's the executive or the |egislature
that refers a matter to you for review, is that
made public that they have done that?

MRS. O LOAN: That's an
interesting question. [It's not made public. Our
secretary of state can refer something to me, but
in so doing doesn't put a notice out saying | have
referred something to us.

When t he reporting back cones,
that will be made public. So that's on referrals.

| think it would be very useful to

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

103

t he organi zati on under review to have an ability
to refer an issue to the review body. The
organi zations which | review do have such an
ability, and I think that would be necessary.

On the own-notion issue, clearly
everyone is in agreenment that the review body
shoul d be able to investigate because it thinks
it's the right thing to do. You need criteriato
justify what you are doing and why you are doing
it, but we have a breed of investigative
journalists who are very, very effective in
tracki ng cases and al nost investigating cases, and
they will get situations to the point at which you
come to the conclusion that it is necessary that
t here be an investigation.

So that own-notion review can come
froma variety of circunstances.

Referrals fromthe courts are
anot her possibility. W have had that. There is
no provision in our |law for referral fromthe
courts, but we have that experience.

THE COWMM SSI ONER: We judges i ke
to hear that.

--- Laughter / Rires
MRS. O LOAN: The prosecution
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service. | amnot famliar with Canadi an | aw
enough to know how this operates, but prosecution
services often become aware of things and | think
there needs to be an ability for the prosecution
service to bring things to the attention of the
revi ew body.

And t he ot her group who cone
across things that possibly need to cone to the
attention of the review body are people we cal
coroners. | don't know what you call them here.

THE COWMM SSI ONER:  Yes.

MRS. O LOAN: Coroners, yes,
because they become aware of things that you need
to ook at and to think about.

| think there is a whole raft of
organi zations. | think the key to it then is you
all ow the review body to have the discretion as to
whet her they do handle the issue or don't, or
Parliament decides in what circunstances it wants
t he review body to handle them and i n what
circumstance it wants to all ow discretion.

THE COWMM SSI ONER: Do you have
anything you wish to add to this, Ms Caparini?

MS CAPARINI: | wonder about the

i ssue of accessibility. | question whether it's
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really that essential to have a conplaints
function | odged in the sanme body that is
responsible for a nmore strategic review of the
policies and practices of the agency.

| f conpl aints comm ssions or
bodi es already exist, wouldn't it be nore
effective to | eave it decentralized in that way?
Just create mechani snms whereby the results of the
investigations are transmtted on a regul ar basis
so that there is good conmuni cati on between the
two bodies, but to really | eave the strategic
function of reviewto this body.

It goes back to this idea of a
functi onal body | ooking at national security
activities.

THE COMM SSI ONER: If you have any
observati on about police independence,
particularly as it relates to a power of review.
The police independence principle, in its broadest
terms, is that the |l egislative or executive branch
should not interfere with police investigations,
so that we can avoid the spectre of having them
direct police investigations.

Is there a concern with an

i ndependent review body that is going to carry out
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the types of reviews we are tal king about in any
way i ntruding upon the principle of police
i ndependence?

MRS. O LOAN: | think police
i ndependence is a very inmportant concept,
operati onal independence.

When you come in an conpl aints
mode, you come usually after the event, because
t he conpl ai nant very often doesn't know until a
very long time afterwards that things have gone
seriously wrong, and usually the police have done
what they want to do by that stage. So it doesn't
normally lead to that kind of interruption, if you
l'i ke, of police operations.

We have had the situation where we
come to police investigations which are ongoi ng
because the crime is not resolved. But what tends
to happen with police investigations is that they
start, the issue starts to be dealt with, and then
they will get so far and then they will stop and
wait to see if anything else comes out of the
woodwor k. I n those circunmstances when you cone in
a year, two years, three years down the line, you
are very often in a position in which you can

identify further investigative opportunities.

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

107

The best example | can give to you
of this is the Omagh bomb explosion in Northern
I rel and, because that is exactly what we did
there. We canme into a situation where there was
an investigation of a major terrorist atrocity, in
whi ch 29 people and two unborn children died,
hundreds injured, massive inmpact. W |ooked at
t he investigation and we did find significant
investigative failures.

It wasn't about directing the
police how to do the investigation, but what we
did say was that there needed to be nore
resources -- we were very clear about that -- nore
resources, particular resources, better
managenment, and that these were the investigative
avenues that we had encountered.

Now, follow ng that, the
investigation was reinvigorated, shall we say, by
t he police service, and followi ng that, we have
had the chargi ng of people for an investigation
whi ch they said had been done.

So | think in that situation it
doesn't deter the police fromdoing their job but
it certainly does enable and assist them

The other thing that we do is
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policy and practice investigations, what we call
policy and practice, and that's how | ooking at the
police do what they do and how the services wil

do what they do. So you m ght | ook, for example,
at how you handl e the information that the
intelligence service gathers, and what you do with
it, and how you make sure you don't end up with
silos and end up with 9/11. That's not a threat
to operational independence. |It's an efficiency
effectiveness exercise which is informed by the
knowl edge and understanding of all the parties

i nvol ved.

We are enbarking on one at the
moment on search processes, how they go about this
busi ness of searching for whatever they want to
search and in the various circunmstances. So |
think there are a | ot of things there.

The other thing I would say to
address Marina's issue, | can see the debate
around whet her you keep m nor conplaints to one
side with a m nor organization, and then you keep
your national security issues separate.

The only thing | would say to that
is that that which comes in as a m nor conpl ai nt

can turn out to be a major national security
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i ssue, and the learning and the expertise which is
gat hered by the review body in the process of
dealing with some of the things that you m ght
think are fairly mnor actually informthe ability
to develop and to assess the activities of the
intelligence agency.

THE COWMM SSI ONER: Thank you.

Professor G II?

MR. Gl LL: Thank you. Yes, |
agree with what coll eagues have said about the
i dea of synergy. | mean, synergy is the termthat
was used by -- | amsorry, | have forgotten the
seni or counsel from SIRC who was tal king about
this thing yesterday at the conference. | think
it would be a shame to | ose that.

| think there is a problemwith
conmpl ai nts-driven review that issues become -- and
| say this as a non-lawyer -- becone excessively
| egal i zed someti mes, and the sole concern becones
the fate of the individual or the individual case.
And while that may be extrenely inmportant, | would
support what coll eagues have said: that if you
just have a conplaints mechanismdriving the whole
review, the broader | essons may be | ost, and

i ndeed the agency itself may react very
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defensively to review driven by conpl ai nts.

It's characteristic of both the
police, and I think possibly of sone security
officials, to categorize conpl ai nants as
troubl emakers, mad, bad or whatever. It's vital
to have a mechani smthat obliges the agency to
take complaints seriously at the | evel of policy
and practice, not just "here's an individual
person”.

Al so, if you have this purely
conpl aints-driven, it lends itself to what | cal
the rotten apple theory of police and security
corruption: "Oh, yes, all the structures, the
processes are fine. Here is a rotten apple. That
shoul dn't have been done. Sorry, but we don't
need to change anything el se.”

And that's problematic.

The second point | would make
again, which relates to nmy earlier comments, |
t hi nk, about how this is all going to fit with a
new comm ttee of parliamentarians, | notice that
t he governnment's proposal says that their proposal
has no effect on existing review agenci es by
which, | take it, they are going to | eave SIRC and

so on untouched.
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But when one reads the paper
written by Derek Lee and his coll eague as the
background paper for the commttee of
parliamentarians, there they are clearly tal king
about carrying out investigative functions and all
the things that SIRC does. This seens to nme to be
a recipe for problems. | can foresee problens if
t hat were to come about.

But that's not the issue here.

The issue here, | think, though, that is relevant
is that if Derek Lee perhaps was to have his way
and SIRC sort of shuffles off into the sunset, |
think there would be a major problemwi th a
parliamentary group seeking to handle and receive
i ndi vi dual conpl aints. That | think would be a
real problem

So I think that's another very
good reason for keeping the kind of independent
review structure.

Just a third point. | was
rem nded of this because in the very early days of
SIRC -- | renmenber because it actually happened
just before | first came over here -- and your
question, Comm ssioner, of the possibility of

conmpl ai nts overwhel mng the review structure, is
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think in about 1984-1985, they alnost felt this
happened. But what it was was not a fl ood of
conplaints from members of the public against what
t hey believe was unlawful surveillance by CSIS, it
was conmplaints from CSIS enpl oyees about the

non- enforcement of official |anguages policy.

SIRC then actually produced a
separate report, as they are enpowered to do, on
this whole -- and this was a massive issue that
they had to deal with.

That, you see, rem nds me of
somet hing, which is that there are another group
of potential conplainants here, who we nmustn't
forget, and this is whistle-blowers. Nuala made
t he point we have to acknow edge we have probl ens
in the area of secrecy. W have probl ens of
corruption, we have problems of manageri al
pressure on street operatives, on anal ysts.

In my country, we are particularly
conscious of the political pressure that can be
put on intelligence personnel to reach concl usions
t hat they may not believe they would reach
t hemsel ves based on the facts as they read them
and therefore the mechani sm nust al so be avail abl e

for whistle-blowers for enpl oyees.
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THE COMM SSI ONER: M. Lei gh.

MR. LEIGH: | certainly agree with
t hat | ast point. | mean, it seenms to be, first of
all, one of the ways in which the question of

institutional distraction or overload through
conpl aints can be handled is that there would have
to be -- and this is common the world over -- not
an automatic right that every conmplaint is taken
up and investigated but a discretion to deal, at
| east mnimally, with those that appear on first
sight to be vexatious or frivolous in some way,
t hough | don't categorize any of the things that
have been nmentioned as falling into that category
but clearly that is necessary to do that.

| just wanted, though, to say
somet hing el se about the interaction between
compl ai nts and review, because al though I do
accept what Peter G ll has just said to sonme
degree about not being dom nated by conpl ai nts,
there is another side of this that needs to be
consi dered.

When operating in review node,
facts are revealed to a review body that do touch
upon a possible injustice or actions that have

been taken agai nst individuals. There needs to be
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a facility to move into a more formal process that
has the protections that would have applied for

t he benefit of an individual conplainant, an
opportunity, for exanple, to make representations
to -- first of all notice, because the individual
may not be aware of a course, and then to make
representations to the review body.

The possibility, perhaps -- and of
course this begs the question we may come to this
afternoon about whether an individual m ght be
entitled to a remedy out of that process. But
t hat needs to be handl ed carefully and maybe there
needs to be a clear staging point at which a
revi ew body woul d say, "Well, we are now movi ng
into conpl aints node because of what we have found
out in a review"

THE COMM SSI ONER: Yes? Professor
Canmeron, yes?

MR. CAMERON: | would al so agree
with what Pete G Il said about the appropriateness
of a parliamentary body having this conbination of
functions, and also what lan said now about the
possibility of going into a nore formal review
pattern or formal conplaints pattern

| would just |like to pick
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up on a point that Nuala made there. | m ght
have m sunder st ood, but the question was whet her
t he agency itself could refer an issue to the
revi ew body.

| can, of course, envisage
situations in which the agency would want to focus
the attention of the review body on matters, and |
t hi nk that possibility should exist.

However, again the Norwegi an
experience is very pertinent here, it is very
i mportant not to get the body involved in any way
in authorizing. It has to be very clearly
separate. It has to be a review body and it
shoul dn't be dragged into saying, yes, we think
this is fine, in an operational capacity.

In a sort of nmore general
capacity, yes, they could say the sort of general
policy we think is conpatible with your mandate,
and so on, but in an operational capacity is
i nappropri ate.

THE COWMM SSI ONER: Dr. Born, yes?

MR. BORN: Maybe it is because
am from Conti nental Europe, not fromthe Isles or
fromother places, but actually |I disagree with

this opinion which is here about the rol e of
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Parliament, because actually after all Parliament
is sovereign. So if you tal k about to what extent
Parliament should be involved in these issues, you
shoul d actually tal k about to what extent
politicians are prepared to limt their own role.

| think in a denpocratic society it
is very inmportant that our elected representatives
do have a substantive role in these issues. After
all -- 1 think it was you who said yesterday that
also in Sweden they choose to be governed by the
el ected representatives and not by experts or not
by judges -- not you in particular, of course.
Let's be clear.
--- Laughter / Rires

But there are ways, of course,
nmore sensi ble ways and | ess sensi bl e ways, how to
deal with it.

But | think there should be
in Parliament, owned by Parliament and not
in an executive, a forumwhere these issues can
be discussed. If Parliament thinks that
sonmet hi ng should be investigated, they should have
t he capacity.

But | also think when you see

their oversight body as a good tool, then | think
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Parliament would be stupid not to use the tool and
todo it in their place. So I think that is
i mportant.

But of course often you will hear
t hat you cannot trust Parliament because they
woul d have an i nmature approach. After all, it is
all of us who elect them So it is a bit of a
strange psychology to think that those to whom we
trust to govern the country, we don't trust them
with these very inportant issues.

| think also in a denocratic
society all issues which are essential for our
lives as a citizen, denocratic procedures should
be in place and you should exempt them from
denmocrati c procedures.

| also think, fromthe other way
around, sometimes for Parliament it is too easy to
exclude themfromthese i ssues, because then you
are excluded. Then they can al ways excuse
t hemsel ves that they don't have a responsibility
in these issues.

But of course also political
tradition plays a role, so maybe the political
tradition where | conme from which speaks for a

strong Parliament, and trust Parliament that
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they are mature enough to limt themsel ves when
necessary.

Wth regards to referral, you
can't have a systemthen in which the executive
al one and not Parliament can refer things to the
oversi ght body.

But we shouldn't forget that the
M nister is the chief responsible for this agency
so sometimes the Mnister is himor herself part
of the problem

So | think in terms of checks
and bal ances that also the | egislature should
have a pl ace.

So | really, truly disagree with
what the others said here.

Then the issue of -- but of course
maybe we agree more than we think, perhaps.

About a mature approach. For
exanpl e, for the reasons to guarantee maturity, in
Germany and in Holland, the oversight bodies in
Parliament, they select their more senior
politicians, so not just a newconmer but those with
high legitimacy in the Parliament. To avoid that
you have this inmmature approach.

| could say nmore about this, but I
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think I have made nmy point.

The | ast thing about the
whi stl e-blowers is, I have seen in the German
context, where the review body is called the
control panel, where officials can make conpl ai nts
or raise complaints with that body. So if you are
| ooking for a specific exanple how this could be
arranged, that whistle-blowers in an agency could
go to the review body, then I think this may be a
good exanmple to | ook at.

Thank you very much.

THE COWMM SSI ONER: Thank you. As
you di sagreed with your coll eagues, hands shot up.
--- Laughter / Rires

THE COMM SSI ONER: Prof essor

Leigh first.
| think all this side of the room
MR. LEIGH: It is a friendly
di sagreenment, |'m sure.
It may be just to clarify what
parliamentarians are good at. | think the point

you are maki ng about denocracy, of course, is well
taken. | don't suppose anyone woul d di spute that.
| think the issue would boil down

to whether it is the best use of parliamentarians
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in fact to have them carrying out these sort of
detail ed individual -specific, fact-specific
investigations rather than having possibly the
capacity to refer or to receive reports froma
body that does that.

Now, | have to be careful what |I'm
going to say next because | am going to say
sonmet hi ng bl unt about the U K

In my country at least | amnot so
i mpressed by parliamentary comm ttees,
particularly select commttees and the way that
they work. | have the slightest confidence they
woul d be able to do that in a mature way that got
to the bottomof the facts w thout being
di stracted wi thout political considerations al ong
t he way.

It is precisely because of that
t hat when we have had very controversial issues,
we have tended to go outside of those sel ect

commttees, for exanple, to judicial inquiries of

one kind or another. | don't think that MPs have
the forensic skills -- they are not
investigators -- to carry out this kind of

exercise. That is not why we have chosen them

In the one country that perhaps
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does appear to have a nmodel a bit like this, the
country that has been mentioned, Norway, of course
t he oversight body that is doing the investigating
is not actually conmprised of parliamentarians, it
is acting on Parlianment's behal f.

THE COMM SSI ONER: Professor Gil
and then Mrs. O Loan

MR. GILL: |'mnot sure we are
di sagreei ng, Hans. Conpared with lan's point, |
don't have a problemif there is to be a national
security commttee of parliamentarians. | don't
have a problemwith themreferring i ssues that
concern themto this new body for their nore
detail ed exam nation or operational audit, or
whatever. | don't have a problemwi  th that.

My point was sinply that | don't
t hi nk that the kind of quasi-judicial adjudication
of complaints is an appropriate function for
parliamentarians. That was the very limted point
| was maki ng.

THE COWMM SSI ONER: Ms. O Loan.

MRS. O LOAN: | just wanted to
come back to Professor Cameron, if |I may. He sort
of was questioning the organi zational referral.

There were two situations that |
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sort of had in mnd. One was not that the

organi zation m ght say: This is how we are goi ng
to do an operation, what do you think of that?
That woul d be wrong. There would be conflict
there i mmedi ately | think.

| give you one exanple where there
are in the United Kingdomstrict rules about the
recrui tment of informants, and particularly child
i nformants because of the risk to children. A |ot
of damage is done as a consequence of all egations
of recruitment of child informants.

If, | think, the organization
became aware that some of its operatives were
seeking to get information from people under the
statutory age, then | think that would be a
legitimate thing for referral. It is more of a
conduct issue, but it is a necessary one.

The second thing that | had in
m nd when | tal ked about the organization was the
whi st | e- bl ower, because of the many ways in which
you can provide for this. But in the current
process that we have, no nember of the
organi zations which we investigate can conplain to
us or refer matters to us, but if they come as

whi stl e-bl owers | use my own noti on powers. So |
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think it mght be nore sensible to provide a
process in the first instance.

That was all | wanted to say.
won't make any comment about parliamentary
inquiries. | have just had one.

--- Laughter / Rires

THE COMM SSI ONER: Prof essor
Cameron?

MR. CAMERON: | take this point
about the useful ness, or occasional useful ness of
such a sort of general policy and approach. Of
course, the SIRC system as | understand it, is
that this is one of the particul ar areas --
informants, human informants is actually one of
the particular areas of SIRC s attention is drawn
to | ooking at what the M nister has directed in
this particul ar area.

| know this is an area which is
very topical in Sweden just now and which there is
not really sufficient review at all.

But to turn back to Hans' point, |
like to think that I have something of a bit of a
comon | aw and civil | aw perspective, and of
course Scotland is a m xed state in that sense.

But the Swedi sh system al so has
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parliamentarians of course involved in both the
Nati onal Police Board -- which is a general
supervi sory function over the National Police
Board and don't really have an idea what is going
on, to be honest -- and the Regi ster Board which
deal s specifically with the issue of the security
regi ster. There they have, parliamentarians have
performed well, or relatively well, in that
particul ar area.

Al though it is mainly a
preventative control, it also it receive
conmpl aints, and they have shown thensel ves to be
capabl e of doing that on the basis of what Hans
has said, that they pick the senior people, there
is a continuity of menbership, they have
sufficient time in which to devel op expertise, and
so on.

However, the body is not a
parliamentary body as such, |ike the Norwegian
body, it is a specialist expert body which has two
parliamentarian menmbers in it. Although the
Regi ster Board has been doing quite a good job,

t hink we are seeing now in Sweden demands fromthe
ot her political parties.

Because there are only two MPs
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involved fromthe two | argest parties. All the
ot hers, of course, want to get in on the act as
well, and they all say: Wiy can't we be in it as
well? You run into all these difficulties of
continuity in menmbership, of specialization, of
devel opi ng sufficient expertise. W have to
remenmber that there is a long | earning curve in

t hese i ssues of security.

But | would agree fully w th what
| an has been sayi ng, of course, parliamentarians
must al so be able to hear general conplaints. But
the very idea behind all the parliamentary
comm ssions that are established in Britain and in
Canada and of course the original nodel, the
Swedi sh Parliamentary Comm ssion, the Ombudsman,
was because the parliamentarians as such aren't
good at dealing with these adjudicative issues.

THE COWMM SSI ONER: We have five
m nutes left in this segment. Let me just pose
the | ast question.

Accepting if there is to be a
revi ew process and | eaving conplaints to the one
side for the moment, should there be a
preestablished set of criteria, or a threshol d,

directing the review body as to what matters it
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woul d take under consideration within the review
part of its mandate?

What it seems to me that is at
play there is there could be a concern on one hand
fromthe agency being reviewed that with no basis
at all we are going to have the review agency j ust
t aki ng up i ssues and wandering through our
operations, disrupting our operations, taking too
much of our time and unnecessarily spending nmoney.

The ot her side of that would
be, the review body m ght say, "Well, no, we
need the discretion. If it is a  reference from
out si de, sonebody is suggesting, whonmever, there
be a review, or if it is self-initiated, we
shoul d have the discretion, even the discretion
to do it randomy without basis, in order that we
cab ensure ourselves that we have the full power
of review. "

So that side of the argunment woul d
say, no, there should not be any predeterm ned
[imts as to when you can initiate a review, you
| eave it to the sole discretion of the review body
when to do it. | guess there are always going to
be financial constraints.

Have you had any experience
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with model s and revi ew body that do set down
criteria as to what could trigger a review, or is
it typically left just wi de open and anything is,
in effect -- | don't know nean this in a
derogatory way -- but anything in effect is fair
game for a review?

Anybody want to speak to that?

MR. GILL: | kind of think it has
to be left |like that, because one can think of so
many different places. You just gave us quite a
long list of different places from whence
referrals, conplaints, concerns m ght come to the
review agency.

They m ght come, and | think often
do conme fromthe nmenbers of the review agency
readi ng their newspapers. The nmedia does perform
an i nmportant part; not just the domestic media but
also the foreign nmedia. One remenbers the fanous
case in the United States where the whole Iran
Contra scandal was kicked off by an article in a
Lebanese newspaper, or sonething |like that.

On that way it m ght come from
i ndi vi dual conpl ai nants where, as Nual a suggest ed,
t hey suddenly realized that there is a much bigger

probl em here.
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So | think this has to be left
up to the judgnent of the reviewers as to when
and how they will seek to carry out an
investigation that is -- a reviewthat is within
t heir mandat e.

THE COWMM SSI ONER:  Any ot her
comrent s?

Yes? M. Cameron...?

MR. CAMERON: Leaving it to the
revi ew agency to deci de when sends a very
i mportant signal, of course, to the agencies under
review, that it is the review agency that decides
when it is going to make the investigation or what
it is going to investigate.

However, having said that,
obvi ously the agency, the review body, has to
have a | arge amount of understandi ng, of course,
for not disrupting ongoing investigations, for
not making life difficult, because they know that
t hey need a very |l arge degree of cooperation from
t he agency being investigated. | mean, they would
be very foolish if they adopt an overly
confrontational approach with the agency being
i nvesti gat ed.

W t hout knowi ng too nmuch about the
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Canadi an experience in this respect, | think that
t he SI RC nodel seens to have functioned -- after
initial teething difficulties, and so on -- seens

to have functioned relatively well.

There could be a slight cloud
on the horizon in the sense that if you have one
functional body, it may feel a correspondingly
greater need to showthat it is maybe keeping an
eye on things. | think that is a small problem
nonet hel ess, in perspective.

MR. LEIGH: | think there are a
coupl e of places to consider |ooking anyway for a
different type of approach that m ght be taken.

First of all, there is plainly a
fundament al question. |If you are having a review
function, it has to be according to a standard,
and clearly that has to be set out in statute.
Now, it could be a standard of |egality,
efficiency, the proportional use of powers or
what ever, but it has to be revi ewed agai nst sone
standard. It can't sinmply be reviewed at | arge.

The design of the standard of
review nmust take account, of course, of the
constitutional position and the |egal duties of

our actors, for exanple, the chief of police,
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m ni sters, and so on and so forth. You don't want
the revi ew agency trespassing on the territory of
all of those and becom ng sort of m cro-manager.
' msure that is all well understood.

The two places that occurred to me
you m ght | ook for nodels apart fromit in the
security realm as it were, for howto do this,
seemto be, on the one hand, statutory Ombudsman
or conm ssioners where commonly you find in the
statutes establishing themin the U K. are
certainly exempted categories, places where they
can't go in ternms of receiving conplaints, for
exanpl e, commercial or contractual matters, where
there is otherwise a |l egal remedy. You find a
whol e Iist of these in the various pieces of
| egi sl ati on.

That is one approach which says
everything to do with the institution, but we take
out a certain number of quite specific areas, to
some extent at the discretion of the review body
as to whether or not it falls under a particul ar
category in that way.

The ot her place to | ook, |
t hink -- maybe this does not solve this on first

sight, but the other types of agencies sonetine
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have this type of combi nati on of conpl aints and
institutionally -- sorry, own initiative reviews,
is anti-discrimnation conm ssions. The tendency
in that case, in the U K. bodies |ike the Equal
Opportunities Conm ssion, the Comm ssion for
Raci al Equality, and so on, is to give a very
broad power of own-initiative review.

The assumption in the background
is that since the body is Ilimted as to its
resources, it will use the power strategically and
won't over use it because it is quite burdensone
on those being investigated.

THE COMM SSI ONER: Thank you.

Ms. O Loan...?

MRS. O LOAN: That whol e busi ness
pl anni ng and strategic planning thing.

| think you need clarity as to
what you mean by review in particular
circunmstances, because review can be investigation
| eading to prosecution or action of a disciplinary
nat ure agai nst an individual. Review can be
investigation of apparent process failure |eading
to amendnment of the process, or it can be testing
agai nst things |ike human rights | egislation,

whet her the processes which are adopted by the
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organi zation are consistent with the law. So |
think there needs to be clarity around what body
it is you are tal king about.

But once you have gotten there,
there are tests that you can put in. W operate
effectively a public interest test, a general
public interest test.

So then you are | ooking for:

Well, are we | ooking at issues of m sconduct; are
we | ooking at breach of an organization's own
operating procedures, and multiple breaches,
having come to your attention, where it hasn't, if
you | i ke, conprom sed one of its operations, or
sonmething |ike that, but where there is the
potential for that and therefore there is a
necessity, a national interest protection
necessity, and the kind of things that |lan just
articulated in terms of commercial interests and
things |ike that.

So I think you would need sonme
process which ensured that there was a |l egiti macy
of the operation of the review. But | think that
at the end of the day it would be very inportant
to try and send the message that the power, if you

li ke, rests in the review body, but that that

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

133

power must be exercised with significant

responsibility. And of course the way governments

operate is, if you don't operate with
responsibility, the funding di m nishes.
--- Laughter / Rires
THE COMM SSI ONER: Ri ght, okay.
Let's bring that segnent to
a close.
The next half hour has been set

aside for questions fromthose who are in the

audi ence.

What | would ask you to do, if you
have a question is -- | see M. Allmnd going to
the m crophone -- when you go to the m crophone,

if you would identify yourself, and if you are
connected to an organi zation or a group to make
t hat known so that the panellists know who you
are, and if you want to direct questions to any
particul ar person or to the group as a whol e,
either is acceptable.

M. All mand.

MR. ALLMAND: Thank you.

Warren All mand fromthe
international Civil Liberties Monitoring Group,

which is one of the intervenors before the
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Comm ssion. That is an umbrella organization of
over 30 human rights, trades unions, faith groups,
and so on, concerned with the inmpact on civil

i berties after 9/11.

To begin with, I want to say that
| was extremely pleased to begin with that there
woul d seemto be a consensus around the table for
option C, or the "C" option, which we had proposed
to the Comm ssion in a paper earlier, in other
words, an all-inclusive or a conmprehensive review
body, sort of an expanded SIRC. | want to say we
were extremely pleased to see that consensus.

But my question is this: Judge
O Connor, at one point you said no matter what
option would be chosen in the options you put to
t he panel today there would have to be boundaries
deci ded upon between, for exanple, the mandate of
t he review agency for security and intelligence
and what would be left for pure | aw enforcement
guesti ons.

Let's presume that you go for the
option C, an expanded SIRC sort of operation that
woul d have jurisdiction over all security
intelligence matters, including those of the RCMP,

and we end up with m xed cases, of course, m xed
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| aw enf orcement aspect being carried out by the
RCMP with a security intelligence aspect, what
about, within this expanded SIRC, if we can call
it that, having an intake unit which would
consider all conplaints or all matters in the
first place and then decide if there was any
aspect of security and intelligence, they would
keep it, and if they came to the concl usion that
it was purely | aw enforcement, highway traffic
patrol, famly viol ence, sexual assault, all of
t hose sorts of things -- by the way, the RCMP in
ei ght of the ten provinces does provincial
policing -- that those would be referred to the
Comm ssion on Police Conplaints, the RCMP

Comm ssi on on Police Conplaints, but the decision
woul d be with the expanded SIRC, not with the

ot her body which has | ess authority.

I n other words, all complaints
would go in the first place to SIRC, who would
have the capacity to judge whether or not there
was a security and intelligence aspect. And if
only then they see that it is purely the | aw
enforcement of the sort of things | referred to,
then they would refer it to what I m ght call the

nore restricted | ower body dealing sinmply with | aw
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enforcement matters.

We woul d be extremely concerned if
a case with -- a security intelligence matter, and
Ms. O Loan referred to that, she said: Sonething
could be referred as what m ght appear as a
mnority or a mnor sort of conmplaint in the first
pl ace, but once you |l ook at it could have
i mplications which were nmuch broader in security
or intelligence. So we wouldn't want the | ower or
more restricted body to make the decision. The
right of first refusal, as sonmebody mentioned,
should be with the body that has capacity of
security intelligence.

| would just |like to hear what
your reaction is on that.

THE COWMM SSI ONER: | think
Prof essor Leigh had his hand up to start with.

MR. LEIGH: | think you have just
made quite forcefully a point that has been raised
in different ways in the discussion. | think it
was me who used the first refusal metaphor first
of all, and clearly that is a way of handling it,

t hat you accept that there will be some messy
overlap potentially, but that the national

security questions are, in a sense, the nore
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i mportant ones; and therefore the review body
dealing with that should have first bite at it if
it chooses to do so.

| think you make al so the point
that came up in discussion of the need for there
to be, for conpl ainants' benefit, a single
gat eway, not to be turned away and then told:
Well, you have come to the wrong place to
conplain. Where you need to be is over there. So
a single gateway and a referral power are
certainly the way to deal with that, | would have
t hought

THE COWMM SSI ONER: Any conmment s
fromthe others?

Yes, Professor G lI1?

MR. Gl LL: Yes, briefly. | agree.

| don't think there will be a
probl em here because let's imagine a situation in
which there is some expanded SIRC on the one hand
and the existing CPCin some formcontinuing. The
conpl ai nant puts sonmething into the CPC which
clearly has national security inplications.

Even if the CPC Comm ssi oner
deci ded, "Oh, this |l ooks interesting, | think I

will really have a | ook at this", she wouldn't be
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able to do anything because obviously the agencies
t hemsel ves woul dn't respond, she woul dn't have the
cleared staff, she wouldn't have the sort of
speci al prem ses and procedures that SIRC
currently enploys for its conplaints
investigations. She wouldn't be able to get
anywhere and | suspect the conpl ainant and their
advi sors would quite quickly be very irritated.

Equally, if something comes into
t he expanded SIRC, which in their judgnment clearly
has no national security inmplications, they wl
say to the conpl ai nant, "Look, this really isn't
for us, we are passing it to the CPC and this is
how it will be dealt with."

THE COWMM SSI ONER: All right.

MR. ALLMAND: I f we had that
system considering what has been done in the past
with Shirley Heafey, who as the Chair has
conpl ai ned about the way things have been handl ed,
| would have fear if these conmplaints went in the
first place to the Comm ssion on Police Conplaints
that it m ght be buried for quite a period of
time, could be |ost.

If it acted |i ke you suggest ed,

and as soon as they saw it had security and
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intelligence aspects it would be sent over to the
body that could really deal with it, fine.

But my own | ooking at the
experience so far is that that may not happen and
a lot of time would be | ost and maybe the
conpl ai nant would | ose interest or the whole
situation could change.

| would nmuch prefer the
situation where the first refusal was with the
group that had the security and intelligence
expertise and they would say, "No, this is purely
breaki ng and entering or highway traffic patrol",
or whatever, "drunken driving", and send it off to
t he ot her body.

THE COWMM SSI ONER: Thank you.

Yes?

MS PARNES: Hi. Brena Parnes.
am one of the counsel for M. Arar.

Dr. Born raised the issue that it
is important to be careful not to construct a
revi ew or oversight body that will becone captured
by the agency it is reviewi ng and he suggested
t hat a functional nodel is one way to avoid this
from happeni ng.

| would be interested in the
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panel's suggesti ons of any other mechani sns
that could be put into place to avoid this
potential pitfall.

MR. Gl LL: This raises a good
question. We have nore or |less agreed with the
preference for functional reviewin a single
agency. But of course, as you may be thinking of,
t he i mmedi ate problem here is what if they then
get captured? MWhat if that is the only place
where the citizen can go? And | have thought
about this.

Again, it seens to nme that
there is a potential here, together again -- |I'm
sorry | keep com ng back to this, but I think we
can't avoid it -- there is now a potential here
with I think the sort of happy coincidence that
you have of Comm ssioner O Connor's Comm ssion
here and his mandate and the proposal for the
Nati onal Security Commttee of parliamentarians,
because | think this problem-- | worry | ess
about it if there is that national security
comm ttee of parlianmentarians than | woul d have
done if there wasn't.

Because what woul d happen, let's

assume the expanded SIRC, you know, becomes
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captured, and they are not interested, and they
get this complaint, and let's say you are advising
someone, you conplain, SIRC says, "Nothing doing."
You wi Il have another immedi ate avenue. You wil
go to your MP and you will ask your MP, who
probably won't be on the National Security
Commttee, to talk to his coll eagues who are.
Okay, we haven't tal ked about the
preci se m x of the mandate of the Parliament, the
Comm ttee of Parliamentarians and SIRC, but
woul d have thought there there would be a
mechani smfor alarmbells to be rung if the
expanded SI RC has been captured.
THE COWMM SSI ONER: Ms O Loan...?
MRS. O LOAN: It seens to ne that
t he essence of keeping a review body i ndependent
is to enable it. |If you want your review body to
be i ndependent | think you have to give it
extensive powers and sonetimes there is a
di sconfort for organi zations responsible for
nati onal security in the review body having
extensive powers.
I f the review body is reliant
on the goodwi || of the organization which is

reviewing, it will become captured. |[If, on the
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ot her hand, it has a statutory power and a
statutory right to things, then it doesn't have
to try and engage, to the extent that it becones,
if you like, corrupted, by those that it seeks to
revi ew

To me the answer lies in a proper
all ocation of resources and powers. Those are the
t hi ngs which will enable that to function
properly -- or shoul d.

THE COMM SSI ONER: Professor Leigh
and then --

MR. LEIGH: Briefly, I think there
are several safeguards and two have been nmenti oned
already. Certainly Parliament was on ny |ist.

But | think there are three others
t hat perhaps we should mention as well.

First of all, of course, there
are issues about the conposition and appoi nt ment
of the body, the right people are chosen, they
have security tenure, that there are all of the
statutory safeguards in place to prevent
interference.

There are still issues over
and above that, | realize, but that at |east is

a m ni mum

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

143

The two ot her safeguards | point
to are that a body of this kind will have a public
reporting duty, and al though we tal k here about
di fferent governmental and state institutions that
m ght be created, we mustn't forget the role of
the media and the public and connected with that
Parliament in keeping a review body on the spot in
terms of accounting for what it does.

Finally, since I'ma | awyer, there

is along stop of the courts -- and in deference
to the Comm ssioner too -- the courts in terns of
chal l enging, albeit at quite a high level, illegal

policies and practices in an adm nistrative | aw
sense the review body m ght adopt.

THE COMM SSI ONER: M. Cameron and
t hen Dr. Born.

MR. CAMERON: | an made nore or
| ess the points | was going to make nyself, but it
is a blend of different mechani sms that you need.
It is a synmbiosis, a blend.

The only thing | would add really
is that the parliamentary body, of course, you can
envi sage a role for it to play in choosing the
conposition of the independent agency.

At the same tinme, if the
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Parliament reacts in an irrational way, in a way

t hat we know t hat the public, as either whipped up
by the media or in some other way, also reacts in
an irrational way to the extent and nature of the
terrorist threat, then the Parliament can actually
operate negatively on the i ndependent review body.
They can al so be putting pressure on it. You have
to bear that in mnd as well.

The body nust be i ndependent,

t here must be a channel with it. But the body
must al so be able to withstand these tenporary
parliamentary pressures too.

THE COWM SSI ONER: Dr. Born...?

MR. BORN: | agree there should be
a bl end of various mechani sns.

What | also would Iike to add is,
to avoid the members of the commttee are going
native, so to speak, is that you could maybe al so
follow the model which is used in diplomtic
service, that diplomts are appointed for three
years of time in a certain country.

So |l think this [imted
appoi ntment, fromthat point of view is very
advant ageous. The negative side is of course that

you will lose expertise if somebody goes away
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after three years.
But | think it would be a good
thing to limt this termof service.

THE COMM SSI ONER: Thank you.

MRS. O LOAN: | have one nore
guesti on.

THE COWM SSI ONER:  Sure.

MRS. O LOAN: Just be
cautious around Ilimting term | have a seven

year termand that is all right, but it takes two
or three years to | earn how the intelligence
community operates so just be cauti ous.

THE COWMM SSI ONER: This afternoon
we will be tal king about the conposition in terns,
and so on. So that will be an inportant
di scussi on.

Ms Mcl ntosh?

MS Mcl NTOSH: MWy name is Leslie
Mcl ntosh and I' mcounsel for the Ontario
Provincial Police at the inquiry.

Just a coupl e of observations.
One with respect to M. Allmand's point about an
intake commttee. There is what m ght be an
Ontario model. There is something called the

office of the worker advisor which, as
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understand it, advises people about whether to go
to enmpl oyment standards, occupational health and
safety, |abour relations, and so on.

Anot her model on the question of
di scretion for the review agency that occurred to
me was the provincial auditor, and at |east in
respect of policy and practice reviews, the
provi nci al auditor, by anal ogy, issues a plan, as
| understand it, to the mnistries he's review ng
to say, this year I'mgoing to be Iooking at this
part of your mnistry.

So | appreciate that some
investigations or reviews wouldn't | end thensel ves
to that, but policy and practices reviews, to use
Ms. O Loan's expression, m ght.

My question, however, concerns the
opi ni ons about the compatibility of the conplaints
process and the review process.

Again, to use an analogy in
Ontario, there's been sone resistance, in the
professional disciplines, to the quality assurance
process precisely because facts uncovered in
what's supposed to be a positive sort of
i mprove-your-practice exercise mgrate over into

conpl ai nts.
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| wonder whether this is not
simply a matter of bureaucracy. It is a matter of
procedural fairness to the person who is both the
subj ect of the review and potentially of a
conmpl ai nt and whether that mlitates against the
conpatibility of the conplaints process and the
revi ew process being housed in the same agency.

THE COMM SSI ONER: Good questi on.
Prof essor Leigh is first and then Ms. O Loan

MR. LEIGH: Yes, this is just a
very, very short point, and I'mnot entirely
famliar with the context of your coment.

But the type of objection we m ght
have | think to a personnel practice, for exanpl e,
you know, an annual review at work turning into a
di sciplinary process and not an uplifting and
positive experience, | don't think that quite
applies in the same way when we're tal ki ng about
statutory agencies. | think the context is very
different, but I"'mnot sure if that's what you
wer e saying or not.

THE COWMM SSI ONER: Ms. O Loan?

MRS. O LOAN: | just wanted to
observe. Again it's a term nol ogical question.

We are just proud to do quality
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assurance work, and we do quality assurance work
in our own process and we've recently done one in
the police. We called it nmystery shopper. W
just send people in to make conpl aints and then
see what happened.

--- Laughter / Rires

The associ ation of police officers
in Engl and have processes for these quality
assurance exercises. It was done according to a
process.

One of the things is that you do
not use that as disciplinary process. So if you
find people who don't do it right, you don't use
that as a disciplinary process. That's one of the
sort of the rules of the gane.

You can have an
intelligence/integrity test. That's conpletely
di fferent because you will use that.

So that's one thing. So I think
that it's necessary to provide the process and to
ensure that the process does contain procedural
fairness, but | think quality assurance exercises
are a very good thing.

THE COMM SSI ONER: Prof essor

Caneron?
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MR. CAMERON: Com ng fromthe
country of trade unions, Sweden, these
di sciplinary issues are being very closely | ooked
at -- whenever that question arises in the Swedi sh
police with their own ton of bricks, their trade
uni on representatives. So it is, | agree with |Ian
Leigh, a slightly separate issue fromwhat we were
speaki ng out.

We wer e speaking nore about the
m gration the other way, as it were, the mgration
of a conplaint to the question of overall quality
assurance, that the conplaint reveals a systemc
failure. It was more than, | think, we were
interested in, rather than the other way around.

But, as | said, it's a
di sciplinary issue and there nmust be obviously
saf eguards for the officers concerned, procedural
saf eguar ds.

THE COWMM SSI ONER:  Any ot her
questions from-- yes?

MR. GETZ: Thanks. David Getz,
Mlitary Police Conplaints Conm ssion.

Just followi ng on the | ast
guestion, the issue of the conpatibility of the

review or, | guess, the nore proactive type of

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

150

review, inspections, what have you, with the
conpl ai nt process.

" m wondering, the issue of
co-responsibility struck me that M. Born raised,
and if you've got a very proactive -- got the
budget and it's doing inspections and it's going
in there and | ooking at how things are done and
per haps giving reports internally saying, this is
good, this is not good, but then they get a
conpl ai nt on something that they've already
essentially okayed internally or at |east -- or
maybe they just feel that something came up that
t hey shoul d have caught, and there is this sense
of co-responsibility.

| mean, is there a problemwith
them then dealing with the conmplaint? |Is there a
sense that they're going to be totally objective?

THE COMM SSI ONER: Prof essor
Lei gh?

MR. LEIGH: That's a very
interesting question that you raise and there are
certainly all points about what in the conmon | aw
we traditionally call natural justice in a body
subsequently dealing with a conplaint where it's

taken a kind of prior view or maybe to some extent
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implicated in the facts that give rise to the

compl ai nt .

There has al ways been, of
course -- | don't want to go too far into the
hi story of adm nistrative |aw here -- there's

al ways been what's call ed necessity, an exception
to that, that if there's no other body and this is
the statutory body that has to review the
complaints, then it has to do it because
Parliament has mandated it.

A practical way of overcom ng the
difficulty, of course, is to use sub-panels for
different functions, so that although the body as
a whole may remai n responsi ble, a particular
sub- panel m ght take on the particular review
whereas a different sub-panel m ght deal with
i ndi vidual conplaints, and then at | east we're
dealing with different personnel.

THE COWMM SSI ONER:  Yes,

Ms. O Loan?

MRS. O LOAN: [It's something that
exercises my mnd quite a |lot, that issue.

We don't inspect, and that's why |
said if you were | eaving one area out of Question

2, the inspection m ght be the one that | think
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you want to | eave out.

But if you kept the inspection in,
yes, you can red circle it and keep it separate.

But | think at the end of the day
if you are doing policy and practice
i nvestigations, which we do, and you're making
recommendati ons for changes in policy and
practice, police policy and practice, the police
have a duty then to consider those.

They're recommendations, they're
not decisions, and then | think, if you've got a
separate arm of your organization doing that,
there is a benefit, | think, overall, in the
public interest, to do this, and I think you
shoul dn't be comprom sed.

But | think that the organization
doing the review should al ways have the ability to
say, oops, we made a m stake here. Let's change
it.

THE COWMM SSI ONER:  Any ot her
guestions?

Okay. We're just at 12:30. So
we're going to break for an hour. Let nme briefly
say the process.

The panellists have been invited
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to have a sandwich at a roomdown the hall. There
is a cafeteria for others which is quite
attractive out here. | know. we have been using
t his building.

The other comment, |'msure the
panellists won't mnd, is it won't take them an
hour to have a sandwi ch.

And if people are interested in
chatting with theminformally, |I'"msure they wil
be wal ki ng down that way and there's | ovely
grounds outside, it being a nice day, so that you
shoul d feel free, anybody who is here, to
certainly have a sandwi ch, but to certainly mngle
with our distinguished guests.

So we'll rise now and we'll resume
at 1:30.

--- Upon recessing at 12:28 p.m /
Suspension a 12 h 28

--- Upon resumng at 1:30 p.m /
Reprise a 13 h 30

THE COWMM SSI ONER:  We wi || get
under way again. Welconme back

We will nove to the third
guestion, which I shall read, which is: What

powers does a review body for national security
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activities need, and what restrictions --
put --should apply?

Now, the powers that we're talking
about here would include access to informati on and
documents, and as part of that, | would pose the
sub-question, access to the information and
documents of the agency being revi ewed, of other
government agencies, or of the public, the private
sector as well? So that would be the first power.

There is also the question of
power, of remedi al powers, whether there should be
recommendati ons, orders for conpensation, other
type of powers that actually direct corrective
activity.

And the third is the powers which
| have generally described as police powers, as
we've heard from Ms. O Loan, the Ombudsman for
Police in Northern Irel and, has extensive powers
t hat would fall within that category. So there
are those types of powers we would want to talk
about .

Then what sort of restrictions
woul d apply to the use of the power or the use of
the review body's powers? There could be

restrictions on timng of an investigation. \Wen
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would it start? After the matter in issue is
conpl eted? How should it relate to that.

Secondly, restrictions on
di scl osure or reporting. So that we're talking in
this segment on powers and restrictions.

| don't think anybody has to deal
with all of those issues in one statenment, but |
woul d |Iike to canvass those over the course of the
di scussi on.

We will start with Ms Caparini.

MS CAPARINI: | think, first of
all, that it has to be an independent agency. It
has to be independent of the bodies that it
oversees. | think that's a fairly obvious one.
think it should have the power to initiate an
audit, that is, initiate investigations on topics
that it deens necessary.

| think that also it should have
unconstrai ned access to all the materials and the
personnel and, if necessary, the facilities that
it al so deens necessary.

| believe the power to subpoena,
to subpoena docunments, is vital. | think it
shoul d have a mandate to review conpliance with

both | aw and et hi cal norns.

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

156

In terms of some of the nore
technical issues, | think senior menbers obviously
woul d have to have top security clearance. Of
course, they would be bound to secrecy.

They woul d al so need to have the
infrastructure, that is the technical, the
physi cal capacities, to be able to manage or
contain the classified docunents that they do
receive. So a very practical issue.

My own view is that, while they
could deal with conplaints, | think the sheer
vol ume of conplaints, of a body that deals with
nati onal security issues, is going to be enornmous.
| think it would be a huge drain on their
resources.

For me it would be better to | eave
t hat compartmentalized to other bodies, just
maki ng sure that there are these avenues of
communi cati on between them and regul ar reporting
fromconpl ai nt bodies to the national security
revi ew agency or committee.

| think that fromthe | essons that
we' ve seen in other countries, with Orbudsmen and
data comm ssioners, media relations is areally

key issue that -- such a commttee would have to
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make a real effort to remain open to media to be
as proactive and engage in the media as possi bl e,
and bringing on public support for the role of
this institution.

In my view, they should issue
recommendati ons, and not binding decisions. |
think it's important that they give the appearance
and that the agency that's being overseen has the
perception that they're not being -- that their
i ndependence i s not being trampled on or reduced,
di m ni shed.

They should report regularly to
M nister and to Parliament. They should also make
reports that are public. But, of course, with
respect to confidentiality of material s.

You mentioned the possibility of
covering or including information fromthe private
sector.

Now, there is growi ng involvenment
of private mlitary and private security
conpani es, outsourcing of security functions to
the private sector, but the ability of governnents
to get information fromcorporate entities on such
activities is quite limted.

They have to make a real effort to
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regul ate the sector. And in most countries, that
hasn't been done yet. So that is one very | arge
area that would have to be dealt with.

THE COMM SSI ONER: Thank you.

Pr of essor G I17?

MR. Gl LL: | think the access
issue is inportant. | know that when SIRC was
created 20 years ago, there was sonme -- a little

bit of controversy at the time where some people
rai sed the question about just the one exception
that was in the legislation to what was ot herw se
their full access, and this was that they would
not have access to Cabi net papers, m nisterial
briefings and so on.

But |I'm not aware that, actually
as things have turned out, that they have seen
that particularly as a problem So I would have
t hought a simlar rule would be the m ni num you
know, they need full access, they may not need
t hat kind of access at that |level. Otherw se, |
think the rules, as for SIRC at the nmonment, |
t hi nk that woul d be good.

Fol l owi ng on Marina's point about
private access, as | also mentioned before, this

is important -- I'"'mnot a |awyer, so | don't know
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what devi ous means | awyers woul d work out trying
to get this kind of stuff out of the private
sector, but | notice in the background paper you
sent us that you do refer there to subpoena
powers.

| woul d have thought that there is
a good chance that this body will at sonme point
come across an issue that does involve information
transfer with private access, and therefore |
woul d have thought, if that is the way to do it,
t hat certainly would be required, so that access

to private corporations could be obtained, if

necessary.
On the police powers issue, |

mean, clearly | defer to -- you all have a sort of

experience of this. | think I would just --

woul d add one comment .

| think that subpoena power is
i mportant, but you note there that she, for
exanmpl e, has arrest powers. | think ny
observation on that would be that, fromny
understanding -- | mean, Canada is not Northern
| rel and.

You know, you sinply don't

have --despite the current Comm ssion, you don't
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have the conpl ete absence of legitimcy for the
state and the police that a significant mnority
of the Northern Ireland popul ati on has had for a
long time.

Therefore, |I'mnot sure you would
need to give this body arrest powers. | mean, |
suspect Canadi ans, from what | know, fromthe
Canadi ans | know, m ght be a bit wary of another
body given arrest powers. MWhat is this, you know?
Because it does start -- it can start to seem a
bit kind of another secret police on top of the
secret police.

You know, it could be
m sconstrued. | think it could be m sunderstood.
"' mnot sure it would be necessary. But you,
obvi ously, can observe on that.

Just one other point 1'll make and
t hen pass it over, is that -- oh, yes, on the
i ssue of remedies.

Again, this is some time ago now,
but I know that SIRC did get into litigation with
the federal governnment over the status of their
recommendati ons com ng out, conplaints
investigation, and the name Thonmpson springs to

m nd. Does that sound - -
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--- Off mcrophone / Sans m crophone

| think that was a case where the
M nister did not follow the recommendation -- |I'm
sure you know about this. Then they chall enged
it, and I think they | ost.

| woul d have thought -- | think a
case could be made -- |I'mnot going to make it
strongly. This is not kind of my | egal area. But
| think a case could be made, if one is having a
body carrying out this quasi-judicial
investigation on the basis of solid investigation,
that I think there would be justification there
for saying that their findings in those individual
cases, for exanple, individuals should be
conpensat ed, documents should be destroyed -- |
think it would be justifiable for that to become,
you know, a command, an order, rather than a
recommendati on.

But | think, as against that, if
we're tal king about the review function, the
policy and practice review function, there | agree
with Marina.

| think recommendati ons here,
because | think there is a real danger otherw se,

is that it mght |ead the commttee in sort of an
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area of m cro-mnagement al nost.

| f they can actually start |aying
down different ways in which, you know, it's
al most as though they're potentially supplanting
the Mnister, and that's a dangerous path down
which | don't think you'd really want to go.

THE COWMM SSI ONER: Ms. O Loan.

MRS. O LOAN: | think in the first
instance I would want to say that the powers which
t he agency will need will depend upon the
functions which it's exercising.

So | think there are investigative
functions which are predi cated on individual
incidents, such as the one that led to your own
Comm ssi on.

Then there are, if you |like, how
t he agency or the organi zati on does its business.

And then there are nore general
things, |ike best practice issues, okay, and the
powers required, or necessary, will depend upon
the function that's being exercised.

Clearly I think there nust be a
right to documentation, all documentation, all
document ati on held by any agency under review.

Now, you can write that
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| egi sl ati on but you have to make it work, and the
key to this is, who decides?

It is necessary to ensure, |
think, if I mght offer an observation, that the
| egislation is so drafted that it | eaves no doubt
t hat the decision is in the hands of the review
agency.

Then they need access to the
processes of the organi zati on because, you know,
intelligence organi zations conpile data in a
vari ety of ways.

The revi ew body needs to be able
to assure itself that it has access to all of the
informati on and not just |like [evel one, |evel
two, and | evel three, and what will |evel four and
| evel five? So it needs to be able to actually
access the processes, and that's probably the
informati on technol ogy.

It needs access to al
documentation in ternms of policies and all that
sort of thing, how the agencies do their business,
and it needs, | think, a total right of access to
t he buil dings and the infrastructure used by the
organi zati ons under review.

| think those rights nmust be
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exercisable without a mnisterial veto.

In investigation terms, | think it
needs -- | nmean, | heard what Peter said, but I do
think that if you're investigating something and
you encounter the fact of very serious m sconduct,
if you like, or crimnal activity by one of your
operatives, that has to be dealt with and it has
to be dealt with i mmedi ately.

And if you bring in -- say it was
an RCMP source handl er who had got into bad habits
and if you brought in the RCMP to investigate
that, it would conmprom se the original
i nvestigati on upon which you are invol ved.

So | do think you need the powers
to deal with that as an ancillary matter, and |
think for that reason you need powers of arrest,
powers of compul sion, w tnesses, search, seizure.

They would be Ilimted powers.

They would be limted to arresting those who had
commtted an offence, or m ght be perceived to
have comm tted an offence, and who are enpl oyed by
t he agency under review.

| think you would al so have to
give them a power which I don't have which is a

power to arrest and process those who have, if you
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l'i ke, conspired with those who are enployed in the
agenci es.

So if you have a mlitary
operative working with an intelligence agency
operative and they' ve operated together in a
crimnal faction, then I think you'd need to be
able to arrest and deal with those people too.

| think you do need a power to
conpel witnesses -- not to answer questions but to
attend and to be interviewed, et cetera.

You need rights of search and
seizure. They must be warranted rights so that
you have to get whatever judicial authority is
appropriate in the national |egal system

So | think all those powers are
very necessary for the investigative function.

| think there needs, as Marina has
said, to be an informati on/ conmuni cati on reporting
power. That's very necessary because -- | mean,
to me the end game of a review organization is to
ensure that your security service does it right,
to ensure that as a consequence of that it's
effective, but above all, to ensure those
communities within whomit nmust operate, that it's

safe for themto engage. So you need to be able
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to feed i nformation out.

| think one of my experiences
woul d be that there will be others who will come
to your review agency seeking information, and I'm
thinking in terms of people who have mandates |ike
your own mandat e.

You m ght, for exanple, have the
situation where an Anmerican tribunal of inquiry is
com ng to a Canadi an revi ew agency and sayi ng, "W
want some of your information", and |I think we
woul d wi sh to consi der what protocols or what
| egal arrangenments should be made for the sharing
of information with agencies in other
jurisdictions.

| think that there needs to be
protection for the review agency, in | aw, against
forced disclosure in limted circunstances,
because -- | think I can best articulate this in
terms of an investigation which we did where what
we had to do was exam ne the source handling files
of informants in order to reach a determ nation on
t he basis of what we were | ooking at. So we had
to | ook at who the informants were, et cetera, et
cetera.

I n that situation you can't be
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forced to disclose that kind of information to the
public. So there has to be some protection in | aw
for the organization itself, and for its process,
to enabl e people to have confidence in the process
so they'll engage in the process and provide it
with the information, and it has to | think have

t he power to make recommendati ons.

It had never occurred to me that
an agency such as m ne would not make
recommendati ons, but there are jurisdictions in
whi ch investigative agencies are not seen as
having a power to make recommendati ons.

| think it would have to have --
and | don't know if there are any difficulties at
all with this -- but it would have to have the
powers to vet its own staff and to make the
necessary inquiries and all that sort of thing.

| think there would have to be
restrictions on the release of information, but
only -- only such restrictions as are absolutely
necessary, and it would be very difficult to work
out exactly how that would work and to articul ate
that in | aw.

| think there would have to be

some protection, some provision for protection of
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the staff of the organization which is under
review. That would go, | think, to -- |1 envisage
per haps some primary | egislation which would
establish the review agency and then some
secondary | egislation which would be nore
process-oriented.

You tal ked about renmedial powers
in the issue of making recommendati ons, | think
that's there.

| have a power to make a
recommendati on that the agency should pay
conpensation, but only to a very lowlimt. It
can be a very telling thing when you use that
power, and | think that m ght be something that
you woul d want to consi der.

In terms of timng of the
activities of the review agency, | do not think
t hat you would want to put any embargo on them
My experience would tell me that would not be
hel pful to the national interest.

| think you would have to give
them the power -- this is very legalistic, maybe
too legalistic for you -- but the power to enter
into inter-agency protocols because there will be

ot her agencies with whomthey will have to
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i nteract.

So | think if you began think in
t hose terms, you'd have a | egislative --

THE COMM SSI ONER: Let nme, before
| turn it over to the others to have them comment
on the subject generally, just ask you a coupl e of
guesti ons about your experience in Northern
I rel and.

As | understand it, in ternms of
timng, you say there should not be no embargo on
the timng. You will on occasion embark upon an
investigation while the underlying police
investigation is continuing. So that you do not
wait -- as | understand it, you don't have to
wait -- until the police activity or investigation
has been conpl eted before you become engaged. Do
| have that correct?

MRS. O LOAN: That's absolutely
right. | mean, we're about to report on a case in
whi ch two young nmen were in a car engaged in
all eged crimnal activity. The police stop them
At the end of the operation, one of the young nmen
was dead; the other was injured. The police were
i nvestigating the surviving person in the car for

all eged crimnal activity and we are investigating
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what happened.

THE COWVM SSI ONER: I n t hat
situation, when that happens, and assum ng there
is a prosecution in the police's investigation, we
in Canada, and I"'msure it's simlar in Northern
I rel and, have | aws that require the prosecution to
make full disclosure to the defence of not only
the informati on whi ch would support the charge
they've laid but anything that may be of
assi stance to the accused person. So we have
broad principles of disclosure under our Charter.

I n your circunmstance, if you've
investigated while the underlying police
investigation is continuing and you obtain
informati on about that, how does the information
t hat you obtain, that may affect the underlying
police investigation, what happens to that in
terms of the rights of disclosure for the accused
in the underlying trial?

MRS. O LOAN:

--- Off mcrophone / Sans m crophone

THE COWMM SSI ONER: Yes, the
civilian who the police were investigating when
t he probl em arose.

MRS. O LOAN: The situation is we
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have a crim nal procedures and investigations act
whi ch requires disclosure of matters which may
assi st the defence or underm ne the prosecuti on,
much as you descri be, and those requirenments apply
to us too.

So we will disclose to the
di rector of public prosecutions and he nmust then
di sclose to the defence |l awers such matters as
may underm ne the prosecution or assist the
def ence.

We do not disclose our entire file
to the director of public prosecutions, nor do we
di scl ose our entire files to anybody. |If sonebody
writes to us and says we believe you have got
somet hi ng which may assist, we would ask themto
provide us with a skeleton argunent in defence and
then we will exam ne the material we have to
determ ne whether it should be disclosed.

THE COMM SSI ONER: So the result
of that, if I understand it, is then that part of
your file, that part that m ght assist the accused
in the underlying charge, would be made avail abl e
and could be disclosed within the underlying
crimnal trial?

MRS. O LOAN: There are provisions
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for public interest immunity and those processes
attach too, but generally speaking, yes.

THE COMM SSI ONER: Is that an
onerous obligation for you to scan your files to
comply with those types of disclosure
requi rements?

MRS. O LOAN: No.

THE COMM SSI ONER: Just one ot her
question before we nove on. The power of arrest
t hat you have, is that a warrantable power? Do
you obtain arrest warrants?

MRS. O LOAN: We would only use
this power of arrest where we have a serious
arrestabl e offence. You don't need a warrant. So
we would only use it in those circunstances.

My instructions to my staff are
that we will only use it when it is absolutely
essential that we do use it. So we don't use it
in circunmstances in which people are prepared to
present themselves. W don't go off and raid and
all that sort of stuff. | think there has to be a
regard of human rights.

THE COVM SSI ONER: Ri ght. Then
can | call on the other three nmenbers of the panel

to respond, and we'll move fromthere? Who would
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like to go first? Okay. Dr. Born?

MR. BORN: | think about the
remedy. | think that it would be better that such
a review board only has recomendati on power, and
| think -- and | agree with the comment of the
Canadi an Civil Liberties Association. |If they
woul d have al so the power to order conpensati on,
or writing of public apol ogies, or you nane it,
then | think it gets a little bit of
deci si on- maki ng power which | think wouldn't be
good for the independence of the review body.

So to execute the recommendati on
should be left to the executive and not to the
revi ew body.

THE COMM SSI ONER: There shoul d be
a recommendation for a power to recomend
conpensation. | know that one or two of the
subm ssions that we've received here have -- one
at | east says there should be a power to order
compensation, but | think another says there
shoul d be a power to reconmend conpensati on. Do
you have any coment ?

MR. BORN: | think the review body
shoul d be able to recommend whatever they think

what they would |like to recommend, but it is to
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t he executive whether they want to follow that or
not, | would say.

THE COWMM SSI ONER: Prof essor
Cameron?

MR. CAMERON: First, to follow up
on that point.

What we're hopefully speaking
about is a SIRC-type review body, supervising a
relatively well-functioning area al ready.

You can draw a contrast here
bet ween t he Ombudsman institute, as it exists in
transitional countries, such as Pol and, and the
Ombudsman institute as it exists in
wel | -established, relatively well-functioning
countries such as Sweden.

The Polish Ombudsman has a huge
battery of powers because his or her function is
to sort of punish and push forward devel opnments,
wher eas the Swedi sh Onbudsman is mainly there to
make sure that an already well-functioning system
continues to function well.

| think that what we would be
hoping for -- 1'd be hoping for, is a -- doesn't
need to be that powerful a body in that sense.

In terns of remedi es, the
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di scussi on, of course, in Europe is col oured by

t he European Convention of Human Ri ghts and
article 13 of the European Convention of Human

Ri ghts, which requires the provision of effective
remedi es and the court's case | aw now speaks about
effective remedi es at the national |level. You are
not bound by this in the same way.

| would really say that the
prestige of the body, the conpetence of the body,
is the best guarantee that its recommendati ons
will be foll owed.

That's the nost inmportant thing,
that the body is conpetent, that it's expert, and
t hat when it comes with a recomendation then it
shoul d be fol |l owed.

But, again, |ike Hans said, |
think it's up to the executive to inmplenment that.

However, here too | can see a role
for the parliamentary commttee to follow up on
that, to say, well, this new body has made the
recommendati on and have you inmplemented it?

Just as Peter said in areas such
as denial of security clearances and so on, you
could envision a situation where the

reconmendati on becomes operable in sonme way. But,
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again, if SIRC has said these files should never
have been started and this person has suffered
econom c loss fromthat, then it should be enough
for the executive to draw their own concl usions
fromthat.

I n Sweden, | will just give you an
exanpl e of how much we trust our officials when
the regi ster board or any other government
official has injured, financially or otherw se,
sonmebody in the exercise of his or her duties.

You then apply to another government official, who
is called the Chancell or of Justice, and ask that
government official to assess the correct |evel of
conpensation. And the Chancellor of Justice then
says | think you should get so nmuch conpensati on
and everybody accepts that. That's the |evel of
trust we have in our officials.

That is also the case in security
police records. On the few occasions in which
security police have been found by the register
board to have collected information in an unl awf ul
or an incorrect way, then the Chancell or of
Justice has ordered a certain amunt of
conpensati on.

However, in other areas,
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especially in the area of instrusive measures,

t hese have been aut horized presumably by judici al
order. So who has commtted the error here? 1It's
not necessarily the agency. The agency has sought
and obtained judicial order for the targeting
decision. So it's a question then of who are you
i ssuing the remedy agai nst?

Basically I think that the
prestige of the body should be enough and the
recommendati onary powers should be enough.

On investigative powers, | won't
go into any detail, but I must say | share Pete's
m sgi vi ngs about the need for a huge battery of
powers. And with all respect for the situation,
the situation of Northern Ireland is rather
different. You know, | can quite understand why
Nual a needs these powers in Northern Ireland, but
| am not certain it's the same situation here,
basi cal ly.

There is a price to be paid for
giving the oversight or review body too much in
t he way of powers, and that price will be that
instead of attenpting to go forward on an arm s
| ength but non-confrontational approach, they may

be tempted all too often to confront and nore or
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| ess attack the body that they are supposed to be
keepi ng an eye on, and they just will not and
shoul d not have the capacity to do that all the
time. They can maybe do it in an extreme
situation, but they shouldn't be tempted to do

t hat .

THE COWMM SSI ONER: Thank you.

Prof essor Leigh.

MR. LEIGH: There's not much, |
don't think, new for me to say that has not been
said by other people, but | just have one or two
di fferent perspectives, | think.

Hopeful ly, of course, the use of
coercive powers will be exceptional rather than
normal , but there is a dynam c here in ternms of a
relationship that builds up between a revi ew body
and the agency that it reviews, and | think the
poi nt was made quite tellingly this morning that
you don't want to create a situation in which the
revi ew body is beholden to the body, the agency
it's review ng.

So if it has stringent powers
available to it, it is not that it will need to or
i ndeed should use themall the time. But the nere

fact that they are there will create a different
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dynamc, | think, in the relationshinp.

The second issue that | would |ike
to -- sorry. Therefore, | amin favour of
ext ended coercive power.

The second issue | would like to

comment on briefly -- because | think it's very
val uabl e and we m ght | ose sight of it -- is
somet hi ng that Nuala menti oned, which will be an
i nnovation, | think, but an inportant one: the

ability to share informati on with other review
bodi es from ot her countries.

The reason | think that is such a
significant idea to consider is because of the
international network and nature of much
intelligence-gathering and sharing that's going on
t hese days. The defect that the various review
schemes that have been set up in other countries
have quite often is that they stop at the point of
where information is being derived from anot her
state. And that would -- not to be conspiratorial
about it, but it does create a gap, an oversight,
and | think it would be a very positive nmove for
Canadi an | egislation at | east to begin to address
t hat issue which I think is really the next

frontier, as it were, for oversight of security
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and intelligence.

The third point | would like to
make is something that has not been mentioned so
far but | think would be a very useful -- it's not
so much a power but it sets the context for a
power, which is that maybe in some situations
t here should be a positive duty upon menbers of
the RCMP to report a particular illegality of the
revi ewi ng body.

Now t he reason | put it that way
round is because if such a duty existed, then it
woul d create a form of cover for whistle-Dblow ng.
|t makes whistle-blowing so much easier, and
reversely it makes wrongdoing within the agency
that's being reviewed that much nmore unlikely
because an officer can always say, in the face of
a request to do something inmproper, "You know t hat
| amunder a duty to report this to the review
body. "

So it's not a power, strictly
speaki ng, but you can see howit's linked to the
question of power.

Finally, fourthly on this question
of remedies, | take a somewhat different view on

this, and for some of the reasons that Peter G ||
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gave earlier on.

| want to distinguish between the
di fferent ways in which a review body could be
operating, whether it's operating in review node
or whether it's gone into a more formal conpl aints
mode, and | think there should be a procedural
gateway or a step that it goes through in order to
signal to everyone involved that it has now noved
fromthe one process to another, in the case of
self-initiated conplaints investigations.

Let me briefly run through the
background and then you will see how | reach the
concl usion that | do.

| think you have really two
di fferent ways of working here. The traditional
way of working within Orbudsman-type systens,
particularly in the Westm nster world, is that
t hey have very strong investigative powers but the
trade-off for that is they don't at the end of the
day have coercive powers. So very strong powers
of investigation with very few boundaries, but the
trade-off is that they can't actually harm anyone.
They can report, they can recommend, but that's
all.

They are partly in that way
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because they are unel ected and for the reasons
t hat Hans Born mentioned, you don't want an
unel ected official with very great powers

t herefore trespassing on the field of elected
government. So there are policy reasons.

Al so partly because they are not
intended as a court substitute. |It's a feature of
t hese statutory schemes that if there is another
| egal renmedy avail abl e, the conpl ai nant shoul d use
t hat and perhaps the Ombudsman shoul d not
investi gate.

The one exception to this
principle in the U K interestingly is the
Northern Ireland Ombudsman who has al ways had sone
powers to award a remedy, quite different to
Engl and and Wales. That's the one kind of way of
t hi nki ng about this.

The ot her way, of course, is the
court-based adversarial nodel where you have a
court or tribunal where the role of the tribunal
is to act as an unpire. |It's the parties who
bring their case, you prove it if you can, and
t hen of course at the end of the day the court has
coercive powers.

As soon as you say that, you
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realize the problemin the real mof national
security, that a plaintiff comng to court to take
on the government in a security case, where wil

t hey get the evidence? Howw |l they prove it?
It's not going to work.

And there are all the reasons that
we know about in ternms of the world over, how
judges feel ill-equipped in a court setting to
deal with these security-type issues.

This is a rather | ong-w nded way
of com ng around to my conclusion, which is that
when we are dealing with this type of body in a
conpl ai nts-type node what we are really asking it
to be is a formof court substitute. W are using
it because the courts are really not satisfactory
for dealing with these types of issues affecting
i ndi vi dual' s, which drives nme to the concl usion
that it is appropriate here to do sonething
different than we have otherw se done and to give
it coercive powers.

THE COMM SSI ONER: Thank you.
That's hel pful.

Ms. O Loan.

MRS. O LOAN: A m nor observation

in relation to Professor Canmeron's coment on the
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judicial authority for warrants.

The only comment | woul d make
about that is there may well be issues around the
provi sion of information upon which the judge made
t he decision to issue the warrant and there needs
to be an ability to deal with that issue.

You tal k about the price to be
paid for giving an oversi ght body powers such as
have.

There are two reasons, two
principal reasons, why oversight bodies fail --
well, this would be my observati on.

One is |lack of resources and the
second one is |lack of powers. And if you have a
single opportunity to get this right, | think
that's to be borne in m nd.

We have investigated to date 19 --
well, we have dealt with 19,000 allegations. W
have used our powers of arrest on 16 occasions.
You can't just arrest people willy-nilly. You
have to have cause to do it. And | think it's
very, very inmportant to at |east consi der whether
you want to be in the position in which you would
conprom se what you are trying to do because you

have to bring a third party in to conduct an
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i nvestigation which you could refer to anot her
part of the organization which is doing the
revi ew

That is the only observation |
woul d make there.

| think lan is absolutely right.
We had a discussion this morning about the review
organi zati on becom ng too close to the
organi zati on being reviewed and the dynam cs of
that, and | said at that point that one of the
t hi ngs which makes the relationship right is the
fact that the reviewi ng organization is a very
power ful organi zati on because the organi zations
which they are reviewing are the nmost powerf ul
organi zations in the state.

One of the reasons | think in the
investigative structure to provide things |ike
powers of arrest is that that immediately brings
with it a whole raft of protection for those who
are under investigation, and those protections
must, in law, | think be there.

There was mention there of a duty
to report. We have a code of ethics in ny own
organi zation and the police service of Northern

| rel and have a code of ethics, and one of the
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provi sions of that is that there is a duty to
report wrong-doing. So it's an actionable offence
not to do it.

The last thing is sinple: You
were tal king about the duty on the review ng
organi zation to report the fact that they are
conducting an investigation if they move, for
exanple, fromsome kind of an adm nistrative
review into investigation. | think that's an
entirely appropriate duty to i mpose, subject only
to the caveat that the duty will not need to be
fulfilled if it would in some way inhibit the
i nvestigation. Thank you.

THE COMM SSI ONER: Yes, Professor
Camer on.

MR. CAMERON: | think we are al
in agreement that the reviewi ng agency nust have
wi de powers, and for the reasons |an pointed out
that we all agreed on earlier: that it's a means
of keeping the review body at arm s | ength and
maki ng it not dependent on the agency it's
supervi sing.

What | think the disagreenent
really comes inis in the power of arrest, for

exanmpl e.
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| think the question you have to
ask, really, is it the case that the SIRC powers,
t he powers that SIRC has just now, have been
insufficient in any respect? | think that's the
first question you have to ask.

The second question is: |If the
body is now going to | ook at the RCMP as wel |,
does the RCMP have ways of hiding things, ways of
making life difficult, which CSIS does not have?
And if you come to the conclusion that it does,

t hen that should also result in the body having
greater powers.

| think the one thing that we have
spoken about earlier during the conference but not
now is in one area where | could be fair to go
along with greater powers and this is problem of
farm ng out.

If you farm out functions, if
there is any evidence of that, then there nmust be
some mechani sm sone sort of residual capacity to
do sonet hing about that, to investigate it.

I n general, the organization nust
have sufficient powers to make the agency it is
supervising realize it means business. At the

same time, as | have said, the power of arrest |
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am still dubi ous about.

THE COWMM SSI ONER: Go ahead, yes.

MRS. O LOAN: If | may conme back
just once nmore?

| just want you to envisage this
scene: You have becom ng enbedded in a part of
your community a group of people who do not intend
to do anything in this country but intend to do
sonmet hi ng somewhere else; right? The security
services are aware of them and the security
services are keeping a very close eye on them

Somet hi ng happens and one of these
people in this organization that the security
services are keeping an eye on ends up dead;
right? Be it the RCMP or anyone el se.

Who woul d handl e that? Who would
manage that? Who better than the organization
which is entrusted with the review of the security
service of the RCMP' s national security?

That would be nmy view. It would
only be my view as a consequence of what | have
experienced. And it's not to cast any aspersion
on those who are in the security services and it's
not to cast any aspersion on the RCMP or anybody

else. It's sinply to say, in pragmatic terms,
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when you | ook at the kind of things that can
happen and the kind of things that can go wrong - -
and | know that Canada is not |ike Northern
Ireland. But | do know that international

terrori smdoes operate internationally and it
finds nice confortable places to situate itself to
train, to organize, to do all sorts of things.

And you need to be able to deal with those too, |

t hi nk.

So | just would caution against
di sm ssing any powers of investigation.

THE COMM SSI ONER: Let me ask this
guesti on.

Everybody seems to be in favour of
broad powers of access to docunents and persons,
particularly if they are within the agency that's
bei ng i nvestigated. You may have al ready
addressed it, but I want to sort of clear it up,
specifically your views.

But what about other agencies? To
some extent if the review body is a functional
body, then some or all of the other agencies may
fall within the mandate of that review body.

But et me posit the question this

way: Assum ng that there is activity that could
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be relevant in other agencies outside those within
the jurisdiction of the review body, should there
t hen be powers to have access to or to conpel
producti ons of documents and to obtain information
fromthose agenci es?

Before | pose the question, let me
say what | think. There are obviously perhaps
advantages to that but there is this disadvantage:
t hat those other bodies may well be subject to
their own review processes, so that you m ght now
have them responding to more than one review
process, and at sonme point the amount of review
that is taking place can becone sinmply too onerous
and interfering with, as | said earlier, the
under |l yi ng operations.

Have you had any experience or do
you know of any jurisdictions where that type of
access is permtted and whether or not it has been
successful and created the type of problem | think
coul d happen?

MRS. O LOAN: The obvi ous agency
where you woul d want to get information, but you
woul dn't have the power to get information, is the
medi a.

THE COMM SSI ONER: Ri ght.
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MRS. O LOAN: The way you have to
deal with that in our jurisdiction, it's through
judicial process.

THE COWMM SSI ONER: How successf ul
are you through judicial process? W have a
coupl e of cases going on in Canada.

--- Laughter / Rires

MRS. O LOAN: | think where | am
comng fromis that although there would be a
tenptation on the reviewi ng body to say |I should
have all the powers |I want, there have to be
constraints, and | think the constraint should be
t hat you have the powers over the agencies which
you are reviewi ng but you do not have the power
unl ess a court, in exceptional circunstances,
gi ves you the right to seek that information.

| think that will probably be the
kind of route I would anticipate would be fair.

THE COWMM SSI ONER: All right.

Prof essor G |1 ?

MR. Gl LL: The other way around
this -- it's not around it. The other way that
may help to aneliorate the problemyou identify is
to reduce what | referred to earlier as the

compartmentalization of review as far as possible
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so there aren't so many bodi es.

But if the situation still arises
because it happens to be that it's perhaps
documents or arresting in an agency which actually
has nothing to do with national security or
something and it has its own review mechani sm how
do you prevent the sort of burn of oversight and
so on?

You have to try and ensure that
t he overseers thenselves are engaged in networking
as effective as that of the agencies over which
t hey have oversi ght.

| am struck at a very general
| evel , for example, that overseers in your country
and in my country and in the United States and The
Net her|l ands and Sweden and various other countries
meet fromtime to time. They do this. They neet,
t hey di scuss common problens, they network, they
make those kinds of connections, on a kind of
transnational, where the issue is a transnati onal
one, hopefully m ght aneliorate some of the
probl enms that we have there.

lt's no panacea, but this is
t hink only one of the ways in which overseers have

to educate thenselves and that just as agencies
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are | earning that they have to share information,
overseers have to do the sane.

THE COMM SSI ONER: Prof essor
Lei gh?

MR. LEIGH: Just a brief and
per haps blindingly obvious observation that this
trails back to where we started this norning,
doesn't it, and set it right round.

The question you raise is a very
good reason for not having split forms of review

THE COMM SSI ONER: Yes, Dr. Born?

MR. BORN: Of course the access
for classified information is also related to the
mandate of the commttee if it is only supposed to
revi ew policy as opposed to legality,
effectiveness -- | think you should link it to
t hat too.

| also think there should be a
responsibility on the agencies who are supposed to
submt information; that they also are responsible
for that and that they submt sufficient
information. So not only that they al ways wait
for requests but that they also can be held
responsi ble, not only if they know that this issue

is in play before the review body that they are
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t hen al so obliged to cooperate fully and not only
to give the specific information that's supposed
to be given.

In the American | egislation there
are exanples of that. So there is the duty to
keep, as | say, the U S. to keep the congressional
commttee fully and currently informed. So you
put the onus on the agency you are supposed to
overvi ew.

The other thing is that the review
body is allowed to consult external people,
expertise. | don't know whether that is
sel f-evident or not, but that they are allowed to
invol ve other third parties in an advisory
capacity to value the quality of the information
obt ai ned.

| think al so we should not only
tal k about agenci es but al so the cases that you
referred to, like private security conpanies with
whom t hey cooperate, or as | sawin the United
States they work together with all types of
mar keti ng bureaus who collect data of citizens.

| think that should also extend to
t hose type of organi zations.

THE COMM SSI ONER: | have one | ast

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

195

question on this topic.

The I nspector General of the
Department of Justice in the United States has an
express civil liberties mandate, and | am
wonderi ng whet her you have any conmment as to
whet her or not that is a mandate and a power that
shoul d be expressly given to a review body, the
type that we are tal king about?

MRS. O LOAN: Could we have
clarification on the question.

THE COMM SSI ONER: In its mandat e,
as | understand it, the Inspector General of the
Department of Justice in the United States is
expressly directed to review the activities that
ot herwise come in the mandate with respect to
concerns, possible breaches of civil liberties.

So it's creating in the review body a mandate in
t hat area.

There are other bodies. W have a
human rights comm ssion and so on that arguably
has jurisdiction and there are other avenues in |
am sure all of our countries for redress dealing
with civil liberties issues.

But is this something that in this

area, security and intelligence, should be
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expressly dealt with as part of the mandate, the
way it is at least in the Inspector General in the
United States?

MR. LEIGH: | can see some val ue
in that. | think the underlying issue is really
at the heart, isn't it, of public debate and
concern about national security, a balance between
civil liberties and terrorism the debate that's
goi ng on the world over.

The picture that I's commonly used
in these discussions | think is of the need, of
course, to sonehow bal ance the two. | think
| awyers often criticize that picture because one
tends to win out and the other tends to | ose.

| think what is not so often
appreciated is that a concern for civil liberties
and human rights is something that you, when you
talk to intelligence professionals, is as much a
concern for themas for the public as a whole.

But the value of this proposal |
think is partly synmbolic but also to give a
definite mechani sm by which that comm tnment to
civil liberties can be audited. It wouldn't be a
substitute for the courts, of course, which are

the primary protector of civil liberties and human
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rights, but it certainly couldn't harmto have a
revi ew body judging specifically according to that
st andard.

And | think it would be an
appropri ate expression of what | think is a very
commonly held view, that we need to put these two
things in conflict but to bring themtogether.

THE COMM SSI ONER: And the review
body being an agency that then would be seen as at
| east working towards that bal ance that people
speak of so often.

MR. LEI GH: Yes.

THE COWMM SSI ONER: Professor G II.

MR. Gl LL: | would say | have no
doubt that it must be made explicit. The reason |
say that is thinking of our experience with the
U. K. intelligence and security commttee set up
ten years ago, the formal mandate of that
commttee is to exam ne the expenditure,
adm ni stration and policy of the three main
intelligence agenci es.

Clearly |I realize | ama bit
nai ve, but | kind of assunmed that policy, since
certainly in the | ast few years, since we have had

a Human Ri ghts Act and we apply the European
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Convention on Human Ri ghts, | kind of assumed in
my naivety that the intelligence and security
commttee would see rights and liberties as a
crucial part of their mandate.

| have read every one of their
annual reports since 1995 and | have yet to see a
reference, a single reference, to human rights,
which in the security intelligence area | think is
pretty m nd-boggling, to be honest.

| actually mentioned this in a
brief conversation with a former chair of the
commttee, and | was quite surprised, he actually
said, "Yeah, | think perhaps the commttee, you
know, perhaps they should start | ooking at these
i ssues of rights."”™ | thought, oh well, progress,
you know?
--- Laughter / Rires

MR. Gl LL: He is no |longer there,
t hough.

| use that exanmple because | was
ki nd of shocked, you know. | was actually talking
a bit about this yesterday at the synposi um we
were at, is that the review commttees -- and this
is also a problem for the parliamentary

commttee -- nust resist being drawn into
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executive reformand efficiency agendas for the
services. This is a danger that review bodies can
fall into.

It's not exactly capture. That's
a slightly different problem But it's just
becom ng subtly used by the executive to pursue
t heir own reform agendas.

One way of doing that is making
the rights element of the mandate absolutely
explicit. So I would certainly encourage that.

THE COMM SSI ONER: M's. O Loan.

MRS. O LOAN: | think the reason
asked for clarification is | was kind of surprised
you were asking the question.

| think that's because | think in
human rights ternms, as we do our work, it's all
human rights reference based, if you |like, and |
sinmply cannot see how you could do this work
properly other than to do it in that context.
That's the only thing | want to add.

THE COWMM SSI ONER: Anyone el se on
t hat ?

MR. CAMERON: | think we all agree
on this, and | agree fully.

The main function really is to
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buttress the internalizing effect, shall we say.
The main safeguard for respect for human rights is
the denmpcratic sensibilities of the agency's
personnel, the security police and security
officials. That's the main buttress that has to
be internalized. You know, that's a very good way
of doing that.

THE COWMM SSI ONER: Are there any
ot her comments on this Question 3? W are a
little ahead of schedule, which is a good thing.
We have Question 4 com ng up, but we will take a
break before that.

| think Question 4 prom ses to
raise a |l ot of good questi ons about the
composition of a review comm ttee, how questions
shoul d be addressed, and the reporting and
rel ati onship.

We have touched on some of that,
but | have a number of questions. | think it
shoul d be very interesting.

Why don't we take our 15-m nute
break now and we will resume at a quarter to
t hree.

--- Upon recessing at 2:31 p.m /

Suspension a 14 h 31
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--- Upon resum ng at 2:47 /
Reprise a 14 h 27

THE COMM SSI ONER: We will resune.

We will turn now, then, to
Question nunber 4, which has five parts to it, but
et me read it for those that don't have it in
front of them

What observati on/ comnments do you
have about :

The qualifications necessary to
revi ew nati onal security activities?

That's the first one. The second
one is: How members of the review body shoul d be
chosen?

The third is: How questions of
nati onal security confidentiality should be
addr essed?

Those are questions with respect
to the need to keep information confidential, so
that it's addressing how do we address the | ack of
transparency to the extent there needs to be such?

The fourth question is: To what
entities the review body should report.

And finally: What form should

reporting take, keeping in mnd the sonetimes
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conflicting requirenments of secrecy and
accountability/transparency?

So there's quite a menu of
guestions we've packed into the fourth question.

Just a coupl e of observations
before I turn it over to the speakers.

It strikes me, in terns of the
first two, the qualifications necessary to review
nati onal security activities and how menmbers
shoul d be chosen -- or let me ask the question
this way to those that are going to speak to it:
What are we trying to acconplish when we conpose a
review body?

Just by way of background, in
Canada, at least in terms of numbers, we've taken
a number of different positions and the CPC, the
conpl ai nts body for the RCMP, the | egislation
permts up to 31 menbers. It only has two
full-time members but one can only imagine if they
appointed all 31. You'd love to go to those
meeti ngs.

--- Laughter / Rires

THE COMM SSI ONER: SIRC, on the

ot her hand, has five members, and SIRC, as

probably nost of you are aware, the requirenment
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there is that they be Privy Councillors.

The question, it seems to me, the
fundament al question that we start with is, when
we're selecting people, what is it we're trying to
accomplish? Are we trying to get experts in the
area? MWhat sort of backgrounds? Or are there
broader issues that we should be thinking about
t hat engender confidence in the public.

I n any event, those are the
guestions, and through the course of the
di scussion, we'll get to all of them |'msure.

We start with you, Professor Cameron, if that's
all right.

MR. CAMERON: That's fine. As you
say, it's quite a menu, a snorgasbord, |I'd say, of
guestions here.

--- Laughter / Rires

MR. CAMERON: The qualifications
necessary to review national security activities,
to begin with. Well, you can say about | awyers,
you know, the nmore | awyers you have, the nore you
need. This is the problemw th them you know?
--- Laughter / Rires

MR. CAMERON: Pretty soon they can

t ake over.
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THE COWMM SSI ONER: Easy, there.
--- Laughter / Rires

MR. CAMERON: Yes, | will be
| eaving the country.

THE COWMM SSI ONER: This is the
| ast panel you're invited to!
--- Laughter / Rires

MR. CAMERON: "Lawyers have
certain good qualities”, he hastened to add.
--- Laughter / Rires

MR. CAMERON: They have good
judgment. That's what we're trained to do,
especially judges. W have good judgnent. W're
supposed to bal ance things. W' re supposed to
wei gh the pros and cons. |[In the continental
system judges tend to be -- it's a career
bureaucracy, a career judiciary. They begin as
clerks for courts. They progress through the
hi erarchy. In Sweden it's very conmon that they
work for a number of years in the Mnistry of
Justice, you know, the best of them and then they
return to judging.

That's how judges are chosen in
Sweden. In the common | aw countries, it's an

entirely different thing.
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Both types of experience can be
very useful in the security context, but in very
different ways. The big advantage of the Swedi sh,
or continental, model is that you get a very good
knowl edge of the inner workings of governnment.

You understand how t he government machine -- you
spoke about earlier, the synposium you understand
how t hat wor ks.

The advantage of the common | aw
systemis that if you have, for a | arge nunber of
years, supported yourself financially, working as
a private |l awyer, and then are called to the bar,
and then are called to the bench, then you have
devel oped, shall we say, alnmost extreme
i ndi vidualism bloody-m ndedness, one m ght say.
There, you know, you've seen both sides, both
def ence and prosecution, and you al so know how to
go about defending your clients' interests. And
both systens, | should say, a good judge devel ops
this ability to weigh evidence and to ask the
ri ght questions, | should say.

Wel |, enough conplimenting judges.

What they're not quite so good at
perhaps is this -- naturally we | awyers become

very focussed on certain things. W have a
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certain type of |lawyer-ish tunnel vision. W
don't necessarily have the wi de political and
cultural experience that's necessary. W have
good judgment, but we're not critical in the way
really that we shoul d be.

What |'mgetting at is you really
need a bl end of people on the panel. You need
peopl e who -- you need a couple of |awyers and you
need a number of others, basically, who have to
have had a wi de experience, especially the world
of politics, | would say.

Now, how do you go about choosing
t hese people? Well, here again | think there is a
role to play for this Parliamentary commttee
which is going to be established.

In Norway it's the parliament that
chooses the Norwegian commttee, and that's very
important. All the nore so, | should say, if this
body is going to be reviewi ng something so much of
a national icon as the RCMP. [|If the body is an
i ndependent functional commttee, which we've been
speaki ng about on the model of SIRC, which has
this conmpetence to | ook at, not sinply the RCMP,
necessarily -- | know this is not part of your

remt -- but even the other integrated groups
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dealing with national security, crime, in a sense
you're putting all your eggs in one basket. That
makes it all the nore inmportant that there is a
hi gh | evel of public confidence, a high |evel of
parliamentary confidence in the menbers of the
review body. So I think you do need this.

| won't deal with the issue of
nati onal security confidentiality. | think, as
said, if you're dealing with an independent body,
it'"s within the ring of secrecy. You don't have
t hat problem If it was a parliamentary body, on
t he other hand, then there's much nore than can be
di scussed in those circunmstances.

What entities should the review
body report to?

Well, the purpose of reporting
here, if we go back to this idea of what is
accountability, what is the purpose of
accountability, of |earning, of reassurance, of
control? The purpose of the reporting really is
both reassurance and |l earning in the
circumstances. And this reassurance nmust have
some sort of public outlet, basically. 1It's the
public that have to be reassured at the end of the

day. So some sort of public outlet is necessary.
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At the same time, the natural
focus for that public outlet is through
Par |l i ament.

The | earning function, on the
ot her hand, it's the Mnister, surely, who has to
do the learning. The |learning has to be directed
to the Mnister responsible to make sure that the
M ni ster responsi ble, he or she, puts into action
what ever i nprovements are necessary.

But here again | see a function
for Parliament, in that if the report -- the
| earning part of the report is directed to the
M nister, then the parliamentary comm ttee which
is to be established has a very inportant role in
following up on that. What has been done? What
have you done about the report of the body?

"Il conclude at that point,
but -- oh, yes. There's one other thing | should
say, actually going back to this issue of
gqualifications.

Working in this field, and |I' m not
a psychol ogi st, but working in this field, from
what | understand, speaking to both the Norwegi ans
who are involved, and | also had the advant age of

speaking to certain menbers of SIRC. Now, it's a

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

209

very psychol ogically wearing job, very
psychol ogically wearing. We wish to believe in
t he best of each other. Maybe in Sweden we're too
naive in that respect, possibly. But we wish to
bel i eve the best of each other.

And in this job you're constantly,
constantly put in the position of questioning
whet her you're getting the whole truth fromthe
peopl e you're speaking to. They may not
necessarily be lying to you, but they're trained
to only give answers to the questions they were
asked and not anything else, not to vol unteer
anything else. So it's a wearing job, quite
sinmply, it's a wearing job. And it means, of
course, that you can't sit in the job too |ong.
You get worn down by it, quite simply, and you get
too cynical, perhaps.

At the same time, you have to have
a certain nunmber of years in the job, as we have
spoken about earlier, in order to get up to steam
basically. W speak of a |learning curve in this
respect, and | think part of the -- | think
everybody agrees that part of the success of SIRC,
a |l arge part perhaps of the success of SIRC, has

been due to the continuity of membership, of its
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support staff. In this respect, it's been very,
very inmportant here. But it's a psychologically
wearing job and you can't expect anybody to do

t hat for too |long, not even a judge.

THE COMM SSI ONER: Dr. Born?

MR. BORN: Actually I couldn't
agree nore with my coll eague from Sweden, | woul d
say.

| will only address some bits and
pi eces here and there.

About the conposition and the
gqualification necessary. | have seen in sonme
countries that they require that people in such a
body shoul d have a | egal degree. Just give sone
options.

Ot herwi se | have seen in sone
countries, in other ones, they require that these
positions would be filled by former judges, and
t hen the exanple from Norway, which we have
al ready mentioned so many times, which is actually
based on the exanpl e of Canada, by the way, is
t hat they thought it would be good to have a
di pl omat chairing the commttee. Maybe they think
t his whole business is a mnefield and you shoul d

have sonme diplomatic qualities there.
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Al'so in Norway they have |like an
expert commttee. | don't know how it is here,
but fromHolland or Switzerland I know a little
bit better. Also fromso-called experts they know
to a certain extent the political colour. So you
have an expert that everyone knows he or she is a
menmber of that party.

| don't know to what extent here
t hese things are al so going along party |lines or
not, but, for example, in Norway, they had tried
to guarantee -- well, you can't deny it, and
therefore they tried also to have a blend in that
respect. But it's a bit of a touchy issue,
per haps.

Il n Sweden, | think you told me
t hat they have a m xed expert parlianmentarian
commttee, so you have both parlianmentarians and
experts on the same comm ssi on.

Then | have seen, but it's
especially in post-authoritarian states, that if
you want to be on such a body you're not to
supposed to have worked for the | ast ten years for
t he agency you are supposed to oversee as an
explicit qualification.

| think you have al ready spoken
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about how the member should be chosen. [|I'm not
going to do that again.

Confidentiality. | also agree.
Because this is an expert body, the whole thing of
vetting and cl earance is rather straightforward.
They have to be vetted and they have to be
cleared. But also to a degree they need to have
access to classified information.

Maybe then the | ast point | would
i ke to add here is you shouldn't forget the whole
i ssue of adequate staff, so that you not only
focus on the members but also on the staff.

| think Ms. O Loan also said that
one of the reasons why these oversight bodies
sometinmes fail is that they have not enough
capacity to deal with conmplaints, as she said.

So I think the whole issue of
staff, qualified staff, is also very inportant,
and al so that they have access to classified
i nformati on, because there are also countries
know t hat only the nmenbers have access, and not
the staff. But then, that is not a big deal then.

| think |I have covered quite a few
t hings. Maybe the other ones can take up the

ot her i ssues.
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THE COMM SSI ONER: Prof essor
Lei gh?

MR. LEIGH: First of all, let me
start by saying that, in reference to the previous
speaker, as sonebody who is a | aw professor, |
don't think you can have too many | awyers. [|I'm
not going to do nmyself out of a job. In that way,
the nmore the better.

--- Laughter / Rires

But to come back to the issue.

First of all, to begin with, who
should conmprise a review body? | think it's
al most i nmpossible to answer that in the abstract
wi t hout having first deci ded what the task should
be; in other words, what is the standard of review
that's being applied? 1Is it a |legal standard? 1Is
it a human rights standard? As has been
mentioned, is it an efficiency standard?
Propriety? What is the standard?

Once you've decided that, the type
of person that you want to do the work must follow
fromthat initial decision, not the other way
around.

The second variable, which I don't

think is at all within your control, obviously,
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but I think is a very inportant part of the
picture here, is whether or not there is a
commttee of parliamentarians, and what its role
is.

If there were a comm ttee of
parliamentarians, you wouldn't want to duplicate
t hat by necessarily having a commttee with
parliamentary input involved in oversight. That
woul d make no sense and it would become a natural
forum for the review body to report.

I f that weren't there in the
pi cture, then the arrangements that you m ght
suggest could be conmpletely different and skewed
in a different way, | would have thought.

So those are two quite inportant
vari abl es, which we can't know, | suppose, but
they do seemto me to be an inportant part of the
pi cture.

Having said that, let me try to do
t he i npossi bl e and say what -- you know, putting
t hose aside -- what kind of factors you m ght | ook
for. It seenms to ne there are two key things.

First of all is independence, and
second i s expertise.

| ndependence can be acquired in
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two quite distinct ways, | think, depending on
t hose factors that |1've just tal ked about.

It can be | ooked for in terms of
political cross-section. |In other words, you | ook
for a body that is representative of the range of
opinion. This is very much the thinking that
underl ay the conposition of SIRC in the way that
it's conprised of Privy Councillors representing
different -- who have a background, anyway, from
different political groups although they' re no
| onger active in party politics. And in that way
it instills public confidence, you have a
Cross-section.

The ot her way, of course, to
create confidence through i ndependence i s what
lain Cameron | think was hinting at, with sort of
| egal expertise/judiciary type approach. You | ook
for figures who have a quality of inpartiality for
ot hers reasons. So you're consciously trying to
do the opposite. You're |ooking for active
di sinterest, in a way, or non-engagenment in
politics.

The second question, the question
of expertise. Well, | agree here with Hans Born.

| think what one doesn't want, for reasons of
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public confidence, is people who have a background
of expertise in the field, but that of course
presents a difficulty, therefore the expertise has
to be acquired on the job and there would be a

| earni ng curve involved in doing that, and here
again | think the issue of resources is very

i mportant.

Now, putting all of that together,
it seems to ne that you have in Canada perhaps two
basic alternative nodels.

One i s soneone or a body
essentially appointed by the government, either
Privy Councillors or a Conm ssioner or sone
variant on that.

The second is the model of a
person or an office which is an officer of
Parliament, and whose responsibility is to
Par |l i ament .

Now, here | must betray what
perhaps is just sort of a denocratic prejudice, |
don't know. | strongly favour the second of those
model s just on terms of denocratic legitimacy
within a Westm nster-style system

It's not what we have in my own

country, I'mvery well aware of that, and |I know
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that's not what you have universally here either,
but | do feel it has very distinct advantages in

terms of the ownership of the review process, the
way that it's seen publicly to report to the

| egi sl ature.

Of the other issues, | mean, |
think I just wanted to say somet hi ng about
reporting. But in the process of doing that,
maybe |' Il say something al so about security,
transparency, and so on.

Now, it seens to me that the
review body will make different kinds of reports
for different functions. | mean, just fairly
obviously, if it's dealing with individual
conpl ai nts, you hope that at the concl usion of
t hose conplaints there will be a requirement to
produce a report that the conmpl ai nant, for
exanpl e, and the agency sees. It al nbst goes
wi t hout saying, but perhaps it's just worth
sayi ng.

But on top of that, even if the
primary function of the review body was on
conpl aints, you would still hope for a duty, for
exanpl e, to produce an annual report in the style

of the information or privacy conmm ssioners'’
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reports that explain trends in the complaints, in
particul ar, bigger issues that have come out of

i ndi vi dual conpl ai nts, recommendations for |aw
reform and so on.

Of course, if we're tal king about,
as we were earlier on, a body which didn't just
have a conpl aints function but also had a distinct
review function, then the scope of those annual
reports would be that nuch wi der.

| think it's clear from what |
said earlier on that | think it's appropriate
reports go to Parliament as the proper body to
receive reports.

The facility to produce speci al
reports is of course sonmething that follows froma
duty to initiate your own conmplaints for
investigation. It makes no sense to do that
wi t hout the ability to produce a report on them as
wel | .

There is a thorny question, of
course, once you tal k about reporting in public in
this way, which is the whol e question of how nmuch
can be said in public about the investigation.

On the one hand, the whole

pur pose -- or one of the purposes of having review
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mechanisms is to instil and create public
confidence in the process, but on the other hand,
of course, the reviewers have to have privil eged
access to information. Part of the public
confidence is the people who act on behalf of the
public have seen information -- perhaps not all of
whi ch can be revealed -- but we trust themto have
done a good job with it.

It comes down in the end to this,
doesn't it? Who will have the final say over what
mat eri al goes into a report for public
consunption?

| think the history in this
country, so far as |I've foll owed events here, has
been to trust the reviewers on that. It seens to
me to have worked wel |l .

The alternative model, which is
one that in the U K. is much criticized, perhaps
slightly unfairly, is -- our intelligence and
security commttee is a comm ttee of
parliamentarians, it's not a parlianmentary
commttee, it's appointed by the Prime M nister.
It reports to the Prime M nister, and then the
Prime M nister |lays the reports before Parlianment.

I n that scheme, of course, legally
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speaking, it's the Prime M nister who has the
final say on what is omtted froma report. That
slightly m srepresents it because the dynam c of
the relationship is that there has never been,
we're told, a final disagreement between the

comm ttee and the Prime Mnister. There may have,
of course, been negotiation behind the scenes, but
it's never, so far anyway, come down to the Prinme
M ni ster taking something out of the report the
comm ttee insisted should be init.

Those clearly are the two ways to
go. Of them | prefer greatly the first nodel,
that the reviewi ng body builds up trust and
confidence with the agency that is being reviewed,
but is entrusted itself with discretion over what
is included in the report. Of course, it wil
consult with the agencies over that -- that's good
practice -- but it should have the final say.

THE COWMM SSI ONER: Thank you,

Prof essor Leigh.

Do any of the other three wish to
comment on these issues?

Professor G I I?

MR. Gl LL: Qualifications. 1It's

funny how you interpret things differently. |
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started writing down a |list of words here:
tenacity, curiosity, patience, and then sense of
humour .

--- Laughter / Rires

Probably picking up on lain
Cameron's point a noment ago. | mean, he's
absolutely right. This is an extremely difficult
and thankl ess area to work in, as you're probably
di scovering as you carry out this comm ssion.
Nobody t hanks you for this stuff.

There can be a danger of --
because of the trust problemthat lain mentioned,
you know -- who can | believe? Can | believe
anyone?

And then you can't talk to other
peopl e about what you're doing and what you're
seei ng because you're sworn to an oath of secrecy.
So you can't do that, apart fromyour inmedi ate
col | eagues.

Thi s does put consi derable
psychol ogi cal pressure on people. |I'msure you
can obviously tell us fromfirsthand. And this
is -- you | ook remarkably healthy, all things
consi dered.

--- Off mcrophone / Sans m crophone
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--- Laughter / Rires

So this is a major factor, but |
t hi nk al so Hans' point is important. It's how you
bal ance the membership and the staff, because |
agree -- | mean, it would be conpletely
i nappropriate to have one of the main menmbers,
either the comm ssioner or one of four or five
members, who were sort of former RCMP or fornmer
CSI'S, because the great Canadi an republic
that's -- republic sorry, oops. The great
Canadi an public -- and the Queen's in the country.
--- Laughter / Rires

The Canadi an public woul d say,
hey, you know, this is a copout. W can see
what's goi ng on here.

But | would have thought on the
staff, to have sone poachers, ganekeepers, can be
very useful, very useful, because then you want
some very bright young -- as the agencies and the
police are themselves recruiting, you want some
very bright, young, able civilian graduates, who
have got great energy and are bright and know how
to research. These are the sort of people you
want. And, yes, | would preface my remark by

saying some of my best friends are | awyers, and,
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yes, you're going to have to have a coupl e of

| awyers, | accept that. You can't win themall.
How shoul d t he nmenmbers be chosen?

| ai n has put that very well. | think the

princi ple of parliamentary ownership is one that

woul d al so favour just from basic denocratic

principles. But, of course, the PM appoints SIRC

here. The PM appoints the | SC nmenbers in the U K
So on one's reading of Anne

McLel l an's statement | ast month when she | aunched

the idea of a commttee of parliamentarians here,

it is clearly what she has in mnd to have here,

t hat the government will appoint even those
menmbers. And so, probably, will want to appoint
anyt hing for any body that we appoint here -- or

suggest here.

But | do think on principle
parliamentary ownership would be superior.

It follows therefore, | think,
that the review body should al so report to
parliament.

But here is one other coment |

wanted to make. It partly connects with something

t hat lan Leigh just said.

| conpare, because | read both
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every year, the SIRC reports and the Intelligence
Security Commttee reports, and |I've already
criticized themin one respect.

But I1'Il also criticize themin
anot her respect, conpared with the SIRC reports.
And this is that our I SC reports are witten for
ot her members of the Whitehall village. They are
witten in a style, the same as the kind of
bureaucratic menmoranda that |'m sure even people
here remember fromthat famous British series
"Yes, Mnister."

To understand | SC reports, you
have to ponder them at great length, trying to
wor k out what is not there. And I've had this
debate with nmenbers of the commttee. |[|'ve said,
| ook, this is no good for the public. The public
do not live in the Whitehall village. You've got
to write reports which start with the critical
process of public education in intelligence
matters.

There's massive public ignorance,
massi ve public cynicism even nore in the U K
since the whole Iraq fiasco, and | said, |ook you
have to write accessible reports which start to

educate the people.
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Now | woul d say | think, by
conparison with the I1SC, | think this is what SIRC
is trying to do. W don't know what's m ssing
because, of course, they don't have all the
asterisks in. They kind of |eave all that stuff
out. Otherwi se, their reports are far nore
accessi ble, and | would have thought, whatever
body was suggested, followi ng that train would be
very useful.

Thank you.

THE COWM SSI ONER:  Yes?

MS CAPARI NI : Just a comment on
menmbership of a review body.

G ven the very sensitive nature of
the topic and the place that anti-terrorism has
ri ght now on the security agenda and in security
policy, it would seem obvious to me that you need
to have a diverse menbership, that is diverse in
terms of ethnic background.

Because if the Muslim popul ation
in Canada feels that it is being
di sproportionately targeted in terms of intrusive
surveillance and racial profiling, then if you
want to achi eve public ownership and a sense of

l egitimacy in Canadi an society, you have to
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include that comunity, whether through the
menmbership itself or through the staff. | think
that's an essential el enment.

THE COMM SSI ONER: Thank you. Do
you want to add anything, Ms O Loan?

MRS. O LOAN: A couple of m nor
poi nts, | think.

Qualifications necessary to review
nati onal security issues or activities.

| think almost in ternms of
conpetencies. | think that's where Peter was
comng from It's analytical conpetencies,
communi cation skills, some | evel of education
because people can struggle with the kind of
t hi ngs that Peter is talking about. So those kind
of general abilities I think nust be there.

How members shoul d be chosen, |
woul d sort of hesitate to comment, other than by
saying | think the process of choosing them should
be as open and as transparent as possi bl e.

| f possible, it should be an open
application process with the decision-making
resting wherever you want it to be, Parliament
or -- but the people should be able to have

confidence in the process.
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Questions of national security
confidentiality.
' mnot altogether clear where

that's |l eading, but if it's in ternms of

reporting -- and that's the next question
really -- clearly vetting and all those issues
wi Il have to be taken care of on clearance.

To what entities should the revi ew

body report?

Well, | think it will have to
report to those who have approached it, in
what ever capacity they've approached it. | think
it will have to report to Parliament annually, and

| think that should be a statutory requirement,
and | think the statutory requirenment should be to
report within a very short tinme fromthe end of
the reporting period, because otherw se you can
get reports del ayed and del ayed and del ayed.

| think that they should report to
a Mnister, or whoever has responsibility for the
nati onal security, and again, forgive ny
ignorance, and it's getting |ate, but there should
be a reporting there -- direct reporting there in
terms of formal reports.

| think there should be a process
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of being accountable to Parlianment, to the extent
that a parliamentary comm ttee could call the
security comm ttee and ask them what they're
doi ng, why they're doing it, and recogni zing there
are sonme things which cannot be discussed in
publi c.

But | think there should be that
| evel of accountability so that the people can
watch their security commttee, their security
review commttee being questioned, and can gain
some confidence fromthat.

| think the security commttee --
if part of the purpose of the existence of the
review commttee is to grow public confidence so
t hat the public will then cooperate with the
security processes which are necessary to enable
society to function, then there does have to be a
hi gh | evel of communication, and | think that the
security comm ttee members should be prepared to
go out and to face the public and to talk, within
the ternms that they can tal k about what they're
doi ng.

And | think that the reporting can
be very detailed reporting to the Mnister and to

Parliament, to a parliamentary comnm ttee anyway,
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very detail ed reporting.

Detailed reporting to the
organi zation itself to enable the organization to
get better at what it does -- and that's the
organi zation that's revi ewed.

And then a different form of
reporting to the public.

THE COMM SSI ONER: Thank you.

Just a few questions in follow ng up.

The mandate al nost assunmes t hat
there will be a review body i.e., nore than one
person. But | know in the case of the Ombudsman
for Northern Ireland, and I'msure others, it is a
singl e person.

So that one of the questions that
woul d emerge, and |I'd be happy to hear from
Ms. O Loan on this, is there any nmerit to having
a review person, obviously assum ng all the
adequat e support staff and so on in the formof an
Ombudsman, or are we better off to have a body?

Secondly, that question raises an
i ssue that Professor Leigh raised, and that's, if
you're to have nore than one, is the nodel to be
t hat you want people who, on the one hand, are

di si nterested?

StenoTran



© o0 N o o A~ wWw N P

N N N N N N RBP B PR R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

230

Clearly if you're having one, you
woul d sel ect a person who woul d be seen to be
i ndependent and di sinterested, would not be
representing a certain political group or racial
group or other interest. It would have to be
somebody who was so i ndependent and di sinterested
that all groups and all political stripes would
have confidence in that person. That's in a
singl e.

But, if you go to a body, then it
seems to me you have a choice, and |I thought that
the way you put it, Professor Leigh, was
particularly thought-provoking. The choice seemed
to me to be: you would have persons who are still
viewed to be conpletely disinterested, as if you
wer e appointing a single person. So a collection
of them Or the other nodel -- these may be
opposite ends of the extrenme -- but the other
model woul d be, no, we would have people who are
going to represent certain interests, and then the
task woul d be in appointing -- having an
appoi ntment process so that you could capture
sufficiently different interests that should be
represent ed.

Now, | don't say because you have
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a body with disinterested people you couldn't
still have a m x, and have some to represent
certain interests, but it may be that it's

somewhere i n between.

As | listen to the discussion, it
got me back to, well, is one the answer? Well,
clearly -- so | think there's two questions |'ve
asked. |Is one person an answer? | guess, if not,

how many people? Thirty-one would seemto be
excessi ve.

But then, secondly, if we're

movi ng away fromone -- let me just -- |I'mtalking
a bit more than I intended to, but let me just
say: it seenms to ne listening to you that the

obj ect of the exercise is to pronote confidence,
to gain the public's confidence -- it's critical
inthis, in so many things this body does, because
of the lack of transparency.

This, | mean, has to be, even with
judges -- | mean, by and | arge everything judges
do is done in open court, so that while you want
to have i ndependence and confidence, at |east you
have transparency.

But as you nove away from

transparency in this body, how do you get the
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maxi mum bang of public confidence?

|'d be interested -- yes? Madane
Begi n.

MS BEGIN: Can | add to your
guestions?

THE COWMM SSI ONER: 1t's already
one of the | ongest questions that | have ever
asked. But do you m nd using the m crophone?

MS BEGI N: Moni que Begin, Advisory
Panel .

Woul d you pl ease address -- which
is a very Canadi an, typical problem-- the notion
of part-time and full-time members if it's a
commttee -- if it's more than one person. And if
it's like a board, or Iike a comm ssion, a Royal
Comm ssion of Inquiry that neets every two weeks
or every three nmonths or whatever. Thanks.

THE COMM SSI ONER: There's a | ot
of questions that we put there. But | think
actually, if we can, and | don't want to unduly
burden you with time, but these actually for us
are critical questions, as they all were, and so
t hat we woul d benefit if -- Professor G I, if
you'll start?

MR. Gl LL: Let me have a shot

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

233

based on a couple of things.

| mean, first here, |I'mjust
pi cking up on Marina's very inportant point about
diversity. M perception of Canada as an
out si der, and, please, that's the basis on which
say this, is that there would be a problemw th a
singl e comm ssi oner here, because if that single
comm ssioner were to be appointed by Parlianment,
t hen, you know, one can i magi ne sone rather
conpl ex politics going on in Parliament in order
to come up with a single conm ssioner.

| know you do it with the auditor
general and other roles, but I think we have to
suggest the security area can be particularly
controversial and one in which groups can very
qui ckly get quite paranoid.

So I think my preference or ny
suggestion woul d be that you contenpl ate a body,
because it does enable you, |I think, in a society
which is not only ethnically highly diverse but is
al so extrenmely big.

You know, you're going to need
enough people on this who can go to the Maritines,
and people who can go to B.C., you know, to do

ki nd of outreach work. And if it's one person,
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mean, this person is going to be on their knees.

| mean, Nuala said to ne yesterday she can be
anywhere in Northern Ireland in two-hours' drive.
Wel |, you know, you can't do that here.

--- Laughter / Rires

That | think is another reason for
sharing the burden, rather pragmatically, of
having a group of people who can sinply cover the
country in that way. So | would certainly
recommend a body.

And com ng to Monique's -- you
know, to your point. | would have thought
part-time. Because | think, again, it seens to me
that the m x of part-time menbers with full-time
staff on SIRC working to the agenda set down by
the part-time menbers at their meetings, whether
they're monthly or biweekly, or six-weekly, or
what ever it is, seems to me to have worked quite
well. Again, it seems to me, fitted to the
rhyt hms of the country, and | think that would be
my first shot.

THE COMM SSI ONER: We need al
that extra time to travel back and forth,
actual ly.

--- Laughter / Rires
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THE COWMM SSI ONER: Professor Leigh
and then Professor Cameron.

MR. LEIGH: Yes, just two very
brief points. The one thing you don't want is a
single person who is part-time, of course.

--- Laughter / Rires

Whi ch i s what we have in Engl and
for some of these functions.

The ot her point is to say
sonmet hi ng about what | said before about
representativeness because | think it's inportant
just to unpack that a little.

Al t hough, of course, a body |ike
SIRC is partly chosen to be representative, it's a
bit like the jury, isn't it? | mean, we don't
want people actually going in there and
representing their particular interest.

The representativeness is for
public confidence, and it stops at the door.
That's all | have to say, just to make that point.

THE COMM SSI ONER: Prof essor
Cameron?

MR. CAMERON: | fully agree with
t hat | ast point fromlan Leigh.

The Swedi sh board, the register
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board, is part-time, but with no staff of its own.
This is a weakness, actually, in the system But
it is part-time, and | think that the part-tine --
the blend, just as Pete G Il said, the blend of
part-time menmbers with full-time staff is a good

i dea.

One point | would Iike to make
about the representativeness. The political
spectrum of course, will vary fromcountry to
country, and the ethnic spectrumvaries from
country to country as well, and the ethnic
spectrumin Canada is very, very wide. | take
Marina's point especially in relation to the
Muslimcomunity and that there m ght be a reason
there, but you can't really -- otherw se everybody
is going to want a menmber on the panel, and that
can't work.

The review body, and as |'ve said,

| ve been working all the time really on the nodel

of SIRC -- | really do think you've got a nodel,
as Pete G Il said at the beginning, you ve got a
model which has worked pretty well in Canada and

that's what you should build on.
The nature of the exercise, as we

wer e speaking about at the symposium a coupl e of

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

237

days ago, is risk assessment. You've got sone
factors in Canada that are pointed towards major,
serious, risks of terrorist attacks, and you've
got other factors pointing against it, and it
requi res a considerable | evel of maturity to

deci de, you know, what's the | evel of risk?
What's the | evel of danger? And for that you
really do need people with a very wi de spectrum of
experience.

THE COMM SSI ONER: Did you want
to add anyt hing?

MR. BORN: \What about political
representativeness, as they did in Norway? But |
have a little bit of feeling that politics should
stay out of such expert bodies. That would mean
al so that no former Senators. But what about then
former M nisters?

It is abit | think like -- a
slippery field. At the noment, your appoi ntnents,
your body of people would have, like, explicit
political colour. | don't think it would be a
good idea to include that criteria in the
representati on i ssue.

THE COWMM SSI ONER: Did you have

anything to add? Howis it being the only one?
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MRS. O LOAN: It's chall enging.
You know, there are advantages to just being one,
because on occasion -- | nean, |'ve belonged to a
huge range of public bodies, health, energy,
transport, all sorts of things. And |I've seen
comm ssions or commttees that don't work, and
they don't work for a variety of reasons. So you
have to make sure that if you're going to have a
comm ssion, it will work.

They can have huge difficulty in
agreeing on policy. They can have political
differences. It can be all sorts of things.

The most public and difficult
t hing that happened in Northern Ireland was the
establishment of our human rights comm ssion,
whi ch was hugely divided in its ideol ogy al nost
and that presented a lot of difficulties. So you
need to bear that in m nd.

Northern Ireland went for an
i ndi vi dual for the particular position which I
hol d because of the particular circunmstances in
whi ch the office was created, and because there
was a view that to get public confidence there
woul d have to be sonebody to whom and to which

t hey could sort of attach.
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| don't think it would work for
you simply because of the size of the remt. The
country is big. You have got a | ot of agencies.
The person who will do this job or persons who
will do this job will have to come to ternms with
di fferent agencies with different processes and
work out -- there will be a huge, huge | earning
curve there.

So, | guess ny view would be that
you m ght want to consider a comm ssion, but a
smal|l comm ssion -- maybe seven, maybe nine. MW
view woul d be that you woul d need a chi ef
comm ssi oner anmong them because if you have
comm ssi oners and nobody has chief powers, you can
run into a lot of difficulties, because then the
comm ssi on goes round and round in circles and not
achi eve anything. So you would need a chi ef
comm ssi oner.

| think that chief comm ssioner
woul d need to be full-time, because | just think
that the remt is so big. | don't think you're
quality-assuring, | don't think you're providing
reassurance.

| think you' re doing a job that is

much nmore detailed than that, and | think that if
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you are going to do the job properly, you wil
have to be at it full-time, because otherw se you
will just not be tuned in enough to be effective.

| think you'll need a deputy chief
comm ssi oner too, that would be my view, because
you nmust provide for the circumstances in which,
you know, things happen.

| think you should appoint them
probably for -- if you don't mnd nme going into a
bit of detail.

THE COMM SSI ONER:  No, | shoul d be
i nterested.

MRS. O LOAN: -- for a term of
about five years, m ninmumof five years because of
t he | earning and because of the difficulties of
appoi nting.

My view woul d be that they should
meet probably monthly, m nimum of monthly, but the
chief comm ssioner and the Deputy Comm ssi oner

woul d be there all the time. They would work

full-time.

What else? | think that's --
sorry, |I'mbecomng slightly tired.

THE COMM SSI ONER: That's okay.
understand. |'ve only got one nore question
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mysel f.
MRS. O LOAN: The other thing

woul d say is that my own experience from public
bodies is that having fell ow conm ssioners is
hugel y supportive.

| have very, very good, very
seni or staff, executive staff, who are enornmously
supportive, but these are lonely, difficult jobs.
You're quite right, lan, it's not a whinge, but
they are quite lonely and difficult, and that's
why | think a comm ssion would be good.

| think you have to | ook at why,
when you have provision for a comm ssion of 31,
you only have two people on the conmm ssion. |
t hink there would be questions around that. So |
woul d be concerned that a comm ssion of a given
number woul d be defined and there would be that
nunmber of comm ssioners.

Once you've wor ked out what it
shoul d be, that those number of people would be
t here, because that will then provide a corporate
strength for the organization.

Thank you.

THE COMM SSI ONER: The | ast

guestion | have has to do with reporting and just
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whet her anyone has comments. Because what we're
t al ki ng about here would be reviewing a | aw
enforcement agency. Now, it may be, if one goes
to the functional approach, we're tal king about a
revi ew body that covers nmore than a | aw
enforcement agency, but we are tal king about a
review body for the police agency. Do you think
t hat affects the line of reporting? 1Is that
material? And is there any distinction froma
reporting standpoint that one should fasten onto
because it's not a security intelligence agency?
Just to carry on with the thought,
it's one you're well aware of, obviously the
security intelligence agencies are there to
develop intelligence, to help devel op policy and
so on and | aw enforcenment is different.
| guess to some extent this
engages a discussion, in part at |east, a question
about police independence. 1|s there a concern
t hat we woul d have these reports, particularly if
the recommendation is going to the | egislature,
t he executive, or wherever we end up, and having
t hen deci sions com ng back fromthat body to a | aw
enf orcement agency?

| s that sonmet hing anyone has given
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any thought to?

It occurs to me that one of the
real challenges for the recommendati ons that |
make that | bunp into in a number of places is the
fact that it is a |law enforcement agency. |Is
there froma political structure standpoint any
problemw th that or not?

MR. LEIGH: | think not in a way,
because | am assum ng the report comes after the
event and | think the concern about police
i ndependence is primarily to do with interference
with the investigative process. |If we don't have
some process of review afterwards, then we have a
vacuum and a danger of there being no
accountability mechani sms for people who, after
all, are officers of the state and in an area of
activity that may very well not come within the
control of courts if there is no prosecution that
results fromsonme of these actions.

So | think necessity suggests
t here should be sonme formof political review, and
it wouldn't concern me too much provided it is not
active interference with ongoing investigations.

Could I raise, while |I am speaking

a quite different question but one which I think

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

244

is problematic and which you can coment on?

THE COMM SSI ONER:  Yes.

MR. LEIGH: It is the question of
timng of reports. There | can see a real
difficulty with ongoing investigations and
prosecutions and | am not quite sure how one can
handl e t hat except by some process of delay until
within a reasonabl e period some matters have been
cl eared up.

THE COWMM SSI ONER: Certainly the
suggestion from Ms. O Loan, her experience
earlier, is the fact that a police investigation
is ongoing is not a reason not to carry out the
i nvestigation.

So the point you are raising my

MR. LEIGH: But the reporting --

THE COWMM SSI ONER: Yes, the
reporting. You draw a distinction between doing
t he investigation by the review body and actually
then noving to the report.

Ms. O Loan?

MRS. O LOAN: | have two issues.

One is | think you have to have a

reporting mechanismto Parliament. | think that's
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absolutely vital.

But | think before that, one of
t he things that makes the kind of work that your
review commttee will do, what makes it effective
is trust. There is trust between the organization
bei ng revi ewed and the organi zati on doi ng the
review and all the other organizations who have a
st akehol der interest. And trust grows where
peopl e don't get unnecessary unpl easant surprises,
if you like.

So I think there should be a
mechani sm of some which enables reporting to the
chief officer of whichever organization; if it's
your | aw enforcement agency, to that chief officer
so that he gets the opportunity to respond to the
recommendati ons made by the review ng body.

| think then you move into a
guestion -- and if the chief officer, if he or she
deci des that they are not going to respond or they
are not going to fall inline with the
recommendati ons, then there nmust be a process by
whi ch chief officers of |aw enforcement agencies
are held accountable, and that should be, if you
i ke, the process by which you manage t hat.

| think that's a separate issue

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

246

fromreassuring Parliament that there is a process
which reviews the activities of your intelligence
services.

| think the decisions as to the
operational processes and the recomendati ons in
relation to the operational processes must bel ong
to the organizations being reviewed, not to
Par |l i ament.

On the timeliness issue, there can
be problems. Sometinmes we have to wait to report
until a trial has taken place. Sometimes we can
report because the content of the report will not
i mpact on the trial. You actually have to assess
each one and just determ ne can or can't we
report? Must we wait?

Someti mes, of course, if it goes
totrial, you can be waiting years before it's
resol ved.

But my policy is that we report as
rapidly as we can and it takes |onger than | would
wi sh. But we report as rapidly as we can and t hat
the view would be that we would report and that
only in exceptional circumstances will we wait.
But the trials, the ongoing trials, are obviously

one of them
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THE COWMM SSI ONER: Anybody el se on
t hese issues?

Then we will open it to the
floor -- we will give you a chance to come back.

MR. Gl LL: Sorry. |Is that okay?

THE COMM SSI ONER: Moni que Begin
will ask a question, but we will come back,
Professor G| I.

It's fine, go ahead.

MS BEGIN: It's just that the

reporting business, |I don't visualize yet what an
annual report would look like. | imgine it may
be three or four pages. | just don't know that.

So in theory, in Canada we make a
ot in government -- we discuss |ike Jesuits,
endl essly, reporting to a Mnister or reporting
t hrough a M nister to Parlianment; this one being
t he strongest of course of the two, the stronger
of the two. And the ultimte would be an
automati c publication in the Canada Gazette
followi ng the tabling of a report.

Several of you have a Commonweal t h
knowl edge of the functioning of things, and |I was
just asking if you see -- the idea being that if

you report to -- if the annual report is sent to a
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M nister, Parliament for many reasons may not know
it, may not pick it, may wake up six nonths | ater
and the report agency may be free from
accountability. | amjust using my own words.

MR. Gl LL: It partly connects with
the point | was going to make anyway.

Again, | think it partly depends
here what congruent structures are established,
per haps i ndependently of your comm ssion by the
government in terms of the National Security
Comm ttee.

It seens to be one of the running
sores between the five-year review comunity that
| remember functioning back in 1990, the CSIS Act,
was that that parliamentary comm ttee had not been
cl eared, could not get access to CSIS and so on,
and what really wound them up, could not get
access to SIRC reports other than the public
reports.

| remember at the time this caused
consi der abl e upset.

Now in a sense we are movi ng now
into a new situation because -- this comes your
point, Monique. It seems to me at the noment the

reporting mechanismis to Parlianment via the
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M ni ster of CSIS.

Whereas if the National Security
Comm ttee is established with a menmbership who
have al so been cl eared, et cetera, then there is
absolutely no reason why the body we are talking
about can't sinply report to that committee.

MS BEGI N: Yes, yes, that's the
ot her.

THE COMM SSI ONER: That woul d be
t he other alternative.

Prof essor Leigh.

MR. LEIGH: | certainly agree with
t hat and that's part of what | had in m nd by what
| said earlier on.

Assum ng, though, if that weren't
foll owed for some reason, and we are back with
your model of reporting through a Mnister, then |
think two questions arise, and they are quite
i mportant ones.

One is the issue of timng.

| think the denocratic ideal is
that the timng of a report should be in the hands
of the body that makes the report, not a
politician.

But assum ng that that's not the
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case, a fallback position is a statutory
obligation to publish the report in full within a
specified period, say 14 days, 28 days, whatever
it mght be, in which case the purpose of
reporting to a Mnister is sinply so that at the
time that the report is published the M nister can
respond as wel |.

The second issue is the issue that
| raised earlier on, which is the question of
edi ting.

| f the purpose of reporting
t hrough a M nister is to enable editing, then | go
back to what | said before, that | come down in
favour of the review body having the final word on
t hat .

THE COMM SSI ONER: Prof essor
Camer on.

MR. CAMERON: Just very briefly at
the end of a | ong day.

| certainly don't envy you maki ng
this report, Justice O Connor, because so much of
this final question is really, as lan pointed out,
totally dependent on the mandate the parlianmentary
comm ttee established.

Really you are going to have to
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produce two alternative final chapters on this
point, saying if it's like this, then the
followi ng thing should apply, and if it's Ilike
this, the followi ng thing should apply.

If it's got security clearance, if
they are all security cleared, then they can get
the report directly, as Peter said. |If not, then
they are going to have to get an edited version of
t he report.

What | do think is clear, that
they will not satisfy themselves with the sane
| evel of access to information that the public
has. Parliament is going to want sonmet hing nore
t han the public gets.

In many ways it's a pity that this
parliamentary di mension, this very inportant
parliamentary di mensi on that the Macdonal d
Comm ssion identified has taken so |long to emerge
because the risk is we are going to get somet hing,
which is, as lan Leigh pointed out, would be very
unfortunate if you get a duplication of oversight,
if you get the two tranmpling on each other's toes
and causing problems for each other. That would
be very unfortunate. | think everybody must want

to avoid t hat.

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

252

That is a very real risk, | feel

| do feel, once again, that the
best sort of body is a SIRC-type body with
increased mandate, increased nmembership and so on.
But it's going to have to have sonme mechani sm for
reporting to this parliamentary commttee.

And the parliamentary commttee --
now, | have been very hard on the British system
The main thing | don't |ike about the British
systemis the interception conm ssioners and
surveillance conm ssioners, but the actual
parliamentary commttee, as Pete G || points out,
has all sorts of problens.

But giving it some sort of mandate
like that, like the British commttee, would be
okay in such circumstances. And in such
circunstances you could also give theman edited
version of the SIRC-type body's report and the
parliamentary commttee would then feel very
i mportant.

THE COMM SSI ONER: Right. Any
ot her questions fromthe floor? Please do.

MRS. O LOAN: The question of
reporting i s obviously inportant and it will grow

the credibility of the public in the organization.
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| think you can have different
forms of statement. You can provide in
| egislation for different forms of public
st at ement s.

We can make public statenents,
whi ch have imted content. W nust make annual

reports which nmust contain statistical and trend

reporting, which | think is inportant. |If |I saw a
t hree or four-page annual report, | would feel
cheated. | would be | ooking for something nmuch
mor e than.

We can make special reports on
matters that should be drawn to the attention of
Parliament and they are | odged in Parliament in
the library.

So there is a variety of reporting
mechani sms we have and | am sure you coul d devise
ot hers which woul d be appropriate to the
situations. | think what you need above all is a
flexibility that enables you to provide the
informati on that needs to get to the body or
person to whomit needs to get to enable things to
i mprove whilst at the same time protecting
national security. And there will be and there

must al ways be restrictions on information.
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For the confort of those being
revi ewed, there should be a general assunption
t hat names are not named unless it's in the public
interest to name them

THE COMM SSI ONER: M. Neve, do
you have a question?

MR. NEVE: Thank you. Alex Neve
wi th Ammesty International here in Canada.

| wanted to pick up on the point
t hat Marina made around diversity in composition
of the review agency which, certainly froma human
rights perspective, we think is a critical one,
vitally inportant, and especially taking account
of the gulf of m strust that clearly often exists
when a particular ethnic or religious comunity is
the one nost directly inpacted by security or |aw
enf orcement agenci es.

What | would be interested to hear
from people is how we best achieve that. | think
in the Canadi an context of a somewhat anal ogous
situation where we have | ong-standi ng concerns
about that same kind of gulf of m strust that
exi sts between Aboriginal peoples in Canada and a
whol e variety of justice and | aw enforcement

mechani sms, and there are recomendati ons goi ng
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back years and years now for the Aboriginal
representation on police forces, within the bar,
prosecutorial offices and judges needs to be
increased dramatically and the progress is very
sl ow, sometimes inperceptible.

So is it enough to hope, trust,
expect that the diversity will come, or would
t here be sonme need to mandate it or require it in
some way?

| think this comes back to the
poi nt of, obviously in a country |ike Canada,
especially, where we have such huge diversity
across a nunmber of fronts, you can't have everyone
t here, especially if we go to one person, but even
if we go to seven or nine there are going to be
[imts on diversity.

On the other hand there clearly
are particular communities where the inpact is
felt particularly strongly. But can you put that
in |legislation given that those communities
t hemsel ves may change over tinme as threats and
concerns nmorph over a decade or nore?

| would be interested if anyone
has thoughts if we recognize diversity is

somet hi ng we want to achieve within an agency |ike
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this, how do we best acconplish that?

THE COMM SSI ONER: Good questi on.

MR. CAMERON: All | can say is you
seemto be very aware of both the problems and the
difficulties in finding solutions. | have no
solutions, | amafraid. You put it very well.

MS BEGI N: Can you mandate
j udgnment ?

MR. CAMERON: The probl em of
m norities or groups, it's going to be so
difficult to identify particular groups. So the
mandati ng of these particular groups have been
victimzed or these particular groups are
extremely sensitive or these particul ar groups
have had a pretty tough time of it.

Yes, we all know that, but you
can't put it in the |egislation.

I n Sweden what you would do is put
it in the travel preparatoire and allowthis to
be -- you know, special account should be taken of
the followi ng factors in deciding the composition,
to the extent that it's possible. That's what you
coul d do.

THE COWMM SSI ONER: Professor Gil

and Professor Leigh.
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MR. Gl LL: Going back to the CSIS
Act, the diversity issue is to some extent
accommodat ed there through the democratic process,
which is that the Prime Mnister nmust consult with
t he | eaders of the other main parties in selecting
who is to go on SIRC.

So in that sense it's covered
there without using the terns diversity.

But | ooki ng back, that seenms to
have achi eved sone degree of diversity.

In a sense you don't need that
because again if there is a national security
commttee, then presumably the appoi nt ment of that
will be on the basis of party strengths, and
assum ng that they can solve the problem of what
to do with representatives fromthe Bl oc
Quebecois, which | understand is a rather
difficult thing for everyone to get their heads
around in the context of national security. But
| eaving that one to one side ..

When it gets down to this body,
because you have that sort of political diversity
built in at that |level, you don't need to have the
same at this |level.

It just seenms to me basically as a
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principle that there is no point in denying that
it's an issue or pretending that somehow this body
of five to seven people, they are all just

i ndependent Canadi ans. They are just there
because they are all independent Canadi ans.

Let's be honest. |In contenporary
politics | don't think that's going to wash. |
don't think the people appointing it would believe
that it would wash and therefore probably woul dn't
attenmpt to do it in the first place.

To be honest, Monique, | don't
know t he answer to the question. You need a
parliamentary draftsperson probably to answer that
guestion of can you mandate di verse menbership?

THE COMM SSI ONER: Pr of essor

Lei gh?

Do you wi sh to go now?

MR. BORN: | think I have to go
now.

THE COMM SSI ONER: Dr. Born has to
| eave. On behalf of us all, thank you very much.

We have appreciated having you.
--- Applause / Appl audi ssenment s
THE COMM SSI ONER: We will carry

on.
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Prof essor Leigh?

MR. LEIGH: One flippant point and
two serious ones.

I n Engl and, of course, diversity
in this context means nmenbers of the House of
Lords and not of the House of Commons. | take it
t hat's not what we are tal king about here.

--- Laughter / Rires
MR. LEI GH: The serious points,

t hough.

W t hout playing statutory
draftsman -- | am sonetimes tenpted to do that but
Il will resist.

Clearly you could device formnul ae
t hat require whoever appoints to have regard to
need for diversity without spelling out particular
groups in a way that cuts across possibly equality
| egi sl ation apart from anything el se.

In addition to that, though, it
seenms to nme that one possibility, not necessarily
a substitute, is to establish in the |egislation
some form of consultative arrangement or an
obligation on the reviewitself to consult with
di fferent groups representing different sectors of

soci ety.
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THE COVM SSI ONER: Ms. O Loan?

MRS. O LOAN: | just don't think
it's possible to mandate diversity. | have tried
as a chair of a commttee. | have tried to get

di verse comm ttee menmbers with the best possible
qualifications. [It's just inmpossible, | think.

| think what you want to do is to
make the process as open as you can and get the
best people to do the job. You need to ensure
that the staff of the organization are al so
properly appoi nted and that the diversity emerges
naturally through a proper appoi ntment process
t here.

The third thing is | sonetimes
t hi nk we have the nmost stringent equality laws in
the world, but we have to equality-proof our
policies and practices. And | think that if you
were to think in those terns so that when your
organi zation is beginning to think about how it
does what it does, that process of consultation to
whi ch Professor Leigh referred would inform an
out come which could be reflective of the hundred
and what ever nations -- you know, people who live
i n Canada.

So |l think it's going to be a
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number of different strategies which will deliver
diversity. 1t won't be one.

THE COWMM SSI ONER:  Any ot her
guestions?

Yes, M. Rodner?

MR. RODNER: Martin Rodner, member
of the Advisory Panel.

| would just like to nmention there
is of course under the National Security Policy a
mul ticultural roundtable which is existent and is
expected to represent all the communities of
Canada. One would see that that would be an
appropriate forumfor the insurance of diversity
and national security policy generally, but also
one woul d expect the policy review organ which we
are tal king about to consult with that commttee
on issues to do with multiculturalismin Canada
and the particular difficulties or problenms facing
any community in Canada which touch on nati onal
security.

THE COWMM SSI ONER: Good point.

Any ot her questions? Last
guestion?

MS PENNI NGTON: Ann Penni ngt on.

| ama |ife menber of the Royal Commonweal th
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Soci ety and also of the Loyal Society and so
have a great interest in the understanding of
civilizations.

There is a wonderful book by
Samuel Huntington "The Clash of Civilizations”
which allows us to understand that perhaps you
m ght consi der how members should be chosen and
what are their qualifications.

Hi story is something very much
m ssing in the teaching in many universities and
coll eges these days. It is a mssing link. If we
do not understand what history has produced, we
are perhaps -- as soneone very eloquently said, we
are doomed to repeat it.

Particularly in Canada we have a
pol ygl ot society, and all the -- well, the
recommendati on here about the adopti on of non-West
soci eties, of Western democratic institutions, is
a denocracy paradox and we have to be careful that
we don't m sunderstand what we are dealing with,
even when we consult with those bodi es because
t hey al ways have their opinion within their clan
or tribe.

Then the ultimte one is perhaps

t he honour of the Crown. That is ny personal
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mandate. That is what | feel is very inportant,
because then as citizens of Canada we should be
able to contribute.

THE COMM SSI ONER: Thank you
for that.

MS PENNI NGTON: Thank you.

THE COMM SSI ONER: Any ot her
guestions?

Well, if not, then let me, on
behal f of us all, thank each of the members of our
roundt abl e today for what has been a truly
val uabl e and interesting experience.

First of all, fromm own
standpoint | found it enormously helpful. | am
deeply appreciative that the people with your
background and experience would come today and
share it with us and help this Comm ssion with the
wor k we have done.

| know in talking to people at
t he break and at lunchtime just how much the
peopl e who are here -- how val uabl e they thought
it was and how honoured we are in Canada, really,
to have people |like you come to help us out with
this task.

So my very deepest thanks to you.
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| realize you gave up -- particularly Ms. O Loan
but others -- a day of sightseeing in Ottawa to
come and help us. |'mnot di mnishing the

beauties of Otawa, in fact |I think it would have
been a lovely day to do that, but that even
i ncreases our appreciation for your com ng.
So thank you all. On behalf of
everyone, have a safe journey hone.
--- Applause / Appl audi ssenment s
That conpl etes our neeting.
--- Whereupon the roundtabl e adj ourned at
4:04 p.m / La table ronde est ajournée
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