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Otawa, Ontario / Ottawa (Ontari o)

--- Upon comenci ng on Friday, November 18, 2005
at 8:50 a.m [/ L'audience reprend |e vendredi
18 novenbre a 8 h 50

THE COMM SSI ONER: We will get
underway then. Good nmorning and wel come to our
fourth day of subm ssions for the policy review.

Our first presenters today are
fromthe Office of the CSE Comm ssi oner
represented by Ms. Joanne Weeks and Ms Col ette
D' Avi gnon. Wel cone.

| have had an opportunity of
reading the material you have presented. I
understand that you have met with counsel fromthe
Comm ssi on on occasion and | appreciate very nuch
your interest in the inquiry and the assistance
t hat you have given to us.

MS WEEKS: |t has been ny
pl easure, Conmm ssioner.

THE COWMM SSI ONER: | under st and,
Ms. Weeks, you have a presentation you wish to
start with.

MS WEEKS: If | may.

THE COWMM SSI ONER: You may i ndeed.

Then | will have some questions and possibly

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

519

counsel will have questions as well.

MS WEEKS: Fine. Thank you.

THE COWMM SSI ONER: All right.
Go ahead, pl ease.

SUBM SSI ONS

MS WEEKS: Thank you,
Comm ssi oner O Connor. Thank you for this
opportunity to provide input into your exam nation
of options for review mechani sms for the RCMP
nati onal security activities.

| am acconpani ed today by our
i n-house counsel, Maitre Colette D Avignon.

My comments this norning are in
addition to those presented by the Conmmunicati ons
Security Establishment Comm ssioner, the Right
Honour abl e Antoni o Lamer, retired Chief Justice of
Canada, dated | ast January 2005.

By way of introduction, | have
been a review practitioner for close to 20 years.
First, for two years | was an operational auditor
at the Office of the Auditor General. Follow ng
that, | was eight years at the Canadi an Security
I ntelligence Service, four of those as Director
General of Audit and Review. Latterly, | have

been the senior public servant for the |last nine
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years at the Office of the CSE Comm ssi oner.

During this period | have had
ample time to contenplate the role and functions
of review generally and, in particular, the
government's approach to review ng Canada's
security and intelligence agencies.

Let me add, for greater certainty,
t hat when | use the term"review', | mean ex post
review and not oversight. To my m nd, oversight
can influence operational decision-making and
ri sks diluting managerial responsibility for the
outcome of those decisions.

Based on my own experience, |
would like to | eave you with one overall nessage
t oday, and that is the nodel in place for
revi ewi ng Canada's security and intelligence
agencies is a good one and it works.

Its main features were first set
out in 1984 in the Canadian Security Intelligence
Service Act in the provisions that established and
created the Security Intelligence Review
Comm ttee.

I n 1996 nost of these features
served as a basis for the inaugural CSE

Comm ssi oner's mandate whi ch was established by
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Order in Council pursuant to the Inquiries Act.
Later, in 2001, they were captured in | aw through
omi bus anti-terrorismlegislation that introduced
Part V.1 of the National Defence Act, |egislating
bot h CSE and the Conm ssioner's office.

The hi gh points of these features
include a fully independent review function
specific to the agency under revi ew headed by a
person or persons appointed by Order in Council
for a fixed termwi th appropriate security
cl earances;

authority to hire staff, |egal
counsel, subject matter experts, and all with
appropriate security clearances;

broad, unfettered access to
personnel and i nformati on under the possession of
t he agency under review,

authority to review al
operational activities and to investigate
conpl ai nt s;

authority to issue classified
reports to the mnister responsi bl e as required;
and

finally, a requirement to provide

the same mnister with a public annual report for
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tabling in Parliament.

| believe that the Canadi an nmodel
is flexible and can be readily adapted to
particular circumstances, including an appropriate
review mechani smfor the RCMP' s national security
activities.

Let me state that | am not arguing
uni quely in favour of the status quo. What | am
saying is that | believe the current nmodel nust be
recogni zed for its strengths, which include
appropri ateness, accountability and effectiveness.

Taki ng appropri ateness first, the
current mpdel has thee essential elements:

i ndependence, authority, and access. To my m nd,

t hese el ements are the cornerstone of any
effective intelligence review environment and t hey
must be preserved.

The benefit of maintaining the
full independence of a review agency is obvious:
The agency nust be allowed to operate free from
interference fromanyone, be it the government,

t he agency under review, conplainants, or any
ot her stakehol ders.

Ef fective review al so requires

havi ng the authority and uni npeded access to
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peopl e, informati on and operational activity. 1In
t he case of the CSE Conm ssioner, he also stil
has the Inquiries Act powers conferred in 1996
whi ch give himthe authority to enter any prem ses
and exam ne all papers and documents. He may al so
sunmmon any person and conpel the production of
evi dence. He may al so adm ni ster an oath and
i ssue a subpoena.
I n his January subm ssion
Comm ssi oner Lamer wrote, and | quote:
"The most important aspect of
establishing an i ndependent
review function for an
organi zation has, in ny
opi ni on, not as much to do
wi t h what other review
functi ons do, or how t hey
interact, but rather more to
do with the activities and
ri sks associated with the
organi zation to be revi ewed.
End of quote.
Comm ssi oner Lamer, in that
comment, was referring to the inportance of

adapting the review model to fit the mandate,
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responsibilities and activities of the agency
under review. The agency's in the security and
intelligence community operate under quite given
mandat es and | egi sl ation, therefore their
activities and risks associated with these
organi zations also differ significantly.

CSI'S, for exanple, maintains
contact with Canadi ans on a daily basis through
prograns of varying degrees of intrusiveness
designed to collect informati on about threats to
the security of Canada.

Accordingly, SIRC s mandate mnust
be broad and reflect the fact that the
relationship between CSI'S and the people in Canada
is constant, potentially intrusive and at the core
of their activities.

CSE, on the other hand, has no
such rel ationship with people in Canada. Overal
its activities serve Canadi an interests by
collecting information and intelligence outside
Canada's borders, using an array of sophisticated
technol ogies. CSE and the lives of people in
Canada intersect only in those instances where CSE
intercepts a private communication and handles it

in accordance with the Iaw. Appropriately,
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t herefore, the CSE Conm ssioner's mandate is
focused on | awful ness of CSE's activities,
particularly as they relate to the privacy of
Canadi ans.

| believe effective review only
comes about as the review ng body acquires and
constantly inmproves know edge of the agency under
review by gaining an understanding of its context,
including its policies, its practices and its
activities. A dedicated review agency can hire
speci alized staff, establish priorities and
procedures, and set work plans as appropriate to
t he agency under review.

In the CSE Comm ssioner's office,
we had the flexibility to shape our policies and
procedures and activities to fulfil the
Comm ssioner's mandate within the context of the
Communi cations Security Establishment. This
flexibility to mold review activities to the
nature of the agency under reviewis a clear
benefit of the current review nodel and deserves
serves to be protected.

| would |ike to move now to
anot her val uable feature of the existing review

model . The model supports good governance by
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mai ntai ning clear lines of accountability.

Under the existing nodel, the
review function supports the m nister responsible
for the agency under review. |In our case, the
Comm ssi oner sends his reports to the M nister of
Nati onal Defence. The accountability of the
m nister to Parliament for the activities of CSE
is clear and uncomprom sed. By providing the
m nister directly with assessnents of CSE's
operational activities, identifying problem and
recommendi ng action to correct them the review
function serves to strengthen the mnister's
ability to exercise his responsibility for the
direction and managenment of CSE as well as to
account to Parliament.

M nisterial accountability is
supported by, among other things, the tabling in
Parliament of the Conm ssioner's public annual
report.

Revi ew successes are not al ways
evident to the outside observer. The review
function in government tends to fly somewhat under
t he radar and its contributions to effective
governance and accountability, |ike many good news

stories, often fail to capture attention. This

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

527

makes it difficult for outside observers to
devel op a foundation of detailed know edge on
whi ch to assess the effectiveness of review
agenci es.

The Comm ssion for Public

Compl ai nts Agai nst the RCMP i s not of course an

external review agency. It is solely a conplaints
function. It does not fit the nodel | describe.
However, | believe that the review

model established by Parliament with its
characteristics of appropriateness, accountability
and effectiveness could be used as a tenplate to
build a review function for the RCVP.

For this reason, Comm ssioner, |
woul d encourage you to consider with great care
any alternative models that are proposed to you.
| would particularly encourage you to | ook
critically at any model that would affect the
wel | -runni ng review function for the CSE.

According to the consultation
paper that this Comm ssioner distributed in
Oct ober, sone people have suggested the creation
of a super agency to review all security and
intelligence activities in the Government of

Canada. The disadvantages of such an approach

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

528

woul d, | believe, far outwei gh the advantages and
| would like to name a couple of them

The first one is inconsistency,
inconsi stency with the | ogic behind the
organi zation of Canada's security and intelligence
community into a number of separate or
organi zati ons.

The i ssue of access. The super
agency woul d potentially have access to nore
i nformati on about met hods and sources of operation
t han any one agency within the security and
intelligence community itself, which would fly in
t he face of the need to know principle.

There would be a |lack of clarity
about accountability. In reviewing the activities
of organizations reporting to several m nisters,
to whom woul d the super agency report? If it were
to report to Parlianment, what would the
implications be for mnisters to account in
Parliament for the activities of the intelligence
agencies reporting to thent

Finally, the creation of a super
agency would be highly disruptive to the community
as a whole. Such disruption should, in ny view,

only be introduced if there is a conpelling need
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for them in other words, if the existing model is
not clearly working. As | have said before, |

beli eve the existing model not only works, but
that it works well.

To conclude, | would like to
reiterate the views CSE Comm ssi oner Lamer
expressed also in his subm ssion | ast January.

I n that subm ssion he said he
believed the preferred option would be for one
body to review the national security activities of
the RCMP and to investigate public conplaints. He
wrote, and | quote:

"To my mnd, this is the nost
effective and | ogi cal
approach: effective, because
it recognizes the unique
mandat e of the RCMP, and
provi des for a correspondi ng
review body with the required
expertise; and | ogical,
because it limts the

antici pated change to the CPC
and the RCMP, the two

organi zations that are

directly affected. It does
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not i nmpact on ot her

organi zations or review
groups in Canada's security
and intelligence community
where change i s neither
sought after nor required.”

That is the end of the quote.

That is the end of my prepared
remar ks, Comm ssioner, and | would be pleased to
answer any questions you may have.

THE COMM SSI ONER: Thank you very
much, Ms. Weeks.

Let me start by just asking you
about the review functions of your office. When
we say "review' here we are nost often talking
about both conplaints and what some people call an
audit function. | think the |latter you probably
refer to as a review function.

MS WEEKS: Yes, | woul d.

THE COWM SSI ONER: Okay, | wil
use that word to describe it.

MS WEEKS: Anybody who has
done any work at the Office of the Auditor
General tends to be a little bit purist about

the term"audit".
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THE COWMM SSI ONER: Do they? Okay.
We will use "conplaints" and "review' then to
describe the two functions.

MS WEEKS: Thank you.

THE COMM SSI ONER: What percent age
of the work that your office does would relate to
conpl ai nts?

MS WEEKS: The CSE Comm ssi oner
receives very few conplaints, and that is because
t he target or the focus of the operational
activities of CSE is foreign.

We get a couple of conplaints a
year, and we have never had to resort to a formal
conmpl ai nt resolution or dispute resolution
mechanism All of them have been resol ved
informally, and we get a nunber of themthat are
unf ounded and not particularly well-reasoned.

THE COMM SSI ONER: So the bul k of
your work, then, comes within the review function?

MS WEEKS: That is right. 1In the
Comm ssioner's first mandate, or the inaugural
Comm ssioner's first mandate, he did not have the
authority to review -- he had the authority to
review conpl ai nts but not to get back to the

conpl ai nant, which was a bit awkward. That was
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corrected in a second mandate, and at that time we
went through all the process to establish policy
and procedures for a conmplaints function so it is
in place in the event of a conpl aint.

THE COWMM SSI ONER: And
Comm ssi oner Lamer recommended in his earlier
subm ssion to nme that a review function for RCMP' s
nati onal security activities, in his view, would
best reside with the CPC where conplaints are
currently being addressed.

MS WEEKS: | think what he said is
that in the end, I think it was your A and B
model s - -

THE COVM SSI ONER: Ri ght .

MS WEEKS: -- would result in the
same thing: an integrated review and conpl aints
function.

Whet her it was a question of
increasing the capacity of the CPC or devel oping a
new review function, that would subsume the CPC.

THE COWMM SSI ONER: One way or the
other, in his mnd it would reside in one
| ocati on.

MS WEEKS: That's right.

THE COWMM SSI ONER: The two
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operations.

| s that your experience not only
with your current position but in your earlier
positions, that there is a wisdomto combining a
conmpl aints and review functi on?

MS WEEKS: Yes, there is,

Comm ssioner, fromtwo standpoints, because review

can informa conpl ai nt and conpl ai nt can i nform a
review. That is number one.

And number two, it controls the
informati on, some of which can be very sensitive
in one group.

THE COVM SSI ONER: Ri ght. MWhat
about the skillset that is required for review?
To this point the CPC has not done reviews. They
have just handl ed conplaints fromthe public.

Is there a significant difference
in skillsets and the processes that are involved
in handling a conplaint fromthose that are

invol ved in conducting a review?

MS WEEKS: | think probably with a

review function one woul d want good, strong
analytical skills. | think in respect of a
conmpl ai nts function one would want to add to good

anal ytical skills good investigatory skills as
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wel | .

THE COMM SSI ONER: On that notion,
one who was a good conpl aint receiver and
i nvestigator would necessarily have the skills to
conduct a review. That is included in what would
be required to handl e conpl ai nts properly?

MS WEEKS: | woul d think one woul d
want a combi nati on of the two, yes.

THE COMM SSI ONER: One of the
options, as you will have noted, that is put
forward, one of the models, is that SIRC, who
al ready conducts reviews of CSIS, has the skillset
to conduct reviews in the national security area
and that there would be sonme advantage to having
SIRC do it, because they have done reviews in the
nati onal security area, rather than the CPC which
to this point has not done reviews.

Can you coment on that?

MS WEEKS: | think I would just
| eave it by saying |I thought M. Kennedy was quite
el oquent on that topic yesterday.

THE COWMM SSI ONER: Okay. That's
fine.

If | were to recommend a review

function with respect to the RCMP' s nati onal
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security activities -- and, as you are aware, mnmy
mandat e focuses me on their national security
activities -- it will likely involve drawi ng a
l'ine between what woul d be considered to be

nati onal security activities of the RCMP, falling
within the review function, and what woul d not,
falling outside of it.

Do you have any thoughts on how a
nati onal security dividing |line would be
established? Does your experience give you any
i deas on that?

MS WEEKS: | think that is
probably, Comm ssioner, an issue that would have
to be worked out over time. | think the issue is
to start slowly and to define it carefully.

| think sometimes it would be very
difficult to draw the Iine between national
security and the RCMP's policing and cri m nal
intelligence activities, because | think sonetimes
t hey nmust run very close, one to the other.

| amafraid | haven't given much
t hought to that. | amsorry, | am not
particularly well equipped to answer that.

THE COWMM SSI ONER: That's fine.

MS WEEKS: | don't see it as a
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drawback. | think it is manageable.

THE COMM SSIONER: If a |ine needs
to be drawn, the suggestion that | have heard from
sonme at least is that the body that should draw
the ine would be the review body itself.

MS WEEKS: | think I would not go
that far, because in nmy experience review bodies
drawi ng lines by thenselves do not lead to
successful review. | think many of these things,
many of these lines can be drawn together in
di scussi on, in negotiation, with some degree of
har mony.

| think of a review body and the
agency reviews somewhat |i ke France and Ger many:

t hey share a comon border and they have to live

t oget her, so they have to at sone degree get

al ong.
THE COWMM SSI ONER: Good exanpl e.
You woul d think that if there is a
difficult jurisdictional line |like that to be

drawn, then one should develop at least in the
first instance a consultative approach to draw ng
the line?

MS WEEKS: | think when one has to

draw any |ine between a review body and the agency
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under review, the consultative approach in the
first instance is always the way to go.

THE COWMM SSI ONER: Right. Some
suggest that the CPC in conducting its conplaints
functi on needs enhanced powers. |Indeed, if you
heard M. Kennedy or are aware of his presentation
yesterday, he strongly urges nme to strengthen the
investigative powers of the CPC.

| would |ike your commends, if |
could, on the need for a body |like the CPC to have
conmpul sory powers of subpoena, docunents,
conpel ling people, if necessary, to be interviewed
and perhaps to give evidence under oath.

MS WEEKS: | think the greatest
strength that the CSE Comm ssioner has rests in
t he powers under the Inquiries Act. It is |ike
having a big stick. You don't necessarily have to
use it, but it's there.

| believe, in fact, that the CSE
Comm ssioner is the only reviewer who has those
powers right now for review. | am not talking
about the conpl aints side.

| think absolutely it is essenti al
to have the tools necessary, and | believe the

I nquiries Act tools are necessary.
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THE COMM SSI ONER: And does the
Comm ssioner's powers now extend to follow ng the
trail to wherever it may | ead outside of the CSE?

MS WEEKS: Yes. | would say yes,
and I will explain why.

Under CSE's mandate, what is
referred to as the (c¢c) mandate -- | have the
wor di ng here:

"CSE i s enpowered to provide
techni cal and operati onal
assi stance to federal |aw
enforcement and security
agencies in the performance
of their |lawful duties.”

How t his works is that we conduct
periodic reviews of those activities that CSE
undertakes. We do not | ook at the activity that
the | aw enforcement agency or the security service
m ght asked. We do not | ook at the outcome of
that activity on the basis of CSIS or the RCMP.
We exam ne what CSE has been asked to do and
whet her CSE has the power or the authority to
undertake that activity. W also exam ne whet her
or not the requesting authority had the authority

to make that request.
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That being said, the activity is,
on its face, |awful.

We then exam ne nore closely CSE's
activities. W do not go beyond the | awful ness of
the request, and there is a very good reason for
that. We are all permanently bound to secrecy
under the Security of Information Act and have no
right to access classified information from CSI S
or the RCMP. Nor do | believe we should access
it, unless for some extraordinary reason.

THE COMM SSIONER: | think that is
t he question, though. If it is necessary for you
to properly fulfil your mandate, if the facts
develop that that is the case, then as |
under st and what you are saying, you do have the
authority to go outside of CSE in order to obtain
informati on, docunents or evidence in order for
you to fulfil your mandate.

MS WEEKS: We woul d not go behind
the request to ensure the | awful ness of the
request. We woul d not seek documentation fromthe
RCMP.

There has been no requirenment, no
need to do it to this date.

THE COVM SSI ONER: I f there was an
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i ssue about the | awful ness of the request, yours
woul d not be the agency that would address that.

MS WEEKS: It would be to the
extent that the Comm ssioner would say CSE either
did or did not respond to an unl awful request.

THE COWMM SSI ONER: But if you
don't go behind the | awful ness of the request, are
you able to determine if the request itself was
| awf ul ?

MS WEEKS: Yes, because it would
hi nge on whether it was consistent with the
requester's mandate.

THE COMM SSI ONER: So does the
sol e test about the | awful ness of the request
depend on the mandate of the requesting agency?

MS WEEKS: It depends on whet her
t he requesting agency had the authority to make
t he request.

THE COMM SSI ONER: Ri ght .

MS WEEKS: We have had no need to
go further than that.

THE COMM SSI ONER: Ri ght. All 1
am thinking of is that there could be
circunstances that go behind that mandate, the

facts of a particular case, that may present a
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probl em about the | awful ness of the request.

What | hear you saying is if that
was the case, that is not your concern. Your
concern is to look at the | awful ness of the
request as agai nst the mandate, satisfy yourself
and nove on?

MS WEEKS: No. | would say
unl awf ul activity is very much our concern, but we
have not encountered an unl awful request. So we
haven't had to deal with this yet.

THE COMM SSIONER: |If did you have
to deal with it -- and perhaps we are nmoving off
into sonmething that is very unlikely to happen.
But if you did, do you have the authority to
follow the trail there?

MS WEEKS: No. What the
Comm ssioner has is a duty to informthe m nister
and the Attorney General of any unlawful activity
or any activity he believes to be unl awful .

In so doing, the Chief of CSE and
t he National Security Advisor would also be
informed. Also, through the CSE justice people,

t he Departnment of Justice would be informed.

Presumably -- again this is a

hypot hesis at this point. Presumably the m nister
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woul d informhis mnisterial colleague that there
is concern that an unlawful act has occurred. And
| would be |likely, again hypothetically, to
contact my coll eague, my opposite executive
director or head of review agency, wi thout

di vul gi ng i nformati on about CSE, because that
again would place me in conflict with the Security
of Information Act.

| woul d suggest that individual
| ook at sonme aspect that has concerned us that we
suspect to be unl awful .

Again, as | mentioned, this is a
hypot hesi s because we haven't encountered this
situation.

THE COWMM SSI ONER: | under st and.

When you are seeking information
in the course of a review, who determnes if
information is relevant to the investigation and
t herefore you have access to it?

MS WEEKS: We do. We have ful
access to files, records, docunents. We can
search CSE's collection, electronic collection,

t he dat abases. We have unfettered access.
THE COWMM SSI ONER: And do you run

into any issues with respect to clainms of
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privilege when you seek access to docunments?

MS WEEKS: No. We see
solicitor-client information. W have not had any
experience with a cabinet confidence to this date,
we have not been denied access on the basis of
privilege.

THE COMM SSI ONER: One of the
i ssues that you will know that confronts me in
maki ng recommendati ons here arises fromthe fact
t hat the RCMP' s national security activities are
increasingly integrated on an operational |evel
with the activities of others, including CSIS,
ot her police agencies, and |I guess potentially
with the CSE.

Can you speak to the amount of
integrated activity that takes please, in the
nati onal security field obviously, between the CSE
and t he RCMP?

MS WEEKS: Ot her than the mandat ed
area that | referred to earlier, none. CSE is not
part of I NSETs or | BETs or any of those integrated
activities. CSE s activity is collection of
foreign intelligence.

As | understand it, |BETs and

| NSETs are largely integrated enforcenment
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functi ons, and CSE has no rol e whatsoever in
enf orcement .

THE COWVM SSI ONER: Ri ght .

MS KRI STJANSON: Conmm ssi oner,
perhaps | could ask a question.

You referred to the (c) mandate,
where they provi de operational assistance to the
RCMP.

Do they ever in the context of
t hat mandate participate in an integrated teanf

MS WEEKS: Never.

MS KRI STJANSON: Are they then
specific requests that CSE responds to and does
what ever | ogical things it does and then --

MS WEEKS: All in the context of
its foreign intelligence mandate, yes, but not as
part of an integrated activity.

THE COWMM SSI ONER: You menti oned
in your presentation that some have suggested
t here be an overarching super agency that would
have responsibility for reviewi ng all of Canada's
nati onal security activities. You will see in our
mat eri al we have identified that there are
potentially 24 departnments or agencies, at |east,

t hat in one way or another would at | east touch
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occasionally national security matters.

Those that argue for the
overarching super agency say that it is necessary,
as | read it, for at |east two reasons.

One is that when review ng any of
Canada's national security activities, it is
essential that nothing falls between the cracks.
So a reviewi ng agency that is focused on one
agency only won't be reviewi ng the activities of
anot her agency, and there is a potential that they
won't get the full story, and that the review ng
agency that is reviewi ng the second agency
woul dn't get the full story because they woul dn't
be reviewi ng the first.

So they say there is a danger of
falling between the cracks.

They al so say that having nore
t han one revi ew agency, the super review agency,
woul d | ead conpl ai nants potentially when there has
been an integrated operation to have to go to nore
t han one place to pursue their conpl aint.

| suppose a third point they make
is they say: And by the way, in this emerging
worl d dealing with national security, there is a

bi g advantage to having one agency thinking about
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all of Canada's national security concerns froma
revi ew standpoi nt and bringing a coordinated
well -informed view to it of advising government.

That is a long introduction, but |
have heard you suggest that you are against a
super agency of that sort.

How do you suggest we address
t hose three concerns that are raised by those that
argue for it?

The first is the falling between
t he cracks.

MS WEEKS: | have difficulty
i magi ning a circunstance where an i ssue would fal
bet ween the cracks of a magnitude that a super
agency is going to be able to do anything about
it.

| think, Comm ssioner, we have to
be cl ear about what our expectations are in terns
of what review can acconpli sh.

Revi ew, or even oversight, is not
going to obviate the possibility of an error, of
m st akes being made. Short of having a guardian
angel on everybody's shoul der saying these people
are nice and trying hard, it is pretty difficult

to expect reviewto -- review should not be used
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to replace or in any way to dilute the
deci si on-maki ng t hat managers ought to do to
manage their activities properly. Review cannot
intercede or in any way, | don't think, block the
m ni ster's capacity to manage and direct and
report to Parlianment.

| think a super agency does that.
| think there are mechanisnms. | have encountered
mechani sms that exist informally when there is a
concern in the comunity that something may have
gone wr ong.

| think someti mes maybe we forget
what we are dealing with here. And what we are
dealing with is national security.

You can be sceptical about
nati onal security or you can take it at its face.
In my own famly we have some fine sceptics, | can
assure you, who feel the need to second guess.

Nati onal security exists because
Parliament and governnment has stated that Canada
has a policy to collect information, to
participate, to safeguard our information, our
assets. And that is very real

The Security of Information Act is

very real and is very necessary. Those of us who
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have | aboured in this particular corner of Her

Maj esty's vineyard will tell you that we are very
consci ous of the need to know principle, and we
take it very much to heart.

| am not saying that secrets are
kept for the sake of secrecy, but |I do believe
when peopl e tal k about secrecy, there is a good
reason.

THE COMM SSI ONER: Let me cone
back to the falling between the cracks and give
you a specific exanple.

Let's assune there is an
integrated investigation with CSI'S and RCWVP
officers both participating. They are intricately
i nvol ved. Somebody has a conplaint. They go to
the RCMP and the CPC. They have a conpl aint and
t he evidence is called, and so on, and the RCWP
officers all say we didn't do it. It was them
The CPC | ooks at it ask says the evidence | have,
RCMP officers didn't do it, you better go
somewhere el se.

The conpl ai nant i s now frustrated.
Okay, well, I guess | will go to SIRC and goes
over to SIRC. Unfortunately, he has to go to a

second pl ace, but he goes to SIRC.
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He goes to SIRC and they say we
didn't do it. They didit. SIRC says okay, they
didit.

| am making it nore dramatic than
it would be, but that is a falling between the
cracks. So the conpl ai nant wal ks out of SIRC and
says now | have been to two places and it didn't
wor k out. The conpl ai nant scratches his head and
says if | had gone to one place, | would have had
one reviewer sitting there. As sometinmes happens
in court, people go like that, the judge says here
is what the situation is.

Any judge sitting on a review |ike
t hat woul d say yes, | would |like to hear both
sides of it. | would like to have authority over
bot h pi eces.

So the argument is that
integration of operations is essential; everybody
accepts that. The argument goes, if you are going
to integrate operations, does it not make | ogical
sense that you would also integrate the reviewto
avoid falling between the cracks?

MS WEEKS: | am not being
difficult, Comm ssioner, but | sinmply can't

conceive of that. It is really not in ny
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experience to see two government agencies give
peopl e the run-around on a matter of nati onal
security.

| would, in my own experience,
suggest that when such a situation arises, there
is every desire to satisfy a conpl aint and nmove on
and close the file.

| don't think, however, that
nati onal security -- that a conplainant is a good
reason not to safeguard classified information.
And | don't know how classified informati on can be
saf eguarded with a super agency.

THE COWM SSI ONER: I f you assume
that in an integrated operation the information
can be safeguarded as between the operating
agencies -- so those that are involved in ny
exampl e, CSIS and the RCMP, they were operating
t oget her, they shared it; obviously there was
enough confidence in themto protect it, because
we as a systemlet themintegrate and operate
t oget her -- should we have | ess confidence in
t hose people that have to review that integrated
activity that they would be able to keep
confidential the same information?

MS WEEKS: When you are tal king
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about integrated activity, Comm ssioner, you are
not tal king about integrated organizations. They
are stand-al one organi zati ons.

Yes, | believe there could be a
mechani smfor the two affected revi ew agencies to
review an integrated activity. | don't think it
requires the superstructure that is being
di scussed.

| don't know right now how it
woul d be done, given the Security of Information
Act, but | do believe it could be done and
believe M. Kennedy yesterday indicated that in
extreme circunmstances, if two review agenci es had
to be engaged because of the seriousness of the
situation that is giving rise to concern, that
there are ways to do that.

| don't think that just because
organi zations are conducting certain interactive
activities that it warrants a superstructure to
review all activities fromthe standpoint of the
superstructure.

THE COMM SSI ONER: The poi nt you
are making, it seenms to ne, is that if the
integrated activities are being reviewed, then it

makes sonme sense to have a coordi nated revi ew of
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the integrated activity.

MS WEEKS: | wouldn't say that it
makes good sense to have coordi nated revi ew of al
integrated activity, because | still think the
need to know nust prevail. But if there is cause
for concern about an integrated activity, if there
is a question of | awful ness, for exanple, then |
do believe some mechani smcould be set up to
review that integrated activity that is giving
rise to concern.

| don't think there is need for
integrated review of all integrated activity, nor
do I believe there should be integrated review of
activities that are not integrated.

THE COMM SSI ONER: Certainly
understand the |l atter point.

Your primary concern, as | listen
to you, about integrated review of integrated
activities and of expanding it too nmuch, if | can
put those words into your mouth, is the concern
about the protection of information and the need
to know?

MS WEEKS: Yes.

THE COMM SSIONER: So it is that

to the extent that we have any integrated
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review -- and correct nme if | don't say it
properly -- it then presents another avenue that
confidential information could be treated

i mproperly.

MS WEEKS: Yes, classified
i nformation.

THE COWMM SSI ONER: |s there any
basis for concern that review bodi es of any sort
in the past who have handl ed cl assified
informati on have shown thensel ves to be | ess than
up to the mark in maintaining the classification

and protecting the informati on?

MS WEEKS: | don't have any
knowl edge. | know the areas that | have been
involved in review, but |I can't vouch for the
whol e revi ew net work, no. | amsorry.

THE COMM SSI ONER: | nmust say --
and | don't want to be quarrelsonme at all. But I

must say | would have thought that the type of
peopl e who we woul d engage in the review
activities would be the gold stars in terns of
peopl e who we can trust to properly handle
classified information. Indeed, | would be
alarmed if we had people involved in these very

i mportant review activities if there was even the
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slightest concern that they woul d not
appropriately handl e the information.

That is howit hits nme.

MS WEEKS: | amquite sure that
woul d be the case, Comm ssioner, but | think the
| aw of averages would tend to indicate that the
mor e peopl e who know cl assified information, the
more classified information is going to become
known. | believe it is human nature.

There is another point that |I have
not made, and | think it merits my just
mentioning. It was a lesson | |learned froma
former director of CSIS.

There is a high cost to review,
and there nust be equilibriumbetween the risk of
the activity and the degree of review. You do not
review for the sake of review. You review on the
basis of risk, because no matter how concerned or
how diligent a reviewer can be, the time one takes
in an agency in terms of review cones out of
operations.

There isn't a department or agency
in the Government of Canada today, including the
community, the security intelligence comunity,

that will tell you that they have resources to
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spare.
| think that is worth mentioning.

THE COWMM SSI ONER: No question. |
t hi nk everybody woul d recogni ze that in this day
and age resources are an issue everywhere. |
t hi nk some would say, in response to that, that is
true, we wouldn't want to have sort of review run
amuck for sure, but that a reviewis inmportant to
mai ntain the confidence of the public in what are
very often very non-transparent activities.

MS WEEKS: They are not
transparent to the public, but that doesn't nmean
t hey are not accountable and it doesn't mean that
they aren't transparent to the people to whomthey
ought to be transparent.

And in this case | amthinking the
m ni ster responsi bl e.

THE COWMM SSI ONER: | was speaki ng
of transparent to the public and the public
confidence.

MS WEEKS: To sonme of us there
m ght be construed somewhat of contradiction in
terms in terms of transparent national security.

THE COMM SSI ONER: One of the

t hi ngs you may have heard di scussed yesterday with
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M. Kennedy, in addressing the integrated
operations problemfor review, was the possibility
of establishing a coordinating commttee anmong the
chairs of the existing review bodies. It would be
yours and SIRC and CPC, perhaps with an
i ndependent chair of that coordinating committee,
whi ch woul d have the mandate of dealing with the
i ntegrated probl ens.

The coordinating commttee
woul dn't have investigative powers or review
powers. MWhat it would do is it would address
situations where there was integration problem and
woul d then craft the review by the appropriate
agency or conbination of agencies so that there
woul d be a single review when the problem
warrant ed and have the review bodies work in a
cooperative, coordinated way.

Does that idea nmake sense to you?

MS WEEKS: Are we setting aside
t he Security of Information Act for this
di scussion? Right now, to do that would be
unl awful . That is point number one.

The difficulty is if you take the
t hree agencies that we are discussing, CSE, CSIS

and the RCMP -- and | have to tell you that ny
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knowl edge of the first two is considerably better
t han t he RCMP.

THE COMM SSI ONER: Ri ght .

MS WEEKS: And my knowl edge of
CSE -- my knowl edge of CSIS is now quite dated.

So | have to put that caveat out there.

When you take the three of them
the three don't really fit together. You can
align two up in some issues; you can align two up
in other issues. You can align the RCMP and CSI S
froma donmestic standpoint. You can align them
froma human intelligence standpoint or human
i nvol vement with people in Canada. You take CSE
and you |l ook at it and they aren't involved with
HUM NT. They are involved with SIG NT. They are
hi ghly technol ogically oriented. They do not deal
wi t h Canadi an product. They deal with foreign
intelligence.

The only thing they have in comon
is the three of themare collectors.

The difficulty I had with your
broad |ist of agencies is | thought there failed
to be a distinction between the collectors and the
users, and | just add that parenthetically.

| don't know what the head of the
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review agency, the proposed review agency for the
RCMP, what the head of SIRC and what the
Comm ssi oner would say to each ot her, because
can't see of an activity that would involve the
t hree of them

THE COMM SSI ONER: | suppose sonme
activities would involve the RCMP and the CSE and
some woul d i nvol ve conmbi nati ons of two of them

MS WEEKS: Yes. But again, they
aren't integrated.

THE COWMM SSI ONER: Certainly the
RCMP and CSIS are. And if | accept what | am
told, it is that there is going to be nore
integration. They have formal | NSETs and | BETs
now and that integration in fighting global terror
is the wave of the future, and that if Canada
doesn't integrate its national security activities

we are going to be doing a huge disservice to

Canadi ans.

MS WEEKS: | agree whol eheartedly,
but I can't see full integration. | don't that
will ever happen.

THE COWMM SSI ONER: No. One of the
chall enges is that there are different functions.

That is why we have different agencies. |f that
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wasn't the case, then we would just have one
agency doi ng everybody.

MS WEEKS: That is right.

THE COMM SSI ONER: That is not the
model at the operational |evel.

Per haps | amrepeating, but the
t hought is if there are going to be integrated
operations -- | hear what you are saying, that the
CSE if it is integrated is usually with only one
agency at a tinme.

MS WEEKS: But it is not
integrated. CSE's activities are limted to the
collection of foreign intelligence and to certain
informati on technol ogy security activities, but
they don't do themtogether. They do them for.
They don't do themwith. This is not a
col | aborati on.

THE COWMM SSI ONER: They provide a
service.

MS WEEKS: That's right.

THE COMM SSI ONER: Ri ght .

Those are all the questions
have. Are there any questions fromnmy right?

MR. FORESTER: Ms. Weeks, on the

poi nt you were maki ng before about the cost of
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review, | want to be sure | have all of the
el ements of the cost of review.

You have obvi ously spoken about
secrecy inmplications and you have spoken about
resource allocations.

s there anything else that you
woul d direct us to consider carefully in
connection with the costs of a review mechani sn?

MS WEEKS: | think I would just
reiterate the comment | made before, that review
is a burden, a very necessary burden, on the
agency being reviewed.

| am not suggesting for a second
that review should not take place because it is a
burden on the agency. What | amsaying is that
review nmust be conducted in a manner that is
commensurate with the risk that the agency poses.
You don't review for the sake of review, because
every hour that you take in an agency on review,
you are taking an operational person away from
operations.

That doesn't mean that that
shoul dn't be done. 1t nmeans that the reviewer
must be cogni zant of it and be aware of it and

revi ew based on ri sk, not review for review.
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MR. FORESTER: Do you agree -- and
we had heard previously -- that in addition to the
burden, and perhaps bal ancing the burden you just
spoke of, there is a benefit to the agency and not
necessarily just a benefit to the public from
revi ew?

MS WEEKS: Absolutely, because the
fact of review often creates positive change. |If
you are review ng properly and inform ng the
agency or that section of the agency under review
of your findings as you progress, often by the end
of a review you find that the recommendati ons you
m ght have made have been i nmpl emented throughout
t he process.

Absolutely there is a benefit.
That is the joy of it. That is the joy of it.

MR. FORESTER: Thank you.

MS KRI STJANSON: Hel l o, Ms Weeks.
| just have a few questions. The first relates
again to the scope of the Conm ssioner's power,
whi ch are extraordinary in the review community.

Just to confirm if it were
necessary in the course of a conpl aint
investigation, for exanple | ooking at the conduct

of a CSE enpl oyee and there were concerns about
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her interaction with an RCMP nmenber, just in

what ever realm you would have the ability, would
you not, to subpoena what m ght be rel evant
records fromthe RCMP or to conmpel that RCWP
constable to give testinony before the
Comm ssi oner ?

MS WEEKS: | don't know. | would
assume, but | have not | ooked at it. The power is
there. Whether it would be used to get in the
door of another agency has not been tested and,
quite frankly, | haven't had reason to give proper
consideration to that question.

MS KRI STJANSON: Thank you.

The second one relates to the (c)
mandat e again, the technical and operational
assi stance to be offered by CSE to agenci es such
as the RCMP or CSIS in their donmestic activities--

Is that a fair summary of your
(c) mandat e.

MS WEEKS: Yes.

MS KRI STJANSON: -- or your (c)
mandate to assi st them

Does that not allow CSE to
intercept-- or does it not allow CSE to provide

assi stance at a purely donestic level, i.e., Were
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there is no foreign contact?

MS WEEKS: CSE's mandate is the
collection of foreign intelligence. No.

MS KRI STJANSON: But it m ght
relate to a Canadi an resident with respect to a
foreign contact.

s that fair? A telephone cal
froma country abroad to a Canadi an resident?

MS WEEKS: CSE may intercept a

communi cati on entering or exiting Canada, provided

that the foreign end is the end being intercepted.

MS KRI STJANSON: Okay.

MS WEEKS: That is the (a)
mandat e, by the way.

MS KRI STJANSON:  Yes.

THE COMM SSI ONER: s that it?

MS KRI STJANSON:  Yes.

THE COMM SSI ONER: Then t hat
conmpl etes the presentation. Thank you very much,
Ms. Weeks. It has been nost hel pful.

MS WEEKS: Thank you,
Comm ssi oner .

THE COMM SSI ONER: | appreciate
you com ng and answering the questions. W

certainly appreciate the effort that you have
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given to us over the precedi ng nmonths.

com ng.

Comm ssi oner.

Thank you, Ms D' Avignon for

MS WEEKS: Our pl easure,
Thank you.
THE COWMM SSI ONER: Thank you.

| think if the next group, the

British Colunbia Civil Liberties Associ ation are

ready, we wil

just carry on without a break, if

everybody is fine. | do this so the snmokers can

go out si de.

--- Pause

THE COMM SSI ONER: Good nor ni ng.
MR. GRATL: Hel | o.
THE COMM SSI ONER: Cane in from

Vancouver yesterday, did you?

Wel cone.

to snow.

t his weat her ?

MR. MOLLARD: We did, yes.
MR. GRATL: We did too.
THE COVM SSI ONER: Gr eat .

MR. MOLLARD: From t he sunshi ne

THE COWMM SSI ONER: How do you |ike
This is great.

Was it raining in Vancouver?
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MR. GRATL: No, it was gorgeous
yesterday. It was gorgeous, and today is
gor geous.

THE COMM SSI ONER: | have never
met anyone from Vancouver who has ever experienced
rain actually.

MR. GRATL: | had to dust off ny
overcoat fromny time in Montreal, so | was happy
to see a little snow actually.

--- Laughter / Rires

THE COWMM SSI ONER: Thank you for
com ng.

Let me say to you that | have had
an opportunity of reading your written
present ati ons and obviously you have put a great
deal of effort and thought into it. Very hel pful.

MR. GRATL: Thank you,
Comm ssi oner .

THE COMM SSI ONER: | am very
appreci ative of your participation in the inquiry.

MR. GRATL: Thank you.

By way of introduction,
Comm ssi oner - -

THE COWMM SSI ONER: Go ahead if you

will then, please.
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SUBM SSI ONS

MR. GRATL: Sure. M nane is
Jason Gratl, | amthe President of B.C. Civil
Li berties Association. Wth nme is Murray Mol Il ard,
t he Executive Director of the Associ ation.

THE COMM SSI ONER:  Your nanme is
pronounced Gratl ?

MR. GRATL: That's correct.

THE COMM SSI ONER: Thank you.

MR. GRATL: We are delighted to
have the opportunity to come and make
presentations to the Comm ssion and hopefully
contribute in some small way to the substantive
portion of the policy review.

Bearing in mnd that we prefer to
| eave the questions to you and answer any
guestions you m ght have, | have a very brief
prelimnary remarks on the core question that
appears to have revealed itself, nanmely whet her
there is a preference for a functional review an
agency that does a trans-agency, that reviews
across agencies, or rather an agency-by-agency
separate set of review bodies or conplaints
bodi es.

It strikes us that the context in
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whi ch national security review m ght take place is
of great inmportance in considering that question.
What has been revealed, it appears on the factual
side of this review, is that in the case of

M. Arar, M. Almal ki, M. El Mati, M. Nureddin,
mul ti pl e agenci es have been involved in a nore or

| ess chaotic ad hoc basis. Plainly there are

rel ati onshi ps between actors within these agencies
t hat have the capacity to call each other up and
join forces whenever it IS necessary.

Nati onal security investigations
in that sense can be practically differentiated
fromordinary police work. They involve a high
| evel of information-sharing between domestic
agencies, a high level of information-sharing
bet ween foreign agencies, and personnel exchanges
and of course those relationships, as | mentioned.

So there is a high |evel of
integration. There is an intention to carry on
and per haps even enhance the | evel of integration
that is already existing. That includes
technol ogi cal sharing and exchange, mutual access
t o dat abases perhaps, integration of databases.
The buzzword is interoperability. So that |evel

of integration can only be expected increase over
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t he next 20 years.

I n addition to those factors,

t here appear to be a couple of trends that
differentiate national security investigations
fromordinary police work

The first is that the targets of
t hese investigations are often foreign nationals,
refugee and i mm gration claimants, permanent or
temporary residents of Canada. These people often
have | anguage barriers, cultural gaps between
greater Canada and small er groups, recent
i mm grant groups.

There is a dimnished Iikelihood
of complaints. The conplaint functionis alittle
bit hampered by that context.

Al so of course com ng with that
are issues of international politics and issues
involving cultural sensitivity.

Aside fromthat,
intelligence-gathering is prioritized over the
prosecution of offenses. That radically
differentiates ordinary police work from nati onal
security investigations.

What we have seen is, the

intelligence is gathered for the purpose of
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supporting security certificates or extradition
requests or otherw se adm nistering warnings or
conducting investigations. The enphasis is on
neutralizing threats rather than bringing evidence
into court to prove beyond a reasonabl e doubt the
comm ssi on of an offence.

If the evidence is brought into
court, it is brought into court under di m nished
standards, di m nished standards of scrutiny, the
evidence isn't | ooked at for its credibility;
Charter rights are radically dimnished in these
contexts, all of which feeds into the |arger point
t hat judicial accountability by way of judicial
review is also very hanpered.

So within that context it is plain
to us that the context is not sinply a police
context. We were a little surprised to reviewthe
subm ssions of the Chiefs of Police and of the
RCMP Compl ai nts Comm ssioner that there is
virtually nothing to distinguish these contexts,
because factually speaking there is an enornous
practical difference those two areas.

Functionally speaking-- and that is not an
anal ytic categorical difference, but it is just a

predom nant tendency for the investigations to
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t ake those fornmns.

There has al so been a concern that
it mght be practically or logically inpossible to
define the functional jurisdiction of a |arger
revi ew board that has the capacity to review any
agency provided the agency is engaged in national
security work.

We don't believe that defining the
functional jurisdiction represents any kind of
obstacle. In the first place, we are very much in
agreement with the subm ssion of M. Arar's
counsel that internal classification by the
vari ous agencies under review would do a | ot, not
only in terms of the efficacy of investigations
within those agencies, but also in ternms of
defining the review jurisdiction so that agencies
would, in the first place, be required to classify
nati onal security investigations as such and, in
t he second place, in so doing they would tacitly
acknowl edge the functional jurisdiction of that
revi ew board.

In integrated cases classification
by any one agency would prompt at | east a
consi deration of that issue by any other agency

involved in the same i nvestigation.
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Aside fromthat functional
jurisdiction, in terms of assessing functional
jurisdiction a national security review commttee
could of course | ook at whet her special national
security powers have been invoked, such as
warrants or security certificates or
anti-terrorismpowers under the Crim nal Code.

In addition any claimto speci al
nati onal security secrecy would be an indication
that the file would fall under the review
jurisdiction of a National Security Review
Commttee, so the Security of Information Act,
section 38 of the Canada Evi dence Act, Access to
| nformation Act treatment of information, that
woul d all feed into whether or not the Nati onal
Security Review Comm ttee could take jurisdiction.

Lastly, of course, there would be
recourse to statutory definitions. Statutory
definitions, regrettably-- we have made
subm ssions to the House of Commons Comm ttee and
t he Speci al Senate Comm ttee regarding the
definitions of "national security" and
"terrorism'. We find them excessive and over
br oad.

That being said, any Nati onal
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Security Review Commttee would have to have at

| east the potenti al

to review any potenti al

exerci se of powers by agencies under review.

So the functional definition-- the

| egal definition of
woul d have to be at
br oadest definition

terrori smexercised

t he functional jurisdiction
| east as broad, as the
of national security or

by any agency bel ow.

Practically speaking, though,

t hese powers are not

t hey could possibly

bei ng exercised as often as

be exerci sed. So from a

pragmatic | evel, there would appear to be an

informal system of classification for terrorismor

nati onal security fi

l es, in any event. That

internal classification system however informal,

however inconsistent as between agencies, that

internal classification systemis de facto or

practically limting the jurisdiction, or would

serve to practically limt the jurisdiction of

nati onal security.

THE

COVMM SSI ONER:  Wbul dn't you be

concerned about that, though? |If you are going to

| eave the primary focus to an internal

classification, and

assum ng you have an increased

type of review for national security activities,
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will not the inclination of the classifying agency
to be "We will classify this as a non-nati onal
security. We will, therefore, escape increased
revi ew"?

MR. GRATL: Well, in our view, our

fervent belief and hope woul d be that any agency
t hat m ght be subject to enhanced review woul dn't
be so fearful of that review so as to comprom se
any ongoing investigation. The mandate to
investigate would certainly have to trump any
concern or fearful ness of enhanced review.

THE COWMM SSI ONER: As you have
heard fromthe CPC, but also |I can say that sone
of the research that we have done has shown is
that the easy cases m ght be the | NSETs or the
| BETs, they are there, or an investigation that is
| ooki ng specifically into a "anti-terrorisn'
of fence. There are those cases.

But what the research al so shows
is that there is a |large nunmber of other cases--
"l arge nunmber", |I'mnot sure. There are a number
of themthat don't involve the INSETs or NSIS, the
specialized units, that ook into ordinary crinme,
credit card fraud, money | aundering, but that are

connected to potential national security offenses,
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or commtted offenses.

So that it would be an
oversimplification, if one is drawing a line, to
say "We are only going to take the dedicated
officers or those investigating the specific
of fenses, Security Of fenses Act or whatever.

MR. MOLLARD: Let me junmp in here.

| think you need nmore than one
criteria. Certainly organizational structure is
one touchstone. Explicit and external |egislation
about what is national security assists internal
policies with respect to national security.

To go to Jason's point, we are
very concerned that when we | ooked, with the
assi stance of your Comm ssion counsel, when we
found out the RCMP's definition of "national
security", that is the social, econom c and
political stability of Canada, gee, that is a
pretty broad definition. It allows sone
consi derabl e amount of discretion | think for the
RCMP.

That is one of the issues with
respect to review and audit. Right? W need sone
ability to assess whether those kind of internal

definitions are appropriate.
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But ultimately it shouldn't be
| eft alone, | think, to just sinmply--
institutional structure to determ ne the
jurisdiction of a review agency.

THE COWMM SSI ONER: But ultimately
aren't you driven to the fact, assumng it has
enhanced review, the review agency itself is going
to have to make a determ nation as to whether a
particular fact situation or pattern falls within
nati onal security or not. It seens to me--

MR. GRATL: Yes. There is no
getting around that and we consider that a virtue
rat her than a fault.

THE COVM SSI ONER: Ri ght .

The concern that is put agai nst
that, as I'msure you are aware, is that draw ng
that line will be difficult and if the increased
review is something that some are not pleased
about it could lead to triaging difficulties,
| egal chall enges, and the |ike.

MR. GRATL: They are grow ng pains
for any institution. W don't think the
possibility of litigation over jurisdiction should
be an obstacle to putting in place a review agency

t hat has the powers necessary in order to achieve
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its mandat e.

We have seen | ots of that type of

[itigation, and provided the agency has the

fortitude to carry through with that litigation it

shoul dn't be an obstacl e.

Most cases, though, in our

subm ssion, will be relatively straightforward,

especially if an internal classification systemis

i mposed. It would be a shocking and al arm ng
thing that any agency that had internally
classified a file as a national security file
woul d object to the jurisdiction of a National
Security Review Commttee.

THE COMM SSI ONER: I n your

coments you referred to i ntegrated

investigations, integrated investigations being

the trigger for the need for the integrated
revi ew

When we | ook at the list that
set out in the further questions of federal
agencies that in one way or another put their
finger on something connected with national
security, they can be divided into those that
collect, i.e., investigate national security,

t hose who may have, fromtime to time,
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incidentally possession of information that could
be said to be connected to national security.

MR. GRATL: That is not that sharp
an anal ytic distinction.

THE COWMM SSI ONER: Let me just ask
you the question then, that it has been put to me
in subm ssions that there is a difference between
coll ectors and consunmers, that the enhanced review
we are tal king about here is concerned about the
probl enms that enmerge frominvestigations and
col | ecti on.

What coment do you make on that?

MR. GRATL: In our subm ssion, the
di stinction isn't that sharp. There are many
agenci es, many of the listed agency, in fact nost
of the key agencies are both collectors and users
of information.

THE COWMM SSI ONER: I n national
security investigations?

MR. GRATL: That is correct.

THE COMM SSI ONER: Things |i ke
the Mnistry of the Environment and Treasury
Board, Finance?

MR. GRATL: Those are peripheral

pl ayers in these investigations, but certainly the

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

578

Border Services Agency, CSIS, RCMP, |Inmm gration,
both coll ectors and users of information.

THE COWMM SSI ONER: Are we
concerned here, though, in terms of designing a
systemthat doesn't sink under its own weight?

MR. MOLLARD: | believe that
probably all these organizations now fromtime to
time may coll ect and pass on information, may have
tips that they want to pass on. Maybe it is not
t heir mandate, but they have tips, but by and
| arge the focus is going to be the reception of
intelligence and application to their own
particul ar mandate. The focus of a National
Security Review Commttee will be on the major
pl ayers. | don't think it is going to coll apse
under the weight.

Ask this question to the Auditor
General of Canada, ask it to ombudsmen in
provinces. They audit and review the activities
of all governmental agencies. They have to set
priorities, they make choices about where they are
going to spend their efforts and their tinme in a
gi ven year.

| don't think they coll apse.

t hink they provide excellent review and
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accountability to citizens of Canada. They don't
col | apse, and yet they have a very | arge mandat e.

THE COWMM SSI ONER: Woul d this
super agency, as you see, then require each of the
24 agenci es, departments, to internally separate
anything that they come into possession of or any
operations that they have that are considered to
be national security so that they would have a
classification systeminternally, if you will, to
di vide out the national security rel ated
activities fromthe rest of its mandate?

MR. GRATL: We were extrenmely
surprised to find out that there is no fornmal
system of classification within organizations such
as the RCMP currently. One would think that such
classification would be necessary at the very
m nimumto protect classified information.

One woul d think that such a system
of classification would be necessary in order for
the investigating officers to understand fully
what they are doing and how many resources are to
be depl oyed in the course of that investigation.

To our mnd, a system of internal
classification of that kind doesn't harm or

dimnish the efficacy of any investigation. It
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woul d enhance those investigations aside from
serving the ancillary function of assisting
jurisdictional classification.

THE COWMM SSIONER: I n ternms of
t hose agencies that just basically handle
information -- | take your point that one may have
difficulty drawing a |line which they are. But
let's just assunme that there is a body of them
t hat just handle information that may have
nati onal security inmplications.

How woul d the role of the super
agency, as you envision it, differ fromwhat the
Privacy Comm ssioner now does?

MR. MOLLARD: My understanding --
and | happened to watch CPAC, | guess two days
ago -- is | amnot sure presently that she is
doing a lot in the area of national security.
That is what | understand her to be saying.

She i s burdened by a | ack of
resources just starting to audit, doing audits
herself. And I think she was pretty clear that
there woul d be great advantages of having one
agency to do national security review.

So I think that in that sense we

woul d endorse that sort of an approach.
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THE COMM SSI ONER: Cone back to
t he question. | heard what she said, too, about
her resources and so on, but let's take her
mandate for the moment.

Let's assume she could carry out
her mandate, if she chose, with respect to the
information flow, she described it as: "I deal
with the information flow. "

For a | ot of these agencies, when
you get into national security, the concern wil
be the information flow of "national security"

i nformati on.

| f we al ready have one federal
official |ooking at the information flow of an
agency, do we need another one | ooking at the
information fl ow because it's "national security"”
informati on?

MR. GRATL: It is difficult to see
how t he Privacy Comm ssi oner could do anyt hing
about what has occurred to M. Arar.

THE COWMM SSI ONER: | can't say too
much about that, but what | can say fromthe
public record at |east is that none of these
information fl ow agencies are inplicated.

| am not suggesting in this
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guestion that with respect to investigations and
j oint operations there is not sonme way of
addressing an integrated review. | am not
suggesting that at all.

What | am suggesting is that when
you | ook at this long list of 24, the Mnistry of
t he Envi ronment and Treasury Board, and so on,
yes, | guess you could say they may occasionally
handl e a piece of informati on that has nati onal
security inplications. To put them subject to a
super agency and require themto set up an
internal mechanismto sort through all of their
information to see when it engages the review
agency -- and | am maki ng argunments somebody el se
has made to me -- but say is grossly inpractical,
an enornous waste of noney and woul d not do
anything that the Privacy Comm ssioner couldn't
al ready do.

MR. GRATL: In our subm ssions it
is highly likely that if there are any sensitive
nati onal security related files at the Mnistry of
t he Environment, they are probably in a room
They are probably with a small nunber of enployees
of that agency.

We don't think it would be
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necessary to go through all the files of the

M nistry of Environment to classify the files.
They are probably already marked in some way as
sensitive.

What we are tal king about in an
internal file classification systemwould sinmly
formalize what we think is already in place in
some i nformal way, and subjected to review. There
woul d be some written standards, probably internal
review of the application of the review and then
external review of the classification system

That woul d be of assistance to
establishing functional jurisdiction.

THE COMM SSI ONER: To what extent
woul d you think that if the review bodies or body
for the investigators, collectors, the main
pl ayers, the RCMP, CSIS, CSE | guess to sone
extent, perhaps CBSA, Inm gration, whatever, to
the extent that they had power to followthe
trail, which I think you would accept doesn't
necessitate a super agency if an existing review
body has the investigative power conducting a
review investigation, can follow the trai
anywhere, can go into the Mnistry of Environment

or Treasury Board if that is where the trail
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| eads, has compul sory powers to get the docunments,
to followthe trail, to conpel people to give
evi dence, and so on.

To what extent does that address
t he concern?

MR. GRATL: | amsorry, | am not
clear on exactly the formof the agency you are
proposi ng.

THE COMM SSI ONER:  Well, not one
or the other. Let's assume, then, the existing
review agencies. We have CPC with enhanced
powers. This would be one of them We have SIRC
and we have the CSE Comm ssioner. They are
conducting a review. Let's say it is the CPC.
They are conducting a review of the RCMP' s
national security activities. The trail |eads
themto the Mnistry of the Environment. They go
there. They actually have authority to take
documents, put MOE officers under subpoena and
oath, and to exam ne. They have the authority to
determ ne what is relevant, what is necessary for
their review and to follow the trail.

To what extent does that alleviate
the concern of the need for a super agency to

review the M nistry of Environment?
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MR. MOLLARD: In my subm ssion,
not at all, in the sense that though they m ght be
able to gather information, the limt of their
mandate is to focus on their particul ar agency.
They can only find if there are problems with the
particul ar menbers that they have responsibility
over. That is the limt of their jurisdiction.
They can't say anything about what other agencies
and whet her the menbers in other agencies may have
contributed to what ultimtely was perhaps a
wrong - -

THE COMM SSI ONER:  And in the
course of following the trail and preparing the
report they had the authority to make
recommendati ons to the Deputy M nister of
Environment, if that is what he is called, dealing
with what they came across, they would obviously
be limted, in their own jurisdiction, to dealing
with the RCMP.

To what extent does that address
your concern?

MR. MOLLARD: It strikes me as a
reci pe for jurisdictional rivalry and nud
slinging, quite frankly. | would see it as a big

problemin that it is one agency commenting on
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anot her without, | think, the coordinated approach
t hat woul d give the nmoral authority of an
integrated unit the ability to understand nore
fully and have the expertise.

We have tal ked a | ot about
expertise here. | amnot sure there would be
expertise necessarily with respect to those
agenci es except on a one-off basis.

So | would see that as not nearly
t he solution as what we see as an integrated
approach woul d provide.

THE COMM SSI ONER:  You nmenti on
expertise. One of the strong arguments or at
| east people feel strongly about that is put
agai nst the super agency is the | oss of expertise.
And they say that those that propose a super
agency haven't really | ooked into this because
t hey don't understand -- we will take the CPC --

t hat the CPC has devel oped over years experience
in reviewing | aw enforcenment activities.

And | think, as we | awyers know,
there is a lot to that.

They say that is significantly
different, both in ternms of the standards and the

content of what is involved in review ng security
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intelligence activities. They would point back to
McDonal d and say McDonald told us what the
difference is, and we shoul d have recogni zed t hat.

And they say the super agency is a
recipe to get rid of the expertise and, | think as
we have just heard from Ms. Weeks, the
under st andi ng of the culture of the agency being
reviewed. They say that is critical. It is not
enough to know the | aw; you have to know t he
culture of the agency.

They say you will forgo that

because what you will now be doing is review ng 24
agencies, so we will have a field of generalists
who will skimacross the surface. | think as you

just mentioned, expecting an agency to have
expertise in the way 24 agenci es operate and the
culture ever the 24 agencies, there is going to be
a huge | oss of having dedicated experts of review
and i ndividual agenci es.

MR. GRATL: In our subm ssion the
nati onal security investigation front is
particularly, practically, delimted area that is
di stingui shable from other areas of police work.

In terms of the devel opnment of

expertise, it is not plain to us the CPC currently
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has expertise in that area, that particularly
integrated area. Much of their attenmpt to gain
expertise has been bl ocked by the RCMP, according
to the former CPC head.

We t hink, of course, that there
will be an uphill battle in the formation of any
organi zation. There will be an uphill battle, but
it is very easy to overstate how steep and how
treacherous that terrain will be.

| think ultimtely any agency wil
have grow ng pains.

MR. MOLLARD: Let ne just add that
we are not tossing away the expertise of anyone
here. | would expect with a new integrated agency
you woul d have people fromthe CPC who have that
expertise about policing generally, either could
be seconded, may come over to a new agency. You
woul d have people from SI RC who woul d be very
interested in being a part of a very exciting new
accountability venture in Canada and for
Canadi ans, to build public confidence.

| don't understand the idea that
woul d | ose this expertise, far fromit. | think
we carry on fromwhere we have and we build on it.

MR. GRATL: Again, Comm ssioner,
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there seems to be repeated reference to the phrase
super agency. |In our subm ssion, it wouldn't be a
super agency any nore than that inquiry is a super
inquiry. It is just an agency that has functi onal
jurisdictional over a number of other agencies.
That doesn't make it super in any com c book way.

I n our view, it should be
considered to be a national security review
comm ttee that has some of the powers and
experience of the CPC and sonme of the powers and
experience of SIRC, sonme of the powers and
experience of the CSE.

THE COMM SSI ONER: What underlies
it, I think, as | hear you saying it, is the need
to have integrated review. The whole thrust of
this seens to come fromthe fact that there are
i ntegrated operations and | think there is going
to be nore, and therefore we need i ntegrated
revi ew

MR. GRATL: Well, it doesn't make
sense to unify investigative agencies but to
fragment the revi ew agency.

MR. MOLLARD: Can | just answer
t hat question?

THE COWMM SSI ONER: Yes, go ahead.
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MR. MOLLARD: | think this
confusion that we still have -- | have tried to
follow the factual inquiry, but it still seems to

me | am not sure there is an answer to the
question, a clear answer to the question where
CSI'S' security intelligence function ends and the
RCMP's crimnal intelligence begins.

THE COWMM SSI ONER: Good point.

MR. MOLLARD: | amvery not clear
about that.

One function of an integrated
agency -- and this goes back to the McDonal d

Comm ssion and we have that debate, and some of us
wonder if despite the attempt for CSIS to take the
RCMP's intelligence function out of the RCMP' s
role, we probably never thought the RCMP woul d
give it up so easily.

But one of the functions of an
i ntegrated agency would hel p answer that question;
| think | ook at those kinds of macro anal ysis
guestions and help to also separate the functions
of the agencies, provide advice to the government
general ly about where these agencies' mandates
shoul d begi n and end.

THE COMM SSIONER: It is
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interesting you make the point because some make

t he exact opposite point. They say McDonal d's

di stinction -- | don't knowif it is a fair
coment, but they say the McDonal d distinction has
beconme blurred in recent years because RCMP has
started to do intelligence gathering within its
preventative mandate, particularly if its
preventative mandate is not related to a specific
threat. When they do that, it becones to | ook
more |like a CSIS-type of intelligence probe.

They say the preventative mandate
is related to a specific threat or if they are
doi ng an investigation because they are going to
prosecute, then it | ooks nmore |like a | aw
enf orcenment .

MR. MOLLARD: My point is sinply
to use that as an illustration that an integrated
agency woul d, | think, help.

THE COWMM SSI ONER: But is that the
case? Sonme would say what Justice MDonald
recommended was separation operationally and to
draw t he bright |line between a civilian security
intelligence agency and what a | aw enforcenment
agency does.

A | aw enforcement agency prevents
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specific threats, some would say, and takes cases
totrial. They collect evidence. They don't use
informati on. They use powers of arrest and
detention, and all the things we all know about.
That is very different. CSIS doesn't do anything
of that.

Now your point, as | understand,
is they have started to bl end back. Whether that
is true or not, some would argue agai nst you and
say in one way you can further the bl endi ng back.
Di srespect McDonald's division is to put a common
review agency, and that maintaining separate
revi ew agenci es, one that focuses on the | aw
enforcement and insists on the RCMP doi ng what is
| aw enforcement, and CSIS, is a way of actually
mai nt ai ning the division that McDonal d t hought was
i mportant.

MR. GRATL: It is possible that
there m ght be a tenmptation to blend those
mandat es, but the difficulty is that there is no
review conmttee at the current nmoment that would
have the mandate to investigate the extent to
which intelligence-led policing is now at the
forefront of the RCMP's perceived nmandat e.

If there were multiple review
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commttees, there m ght never be such a --

THE COMM SSI ONER: Unl ess one of
the review commttees or two of the review
commttees, if it is the blending between RCMP and
CSI'S that one is concerned about -- unless the
di stinction that McDonald made is reaffirmed and
it now beconmes a specific part of a review mandate
t hat going forward one respects that distinction.

Again, in making that coment | am
not suggesting that it is not. There is a
perception that it has been blurred again and that
it is going the wrong way.

| am not quarrelling with you. |
am just say that some have made the point and what
| am doing to you is putting against you argunents
t hat are made agai nst your position.

MR. GRATL: It is definitely
possi ble to do that in that specific area, to
i mpose a mandate on either one of two separate
review bodies to |l ook into that issue.

However, that is just an exanple
of one area in which a unified review body m ght
have an advantage over nultiple review bodies.
There are undoubtedly many ot her issues that have

not been identified.
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THE COWMM SSI ONER: Let me put
anot her argunment - -

MR. MOLLARD: Let me quickly
answer that one.

THE COWVM SSI ONER: Ri ght .

MR. MOLLARD: W thin an integrated
agency | think there will be people who have
particul ar focuses on particul ar agencies as well.

THE COWMM SSI ONER:  Yes.

MR. MOLLARD: That will want to
argue for and maintain these kinds of distinctions
and debates internally within an integrated
agency.

THE COWMM SSI ONER:  Anot her
argument that is made agai nst the super agency or
t he national security -- | take your point on the
termnology -- is that this is a body that is
bei ng designed to deal with integration. But when
one | ooks at the activities of the three main
bodi es that now have review bodies -- we just
heard fromthe CSE Conm ssioner; | amnot sure if
you heard it or not.

Basically Ms. Weeks would say we
have no integrated operations. W are asked to

provide a service. W do it and they get an
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answer .

| don't know the amount of this,
but if one | ooked at CSIS' s operations, the
majority of themaren't going to involve an
el ement of integration. When they do integrate it
woul d be primarily with the RCMP. | don't know, |
can't remember if anybody knows, but | think it is
arelatively small, certainly well under 50
percent.

| think the same is true wi th what
you woul d broadly classify as the RCMP -- as
nati onal security activities. Look at the
hypot heti cal questions we posed. |[If you sweep in
that type of thing -- and I will be asking
guestions | ater today about percentages, but for
this question assume that it is a relatively smal
percentage that are integrated activities of what
woul d be overall included.

|f you create a body to respond to
the integration problem is the integration tail
waggi ng the dog? Because that body, the super
agency, will be reviewing -- let nme, for the sake
of argunment, say the 75 percent of the RCMP
activities that don't deal with integration. So

accepting the need to deal with integration, we
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have let it drive the whole deal so that we are
now going to create an integrated body. Those who
argue against it would say: 1In doing so, by the
way, you gave up these other benefits of
expertise, knowing the culture and the things that

M . Kennedy tal ked about.

MR. MOLLARD: | think one response
to that would be -- | think M. Wal dman put it
quite well -- that integration is just part of the

i ssue here, with an agency that can step back and
take a | ook at national security activities
generally.

It has a function beyond, | think,
simply conplaints in a particular case, it has a
function beyond an audit necessarily in a
particul ar case, although both of these functions
lend itself to an agency that can at times step
back and try to take a | ook at the bigger picture
in terms of our national security policies, our
nati onal security apparatus writ |arge, and |
think that is -- | mean quite frankly, we see
review and conpl aints and audits as being
somet hing that i mproves our ability in national
security.

| mean, B.C. Civil Liberties
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Associ ation is not opposed to a vigorous apparatus
to have national security. W think it has to
come with the kinds of accountability mechani sns.
| think one of your experts, M. Wark perhaps,
suggested that there is an efficacy function --

THE COMM SSI ONER: Yes, he did.

MR. MOLLARD: -- that an agency
can provide, not in the sense of telling them how
to do it upfront, but in retrospect advising the
government on a variety of |levels, human rights
| evels, civil liberties |evels, conmpetency |evels,
t hat the government shoul d be considering these
sorts of things.

Hi storically national apparatus’
differ fromcountry to country, as your staff has
so ably presented and your papers have so ably
presented. It seens to be where we are at today
is so historically driven | think it would be
i ncumbent on an agency that has a larger ability
to |l ook at the big picture to, fromtime to time,
take a step back and provide advice that way.

THE COMM SSI ONER: Go ahead.

MR. GRATL: This concern over
cross-contam nation, violations of a need to know

principle, there is a sense in which one can be
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overly concerned, overly obsessed with secrecy,
Wthin a review agency because there are benefits
to the distribution of information.

One has to be m ndful of course
t hat when information is distributed that the
benefits outwei gh the cost, but obsession with
secrecy must be avoided in this context.
| nformation isn't a virus, it doesn't have a life
of its own, it can be controlled and
conpartmental i zed.

THE COMM SSI ONER:  Anot her poi nt
that is made in this discussion, to me on several
occasions it has been made, is take an incremental
approach.

You have three existing review
bodies. | think by anybody's standards, or by
most people's standards, two of themare seen to
work very well. There have been difficulties with
the CPC. 1'mnot saying anything that hasn't been
in the newspaper. There are proposals M. Kennedy
made yesterday to significantly enhance the powers
of the CPC so it could get at everything. It
could follow the trail wherever it took them to
all integrated operations, and so on.

| "' m not sure these are necessarily
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his words, but | have heard this thought come from
a number of different people and et me just try
to capture what it is.

It is: You shouldn't interfere
with existing institutions if they are working
well -- they can be made to work well -- just by
hol us- bol us changi ng everything, jumping from
poi nt A down to point Z, that rather than doing
that a more prudent and a nore reasonabl e way,
nmore |ikely to be achieved way -- |I'mnot sure
what role that plays in it, but nmore likely to be
achieved way is to inprove things and put in place
a systemto try to address the problens, the
integration problem | think the point that
M. WAl dman made and you now make, the need for an
overvi ew of Canada's national security activities,
but to do it in a measured way. | think some
woul d add to that, with an opportunity to see how
it develops. So rather than taking a huge | eap
across the St. Lawrence River, just try to wade
across the Credit River.

MR. GRATL: It is tenpting. It is
tempting to take a smaller incremental approach to
deal with what can be characterized as small

i solated crises, but in our view the crises aren't
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smal | and they are not necessarily isol ated.
There are a | ot of conplaints that haven't been
made and functionally can't be nmade.

There aren't only three agencies
involved in these types of crises. The CBSA is
often invol ved, DFAIT, nmunicipal police forces,
and so forth. There are nmultiple agencies
i nvol ved and so sticking with the current
structure doesn't allow for that higher |evel of
i ntegration.

Plus, in addition to that,

Comm ssioner, this inquiry represents an
opportunity that doesn't come a |long very often.
It is an opportunity not only to assess what has
gone before, but to attenmpt to some degree to
predi ct what |lies before us. By all accounts what
lies before us is an age of enornous operational,
human and el ectronic integration the |ikes of

whi ch we haven't seen. The change from 10 years
ago until the present is enormous and the pace of
change is accel erating, not decel erating.

In I'ight of that possibility, in
our subm ssion any reconmendati ons you make
regardi ng revi ew bodi es and institutional

structure for review bodies has to be equally
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forward-| ooking and, if it is not, nore pal atable
per haps, but a limted approach will serve to do
not hi ng but actually exacerbate the problem

Now i s the monment to seize the
opportunity, to put into place the denocratic
structures of accountability that are necessary in
order to enhance values of this country.

MR. MOLLARD: Let nme just add, |
don't want the next increment to be in 25 years.
My worry is the spotlight shifts very quickly.
You can build in a five--year review to your
recommendati ons, or perhaps what governnment
i mpl ements after your reconmendati ons, but we see
t hat things don't change nmuch in those five years,
after those five-year reviews.

That is nmy biggest worry. As
Jason says, it is seize the moment.

| want to just make a couple
of quick comments about M. Kennedy's proposal.
Unfortunately, we were on a plane so | don't
think I can understand it fully and correct me if
| am wr ong.

THE COMM SSI ONER: We have an
outline of it he left with us, if you would --

MR. MOLLARD: We are actually
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meeting with himtoday.

THE COWMM SSI ONER: Are you? Good.
Al'l right.

MR. MOLLARD: So we will be able
to get it fromhimdirectly.

Maybe if | have understood it --
if I have m sunderstood it you can |let me know
where | have gone wrong -- ny understanding is he
i S suggesting an approach in which where the
probl emthe arises about integration you bring the
pl ayers together and then you get themsitting and
tal king to each other to figure out the approach
to respond to that problem

Am 1 right?

THE COMM SSIONER: | think in
fairness, the suggestion was one that | nmade that
he responded to. It wasn't in his proposal.

| was going to go to that, so |
woul d I'i ke your comments on it.

MR. MOLLARD: Okay.

THE COWMM SSI ONER: Thi s
suggestion -- yet another nodel -- is for a
statutory-based coordinating commttee whose
mandat e woul d be to deal with integrated review of

i ntegrated operations so that they would have a
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statutory authority. You would say: "How would
t hey do that?"

In the composition of it, the
initial thought would be the Chairs of the three
exi sting review bodi es; an independent Chair, who
woul d be a prom nent person, acceptable, and so
on, with star quality presumably.

But what they would do is, they
woul d have responsibility for ensuring that
reviews, conmplaints or audit-type reviews, were
ful some and that the fact that any operations had
been integrated in any way woul d not be an
i mpedi ment to a review. They would al so have the
obligation of assuring that when a conpl ai nant
made a conmplaint with respect to an integrated
operation that they didn't have to bounce around
fromtwo or three places, that it would be dealt
wi th.

The coordi nati ng body, though,
woul d not be the review body or investigative
review part of the body, they would make use of,
as they saw fit in a particular case, the
expertise in the different review agencies. So
t hey woul d be cooperated, there would be Iike a

review I NSET -- a "RINSET" or something -- so that
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it would custom make review to deal with the | ack
of integration. That body could also charged with
the responsibility for | ooking at trends, civil

l'i berties issues, and so on, | arger issues, the

i dea being that the three Chairs of the

i ndependent review bodies by definition are

i ndependent, are qualified, and would work in a
coordi nated way.

The final thought on it is, if
integration truly is a smaller part of the overall
nati onal security activities, a nmuch smaller part,
t hen rather than stripping away the revi ew bodi es
t hemsel ves just to deal with the integration
probl em you try to deal with it in a way that
not hi ng does fall within the cracks, conpl ai nants
go to one place and so on.

That | think is the idea you were
referring to.

In fairness to M. Kennedy, |
t hink he said the idea was wor kabl e and had sone
appeal. | don't think, in fairness, it originated
with him

MR. MOLLARD: Thank you. [|I'm
sorry, yes. Not being here yesterday, yes.

THE COMM SSI ONER:  Yes.
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MR. GRATL: | have two comments in
relation to that proposal.

THE COMM SSI ONER: Sure, please
do.

MR. GRATL: The first is that
per haps that proposal m ght make sense to the
extent that integration is only a very small
fraction.

THE COVM SSI ONER: | think "small
fraction" would be overstating what it is. |'m
not trying to play it down, and I don't know t he
number. | have probably been told, but | don't
know t he numbers.

MR. GRATL: In my subm ssion, that
institutional structure would only work as | ong as
the level of integration didn't increase, and by
all accounts the ambition is to integrate.

THE COWMM SSI ONER: Why woul d you
say that, though?

Let's assune that it increased to
50 percent of it, and they said, "Okay, from now
on in 50 percent of our reviews we are going to do
it in a coordinate way, the way they coordinate
t he operations.”

MR. GRATL: To that extent, that
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| eads me to my second coment. That proposal,
that institutional structure is dependent on
cooperation between institutions.

THE COWVM SSI ONER: Ri ght .

MR. GRATL: The flaw in that
proposal is that it may well be |ike herding cats.
These are i ndependently m nded agenci es,

i ndependently m nded revi ew bodi es per haps.
Certainly you have heard subm ssions fromthe CPC
and fromthe CSE revi ew body that would tend to
indicate that they are extremely reluctant to
cooperate, that they are very secrecy-m nded. It
is of enormous concern to us that there would
appear perhaps to be a kind of territoriality, not
only over the agency but al so over the information
that is divulged in the course of a review.

This need to know principle that
seenms to be interfering with the mandate of the
CPC, and seens to be a predom nant concern of the
CSE revi ew agency, would tend to interfere with
t hat cooperation. So in order for that proposal
to work there would have to be a long-termshift
in the culture of those review agenci es and t hat
doesn't appear to be in the cards.

THE COWMM SSI ONER: What you are
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saying is, it sounds wonderful that people who
wer e conducting reviews would actually have the
public interest first and forenost, but you are
concerned that other factors would come into play?

MR. GRATL: There is a bit of
vul cani zation | think.

MR. MOLLARD: Can | just to give
you an exanmple of in British Columbia where we
have M. Ryneveld, who | believe you have nmet and
had the opportunity to hear his tremendous
i nsights and the experience he has.

THE COMM SSI ONER: | have, yes.

MR. MOLLARD: We also have what is
the Mnistry of Public Safety now, but the
Solicitor General's mnistry there, and | can tell
you frommy own experience | see
interjurisdictional rivalry between the
bureaucrats in that mnistry feeling |ike
M. Ryneveld is stepping on their turf.

So |l think it is somewhat built
into human nature there is going to be that kind
of problem | worry about underestimating it.

To give a couple of coments on
your proposal, it assumes of course that all these

di fference agenci es have sim |l ar powers now. W

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

608

woul d have to coordinate their powers between
t hem

Am 1 correct? Or is there somehow
now going to be some sort of a new mandat ed,

i ntegrated, coordi nated agency that can inpose
power s?

THE COMM SSIONER: | think on that
proposal it would be the review bodies using their
own powers. | think the thought is, in fact one
of the strong subm ssions | received frommany is
t hat the powers of the review agency shoul d be
siml|ar and they should all be taken to the
hi ghest | evel, not down.

MR. MOLLARD: Right. So that
assumes that you would move it up, because it has
to be.

THE COWMM SSI ONER:  Yes.

MR. MOLLARD: Otherwi se it
can't work.

| think the concern | have about
that is that each and every conpl aint that comes
forward that involves an integration i ssue may be
treated differently. Froma fairness point of
view, | would have real concerns about one

conmpl ai nt being treated in a particul ar way
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because the Chairs get together and say "Well,
this is the way we are going to deal with this
one", and perhaps -- one can never know. Right?
Al'l off a sudden there are budgetary issues in one
of the agency's that makes them nore reluctant to
pursue it in a particular way than they have
previously pursued.

| think if you are going to go
that far, it doesn't seemto me there is that nmuch
step further in taking it to a level in which you
are properly mandati ng the agency, you are
properly resourcing the agency, you are properly
giving it jurisdiction to do what it needs to do
and can avoid, | think, the problens that we have
suggest ed here.

THE COWMM SSI ONER:  Yes.

MR. GRATL: In terms of review ng
internal policy as well, you can i mgine three
areas in which there m ght be problenms in which
such a coordi nating agency would be hindered in
ensuring the appropriate policy is in place.

Consi der, for example, the extent
to which there is intelligence-Iled policing
conducted by RCMP. One issue.

Second, receipt of information.
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So receipt and use of information derived from
torture.

Third is internal classification.

THE COMM SSI ONER: Ri ght .

MR. GRATL: On each of those
three i ssues, one would hope that those three
agencies, CSE, CSIS and RCMP, woul d have the same
policy. But the power of the coordinating
commttee to i npose such policy, or to recommend
such policy even, would be severely Iimted by the
fact that there would be this intermedi ate | evel
of review. Presumably the intermediate | evel of
review would --

THE COMM SSI ONER: Isn't what
woul d happen in that case, if there were those
al l egations, there would be a review conduct ed,
there would be reports made, and to the extent the
report affected the way the RCMP did it, go
t hrough to the RCMP and t hey would have to deal
withit, if it was CSIS, they would go to CSIS.

The investigating bodies woul d,
first of all, have whoever did it -- and it may be
a conbination or it may be one -- have the power
to followthe trail to get all the evidence. When

| ook at it on the ground | always equate to what
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happened in my inquiry.

The fact of the matter is, | was
able to get all the evidence. Okay? So | make a
report. | won't sort of foreshadow that, but in

t heory at | east ny report could go --
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report could go to the RCMP,

MR. GRATL: We | ook forward to it.

THE COMM SSI ONER:  -- if |

or to somebody el se.

What strikes me, again --

wasn' t
was doi ng one of these, ny

it could go to CSIS

and |

t ake your point about cooperation by the way. |

am not arguing for this, | amtesting your

cooperation --

yes, you could tailor it, with goodwi Il and

it

i deas.

But it strikes nme, if one accepts

may be a big acceptance -- then

intention, so that it would work, but within the

mlieu of the three agencies that

have revi ew

bodi es. You have anot her issue about CBSA and

| mm gration and so on.

that is --

t he nmodel - -

MR. MOLLARD: Sure.
THE COMM SSI ONER: | don't

MR. MOLLARD: Just coul d |
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THE COMM SSI ONER:  Sure.

MR. MOLLARD: -- what would the
reporting -- maybe | m ssed this, but what would
be the reporting relationship be.

THE COMM SSI ONER: Once the review
was done, then the reports would go to the
respective revi ew bodi es who woul d handl e t hose
and cone to reporting fromthere on where it goes,
because that is one of your issues.

| nsof ar as the report dealt with
RCMP activity, it would go through the CPC;

insofar as it dealt with CSIS, it would go through

S| RC.

MR. MOLLARD: From a reporting
point of view -- maybe this anticipates where you
want to ask us some questions on it. | think we

feel very strongly that froma reporting point of
view the reports should be to Parlianent.

THE COWMM SSI ONER: That was ny
next question. That is the next |evel of
reporting. | was talking at the review stage, but
let's now tal k about whatever body reviews the
RCMP' s national security activities.

MR. MOLLARD: Sure.

THE COMM SSI ONER: | understand
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your recomrendation to be that that body should
report to Parlianment, not to the M nister.

MR. GRATL: Yes. Comm ssioner, we
woul d regard that as being of the highest
i mportance, for two reasons.

The first is an independent
officer of Parliament would have the status
required to bring the RCMP to heel. | think the
| ast 30 years are indicative that that type of
status i s necessary.

The second issue relates to police
i ndependence; police independence conceived not as
a principle that suggests that the police should
have free run to do whatever they want, but rather
police i ndependence as a principle that opposes
the politicization of police activity.

The mnister in this case seens to
have sonme power to direct, command power, over the
RCMP.

THE COWMM SSI ONER: Wth respect
to policy.

MR. GRATL: MW th respect to policy
and al so, as | understand it, there are sone
m ni sterial directives that provide the m nister

with some direct command and control over the RCMP
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in certain areas.

THE COMM SSI ONER: For exanpl e,
the mnister mght direct there be nore
centralization in the way that national security
investigations are conduct ed.

MR. GRATL: Certainly I think
there are some sensitive areas in which the
m ni ster has directed that the RCMP nmust provide
her with a veto.

THE COWMM SSI ONER: I n national
security, that is right.

MR. GRATL: In national security.
And t hose powers threaten to politicize the
activities, the investigations of the RCMP. By
havi ng an i ndependent officer of Parliament who
reports directly to Parliament as part of the
review agency, that neutralizes that threat of
politicization.

| ndeed, it is the independent
officer of Parliament that is consistent and
enhances police i ndependence.

THE COMM SSI ONER: Sonme woul d
argue the area contrary and woul d say that having
the intermedi ate step of mnisteri al

responsibility and control increases
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accountability, because the mnister is
ultimately responsible to Parliament. But don't
give the mnister a pass.

MR. GRATL: The mnister's
accountability is key democratic control.

THE COMM SSI ONER:  Why woul dn' t
the report go to the mnister then?

MR. GRATL: Well, we don't say it
shouldn't go to the mnister, but we say it should
go to Parliament.

THE COMM SSI ONER: | see, okay.

MR. GRATL: Because of the
potential for the mnister's involvenment to
politicize the activities of the RCMP, ensuring
reporting to Parliament can neutralize that.

THE COWMM SSI ONER: I n maki ng your
coments, are you objecting to m nisterial
directives?

MR. GRATL: No. W are saying
that mnisterial directives should also be
effectively subject to criticismby the National
Security Review Comm ttee, and wi t hout that
control police independence is threatened.

THE COWMM SSI ONER: M. Borovoy

woul d say that the mnister should be able to even
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direct the RCMP with respect to operational
matters as | ong as he or she put their directions
in witing.

MR. GRATL: MW th all due respect
to M. Borovoy, | think he has overl ooked the
enhancement of police independence in this
cont ext .

MR. MOLLARD: Could I just make a
comment about status.

Organi zations |like us are actually
interested in national security. It is difficult
for us to go through sone of the reports that we
see, in terms of SIRC reports, and really
under st and what exactly they are up to. It is
very much a trust-us scenario, and it has to be in
t he context of national security. It has to be to
a certain extent. Sometimes we would like to see
alittle nmore.

One of the things we see an
officer of Parliament bringing to this issue is a
spotlight that we don't think is there at the
moment. We would |ike the reports when they are
subm tted in Parliament to have the same kind of
response fromthe public interest that the Auditor

General would --
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THE COMM SSI ONER: Wbul d this be a
different officer than the civil liberties
ombudsman you propose?

MR. MOLLARD: We are saying that
t he National Security Review Comm ttee would
report to Parlianment, so | think that is what | am
answering right now.

And would it be different than the
civil liberties ombudsman?

THE COWMM SSI ONER:  Yes.

MR. MOLLARD: Yes. We can talk
about that, if you want us to talk about it.

THE COWM SSIONER: We will do it
briefly.

Let's do that, because we are
com ng toward the end of the tinme.

The civil liberties onmbudsman you
propose, how do you see that officer's role would
interact with the Privacy Comm ssioner and the
Canadi an Human Ri ghts Conmm ssion?

MR. MOLLARD: We are carving out |
t hi nk an area for national security here. W see
t hat as an i nmportant part of what is going on
here. We see the office of the civil liberties

ombudsman -- it is an attenmpt to be innovative.
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We are attenmpting to be creative here, to bring
anot her elenment of ability, for exanple, on the
educati on side for Canadi ans who now we know feel
very much concerned about com ng forward to the
bodi es that exist; are very concerned about that.
We are very concerned about that.

We make efforts to go into the
community, and it is really hard.

What we want to do is create a
status, an organi zation that has an appeal to
Canadi ans generally; that it is in a sense sonmeone
attenpting to make sure that when we get the
bal ance right, there is an advocate there. There
is an advocate for civil liberties and human
rights that isn't necessarily there right now.

So I think the educational side is
certainly one of the aspects that we want the
civil liberties ombudsman to provide.

It would in a sense be the
i n-house expertise on the civil liberties side to
government generally and to the national security
agenci es thensel ves.

Agai n, we see review as being
sonmet hi ng that enhances these agencies' ability to

provi de national security, not undermne it.
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MR. GRATL: Sonme of the
difficulties in ternms of projecting an
institutional i mge that enhances public
confidence in the process is that whenever it
comes to national security concerns, secrecy is
al ways enphasi zed, and many of the virtues of
t hose agencies are cloistered.

The civil liberties ombudsman
woul d have an opportunity to present to the public
a nore public face, would allow for liaison with
t he public, particularly vulnerable comunities,
and provide sone benefit at low cost in terns of
enhanci ng public confidence in the various
institutions.

THE COWMM SSI ONER: Any questi ons
fromover here?

MS WRI GHT: Just on the civil
i berties ombudsman i dea.

There are a number of arguments
t hat one coul d make agai nst this nunmber of
agencies. Let's say they could revi ew RCVP
nati onal security activities, if we could focus on
t hat .

So in your proposal there would

still be a CPC. There would be the Nati onal
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Security Review Comm ttee. There would be the
civil liberties ombudsman. There would be the
Privacy Conm ssioner, and there is still a number
of accountability bodies at the federal |evel.

MR. MOLLARD: The word is there is
a proliferation of organizations.

MS WRI GHT: There is that. There
is a proliferation, so there is an argunment that
there is a burden on the taxpayer. There is also
an argument that there is a burden on the subject
organi zati ons because there are so many bodies to
whom t hey have to answer. There is a potenti al
for a proliferation of standards that m ght apply.
There is also an argunment that there a burden on
the individual citizen who m ght go to one of
t hese organi zations; that there is confusion,
there is dilution.

We al so heard an argument abroad
that if you proliferate the accountability bodies
and if they all have too much jurisdiction, there
is arisk that everyone will think the other body
is the one taking care of a crisis or an issue or
an event that comes up.

| wonder if you could speak to

t hose concerns.
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MR. MOLLARD: | think our position
on civil liberties ombudsman is that it doesn't
actually have review functi on over the subject
agencies. It is not meant to do that. It is not

meant to duplicate the NSIRC, as we have

suggested. It really is sort of a check on the
audit body. It is a further check on the audit
body.

Again SIRC, it is hard to know - -
| will relate this example.

It is such a cloistered world, |
think. It is surprising to me. | attended the
conference here in Otawa in the spring where SIRC
had their 20th anniversary bash, so to speak, and
| had a chance to sit down with sonme of the SIRC
folks and | said ook, it's a trust-us scenari o.
You want us to trust that you are | ooking out for
Canadi ans and civil liberties and human rights and
maki ng sure that the rule of lawis respected.

Let's think creatively about how
to do that. One way to do that is |I would be
interested in knowi ng the people on your staff, a
[ittle bit of bios of who you enploy and what
t heir backgrounds are.

| was a bit surprised. | got a
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reaction that said no, no, we wouldn't want to do
that. And | said why, and they said that would
rai se enploynment issues. | said enpl oynent

i ssues, | don't understand. Well, people would be
j eal ous about who got the job.

It just didn't make any sense. |
said well, if you told ne there would be security
concerns, then | m ght understand. And so the
answer was oh, yes, there would be security
concerns.

It just struck me that it is a
very cloistered world and being in that cloistered
worl d pronotes that sort of desire to keep things
qui et .

We want this to come out of the
shadows in a certain sense. Of course respect
nati onal security confidentiality but take this
out of the shadows. We see the idea of a civil
i berties ombudsman doing that.

As far as problems of where
conpl ai nants go and confusion, if somebody has a
compl aint and there is a civil liberties
ombudsman, that is not the intake responsibility
of that. They would point themin the right

direction, so | don't see that as a big problem
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THE COWMM SSI ONER: Thank you,
M. Gratl and M. Mollard. That has been a very
useful session. | have enjoyed the opportunity to
ask you questions, and your answers are very
hel pful. You have obvi ously given a great deal of
t hought to these issues, and you are to be
commended for that. | appreciate it very much.

MR. MOLLARD: We very much thank
you for the opportunity to come again, and we | ook
forward to your report. Indeed, we believe it
will be an important |l egacy in this area and wi sh
you best wi shes in producing it.

THE COWMM SSI ONER: Thank you very
much.

We will take a break for 10
m nut es.
--- Upon recessing at 10:55 a.m /

Suspension a 10 h 55
--- Upon resumng at 11:10 a.m /
Reprise a 11 h 10

THE COMM SSI ONER: Let's resune
agai n.

On our next panel we have three
very di stinguished presenters: Comm ssioner

Zaccardelli fromthe Royal Canadi an Mount ed
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Pol i ce; Conmm ssioner Gwen Boniface fromthe
Ontario Provincial Police; and Chief Vince Bevan
fromthe Ottawa Police Services.

Let me formally welcome you to the
inquiry and thank you very much for com ng today
to make the presentations that | amvery
interested in |listening to.

Let me take this occasion publicly
with the three of you here to express ny
appreci ation to each of you and, through you, to
your organi zations for the participation and
i nvol vement they have played throughout the
i nquiry, throughout both aspects of the inquiry.

|t was obviously very inmportant to
me that all three of the forces be involved and to
provi de assistance, and | have found throughout
the inquiry that there has been unfailing
cooperation; that officers fromeach of your
forces have been supportive and that when
subm ssions have been made, particularly in the
policy review part, they have been carefully and
t horoughly done and very hel pful to me and those
t hat are working with nme.

So a very genuine and sincere

t hank you to all of you for the assistance that
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you have provided.

The format for this session is
relatively informal. | understand that each of
you may wi sh to make an openi ng presentation, and
pl ease feel free to take as |l ong as you wish to do
that. Then following that, | will no doubt have
some questions and counsel who are here with me
may al so have questi ons.

The purpose of our questions
really is to elicit as much information and draw
upon your particul ar experience and expertise to
hel p us as we nove forward toward the
recommendati ons.

So that is the course we wil

foll ow.

Wth that, | turn it over to you.

Comm ssi oner Zaccardel li?
SUBM SSI ONS

MR. ZACCARDELLI: Good norning,
Comm ssioner. It is a real honour and a pl easure

to be here this norning before you with ny

col | eagues, Comm ssi oner Boniface and Chi ef Bevan.
We would like to give you maxi mum

time to ask questions, but we thought we would

make some very short conments at the beginning

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

626

just to put alittle bit of perspective on this
i ssue.

We are going to talk fromthe
position of trying to understand what we mean in
| aw enf orcement when we tal k about integrated
policing or the philosophy of integrated policing.

| guess | must caution you that
t he phil osophy of integrated policing for us is
very much a work in progress, and | think it wl
al ways be a work in progress.

| guess there has al ways been
integration as far back as you want to go in
policing, indeed in society. Everything is
interdependent. A number of us in policing, and
especially the three of us here, but we have many
ot her police chiefs and other police officers
t hroughout this country and throughout the world,
when we | ook at the nmodern chall enges or the
modern cont ext of policing, a number of us cane to
the realization that we had to maybe | ook at a
different way to tackle the nodern chall enges of
public safety, public security and policing.

It is fromthat context, and it is
i mportant that we understand every one of us has

to deal with the context that we live in and
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operate in. So a number of years ago when we
started | ooking at the changi ng environnment
because of gl obalization, technol ogy and so on,
the fact that nmore and nore what happened in one
part of the country affected another part of the
country, what happened i ndeed in one part of the
worl d affected us or what we did here affected
anot her part of the world, we realized that we had
to make some changes in our approach to | aw

enf orcenment .

We did tend to be in the past. W
tended to work together fromtime to time. W
reacted to i ssues or challenges that we faced in
public safety or public security. W reacted, but
then we woul d go back and sort of work more or
less in our silos, in our own jurisdictions, in
our own environnment. And that was okay in those
days where we could actually say that organized
crime basically took place in three major centres
in this country.

But we quickly started to realize
in this world of globalization, use of technol ogy,
and so on, that crim nal organizations not only
could be set up in Toronto and have an i nmpact on

Carrot River, Saskatchewan, but they could be set
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up somewhere in Africa and affect Toronto or
af fect Canada, and so on.

So we realized that if the
chal | enges were com ng at us in a gl obal sense, or
t he chall enges were comng at us in a
mul ti-di mensi onal sense, we needed to respond to
this challenge and understand it in a way that we
woul d be the nmost effective and efficient |aw
enf orcement agencies we could be, so that we woul d
m nimze the risk to society and maxi m ze the
security.

So we said if the chall enges are
comng at us in nmulti-dimensional, we need to get
our resources together, act together in a
coordi nated, thus integrated, way because as many
resources as | have -- and people will tell you
the RCMP has a | ot of resources. But actually I
still don't have enough resources. And in Ontario
they will say that Comm ssi oner Boniface has al
t he resources but she doesn't have enough.

So we basically said what if we
| everage our collective resources where there is a
need to respond in comon to a threat. That is
t he basis of the philosophy of integrated

pol i cing.
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And, you know, if we get it right
in Toronto or if we get it right in Ontario, and
then we get it right in Canada, well what about
internationally because these challenges are
com ng at us internationally.

So there is a world-wi de novenment
toward i ntegration at a gl obal |evel, sinmply
because we are reading the environment and we are
trying to respond to that environment.

That is the fundanental reason why
we have noved to this integration, is to be able
to | everage our collective resources.

There i s anot her el ement of
integration that often doesn't get discussed,
which is equally inportant, and that is when we
tal k about integration, we don't talk about just
| aw enforcement; we tal k about other sectors,
ot her values that can add to the discussion or to
the solution of a problem

For exanpl e, Comm ssioner Boniface
and I, as the Comm ssioner for the RCMP, have a
huge responsibility to police abori gi nal
communi ties throughout this country. Now, what we
talk in sinple terms about is we want to hel p make

t hose communiti es safer and healthier. Obviously
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we have a role to play, but do other agencies have
arole to play? Does Indian Affairs have a role
to play, other social agencies?

So when we tal k about integration
intrying to deal with this challenge, we talk
about inviting those other agencies to the table.

Hi storically we have tended not to
do that as much as we could, but in today's world
we recogni ze that valuing those perspectives
enabl es us to come up to a better solution for the
huge chall enges that we are facing.

So integration is not just about
| aw enforcement; it is about who can add val ue.
And it is not about absorbing smaller
organi zations, as we need different types of
organi zations, different perspectives to come up
with the best possible answer.

When you tal k about integration we
qui ckly realize, those of us who have been really
focused on this, that you can't do good integrated
proactive work if you are not intelligence | ed.

So when we tal k about intelligence |ed, we talk
about inform ng ourselves, inform ng ourselves in
t he best possi ble way, because if you are not

informed you can't position yourself to react or
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deal with the problenms in the most proactive way.

| know you have heard nmuch
testi mony over the nmonths, Comm ssioner, and
have watched with some curiosity and some
frustration as | have read and heard people try to
descri be what they think we nmean by integrated
policing or intelligence |ed policing.

It is sinply intelligence |ed
policing means we want the best information so we
can position ourselves to be proactive and not
al ways be reactive. It is not about getting into
sonebody el se's area of responsibility or
encroaching on somebody el se's mandate. It is
being informed. 1In today's world, if you are not
i nformed, you can't possibly position yourself to
better respond.

How can we together | everage our
resources and act if we are not intelligence |ed.
Intelligence led is not about being in the
security business; it is about being in the
policing business and providing the best possible
answer that we can give.

So we basically are tal king about
under st andi ng our environment and col |l aborating in

an integrated way to best respond.

StenoTran



© o0 N o o A~ wWw N P

N N N N N N RBP BRP R R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

632

When we tal k about integration,

sonmetinmes | will hear, and Chief Bevan and
Comm ssi oner Boniface will also hear, you will say
wel |, we have al ways been integrated. W have

al ways wor ked well together. Look at all those
joint forces operations that we did | ast year.

And that is true, Comm ssioner. W do wonderful
operations. W work together. But if the truth
be known, a | ot of those operations have tended to
be reactive in nature and we come together on an
ad hoc basis.

The modern phil osophy of
integration, intelligence led, is about al ways
bei ng i ntegrated where we need to be, and bringing
the resources together when we need them and to be
able to react.

At the tactical level, it works
unbel i evably well and there are huge successes at
all levels.

But the area that is a chall enge
for us, is a challenge for me in particular in a
| ot of ways, is that we believe that the true
meani ng of integrated policing must nmove fromthe
tactical, reactive node to the strategic node.

By that | mean | go back to the
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exanpl e I gave about Comm ssi oner Boniface and
mysel f working with aboriginal communities and
wor ki ng with ot her agencies. The fact is if that
is a common challenge for all of us, | need to be
able to do more than sinmply fromtinme to time
integrate sonme of nmy people with Gwen's peopl e or
with some of Indian and Northern Affairs peopl e,
or other social agencies together, to react to a
probl em

| need at the strategic level to
sit down with Comm ssioner Boniface, sit down with
deputy mnisters at the federal and provincial
| evel who have a mandate and responsibility to
sol ve some of these very protracted, difficult
aboriginal issues, and sit down at a strategic
| evel and say we share a conmon responsibility.
Can we work out common strategic priorities?

|f you are abl e as organi zations
and different |evels of government to understand
the need to integrate at the strategic |evel, you
can i magi ne the richness, what will flow down from
that, to the md-|level and tactical |evel.

That is the greatest challenge, is
operating at the apex of the triangle. That is

why | said this is still very much a work in
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progress. |If we can reach that, Conmm ssioner, we
will mnimze the threats and we will maxi m ze the
benefits.

So it is great, when | take to ny
investigators at the front end, they say "Boy, we
did 10 nore percent operations |last year in an
integrated way and that is great”. Then | say,
"Well, how much were we integrated? How nmuch time
did we spend at the strategic | evel so that we can
provi de that real |eadership? How much do we
spend at the strategic |level with our other key
partners through out Canada at the provincial and
federal |evel ?"

And t hen, "How nmuch time do |
spend with the FBI and the Australian Federal
Police integrating where we have comon chal | enges
and conmon concerns?" In today's world when we
tal k about national security, organized crine,
sonme of these major challenges, there is a need to
move in that direction.

Comm ssioner, | want to give you a
flavour of why we are excited about this, because
we believe this is the nodern chall enge of
nati onal security | aw enforcenment and we all have

aroletoplay. W are all on this spectrum
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It is not about who is nore
i mportant and who is |l ess inportant, it is about
that we all have a role. Security agencies have a
role, |law enforcement, other social agencies,
which will move us to a civic security state where
we maxim ze security and mnim ze the threat.

| will nowturn it over to ny
col |l eagues. | guess Comm ssioner Boniface.

THE COWMM SSI ONER: Thank you,
Comm ssi oner Zaccardelli.

Yes, Comm ssi oner.
SUBM SSI ONS

MS BONI FACE: Thank you. Good
nor ni ng.

Again, it is also nmy pleasure to
be here and | thank you for the opportunity.

| nternational terrorismthreatens
public security in an unprecedented fashion and
calls for unique and innovative responses fromlaw
enforcement and security agencies.

The tragi c events of
September 11th were not an anomaly of the mpdern
era but indicative of security chall enges that are
with us for the foreseeable future. |Indeed, the

bombi ngs in London in the summer of 2005, the
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continued loss of life in Jordan and Iraq, and the
targeting of Spain and I ndonesia underscore the
reality that terrorismposes a threat to
jurisdictions in all corners of the gl obe.
Preventing incidents such as this in Canada wil
not be easy and this is indeed our chall enge.

I n constructing our response we
must be m ndful of several factors. A successful
strategy is not a zero-sumgame to be won at any
cost. A comprehensive response nmust be built on
several factors.

Most i nmportantly, our efforts must
al ways respectfully consider the delicate bal ance
of protecting individual civil liberties while
confronting the chall enges of conmbatting
international terrorism

As a representative of a
provincial police force, | would |like to offer our
perspective on a viable response to these
contemporary chall enges. |In doing so, | wil
coment on the roles and responsibilities of the
OPP as they pertain to terrorism the necessity of
an integrated | aw enforcement response to this
challenge in Ontario, our participation in joint

Force initiatives aimed at terrorist-rel ated
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activity, and the overarching concern of ensuring
civil liberties.

| believe it is these issues that
frame the debate which is the focal point of our
di scussi on today: How best to ensure that our
goals are realized in an account abl e way.

Il will just begin with a brief
coment echoing the points made by the President
of the CACP yesterday.

Law enf orcement has changed
demonstrably in the past 10 to 15 years, a direct
reflection of the face of crimnality today.
Crime has truly become a gl obal cooperative
venture and this trend will beconme increasingly
conmpl ex.

Law enforcement's response to
this variant of sophisticated crime, including
terrorism has becone increasingly integrated
via the design and use of Joint Force Operations
or JFOs.

Whet her one considers the INSET in
Toronto or drug enforcement JFO in North Bay, this
integration is a strategic response to the
conplications arising out of jurisdictional

i ssues, the compartmentalization of information,
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di sparate expertise, and the financial burden to
be shared in conpl ex investigations.

From our operational perspective,
this integration of policing efforts has done nuch
to alleviate these conplications. It is a
necessary step to conbat organi zed crime or
terrorism one that allows for optimal
communi cati on, cooperation and coordination. W
in the OPP have a greet deal of experience in the
establi shment and, in some cases, | eadership of
JFOs t hroughout the approach.

While the JFOs may pose sone
conplication fromthe perspective of any nunber of
revi ew mechani snms, without them police services
woul d be remai ned di sorgani zed in the face of a
very organi zed adversary.

| would like to now turn
specifically and el aborate on the OPP's
invol vement in matters before you today.

As you know, the OPP is an
organi zati on of approximtely 7,000 members and
polices an area of over one mllion square
kil ometres, including direct policing
responsibilities for 400 communities, as well as

the task of policing all areas that do not have
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t heir own police service.

The OPP is mandated to provide
i nvestigative expertise, provincial police
services and a variety of specialized services
t hroughout Ontario. As such, we have a
communi cation, transportation and depl oyment
capacity to deliver effective services in each
corner of the province.

In the course of activities it
has forged a tight link with Ontario's
communities, a vital necessity in community and in
intelligence-led policing. In this general way,
the OPP, like the RCMP in its contra provinces, is
wel | situated, together with its partner agencies,
to participate in the frontline conponent of
conmbatting terrorist-related incidents in the role
of community police officers and first responders.

The direct participation of the
OPP in matters relating to national security can
generally be ascribed to two main conponents:
participation in INSET and | BET, which are
federally led; and in the Provinci al
Anti-Terrorism Section, which I will refer to
as PATS.

I n defining national security
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activities in the role of |aw enforcenment, the OPP
absolutely recognizes the primcy of the RCMP in

t he investigation of matters relating to national
security as enshrined in the Security Of fenses
act, and indeed the RCMP' s | eadership in matters
relating to threats to Canada as defined in the
CSI S Act.

We have agreenment wi th RCMP
stipulating the roles and responsibilities of the
provinci al -muni ci pal forces in relation to
of fenses under the Security Offenses Act. An MOU
to this Act was approved in Ontario in Novenber
2003.

The OPP and nuni ci pal police
forces have a significant interest in preventing
acts of terrorismin Ontario. Crime prevention in
fact is the first mandate of all police services
in Ontario. To this end, the Government of
Ontario established the nmulti-jurisdictional JFO
known as PATS in 2002 to collect crim nal
intelligence in Ontario pertaining to public
security threats. The PATS consists of 25-menber
OPP-led teans centred in the greater Toronto area
and in fact is collocated with the RCMP | NSET but

depl oyed t hroughout the province and conpri ses
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10 police services, including the RCMP.

The OPP views national security
activities as primarily comprised of the four
threats to Canada detailed in the CSIS Act. PATS
i's not mandated, nor does it engage in matters of
nati onal security, except for the collection of
crimnal intelligence relating to terrorist acts
in Ontario.

So for the purpose of
clarification, PATS does not enter into or |ead
nati onal security crimnal investigations unless
requested to do so under an RCMP | eader shi p,
recogni zing the primacy of the RCMP.

The rationale is that al
terrorist acts and their support activity are
crimnal acts defined by the Crimnal Code of
Canada. Should security intelligence be received
in the course of the PATS operation, it is
di ssem nated to I NSET and/or CSIS as is
appropri ate.

It should al so be noted that not
all acts of terrorismnecessarily affect the
nati onal security of Canada. By way of exampl e,
the efforts of a crimnal extrem st group to

sabotage. For instance, a private research
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project via ideologically nmotivated vi ol ence may
fit the definition of terrorism but not affect
nati onal security.

The focus of PATS is
intelligence-led approach to terror-rel ated
activity. The collection of information, the
analysis of that information, the subsequent
di ssem nation of the resultant intelligence, with
the end result of informed decision-making in | aw
enf orcenment .

Al'l information is collected and
possessed with the aimof crim nal prosecution and
subject to the sanme standards as the collection of
evi dence.

I n executing its duties, PATS
works in close cooperation with the RCMP. By way
of exanple it is a standard operational practice
that is currently being drafted into policy that
PATS engage in its annual prioritization and
tasking initiative together with the RCWP.

Toget her they establish intelligence requirenments
and operational directions, and once an operation
is under way the RCMP I NSET is a client of PATS
intelligence, a factor facilitated quite clearly

by their collocation of the two entities.
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Thi s di ssem nati on occurs by
el ectronic subm ssion of reports in a close and
cooperative relationship with the INSET. They
meet nont hly, discuss operational initiatives,
ensure there is no duplicity and ensure joint
interests where appropriate.

The rationale is sinmple, PATS
affords the mai ntenance of a province-w de
capacity to collect and receive rel evant
i nformati on because Ontario has 61 police services
and a variety of intelligence sources to assure an
awar eness of the challenges to public security
with the goal of prevention.

While the RCMP is a primary client
of our intelligence products, this is not al ways
the case. |If the intelligence security aspect to
t he occurrence is not evident, the file is then
turned back to the police service of jurisdiction
for the purpose of what would normally be just an
ordinary crimnal investigation.

Now if I can turn to sharing and
security of information.

In relation to any | aw enforcement
initiative of this type, especially one with grave

implications of terrorist activities, there are
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several guiding principles that must be adhered
to.

As has been highlighted in several
reviews, notably the 9/11 Conmm ssion, and will be
underscored by Chief Bevan today, none is nore
i mportant that the open sharing of information.

In relation to terrorism past incidence have
illustrated both the crippling tendency to
conmpartnmentalize and the absol ute necessity to
share information. The need to share nust take
pri macy over the need to knowif we are to
succeed.

I n our efforts to combat terrorist
activities there has been concern expressed over
t he protection of civil liberties. It must be
understood that the police are the guardi ans of
the Charter of Rights and Freedonms in Canada, a
fact that is ensured by a variety of oversight
mechani sms.

Since national security
investigations for a variety or reasons tend to
result in less crimnal prosecutions or judicial
review, some favour the establishment of a form of
review mechanismto solidify the public trust and

ensure an accountability mechanismfor | aw
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enforcement efforts in this regard.

|f one were to move towards the
establishment of a review mechani smthere appears
to be two primary requirenments. First, the
assurance of | aw enforcenment accountability; and,
second, the construction of a workable solution,
one that assures police functionality and the
mai nt enance of principle and practice of police
i ndependence.

As we forge forward in the nol ding
of the |law enforcement role in matters of
terrorism national security activity, one nust be
cogni zant of the propensity for government
direction. Here we nmust make clear, |aw
enforcement does not engage in the collection of
security intelligence to advance gover nment al
prerogatives. It is exclusively involved in the
i ndependent and responsi ble collection of crimnal
intelligence to engage in crime prevention and | aw
enf orcenment .

In this regard, the police are |l ed
by the Crim nal Code and their capacity to devel op
reasonabl e grounds to suspect or believe that a
threat to the public exists.

Therefore, if one were to consi der
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t he establishment of review a mechanism | would
suggest the follow ng guiding principles:

It is important that this function
respect the security inmplications of the
information with which it nmust deal.

An entity able to acquire the data
to render judgnents, but endowed with the
integrity and know edge to ensure security.

That any review mechani sm provide
a wor kabl e solution, one that ensures civil
l'i berties, increases public confidence, but must
not place national security in jeopardy by
i mpedi ng police operations.

That any review mechani smrespect
t he constitutional division of policing
responsibilities in Canada and the principle of
police i ndependence that underlines the | aw
enforcement function,

Finally, given the joint Forces
nature prevalent in policing today, this central
mechani sm consi ders avenues to access required
information via | egi sl ated gat eways, whet her
federal, provincial or municipal, and
consi deration on reciprocal legislation to ensure

the accountability of all members of their hone

StenoTran



© o0 N o o A~ wWw N P

N N N N N N RBP B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

647

agenci es.

I n concl usion, we have a heady
task a head of us. As articulated by yourself,
M. Comm ssioner, in the prelimnary consultation
ace paper, we nmust strive to balance the needs of
public security with the rights and
responsibilities inherent in a denocratic state
such as ours. Our zeal nmust not be such that
civil liberties are ever viewed as second
consideration. Striving together in an integrated
environment, governed by principles of cooperation
and col | aboration, we will achieve our first goal
in assuring public confidence and accountability
we can then achi eve our second.

Thank you.

THE COWMM SSI ONER: Thank you,
Comm ssi oner Boniface.

Chi ef Bevan.
SUBM SSI ONS

MR. BEVAN: Thank you very much,
M. Comm ssioner. Thank you for that warm wel come
t hi s morning.

| am pl eased to be here with ny
col | eagues. We have been to a nunber of forums

t ogether to tal k about issues and | hope that what
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we have to say today will represent and
demonstrate to you the value of integration,
because certainly among us that is what we
practice.

By being here today to answer
t hose questions, we want to relay to you how
i mportant we think this is to the policing
communi ty.

| have some remarks that have been
prepared as a work product of discussion of
menmber s who have been here nonitoring the work of
t he Comm ssion and representing the O tawa Police
Service where it is appropriate. | would like to
follow my coments as a start, and we can
certainly send over a copy of the remarks to you.

THE COWM SSI ONER:  Sure.

MR. BEVAN: | will not duplicate
the remarks of my coll eagues made before me but,
M. Comm ssioner, the remarks that | do have wil
touch on information-sharing, investigative chill
and investigative activities.

M. Comm ssioner, |aw enforcenment
agenci es are subject to various pieces of privacy
| egi sl ation, notw thstanding the many restrictions

on disclosure permt the sharing of information
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amongst thenselves. While such exchanges may be
perm ssi bl e under statute, information has not
al ways been readily accessible, either because of
cumber some bureaucratic processes or differing, if
not to say inconpatible, records management
systems. Overall, for sone time
informati on-sharing was characterized by a | ack
t hereof, leading to a stinging criticismagainst
pol i cing.
The Canpbell report remarked on
t he fundamental need for |aw enforcement agencies
to share informati on about investigative and ot her
| aw enforcement activities. The response to this
report, and others, has been systens such as
Vi CLASS, the sex offender registry, and major case
managenment .
In fact, these systenms have been
| egislated in Ontario through a regul ati on under
t he Police Services Act, Adequacy and
Ef fectiveness of Police Services. This regulation
sets mandatory standards with respect to training,
requires certification for investigators, and
iterates the principles applicable to the systens.
Wth respect to oversight of the

RCMP, as the Comm ssion considers the manner in

StenoTran



© o0 N o o A~ wWw N P

N N N N N N RBP B PR R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

650

which to hold officers accountable to certain
standards, it must also insist that the standards
be clearly established and articul ated, ensuring
fairness and consi stency.

In the | ast few weeks, police
agenci es fromacross Canada have agreed on a
framework to share information collected in the
course of |law enforcement activities. The police
information portal, as it is known, is a
significant achievement and an initiative driven
by the policing comunity. Undoubtedly, we have
moved a significant step towards elim nating
artificial barriers to information-sharing in an
era of instant communi cati on.

| urge the Comm ssion to be
careful so such a |l eap forward does not suffer a
set back through any findings that this Conm ssion
m ght make.

| nvestigations are fluid and are
devel oped on the information avail able or that
becomes avail able. What at one time may seem
insignificant suddenly may become pivotal, just as
pocket litter found on one suspect can be the
keystone of a separate crim nal investigation.

I rrespective of the interest or
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i mportance attached at any given tinme or by any
gi ven agency, of universal significance is the
ability to share information anong | aw

enf orcenment .

Any investigative activity
undert aken, whether characterized as a cri m nal
investigation by the Ottawa Police Service, or a
nati onal security investigation by CSIS, is
dependent on quality information. A national
security investigation concerned with potenti al
terrorist acts will require not only solid
informati on, but inmedi ate access.

Again, in |ooking at oversight
mechani sms t he Comm ssion nmust not | ose sight of
the intrinsic inmportance of information to the

wor k of | aw enforcement in preserving the peace,

prosecuting crimnals, essentially fulfilling our

statutory and common | aw duti es.

Oversi ght of national security
activities nmust fundanmentally recognize that an
unduly heavy and intrusive process will result i
investigations that are stalled, rendered noot,
that are so contam nated that prosecutori al
success is irredeemably conprom sed.

Oversi ght or review, whichever
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approach is recommended by the Comm ssion, nust
al so bear in mnd that integrated teans rely on
the willingness of parties fromother agencies to
work with the RCMP. The mechani sm desi gned nust
not be one where partner agencies are penalized
and subjected to forum shoppi ng i nconsi stent
results, such that officers will not be willing to
assume additional jeopardy.

It is inportant not to interpret
this comment as being opposed to accountability.
| ndeed, police in Ontario are accustonmed to having
their actions reviewed through Public or Chief's
Compl aints, the Ontario Civilian Comm ssion on
Police Services, the Special Investigations Unit,
and ot hers, which offer varying fornms of redress
or renmedies.

The statenment is made as a
rem nder of the need for fairness to the parties
whose expertise, training and skill are being
cal |l ed upon for assistance and whose contri bution
to the work of the teamw ||l be inval uabl e.

On the same theme, the Comm ssion
must be m ndful that officers do not become
intimdated by the mechani sms put in place whereby

t he appropriate vigour is not brought to
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investigations meriting serious inquiry.

Finally, the Comm ssion ought to
consi der procedural safeguards, such as the stay
of oversight proceedings, pending disposition of
crimnal or other court matters flowing fromthe
i nvestigation.

| ndeed, such charges or other
out put ought to be viewed as having primcy over
ot her proceedings. Where there is no prejudice, a
stay woul d preserve the integrity of the
i nvestigati on and evidence, not to nmention reduce
the likelihood of cross-contam nation.

The necessity of the stay could be
a matter subject to periodic review.

When does it a crim nal
investigation satisfy the criteria under the
Security Offences Act and Canadi an Security
Intelligence Service Act, thus triggering section
6 of the SOA? Even once soneone has judged it
prudent to provide notice to the RCMP, is the
| ocal police service ousted? |Is it possible to
draw a bright line? 1Is it prudent to draw a
bright |ine?

Allow me to illustrate the above

i ssues with an exanpl e.
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The Ottawa Police Service receives
a 911 call reporting a suspect with a firearmin a
downt own buil ding. The information received
i ndi cates that this 20-fl oor building houses a
number of businesses and several federal
government departnments, including the office of
the mnister for inmmgration.

The police service response is to
i mmedi ately deploy its assets to assess and to
respond to the threat. The Ottawa Police Service
will alert the RCMP as this building has dual
jurisdiction inmplications. The OPS jurisdiction
is the building as a whole with exception of the
m nister's office. Should the mnister be
present, then the safety and security of the
m nister is the responsibility of the RCWP.

There is no information to
indicate that this matter falls within the SOA.
As officers respond in the normal course, further
information is received that the suspect has
entered the mnisterial offices where staff are
present. Motive is still unknown. There is no
information as to the presence of the m nister.
The SOA t hreshold has not yet been nmet but is

getting very close. Contact with the RCMP
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continues.

OPS may seek the assistance of the
RCMP in discharging its own municipal public
safety mandate to take i medi ate nmeasures,
evacuation, street closures, public notices,
et cetera.

| nformation is now recei ved that
the mnister is in the garage. The SOA is still
not formally triggered as there is no information
that the threat is against the mnister.

Now, dependi ng on what further
information is received and then confirmed, the
jurisdictional issues and the application of the
SOA wi Il beconme nmuch easier to determne. A
politically motivated hostage-taking involving the
m nister falls squarely within the SOA. However,
a domestic dispute which escalates into a
host age-taki ng never falls within the SOA.

Until the information is
confirmed, it is inpossible to predict where
matters will settle. As information is corrected
and updated, it is entirely possible that primry
responsibility will shift back and forth.

The key to navigating these

situations is flexibility and cooperati on founded
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on | ong-standing rel ationships of trust anong | aw
enf orcement partners.

Anot her aspect the Conm ssion nust
be attuned to is that while the RCMP may have been
notified as well as the | NSETs operating and
wor ki ng together, the police service of | ocal
jurisdiction will still have responsibilities and
statutory obligations to fulfil both locally and
provincially.

Accordingly, while there may be a
cl ear SOA and national security character to the
activities, such a bright |line cannot hamper the
responsibility of other parties, nor should
officers in such circumstances be subject to the
nati onal security oversight regime. An exanple of
this is officers executing a judicially authorized
search warrant in the context of a crim nal
investigation into credit card fraud. |If the
suspects are al so subject of an I NSET
investigation with national security overtones,
does the status of the suspects result in the
fraud investigation and the officers who are
conducting that investigation being subject to
nati onal security oversight?

What wi |l happen to the crim nal
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prosecutions? What of the responsibility that the
| ocal police service has to the | ocal popul ation
who are victinms of the frauds? Should their
interests be ignored or hanmpered because the
suspects may al so have broader anmbitions?

| would offer the suggestion that
flexibility is key in order to ensure fairness to
all parties and also allow the normal functioning
of | aw enforcenment.

Wth respect to the questions |
posed earlier, | would suggest that yes, it is
possi ble in some cases but not all to draw a
bright line. However, even when this line is
di scernible, it is not necessarily prudent to draw
it.

M. Comm ssioner, in conclusion,
the eyes of the policing comunity are focused on
t he work of this Comm ssion and await with
interest the conclusions which will be drawn from
t he subm ssions of the various participants in
this inmportant component of your mandate. The
conplexity of the issues make the distilling and
analysis of all the subm ssions a daunting but
i mportant task, and we will all anticipate the

Comm ssion's recomendations with the hope that
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t hey provide a workable and commonsense regi me for
oversight for national security investigations.

Thank you very much for the
opportunity.

THE COWMM SSI ONER: Thank you very
much, Chief. | appreciate that.

Thank you for those subm ssions
and let me start out the questions.

The first one has to do with the
nature of |aw enforcement activities in national
security investigations. As you all know, the
McDonal d Conm ssion drew a distinction between the
roles that CSI'S would play in collecting security
intelligence and what the | aw enforcement agency,
t he RCMP, would do in the future.

We read often now comments made
publicly that the RCMP have got back into
somet hing that they weren't in. | don't say
endorse it, but there certainly is a perception
t here.

As | listened to your subm ssions
and as | have listened to the evidence in this
inquiry, it strikes me that given the new
chal |l enges and threats that the RCMP, but ot her

police forces as well, are quite understandably
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collecting crimnal information and intelligence
relating to security threats and that they are
doi ng so furtherance of their preventive mandat e,
given that is the case, is it, to use Chief
Bevan's phrase, possible to draw a bright |ine
bet ween what | aw enforcenment agencies do in this
area and what CSI S does?

Why don't | ask that, and then |
wi Il have sonme ot her questions about it.

MR. ZACCARDELLI: Well,
Comm ssi oner, obviously that is one of the
fundament al questions here. Law enforcement, |
think the comon |aw traditionally has been very
clear in terms of the responsibility of the Chief
of police, of the Comm ssioner of police to
deci de, after proper evaluation of whatever
informati on they have, to determ ne how do proceed
or if to proceed in terms of investigations, how
to deal with preventive nmeasures required to
prevent crime and how to deal with subsequent
events following froma crine.

| think the comon | aw has been
very good in the sense that they haven't been too
prescriptive in that area. They |eave that

responsibility to us to decide, and we are clearly
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hel d account abl e through a whol e series of
processes, most inmportantly through the courts, of
course.

| think if we try to frame it or
try to predict all the possibilities or try to
determ ne every event before you start, it becomes
very difficult froma practitioner's point of
view. | think it would be very dangerous to go
down t hat road, as Chief Bevan has clearly stated.

On the crimnal side sometimes you
have the same issues but it is probably alittle
easier, if I could say that -- and | say that
l[ightly. When we tal k about national security
issues, it requires a |lot of effort and a | ot of
seni or judgnment by people who are experienced in
the field, and not just |aw enforcement people.
Obvi ously we work very closely with our security
agencies, CSIS and other partners, in this area,
this very conplex area, and often it is a question
of getting the information, consulting,
re-exam ning and re-eval uating as we go al ong,
because the situation or the context can change.
The facts may stay the same, the context can
change and it ultimately requires a judgment cal

after serious consultation by the very best people
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we have.

Even then, we are not al ways
totally sure. It is just the nature of this
busi ness.

| would be very cautious, as ny
col | eagues have said, to try and be prescriptive
here. Clearly guidelines and principles would
very hel pful and beneficial to us.

But | think if we narrow that
road -- because this is an area where you wil
come up with an exception before we wal k out of
this room

THE COMM SSI ONER: Go ahead. Just
answer as you see fit and then | will pose further
guesti ons.

MR. BEVAN: Thank you,

M. Comm ssioner.

Certainly reflecting back on the
period of time when the McDonald Comm ssion did
its work, much has changed in the world. And the
question of national security at that time was
very much one of spies and of the influence that
t hat has.

Our world has really changed.

Gl obali zati on has rendered somewhat irrel evant
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what we formerly saw as our jurisdictions. Wen
my career in policing began, we had a firm
definition of the territory, the geography that we
were responsible for. And if there was a hi ghway
that ran through it that was policed by the OPP
you dare not give a ticket or investigate an

acci dent that occurred on that highway.

Much has changed in the past
30-some- odd years, and the public expectations
have changed. The effect of globalization on us
has been very interesting.

In my community, 21 percent of the
people who |ive here are foreign born. That
brings many, many issues and we constantly have to
work with our partners to scan other events here
in Canada and abroad to determ ne how that is
going to inpact on our constituency here.

One of the things that | think we
need to focus onis with all of that change in the
worl d, the nature of national security has al so
changed. Very often now, as we have found with
t he events that have happened el sewhere in the
worl d, this focus on crimnal acts, it is not just
t he spying that was the thrust of former concern

around national security. Right nowit is actual
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crimnal acts and they will remain crimnal acts
where they are carried out. That is our approach
to dealing with them and | think that is why it
is so inmportant for |aw enforcenment to remain
engaged in that.

THE COWMM SSI ONER:  Yes,
Comm ssi oner Boniface.

MS BONI FACE: | woul d just
reinforce two points.

One |I think that is really
important is that the |l ength of investigations,
and as Comm ssi oner Zaccardelli said, the pieces
of information you get will shift often. And that
shoul d be expected. That is the conplexity of
i nvestigati ons today.

And secondly, in the gl obal
nature, | think as a country Canada has to be well
informed in terms of understandi ng how police need
to work together, but particularly how we need to
wor k together at the | ocal, provincial and federal
level. | think it is significantly different than
the era that you refer to.

THE COMM SSI ONER: I n the McDonal d
report, yes.

MR. ZACCARDELLI: If I can pick up
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on that, | think McDonal d may not have been the
greatest friend of the RCMP at the time that he
rendered his decision, but I think time has shown
t hat what he said was absol utely bang on.

He said yes, there is a need.
There are different mandates, clear different
areas, but he clearly spoke strongly of the need
to be integrated and to share and recogni ze t hat
you have two sides to this coin.

Nati onal security is one side of
the coin. The | aw enforcement responsibility or
need to investigate those crimes related to
nati onal security are critical, and | aw
enforcement is mandated to do that. That is our
responsibility.

As Chi ef Bevan said, in this
country we didn't have to think about that al
that much in the early years, post-MDonal d, but
as the context of the world we live in has
changed, now we know, especially post-9/11.

The mandate didn't change. It was
al ways there and it was al ways recogni zed, and the
foresight of Justice McDonald | think has to be
recogni zed.

THE COMM SSI ONER: One way | have
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begun to think about it, listening over the |ast
several months, is that when it cones to
collection of information in the national security
area, it is like a continuum You start at the
nmost general level with the civilian security
agency, and at the other end of the extreme would
be sonmet hi ng happened, an offence was comm tted.
Clearly it is a law enforcement matter and there
is going to be a prosecution.

Then as you nove towards the
centre, as you come fromthe | aw enforcement side,
you say well an offence hasn't been commtted, we
are just investigating, collecting information in
furtherance of our prevention mandate.

So the question is: Is there a
bright |line?

| hear what you say, that when you
move fromone to another, there isn't. That said,
| would like to sort of hear your thoughts about
| ooki ng at the | aw enforcement preventive mandat e,
should it be triggered only when there is a
specific threat or should the | aw enforcenment
preventive collection of information, part of that
mandat e, be to survey the lay of the land, just to

collect information generally that may help with
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t he assistance of its preventi on mandate?

MR. ZACCARDELLI: Again, that is a
very important question, and I think it really
speaks to the different mandates. Clearly, as you
said, if you | ook at both ends of the spectrum it
is easy. The event happens. July 7th happened in
London. We know what has to done.

The problemis as you nove towards
the mddle. And for |law enforcenment, again it has
al ways been there is an event, a piece of
information that is tangi ble. Something happens,
there i s an exchange, something that we can refer
to that gives us some reason to believe something
m ght take pl ace.

CSI' S of course works away out on
the other end and that is part of their -- the
relationship is critical, because at some point
t hey al so have to pass judgnment on where and if
t hey share that information.

For us it is an event. It is a
set of circumstances that conme to our attention
t hat we can clearly focus and identify and
justify.

But when is that event the event?

That is why | go back to this issue of the
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j udgment that has to be brought to bear and in
this issue we bring this judgnment to bear not in
i solation. W consult and go back and we talk to
our | awyers, nore than we want to, and we talk to
our partners, and so on.

And | say that with the greatest
respect to our lawyers, of course.

| think the common | aw has al ways
| ooked at that and given the chief or the
comm ssioner the responsibility and the | eeway to
make that decision: Where is the trigger?

THE COWMM SSIONER: | raise the
issue with you because some have submtted to me
that in maki ng recommendati ons for a review
mechani smfor the RCMP that there is a role for a
review mechani sm whatever it turns out to be, in
this area, in the national security area, to
exercise sonme authority, whether it is
recommendati ons or whatever, but to deal with this
i ssue of the dividing line.

| hear what you say about the
difficulty of the bright line, but in any event to
address that issue, do you see that as any review
agency having any role to play in that area of

nati onal security?
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MR. ZACCARDELLI: Well, 1 really
wel come the comments of ny coll eagues, but | would
t hi nk that would be a fundamental infringement of
t he common | aw i ndependence of the police in ternms
of crimnal matters: when to initiate a crim nal
i nvestigati on and what steps they will take.

| think the difficulty and the
chal l enge with that is somebody would tell us when
to do that, and in comon | aw you actually can't
tell -- 1 can't tell, a police officer -- this is
an offence and | have to be very careful about how
we do that. And to be told nowthis is an
of fence, they would be taking that step into that
operational area, which is the responsibility and
t he accountability of us as | eaders of | aw
enf orcenment .

THE COWMM SSI ONER: Anybody el se on
t hat ?

MR. BEVAN: M. Comm ssioner, |
can give you an exanple that very much parallels
t hi ngs that we often becone involved in.

Late one afternoon we get a cal
fromthe U S. Embassy who are concerned by someone
who has been in the vicinity. The interpretation

is the individual has been pacing back and forth,
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and it may be interpreted that a person was
measuring a distance and they seemto be taking
some photographs. Suddenly the person di sappears
but what was left in that area is a package. And
it is quite often that we are call ed upon to deal
wi th that.

So we bring resources to scene.

We begin to interview people. W begin to
interview witnesses to find out what the source of
t his package was or what the nature of the
activity was.

At what point do we begin to turn
our mnds to the fact that there is a different
revi ew mechani smthat needs to be applied here?

In that particular situation is it
a potential crimnal act? Is it something that
falls within the SOA? And in all of those cases,
sinply because of the working relationship that we
have with the RCMP and our other partners in this
area, the RCMP and I NSET is engaged fromthe start
because there are a nunber of people who need that
kind of information as it is actually unfolding.
And it is the immedi acy of the responsibilities
t hat we have to execute that | think we need to

keep sonme focus on in situations |like this,
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because, M. Comm ssioner, those kinds of things
in Ottawa, because of the nature of the community
and the national capital, happen on a very
frequent basis.

THE COMM SSI ONER: One of the
subm ssions that is made to me by several
different parties is that because of the nature of
national security activities, it requires nore
than just a conpl aints process; that there should
be a review process -- and for sinplicity, let me
say a SIRC-1ike review process. The features of
nati onal security activities are such that often
they don't result in prosecutions, so you don't
have the same judicial scrutiny and because of the
classified nature of information, conpl ai nants
don't know, and so on.

Those argunents are all put
forward.

Can you give me any observations
fromyour experience whether or not you think the
concerns that underlie those concerns are valid.

Secondly -- and | know you dealt
wi th, Comm ssioner Boniface, in your
subm ssions -- as to whether or not a review

mechani smli ke that could work effectively.
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MR. ZACCARDELLI: Conm ssioner,
obvi ously whether it is a review or audit
function, | amnot against review at all. | have
no problemw th having a review or an audit
function. | think we have to be careful about how
we scul pt that.

This is the challenge. How do you
ensure that whatever systemis put in place takes
into consideration | think a nunber of the things
t hat have been articul ated here by Comm ssi oner
Boni face and Chi ef Bevan? So the exact nature of
t he review mechanismis obviously up for
di scussi on and peopl e have different views on
t hat .

THE COWMM SSI ONER: Chi ef Bevan?

MR. BEVAN: M. Conm ssioner, just
a couple of comments.

Certainly I have been educated in
t he past couple of nmonths about the operation of
SIRC, and one of the features of SIRCis it
operates within a fairly closed environment. Any
revi ew process that is to be applied here needs to
be one that takes into account the transparent and
fairly open nature of the work that gets done in

policing, because all of it is intended at sone
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point to be presented by way of prosecution. That
is what sets us apart froma systemthat is very
much cl osed.

One of the concerns | would have
is that in the operation of the SIRC-1ike function
t hat some of information that is collected may
become, through the operation of the agency,
subject to disclosure chall enges and take a
prosecution off on a different course just because
t hat agency at sonme point during the overal
investigati on has exercised its mandate.

So certainly I think as far as
practical application and review of investigations
t hat are ongoing, that is a challenge,

M. Conmm ssi oner.

THE COWMM SSI ONER: And you
mentioned the need for possibly a stay in order to
protect the integrity of ongoing
i nvestigations,and so on.

Leaving that to one side -- and
will come back to that because | would wel come all
of your thoughts on that. That is very much a
concern that is in my m nd.

Dealing with the need for a review

process, at least as | amtold -- and it may j ust
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relate to the RCMP; |I'm not sure. But there has
only been, since 9/11 or the Anti-Terrorism Act,
one prosecution. And that is not by way of
criticismto say that the investigations aren't
successful. On the contrary, they may be a sign
of success.

Nevert hel ess, the point that is
made i s because typically a |lot of themdon't
result in prosecutions or if they do, it could be
many years down the road -- Air India being the
first one that people nmentioned. That would be
one of a couple of reasons why you need the review
process. It is just that national security, |
guess it is argued is in some ways uni que or anong
a small type of investigations where these factors
are present, and conpl ai nants may not know about
it, and so on.

Those are the thoughts. You
probably read the material, but those are the
t houghts that people put forward to me.

MR. ZACCARDELLI: Conm ssioner,
you are right and that has been said. But even
t hough there has only been one prosecution, in
these types of conplex investigations there are

obvi ously a nunber of steps that can be taken or
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procedures that are still subject to internal and
external reviews.

Obvi ously where we go to the
courts to obtain authorities to do certain things,
t hose are subject to strict judicial review,

|f we use any of the new
provi sions, the detention provisions and so on,
that is subject to Attorney General approval and
t he judge must direct that activity.

So there are reviews in the
process, even though some of these cases do not
end up in the normal prosecutional process,
al though a | ot of crimnal investigations don't
end up in prosecutions either.

So | think there is a bal ance, and
for us in particular, there is the ability to ask
for that information and review all of that
information, and it doesn't have to be
conpl aints-driven or initiated. So any activity
t hat we m ght be involved in in this area, we
believe strongly is accessible and avail able for
revi ew

If we want to maybe change t he
nature of that review, obviously that is something

t hat you have probably spent a |l ot of time
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t hi nki ng about.

THE COMM SSI ONER: | have heard a
| ot of people make suggesti ons, yes.

Let me nove, if | can, then, to

i ntegrated policing.

As | look at the i ssue of
integrated policing -- and | have heard a good
deal about it over the |l ast several nmonths -- it

seems to nme in the context of RCMP, the focus of
my mandate, there is integration in national
security with CSIS, with other federal agencies
and | BETs and | NSETs, and so on, and there is al so
integration with the other police forces, OPP, the
Ottawa Police Service, and so on.

So in a sense there is integration
goi ng many ways, as you suggested, Conmm ssioner
Zaccardelli. And that is the reality.

| can say here, without sort of
prejudging the report, | accept what | hear from
you about the inportance of integrated policing.
And | think that anything that | do in this report
must clearly accept that reality and accept also
what you say | ooking forward: that this is the way
and to do otherwise | think would be a very

backward step
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That, for me, at this stage, is
i ndeed a given.

My mandate, as you know, is then
to | ook at the review, specifically for the RCMP
and i ndeed my mandate is limted to the RCMP.

G ven i ntegrated operations, then
t he question arises: How do we have integrated
review? Do we need it? And if so, how do we have
it?

| will just make a coupl e of
points that are commonly made to me and then |
wi Il have sonme specific questions for you.

Those that say that we need
integrated review, whatever model it takes, say
you need it first of all to avoid the reviewer of
t he RCMP bunping into a wall, saying well | can
only find out what happened in the RCMP, but the
reality is that they work with the Ottawa Police,
CSIS, OPP. So | have to be able to get beyond the
wall, otherwise it is meaningl ess.

Those that argue for an integrated
revi ew say secondly, they say yes, and there
shoul d be integrated accountability so that we
have a single body | ooking at the integrated

operati on where people all work together and woul d
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be able to apply a consistent standard to the
i ntegrated operation. It should mrror the
i ntegrated operation.

And the third thing they say is
t hat a conpl ai nant who is confronted with an
i ntegrated operation should be able to have
one-stop shopping and shouldn't have to go to al
of the constituent members.

They all sort of nore or |ess add
up to the same thing: that there has to be some
sort of integrated review nodel. | wouldn't go
beyond t hat.

My question at this point is
sinply: At a conceptual level do you have any
comments to make about integrated review mrroring
i ntegrated investigations?

MS BONI FACE: As you recall, we
had some of this discussion at the domestic round
table and it seenms to ne that there are some --
and | would never hang on my | egal skills on these
comments. But | would think there are sone
constitutional issues that one would have to be
able to work through. And | suggest there m ght
be barriers to it.

The second piece | think is
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i mportant is that when you deal with matters of
conduct, you don't deal with matters of conduct as
a team although that may be a comment you nake,
but you actually deal with individual conduct.

And so the individual menbers who woul d be part of
an | NSET are really subject to the conduct under
their own | egislation, the Police Services Act.

So the only way that | could then
get to a point that would say how do you do an
integrated review would be to say this they are
subject to two different activities, or two
different | egislations, one at a review |l evel and
one at a provincial |evel.

And | think that is problematic.

Whet her you can create a review
mechani sm for a purpose that would be conpell abl e
for informati on or otherw se, again, | don't know
how t he constitutional framework woul d accept that
or how you could make it work.

| think in fairness to individuals
who woul d be working in an integrated the fashion,
firstly they need to be subject to one regi me, not
two. And secondly |I would think the principles of
adm ni strative |l aw nust in some way frame over the

way, procedural fairness and such |ike.
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So if it would be subject to two
different regimes, | think has problens associ ated
with it when in fact | would think adm nistrative
| aw has an ability to overarch both of them You
could take the findings of the review in whatever
formthat would be done at a federal level and in
some way have that dealt with or shared with the
ot her investigative body --

THE COMM SSI ONER: The provi nci al
civilian review body, yes.

MS BONI FACE: That would be a way

of doing it.

| guess it goes back to my other
coments -- and this is very conmpl ex, as conmpl ex
as integrated policing. It is really froman

i ndi vidual officer's perspective. You have to
under st and what your actions are subject to, and
consequently I think it is very difficult to say
to an individual officer you are subject to two
different regimes that may find two different
findings, both in the context of the same conduct.
THE COMM SSI ONER: Chi ef Bevan.
MR. BEVAN: M. Comm ssioner,
certainly this is a very interesting question and

one that here in Ottawa we have been wrestling
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with for about seven years now, firstly in the
context of the Cross-Border Policing Act that |
beli eve Chi ef Ewatski discussed yesterday.

THE COWVM SSI ONER: Ri ght .

MR. BEVAN: For us it is an issue
on a daily basis because we police a good portion
of a very large urban area separated by five
bridges, and crimnality knows no boundari es.
| ndeed, they play on that jurisdictional issue.
We need agreenents in place to ensure that our
officers can operate across on the Quebec side of
t hat | arge urban area.

For us, we have had to turn our
m nds to how we bring back that accountability and
make sure that there is a review possible on an
operation. It is still possible to hold
i ndi vi dual menbers responsi ble for their conduct.

| woul d suggest to you that in
| ooki ng at this conduct and the discipline that
may flow fromthat is really, by its nature,
sonmet hi ng that needs to be governed within the
empl oyer - enpl oyee rel ati onshi p.

| think that brings it back to the
jurisdiction where the police officer works in

this case. Certainly that has been the
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recommendati on that we took forward to the Unified
Law Conference of Canada when they consi dered and
wor ked out some of the detail around the
Cross-Border Policing Act, which I m ght add is
not yet in place in Ontario. W are very hopeful
that it is going to be.

THE COMM SSI ONER: We heard about
t hat .

MR. BEVAN: As well, when we took
t he whol e notion of howto hold officers
account abl e who were working in other
jurisdictions, it is something that the Canadi an
Association of Civilian Oversight on Law
Enforcement found to be a very persuasive
argument .

| woul d suggest, M. Comm ssioner,
that a review has the opportunity to | ook at the
whol e conduct of the investigation and that file.
|f there are issues of discipline or conduct that
come out of that, the recommendati ons need to be
passed to the governing body to which the officer
reports.

As far as the review of that
investigation, it is made entirely possible

because we have taken the approach -- and it is
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written into menmorandums of understanding that we
have between us. When | send officers to the RCW
or to another organization to conduct an
investigation, all of the work product of that
investigation stays within the RCMP. So it makes
it permssible to do that review and nothing is
| ost. There is no need for the reviewto then
come over to the Ottawa Police Service to see if
there is other information that needs to be
brought to the attention of the review.

THE COMM SSI ONER: What about the
RCMP revi ewi ng body, whatever it is, being able
to, as people say, followthe trail? |If there is
i ntegrated policing, the notion here is that the
RCMP revi ew body who is investigating, assum ng
just jurisdiction to review the RCMP, but in the
course of it they come across an integrated
operation which | eads themto other police
departments, other police officers -- |eaving
aside a constitutional problem because |I am not
sure on this one there is.

Woul d there be any objection to
the RCMP review body then being able to, for
pur poses of its mandate, collect information from

within those other police bodies relevant to the
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i ntegrated operation?

Let me just say this before you
answer, because | am posing questions and not
intentionally making them awkward.

They are inmportant questions, and
if there are answers to any questions that | ask
t hat you would like to think about, | absolutely
don't take that as being evasive.

What | would Iike are very caref ul
t houghts on it. So feel free to say that is
somet hing you would |ike to think about.

Go ahead. Sorry to interrupt,
Comm ssi oner .

MR. ZACCARDELLI: Conm ssioner,
what is actually remarkable is that we have been
doi ng i ntegrated operations for years and years
and years, and this issue comes up so rarely with
us in ternms of our normal policing operations, our
organi zed crime operations, and so on. And in the
few cases where it has come up, as has been
descri bed, it has never been an issue because what
is recogni zed is those people that are working in
t hat integrated unit know that their work bel ongs
to whoever leads. Often it m ght be the OPP that

is leading it or it mght be Otawa that is
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| eadi ng, so everything belongs to that.

When there is an i ssue of conduct
or conplaint or whatever, then that has normally
been channell ed t hrough the appropri ate agency
that is responsible, that has jurisdiction there.

| wouldn't see a great amount of
concern -- and maybe | am stepping in unknown
waters here -- in ternms of the different agencies
being able to talk to each other or share some
informati on between the federal and the munici pal
or provincial levels, if that was required. But
what has happened in the past is the agency
usual ly has the information they want to deal
with, the particular subject matter or the
conplaint to get that information.

THE COWMM SSI ONER: All | think
that is being spoken of here, Comm ssioner, is
that the review body, to repeat the phrase, have
the ability to followthe trail, if need be, and
qui ckly those that make this argunment point to
this inquiry and say one of the reasons we ended
up with a public inquiry was because the
conpl ai nts body or SIRC didn't have jurisdiction
to do what | end up having.

This i dea doesn't necessarily
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invol ve the RCMP review body having a mandate over
t he other police forces. It is just the
informati on gat hering process fromthe integrated

operation is the extent of it.

MR. ZACCARDELLI: | guess on that
poi nt, Conm ssioner, there are those of us -- and
Il will say it -- that believe the conpl aint
process, | would hunbly submt, gave that body or

has the ability to give that body access to al
the informati on that was there.

THE COMM SSI ONER: Ri ght .

MR. ZACCARDELLI: So I think there
is that other aspect.

| respect the fact that there are
some people that say that the systemnow is
deficient in some ways and hopefully this
Comm ssion of inquiry will shed sonme different
perspective on it.

THE COMM SSI ONER: Let me, if |
can, just shift gears slightly -- just before |I do
that, there is one other question on the
i ntegrated operations.

s it possible that when a
formalized i ntegrated operation is established

t hat members of other police forces are seconded
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to the RCMP -- | know t hat happens -- and that as
part of the secondnment they accept the review
process for the RCMP? Has that type of
arrangenment ever taken place when officers nove
over? Is it practical; and if not, why not?

MR. ZACCARDELLI : | don't think
t hat has ever happened. | think the agreenments
are such that we work together and the information
and all that they do belongs to the | ead agency
and then the memorandunms of understanding are
cl ear that anything dealing with the individual or
t heir conduct reverts back to the appropriate
authority fromwhich that person cones.

THE COWMM SSI ONER: Yes, Chi ef
Bevan.

MR. BEVAN: M. Comm ssioner, |
think in those circunstances where we have
seconded members to the RCMP and our menmbers have
recei ved supernumerary constable status, in those
particul ar situations, then menbers of the Ottawa
Police Service are subject to the RCMP discipline
process.

THE COWMM SSI ONER: Both the
command structure within the force and to the

di sci pline process itself?
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MR. BEVAN: That's correct.

THE COWM SSI ONER: Okay. |If one
were to establish a review mechanismfor the
RCMP' s national security activities -- which is
the mandate is to | ook at the "national security
activities" -- one of the issues that arises is
how do you define them

We have sort of struggled with
this issue, you have probably heard, as to how you
woul d put your arms around or draw a bright |ine.
| have heard what people said about the difficulty
of bright lines.

The issue is if one does that and
gives jurisdiction to a body which is different
for the rest of the RCMP, then how would you go
about defining what is a national security
activity?

s there any wi sdom for me on
t hat ?

MR. ZACCARDELLI: Well, | don't
know if | can give you anything you haven't heard
al ready, Conmm ssioner.

There is at | east a couple of ways
you could ook at it. Obviously the fact that we

have a very specific structure, operational and
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command structure, that is responsible for the
activity, you could give themall activity that
falls within that structure. Clearly that is one
way of doing it.

You can al so | ook at the activity
itself. For exanple, the A-OCANADA team was not
actually an I NSET team It was a teamthat was
put together outside of the structure, although it
still falls under the command of that structure.
So you m ght | ook at the individual activity.

Once you determ ne that at sone
poi nt when we have determned to call something a
nati onal security file, then whoever investigates
or however it is investigated could be subject to
that review. Of course, that raises the obvious
guestion, people would say: What if you decide to
call it something else to avoid that?

But | think the facts will clearly
denmonstrate.

THE COWMM SSI ONER: And you have a
set of policies that apply to national security
i nvestigations.

MR. ZACCARDELLI: Absolutely.

THE COWMM SSI ONER: So any

investigation that fell within that policy
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woul d - -

MR. ZACCARDELLI : | think the big
chall enge for us is often not what is, but how do
you keep things. |In today's environment it is
very tempting to over classify things as national
security issues.

As Comm ssi oner Boniface has said,
there are situations where a terrorist situation
may not be a national security issue, so you have
to deal with that particular issue also.

Again, that is why | go back to
this issue of this is an area where the serious
j udgment of a number of people is often brought to
bear and a decision is made about what is or isn't
or what we should do. | think the review body
t hen shoul d have access and have enough
flexibility to | ook at that area and say in our
view this belongs in this area, and we should err
on the side of giving themnmore |atitude than | ess
[ atitude.

THE COWMM SSI ONER: That answers ny
next question.

| was going to shift gears and ask
you your personal experience having dealt with

civilian revi ew bodi es.
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| am again, as you probably know,
confronted with a variety of proposals ranging on
t he one hand that the review body for the RCW
shoul d be a body that is dedicated solely to the
RCMP, extending to a review body in its broadest
sense that would review all national security
activities of the federal government, which at
t oday's count would involve 24 departnents or
agenci es.

My question is this: In your
experience in having dealt with review bodies, is
t here an advantage or is it necessary to have a
revi ew body that has a specific expertise and
experience in review ng | aw enforcement and police
activities?

|s there anything that is speci al
about that? And let me, to finish the question,
say the choice being is it nore important in this
case to have a review body that has an expertise
in national security?

| suppose you could ideally have
one with both, but I have certainly heard a strong
subm ssion fromthe CPC yesterday, from
M. Kennedy, that they have the experience and

expertise and that it should be an
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agency-dedi cated revi ew body. Others have said
the conpl ete opposite.

| just wonder if you could help me
on that.

It is not necessarily sonmething
you need to comment on.

MR. ZACCARDELLI : Comm ssi oner, |
woul d say you could argue both ways. If | was to
be cautious on any side, | would be cautious on
over-conplexifying this issue and making this an
over-elitist type of review or expertise that
woul d be necessary.

We fundanentally believe that a
crimnal offence is a crimnal offence is a
crimnal offence. The context or the nature m ght
change, but fundamentally what we do, whether we
are working in a situation that we call a national
security issue or an organized crime issue, we
still have to have reason to believe there is
somet hing there. We have to gather the evidence.
The | egal procedures are the same in ternms of the
processes we have to follow.

So for us it is basically the same
t hing. The context changes somewhat but the core

stays the same.
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| would think people with good
j udgment and some good background experience could
| ook at either field, sophisticated organized
crime areas or national security areas. |If they
have sone reasonabl e background, reasonabl e
experience, | think they would do very well.

| think it is dangerous to be
overly know edgeabl e or overly expert in an area,
because t he danger m ght be that you m ght tend to
actually think you know nore than the agency and
m ght want to presunme to be running the agency, if
| can say that.

| think people that have broad
experience and know edge in the law, and so on, |
t hink they could nore than make their way through
t hese cases.

THE COMM SSI ONER: Do the others
have any points?

Yes, please.

MR. BEVAN: M. Comm ssioner, |
don't want to at all intrude on Comm ssioner
Zaccardelli's point because ultimately it is going
to be | ooking at the RCMP, but | go back to
earlier comments that were made by this panel.

The one thing that any body that
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is put in place needs to ensure that they
differentiate fromsay a review on CSIS or any
ot her government agency, is the closed nature of
t hose ot her reviews, whereas with | aw enforcenment,
there is always that possibility that the activity
is going to have to be disclosed. And during
crimnal proceedings if that disclosure has also
wandered into CSIS or el sewhere, it is going to
provi de an opportunity, and | think an obligation,
to be able to discern what information was purely
| aw enf orcement and what part of the review | ooked
at the same set of facts but fromthe viewpoint of
CSI'S or CBSA, or any other governnment agency.

So the review mechani sm has to, |
t hi nk, make special allowance for the nature of
| aw enf orcement and the fact that we collect this
informati on and we do these investigations with a
view of furthering a crim nal prosecution.

| think that sets it apart from or
creates maybe a bit of a special situation that
may not be the case on other applications across
t he federal governnment.

THE COMM SSI ONER: Ms Boni face, do
you have a point to make?

MS BONI FACE: Just to add,
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Comm ssioner, | think to go back to my original
points in my opening subm ssion to make sure that,
one, that the process for | aw enforcenment is

al ready in other areas before the courts or

what ever when a revi ew mechani sm may | ook at
somet hi ng. So understandi ng and recogni zi ng that
is really inmportant.

Second, having legislation that is
extremely wor kabl e and has t hought through those
i mplications around | aw enforcement and the ot her
areas that kick in.

My concern is making it overly
conmpl ex and not having it solution-based that
all ows the investigations to continue or to cone
to fruition or new investigations to start w thout
constantly being concerned about where the review
may i nvolve it, particularly around issues of
di sclosure, | think are extremely inportant.

So I think that is number one.

And then secondly in ternms of how
that body is made up, | think it is inportant to
have a combi nation of the skill to be able to | ook
from above wi thout the inclination to try to be
t he operation.

THE COMM SSI ONER: | think what we
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ten to be tal king about virtually in everybody's
subm ssion is when they use the word review, they
tend to tal k about | ooking back at something that
has al ready occurred and di stinguish that from
oversi ght, which would be managi ng ongoi ng.

As | hear the wi de range of
proposals made to me, none of them argue for
oversi ght.

That does raise the question about
ongoi ng i nvestigations, as you have mentioned.

It would be the ability of the
review body, | think as you suggest, to stay a
review, whether it is a conplaint or another type
of review, if there was a concern that it would
either interfere with the investigation or | guess
create evidentiary problems should there be a
prosecution.

Have you had experience with
exi sting review bodi es maki ng those types of
deci sions to stay out of the way or not to stay
out of the way? Have there been experiences where
revi ew bodi es have tainted either an investigation
or a prosecution?

MR. ZACCARDELLI: | have never had

that. We have obviously had deferral to another
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body, as we have had in this case.

THE COMM SSI ONER: Ri ght .

MR. ZACCARDELLI : But never a
situation to ny know edge.

THE COMM SSI ONER: Wher e sonet hing
got fouled up by that.

MS BONI FACE: | can't think of
one, but | would |ike to get back to you on that.
| was thinking of the role of SIUin Ontario and
whet her or not --

THE COMM SSI ONER: | was going to
ask you about that.

MS BONI FACE: | can't think of it
of f the top.

THE COMM SSI ONER: Because they do
investigations before prosecution.

MS BONI FACE: Absolutely. And I'm
sort of racking my brain, as | sit here, to go
t hrough the nunmber of issues we may have run
across.

| can certainly provide something
back to you and think about it.

THE COMM SSI ONER: That woul d be
great, because to the extent that it has been

successful, if that is the case, then when one
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| ooks for guidance it would be useful to see how
it is that they have managed t hat success.

MR. ZACCARDELLI : I n our present
process there is nothing to prevent a conpl ai nt
triggering an investigation, but | just can't
t hi nk of one where we have had any problens in
terms of doing our job or continuing.

THE COWMM SSI ONER: But you can see

t he potential problems there. | think it is a
valid point. [If they go out and start, in
furtherance of the conplaint, interview ng the

wi t nesses and take statements, and so on, then you
are going to have disclosure issues.

MR. ZACCARDELLI: We do have a
situation where the Hell's Angels have been
actually using the complaints process in certain
cases to try and get access to information. W
know that is a particul ar case.

THE COMM SSI ONER: Let nme raise
t he i ssue of police independence.

Most comonly we think of police
i ndependence as being the i ndependence of the
police frompolitical interference.

| s there anyt hing about a review

body -- and | hear the general comment that we
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shoul d be careful about police independence. But
is there anything about a review body al ong the
lines that we have been di scussing that you

envi sion would in any way tread upon police

i ndependence?

MR. ZACCARDELLI: Conm ssioner,
fromwhat | have seen, | don't believe so. As
long as | believe we continue with the position
t hat the review bodi es make recomendations to the
Chi ef or to the Comm ssioner as in, in our
particul ar case, 85 to 90 percent of the
recommendati ons are accepted.

MR. BEVAN: M. Comm ssioner,
certainly as | have heard you define the
difference between oversight and review | don't
think there is an issue. There may have been an
issue if we were tal king about oversight, because
it is still an active process. | would have had
had some concerns. But as | have heard you
differentiate between the two, | don't soy see an
i ssue there.

THE COMM SSI ONER: Conm ssi oner
Zaccardelli raises the next issue, and that is the
question with respect to the remedi es or the

powers of the review body. You nake the point
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t hat they should be recomendati ons rather than
bi ndi ng orders.

Some suggest that even if they are
recommendati ons, they should have the jurisdiction
to make recommendati ons for the payment of
conpensation in appropriate cases.

' mwondering if you have any
experience or observations on that suggestion?

MR. ZACCARDELLI: Well, maybe |
will venture alittle bit.

Again, it is a bit of a slippery

sl ope, because then really put the Conmm ssioner or
the Chief of Police in a position where you may
narrow some of his or her discretion to deal with
the matter. | think the recomendati on should be
that if the action was i nappropriate, whatever,
and that is accepted, then | think it is for the
organi zation to deal wi th whatever other actions
shoul d be taken. Because as soon as you nmake the
recommendati on that compensati on should be paid,
t hen that becomes the focal point of everything
else fromthere on in. | would be cautious about
t hat .

THE COWMM SSI ONER: Do the others

have anyt hi ng?
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MR. BEVAN: M. Comm ssioner, the
only parallel that | can draw on that suggestion
is perhaps the operation of, for exanple, the
Ontari o Human Ri ghts Conm ssion, where it has the
opportunity to make an assessment. But agai n,

t hat has done nmore on an organi zational basis so
it would be an assessnent that was made based on
the review at all. | would think if that was
going to occur, there would still be conduct

i ssues that would by definition fall out of that.

So there m ght be a bit of a
conflicting regime set up there if there was that
capacity and the review body could deal with that
but still reference conduct issues and send those
back to the appropriate Chief or Comm ssioner to
be dealt with. There may be some conflict that
arises in all of that.

THE COWMM SSI ONER: Yes. All
right.

MS BONI FACE: It seens to ne that
woul d be distinctly different between the two for
t he exact reasons that Vince has said.

First, if it is a recommendation
to pay money it is very hard as | eader of an

organi zation to take a different position, number
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one. So |l don't find it as a reconmmendati on,
where in the Human Ri ghts Comm ssion environment |
believe it is actually a finding. So they
actually make it as a finding.

THE COWMM SSI ONER:  Yes.

MS BONI FACE: So it is a different
deci si on-maki ng process | think. So it seens
contradictory to me.

Then flowing fromthat would still
be that you would be | eaving the | eader of the
organi zation in a position to still deal with the
conduct issue, separate and apart from what the
organi zati on would then conpensate for, whatever.
It just seems a little contradictory to ne.

THE COWMM SSI ONER: Yes. Is there
any wisdomto including in a review mechanism a
specific option of alternate dispute resolution?

I n one of the subm ssions we
received from SIRC, they suggested that for their
process they thought that actually, | think,
putting in place a regi me whereby conmpl ai nants
could be streamed into some sort of alternate
di spute resol ution.

| don't know if that is a feature

of any existing review mechanisms. It probably
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can be done informally, but is that something that
has an appeal or does it have problems?

MR. ZACCARDELLI : Comm ssi oner, |
think that is a great idea. W do have that in
the system now.

THE COWMM SSI ONER:  On an i nformal
basi s, yes.

MR. ZACCARDELLI: Again, of al
the mllions of interactions, about 200 or 250 of
those mllion interactions actually end up before
t he Public Conplaints Comm ssioner for the RCMP.

THE COVM SSI ONER: Ri ght .

MR. ZACCARDELLI: Because nost of
t hose, and there are about 2,000 to 3,000 that are
actually conpl aints that people aren't satisfied
at the beginning, but they get resolved through
the interaction. And the Public Complaints
Comm ssion does, in some cases, recomended an
alternate di spute. W are always open to that and
| think it is an excellent way if you can get it
out of the process.

THE COWMM SSI ONER: It seens to
make sense, doesn't it?

MR. ZACCARDELLI: Yes.

THE COWMM SSI ONER:  Yes.
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MR. BEVAN: M. Comm ssioner,
certainly in M. Justice LeSage's review of the
conmpl ai nts process in the Province of Ontario we
made representations to himthat there is roomfor
medi ation in that. Certainly in our processes in
Ottawa we have used that and it gives the
opportunity for conmplai nants and police officers
to resolve the matter in a very tinmely way, and
quite often to a higher degree of satisfaction
t han when the whole formal process kicks in and
becones a very timely and someti mes protracted
exercise. At the end of that quite often neither
party is satisfied with how it has gone.

THE COMM SSI ONER: It tends to
become adversarial. W see it in the judicial
process too. Once you nove beyond a certain
stage, people start going to the mats and
fighting, it becomes so much harder to get
satisfaction for anybody.

MS BONI FACE: If | can just add,
goi ng back to Chief Bevan's comments on the
empl oyer-enpl oyee relationship, it also allows
t hat process to be brought back a | ot easier if
you had been able to deal with it in that matter.

THE COMM SSI ONER: It seens |like a
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good idea to spell it out. |I'msure it works
informally, but to really have the formal
recognition of it.

Those are my questions | had. Are
there some questions fromnmy right-hand side here?

MR. FORESTER: | just have one
guestion actually that is a point of clarification
on how integration works. It relates to the
comment that was made that the docunments -- the
suggestion that the review be taken by the | ead
agency and the documents -- in the same way that
the file is kept with the | ead agency and how t hat
is the way it is done now in integrated
operations.

Is that the case with integrated
nati onal security investigations, ones that are
recogni zed as section 6 investigations? 1s it the
case that sometinmes a provincial or a municipal
police force is not only seen as the lead in those
i nvestigations, but is the sort of custodi an of
the file currently?

MR. ZACCARDELLI: | am not aware
of any. There are protocols that have been signed
t hroughout the country which recogni ze the RCMP as

t he | ead agency.
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Agai n integration, the whole issue
of integration, was not something that was
mandat ed or | egislated, it was what we recogni zed
was a better practice in howto work.

MR. FORESTER: | understand that.

MR. ZACCARDELLI: To ny know edge
there is no other agency that is |eading.

The other thing that is inmportant
to remember, you really are tal king about a few
police forces at the end of the day, that out of
all of the police forces in Canada you have the
maj or centres and the major police forces which
are relatively few. The INSETs, as you know, are
beyond just | aw enforcenment, they have CSIS and
ot her agencies that are a part of that, as we see
fit to bring in people who we believe m ght add
some val ue

MR. FORESTER: Thank you.

MS KRI STJANSON: | just have a few
guesti ons.

The first is, with respect solely
to national security policing work that you
undert ake, each your Forces, what percentage of
t hat work woul d be integrated or cooperative with

ot her police or other agencies?
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The reason we ask that is that one
of the primary reasons a nunber of groups have
rai sed this question of a super SIRC or super
agency is the spectre of integrated teanms. So we
woul d i ke to get a handle on the percentage of
nati onal security work that m ght be integrated.

MR. ZACCARDELLI: You know, npst
of the national security work is done by I NSET --
well, all. 1t is all done by |INSET and every
| NSET is a nmultidisciplinary integrated unit.

MS KRI STJANSON: There m ght be
occasi onal for exanmple -- never m nd.

So you are saying that primarily
for the RCMP you regard it as all being integrated
nati onal security work?

MR. ZACCARDELLI: That's right.
That is not to say that if something was to come
up that we wouldn't strike an ad hoc team or group
or whatever. Again, that would depend on the
wor kl oad, and so on.

So |l can't say that it would
never -- we wouldn't have an outside |INSET team
doi ng that, but again that is a manageri al
deci sion that would have to be taken at the tinme.

MS KRI STJANSON: Chi ef Bevan, you

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

707

rai sed some exanples earlier today of ones that
aren't necessarily integrated. Your exanple of
the Mnister and the scare at the Mnister's
office. Wuld it be possible for you to say what
percent age of your national security work is --

MR. BEVAN: Just to explain what
happens in our organi zation, we work so closely
with the Royal Canadi an Mounted Police now, we
have at any given tinme perhaps 10 of our menbers
seconded out to the work in the RCMP and we have a
conpar abl e number of RCMP officers seconded back
into the Ottawa Police Service.

It is to the extent where it is
not unusual to see an officer in the uniform of
the RCMP driving an Ottawa Police cruiser, doing
work of the Ottawa Police Service. W currently
have an i nspector fromthe RCMP who is Divisional
Commander within our hierarchy.

So it has become so natural that
any time there is something like that that arises,
the RCMP are automatically consulted.

Goi ng back to the question about
how do you identify what is an SOA matter, in
di scussions with our duty inspectors and staff who

woul d be in a position to make that call, we
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wanted to ensure that any time it got close and
they were uncertain they make the call. W go
back to the old adage that if it |ooks |ike a duck
and it wal ks |ike a duck, it is probably a duck.

So we provide some guidelines
t here, but we do not do any independent work in
t hat area whatsoever. We may be different from
ot her organi zati ons across the country, other
muni ci pal policing organi zations, but it is
because of that trust and confidence that we have
in each other as partners that we take that
approach. Again it is just a factor of integrated
pol i cing.

MS KRI STJANSON: Just to foll ow
up, your seconded officers that you refer to,
woul d they all be involved in national security or
woul d they al so be involved in other aspects?

MR. BEVAN: No, they would be
involved in other activities. |1'mnot sure today
what the number would be of our members who woul d
be assigned to an I NSET for instance, but all of
the RCMP officers who are assigned within our
organi zation are engaged in other duties. They
woul dn't be national security files.

MR. ZACCARDELLI : Just to add a
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l[ittle nore mx into it, my Chief Information
Officer for the whole of the RCMP is an OPP
officer, thanks to Comm ssi oner Boniface.

MR. FORESTER: Actually, a
foll ow-up on what Ms Kristjanson just asked and
your point of it |looks like a duck it probably is
a duck.

What if it originally does | ook
li ke a goose and it is a -- you gave the example a
non-nati onal security investigation, think of
anything -- but then it becomes apparent during of
the course of that investigation that it is a
nati onal security investigation.

For the Ottawa Police, what is the
sort of process that you would go through at that
point? It is at the point where you are satisfied
it is now a duck.

Coul d you el aborate on that just
alittle?

MR. BEVAN: Actually, we have
exanpl es that we can point to inside the
organi zati on where during the course of an
investigation that was purely a crimnal matter it
becones apparent that there are other things at

play. MWhen it starts to | ook |Iike something else,
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right away | NSET i s engaged.

Again, | think it is expected, it
is a case of protocol that we have established
wi t hin our organization, recognizing that the RCMP
| NSET is the agency to be called and the fact that
we have members who are currently assigned to do
t hat work wi th | NSET.

MR. FORESTER: On what basis --

MR. ZACCARDELLI: Can | add to
t hat, because | think this is a very inportant
poi nt ?

MR. FORESTER: Yes.

MR. ZACCARDELLI : It is tenpting,
Comm ssioner, to be prescriptive here and try to
| ay out as many rules as you can, but in the RCMP
we have 13,000 pages of rules and frontline people
don't have all the time in the world to read al
t hose rules. So what we do is, we teach and we
make sure peopl e understand and we make sure that
peopl e have good judgment and we reinforce this
all the tinme.

So something like this, when Chi ef
Bevan tal ks about a bag that is found somewhere,
the systemis now that it quickly noves right up

t hrough the system and peopl e apply judgment al ong
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t he way and those decisions are made al nost
i nstant aneously and al ways err on the side of
caution in this area.

| can tell you, the practice, the
day-to-day -- because, as Chief Bevan said, it
happens every day here, many tinmes a day
someti mes, but also through out the country -- it
gets done and it gets gone very well.

MR. FORESTER: Just to follow up
on it specifically, Chief Bevan, you would report
to I NSET and then | take it, given what Comm ssion
Zaccardelli said, would there be a discussion or a
consultation with I NSET or would it at that point,
if INSET said this is something that shoul d be
transferred to us, there would be no further
consul tation, there would be no further
di scussi on?

How woul d t hat generally happen?
| recogni ze each situation would be different and
you can't make rules, but if you can give us a
sense about the sort of normal course of how that
m ght happen?

MR. BEVAN: Actually, that is a
very good question, because typically if for

exanmpl e our investigators are already engaged with
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the file and it becomes a situation that is
recogni zed under SOA, the I NSET woul d want to
engage them as such as possible to get all of the
informati on and ensure that there is continuity,
because there is still a crimnal activity to be
| ooked after, there is still the interest of the
community, the victins and all of the other things
t hat are the mandate of the | ocal police service.
Al'l of the information and all of the intelligence
that is associated to that file has to be passed
very quickly and then clearly the RCMP and the
| NSET becone the | ead agency on it.

To go back to pick up on the
Comm ssioner's reference to the packet, probably
t he ones that cause us the nmost difficulty are
t hose white powders. We get those calls on a
regul ar basis, and as |I'm sure many policing
agenci es do, and they are not al ways things that
reference national security, but the protocol and
the attention, especially the media attention
around it all, requires that we notify |INSET and
that all of the other governnment agencies who are
interested in national security issues are al so
notifi ed.

So there can be sonme coordi nati on
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around that, even though typically if, for
instance a business or a professional office gets
it and the intent is just to target agai nst that
particul ar business, has no national security
overtones, it is because of that pattern and that
coordi nation that they really nust be engaged. |
t hi nk you woul d be surprised to find out how
frequently that actually happens.

MR. ZACCARDELLI: Again, going
beyond Ottawa, because we have to think there is
a place outside of Ottawa in the rest of the
country --

--- Laughter / Rires

MR. FORESTER: | am not from
Ottawa. | understand that fully.

MR. ZACCARDELLI: W have to go
out si de of Canada, because in today's world this
type of information quickly has a gl obal
connection. When July 7th happened in London,
Canadi ans were there. W were already
i mmedi ately: What can we | earn? How do we share
informati on? CSIS, everybody, we were very much
on this.

So that little package can

[iterally travel around the globe in terms of its
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possi ble inmplications. So it is critical that we
feed that system because the down side, or the
potential down sides are so potentially
devastating that you sinply have to be able to
react instantly and again bring your best judgnment
to bear in a very, very short period of tine.

MS KRI STJANSON: I f | m ght change
t he subject.

Anot her issue which seens to be
driving these calls for a super agency relates to
the federal national security |andscape. The PCO
has identified 24 agenci es and departments of
government which they say have some security and
intelligence role.

My question for you as members of
police forces is: There may be different kinds of
roles, there are collectors of information, and
obvi ously police forces exenplify that. You have
contact with individual citizens, you have powers
granted to you by statute, and some would say it
is because of the intrusiveness of those powers
t hat you should be subject to review.

So we have coll ectors of
informati on, we have creators of intelligence,

police forces are also creators, and we have mere
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consumers of intelligence, general government
departments who need information but don't create
or contact Canadi ans.

I n your experience, what federal
departments would you identify as collectors of
informati on that m ght be in the position of
provi ding police forces with information or tips
or working with you at that primarily |level?

MR. ZACCARDELLI: You mentioned
t here are over 20. The obvious ones are the
Bor der Agency obvi ously, Canada | nmm gration,
Transport, and so on, and then it really does
start to drop off in terns of being actively
i nvol ved.

But you never discount those
ot hers because there is the potential in ternms of
operating at that nore strategic |l evel or policy
| evel, and they are involved fromtime to time in
giving us different perspectives and they are
invol ved in some of things we do.

But obviously the main agencies,
obvi ously CSI'S, the RCMP, | aw enforcenment, | said
t he Border Agency, Immgration, the mlitary
obvi ously have some role, Coast Guard now is

having a bigger role and so on. So those are the

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

716

five or six sort of main ones.

THE COMM SSI ONER: s that it?
Okay, well that brings us to the end.

Let me express ny appreciation
again. | think it has been an extrenmely useful
and informative session. | appreciate very much
the time, your com ng and sharing your thoughts
and observations in this way.

So thank you very nuch.

MR. ZACCARDELLI: Thank you,
Comm ssi oner/

THE COMM SSI ONER: We will break
now until 2:15.

--- Upon recessing at 1:04 p.m /
Suspension a 13 h 04
--- Upon resumng at 2:10 p.m /

Reprise a 14 h 10

THE COWMM SSI ONER: We are ready to

resumne.

Good afternoon, everyone. Welconme

back, Conm ssioner.
| understand you have a statenment
that we will begin wth.
SUBM SSI ONS
MR. ZACCARDELLI: Yes. Good
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afternoon, Comm ssioner.

Before | start, obviously we were
here this morning and I know we covered a number
of issues that | had intended to cover this
afternoon, but | think it would be appropriate if
| was able to put a nunber of issues that |
believe are inmportant to me as Comm ssi oner, and
to the RCMP, to put on record.

So if you would indul ge ne, |
would like to start with that.

THE COMM SSI ONER: Pl ease do and
don't concern yourself if we touched on some of
themthis norning. That is fine.

MR. ZACCARDELLI: Thank you,
Comm ssi oner .

| appreci ate being here and having
t he opportunity to discuss the issue of
i ndependent arm s length review of RCMP nati onal
security activities.

What | would like to do this
afternoon is to take a few mnutes to try and put
t he question of review into context, both public
and internal to the RCMP.

| would also like to outline a few

suggestions for what | believe would be positive
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el ements of any future approach to review
mechani sms.

As we begin, | want to state that
| and my coll eagues in the RCMP are cogni zant of
the difficulty of the task you have been given.
Bot h phases of this inquiry have been chall engi ng.

I n many ways the inquiry itself
represents a metaphor for the conmplexities, the
hori zontality and the integration of national
security issues. | have been personally inmpressed
by the thoroughness of your exam nation of these
i ssues and | ook forward to reading your final
report and its reconmendati ons.

| would also like to state now,
wi t hout reservation, that the RCMP recogni zes the
vital inmportance of this process and the need for
appropriate review. Our core val ues of
accountability, professionalismand integrity
depend upon our deep comm tment to serve Canadi ans
in an open and just manner.

The Royal Canadi an Mounted Police
will naturally support any and all recommendati ons
t hat are adopted by Parliament.

As stated in the first line of

"Securing an Open Society", Canada's national
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security policy, there is no conflict between the
commtment to security and a comm tment to our
most deeply held values. At heart, both speak to
strengt heni ng Canada.

As you know, Comm ssioner, the
organi zation | | ead has a | ong and honourabl e
hi story. For nore than 132 years it has protected
Canadi ans, their nei ghbourhoods, their
institutions and their way of life.

lts mptto, "Maintiens le droit",
has been with us since the early days and spells
out the obligations to the people we serve. It is
a vow members have soneti mes kept with their
lives. The history of the Royal Canadi an Mount ed
Police has been built upon a conbination of
| eadership and a deep determ nation to work with,
and learn from the people of this country. And
yet over time, we have seen significant changes in
relationship between the state and its
institutions and individuals.

As | remarked in a recent speech,
no more will citizens sit back and | et
institutions |like |aw enforcement, the mlitary or
ot her government entities operate unilaterally

wi t hout transparency, accountability or
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consequence.

The peopl e of Canada are better
i nformed and nore challenging to even traditional
sacrosanct training |like ours than any generation
before. Rather than decry or resist these
devel opments, | believe we need to enbrace and
adopt the active involvement of individuals in
governance and even sone el ements of operations.
We need to respond so the new paradi gm around
accountability, knowi ng that doing so will only
enhance our ability to achieve our goals.

For this reason, | welcone the
opportunity that this inquiry offers to bring
t houghtful and intelligent analysis to the
guestion of how we can better meet the
expectati ons of Canadi ans while maintaining the
integrity of our national security systenms and
entities.

This policy review process has
provi ded an excellent | ooking glass through which
to exam ne and reflect on this w der soci al
nmovement towards greater accountability.

As Justice Patrick LeSage has
rightly noted in his report on police conpl aint

systems in Ontario, police realize they are far
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fromimmne to this current.

| deas about civic society, active
citizenship, social capital, corporate
responsibility and shared environment al
stewardship are contributing to these shifting
expectati ons between individuals and the state. |
believe that in this newera, we will need to seek
and enbrace the active involvenments of individuals
in what | refer to as civic security.

A move towards civic security wl
entail and i ndeed require new thinking about
managenment, review and transparency of the full
range of players involved in the task of keeping
our society, our country secure. Participants in
your inquiry have called for an assurance that the
rights and freedons of Canadi ans will al ways be
respected. Nothing could be more inmportant, not
only in keeping with shared val ues and guar ant ees
t hat are enshrined in law and in the Charter, but
also to maintain one of the nost precious
resources available to society: trust.

At the RCMP we are viscerally
aware that w thout trust we cannot work wi th and
for the Canadi ans and the Canada we are mandat ed

to serve. Wthout trust Canada is at risk, and no
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amount of review or oversight would be able to
restore the confidence of a nation.

In the end we all want and need
t he same thing: the confort of know ng that if
and when any machi nery of public service should
fail, that fault will be found, responsibility
accepted, repairs and changes made.

| can assure you that our
organi zation is deeply commtted to these sanme
obj ectives.

| suppose | m ght come before you
t oday and argue that the checks and bal ances t hat
have made the RCMP a nodel for policing around the
world are sufficient. | could also assert that no
changes are required, although that is not why I
am here, as | have indicated.

On the other hand, | amcertain
that it is inportant that the perspective of |aw
enforcement and the men and women who work in our
sector be brought into these di scussions.

Ef fecti ve and appropriate review is essential, not
only for the public but for our organization as
well. It reassures all of us that nenbers are
hol di ng true to our shared val ues and standards,

and it ensures that we continue to provide a
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hi gh-quality service that Canadi ans expect and
t hat protect the reservoir of trust on which we
all depend so much.

Good review mechani snms al so
empower the RCMP to spot problems and take action
to strengthen operations. Of course, any review
process needs to be tailored to fit the specific
functions, size, culture and custonms of RCMP
nati onal security operations.

At this point, Comm ssioner, |
would like to take a few monments to discuss, if |
may, the evolution of the RCMP's role in national
security and to briefly touch on two existing and
i mportant review mechani snms already in place.

Ever since it was created in 1873
as the Northwest Mounted Police, the RCMP has had
a central role in ensuring the security of Canada.
This role continued even after the creation of the
Canadi an Security Intelligence Service in 1984.
At that time, as you may know, the RCMP security
intelligence function was transferred to the new
agency. However, we continue to be the | ead
domestic agency for crimnal investigations
related to national security and for protecting

Canadi an officials and internationally protected

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

724

persons.

The McDonal d report which led to
t he establishment of CSIS explicitly reaffirmed
the role of the RCMP in enforcing national
security. It described how the agencies should
wor k together and that information on cri m nal
activities should and nust be passed on to police
and others who require it.

In the event that such reporting
m ght be detrinmental to Canada's security, it said
t hat the Solicitor General should make deci sions
about disclosure.

CSI S and the RCMP operations are
t oday different and conplenentary. CSIS collects,
analyzes and retains informati on on potenti al
threats to national security in order to inform
government policy or strategy or for immedi ate
responsi ve reasons unrelated to | aw enforcement.
The RCMP on the other hand collects, analyzes and
retains information for very different reasons: to
prevent crime and prosecute crimnals.

The CSI S-RCMP rel ationship
dovetails well within our overarching comm t ment
to integrated policing. The fundanmental goal of

integration being to work with a range of partners
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to establish a shared framework and shared
strategic priorities to the end of a seanl ess
system of | aw enforcement and security.

It goes without saying that
bombi ngs, hijackings, kidnappings, targeted
assassi nations, require both security analysis and
response and police work. And just as police are
call ed upon to counter crimnal groups seeking
illicit profit, we are also called upon to counter
crimnal terrorist organizations seeking
i deol ogi cal ends through crim nal means.

In the end, the only difference
bet ween ordi nary police investigations and
nati onal security ones is that the |l atter have
implications for the security of Canada as a
whol e, its public institutions, its place in the
wor | d.

And of course the risks and
consequences are severe, i medi ate and
cross-cutting.

We saw a vivid exanple of this
reality follow ng the bonbing in London | ast
summer. The role of the police was very clear:
to prevent, respond and to follow up on cri m nal

behavi our, although ideologically driven, of the
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i ndi vidual s i nvol ved.
However, well before July 7th, the
U. K."S Newton Comm ttee of Privy Councillors took
the view that investigation and prosecution by the
crimnal justice systemis the preferred approach
to preventing terrorism
Canada's own Anti-Terrorism Act
was progressive in moving in this direction four
years ago, providing |aw enforcement with
addi tional counterterrorismtools with built-in
checks and bal ances proportional with the tools
t hemsel ves, including the ongoing and mandat ory
review of the entire Act. As Justice M nister
Cotler recently stated:
"Our comm tment to denocratic
val ues conpels us to respond
to the threats of
transnational terrorism?"”
He sai d:
"I n this response police, as
t he enbodi ment of law in
action, have a crucial role
to play. 1In the context of
t hese and ot her changes to

t he scope of
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responsibilities, the RCMP
has si multaneously devel oped
a number of internal review
mechani sms and has seen the

i ntroducti on of external ones
as well." (As read)

| would like to preface ny
comments on where we m ght go in future regarding
review with a brief comment on two of these.

As you know, our | egal system
allows for the review of evidence prior to its
being i ntroduced in a crimnal proceeding. If a
court does not approve the methods by which it was
collected, it may be rul ed i nadm ssi bl e.
Utimately, judicial review means at a tri al
charges must be proven beyond a reasonabl e doubt,
but | ong before charges are even |aid judicial
review comes into play at every significant point
where intrusive investigative tools are exercised.

Every step taken within the
investigative prosecution nmodel is made with the
understanding that it could end up in open court,
subject to judicial scrutiny and comment.

This is, of course, particularly

true where tools granted under the Anti-Terrorism
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Act are used. In these cases, there may be
requi rements for future checks, further checks
often including Attorney General approval.
Contrary to the view of some,
compl ex, lengthy and sonetimes preventive
investigations are generally subjected to
increased rather than | ess pre-charge review and
aut hori zation than nore straightforward cases.
The Comm ssion for Public
Conpl ai nts Agai nst the RCMP has a cl ear mandate
allowing it to investigate all conplaints again
RCMP empl oyees. This includes the mandate to
investigate conmplaints related to i ssues of
nati onal security. | won't go into detail in

descri bing the CPC here, but I would Iike to

coment on one issue that | believe remains cloudy

for sone.

Cl ai ms have been made that the CPC

cannot, under the current system adequately
revi ew nati onal security.

The crux of this argument appears
to be twofold.

One, that it doesn't receive al
rel evant information in national security cases,

and, two, that it needs audit power.
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Regarding the first point, the
RCWMP is | egislated to provide all relevant
information to the CPC regarding conplaints it is
investigating. The only exception to the rule is
where a | egal inpediment precludes such sharing.
Exanpl es i nclude police informer privilege,

Cabi net confidence, solicitor-client privilege,
and sections of the Canada Evi dence Act.

In ternms of the second concern,

t he CPC arguably already has audit powers.

Section 45.37(1) Of the RCWMP Act clearly allows
the CPCto initiate its own complaints and to

t herefore delve into RCMP conduct when it feels it
is in the public interest to do so. As a matter
of fact, the CPC has comenced two such
investigations in 2004/ 2005 and concl uded five of
t hem during the same peri od.

According to subsection 45.43(1),
conpl aints investigations do not have to be
conducted by the Force and CPC can make
recommendati ons on any area of the organization it
sees fit including in areas related to policy.

For this reason, | believe the concern that audits
cannot be undertaken by the CPC because a

conplaint is required do not fully reflect what
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actual ly occurs.

The CPC has proven itself to be an
effective review mechanismfor the RCMP. Our
empl oyees have literally mllions of contacts with
Canadi ans each year. Out of these, the RCMP and
the CPC together, a little more than 2,200
conmpl ai nts each year. The overwhelm ng majority
of these are resolved to the conplete satisfaction
of all parties.

In those few instances where the
CPC must make recommendations, they are al nost
al ways i nmplemented. |In short, the track record of
CPC/ RCMP cooperation in resolving conplaints is
exceptional and I amvery proud of the work we
have done together to i nprove accountability and
enhance performance.

| would |ike to make one fi nal
comment on our current review mechani sms before |
move into my concl udi ng thoughts.

Bet ween judicial review, review
via the CPC and ot her checks and bal ances, the
overwhel mng majority of RCMP national security
activities fall under some formof review.

However, as we have seen, not all activities are

revi ewed t hrough the courts.
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Furthermore, given that the | aw at
times does forbid the sharing of RCVMP information
with the CPC, there are some activities that are
beyond the purview of that organization. |If, for
exanmpl e, information relevant to a CPC conpl ai nt
falls under police informed privilege, the RCMP
has an obligation to protect it. That is
recogni zed by | aw and, as you know, the courts are
equal Iy bound by this.

As Justice Russell recently stated
in the Royal Canadi an Mounted Police Public
Conmpl ai nts Comm ssi on versus the Attorney General
of Canada:

"The | aw says t hat when
informer privilege is at

i ssue, and provided innocence
at stake exception does not
arise, | cannot engage in a
wei ghi ng of interest and have
no discretion. | nmust apply
privilege."” (As read)

It is true, therefore, that there
is athin slice of RCMP national security
activities that at times may not be subject to

full external review. | say "at tinmes", because
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ad hoc review bodies such as this inquiry can
al ways be engaged. It nmust also be renmenbered
t hat no RCMP activities ever stand outside the
scope of our ultimte check and bal ance., i.e.,
t he Canadi an | egal system and the Charter of

Ri ght s and Freedons.

However, if we accept that some of
our national security activities may at times not
be subject to full review, two questions arise:
Shoul d these areas be made subject to full review,
and, if so, how?

| believe that the answer to the
first question is an unequivocal yes. There
shoul d i ndeed be full review, so long as it does
not hanmper the RCMP's ability to carry out its
pri mary mandate of protecting the safety and
security of Canadi ans.

The answer to the second question
is of course the subject of this inquiry and under
consi deration by yourself and in a nunber of other
quarters.

| would |ike to now concl ude ny
remar ks by, with your perm ssion, sharing what
m ght be considered a wish list, or perhaps a |list

of cautions as you nove forward in your
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consi deration of appropriate review mechani sms.

One, both the organization and the
Canadi an public want a review that strengthens our
i nvestigati ons and enhances our ability to achieve
our m ssion.

Two, our key factors need also to
be consi dered. That review mechani smrecognizes,
as Canada's national security policy and UN
Resol ution 1373 do, the inmportance of
informati on-sharing and integration with other
agencies that it is post facto or, at the very
| east, does not interfere with active ongoing
investigations; that it does not disclose secrets
whi ch woul d harm our nati on.

Obvi ously, reviewis of no val ue
to the RCMP or those we serve if it places the
safety and security in jeopardy or destroys
relationships with those we depend upon for vital
national security information.

Revi ew must al so not overburden
investigators, it must not distract their
attention fromoperational duties, tying themup
in red tape and creating an aversion to risk with
t he organi zation. This is something the 9/11

Comm ssi on warned against and the ability of |aw
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enforcement to all ow and encourage appropri ate
i nnovation and creative solution seeking is an
ongoi ng chal | enge.

Four, any oversight and review
mechani sm shoul d be proportional to the relatively
[imted scope and size of the RCMP' s invol vement
in national security.

Fi ve, any additional review of
our national security activities should
acknow edge the critical, common-|aw principle of
police operational independence. Review should
acknow edge the assurance that this principle
provi des that police will always be enpowered to
stop crime wherever it occurs, even in governnment.
It is inportant to note that the Governnment of
Canada has already said that any new nati onal
security review mechanismw || respect this
principle.

Si x, appropriate review will take
into consideration Canada's uni que | egal,
political and cul tural systems, traditions and
cont ext .

Seven, it should bring problems to
t he attention of government, w thout usurping

m ni sterial authority or manageri al
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responsibility.

Ei ght, and lastly, it should not
needl essly duplicate the RCMP' s ot her mechani sns
of review or those of other agencies.

| would like to conclude ny
comments, Comm ssioner, but before we nove into
guestions | would |like to quote Janice Stein, who
has suggested that:

"I n a modern headl ong rush
for accountability we can at
times | ose the ol der | anguage
of responsibility."

She war ns:

"Thi s di sappearance of the
concept of responsibility has
serious consequences for the
way we think about public
life." (As read)

| agree. It is terribly inportant
that we maintain the ethos of responsibility to
our organizations, to the public and to our
country.

On the other hand, | acknow edge
t he key inportance of review, that when designed

and i mpl ement ed appropriately, can reassure the
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public that its police are acting as they should
and that corrections will be made, if and when
t hey are needed.

This will of course assist us to
do our job better. More importantly it will |ead
us to maintaining our covenant with citizens to
serve, protect and be held to account by them and
for them

| would like to wrap up with a
coment that is nmore personal than the rest of
t hese remarKks.

Thirty-five ears ago | made a
decision to serve the greater good, to take on the
role, accept the responsibilities and work within
t he parameters of the Royal Canadi an Mounted
Police. | have been prouder than |I can say to be
part of this incredible organization and to work
al ongsi de tens of thousands of others who took on
t he same conm t ment.

It isn't always an easy job being
a police officer, especially in tinmes of
cataclysm c change, shifting expectations and in
t he face of modern devel opment in technol ogy,
gl obalization, terrorismand crime, but it is nmore

rewar di ng and nore meani ngful than anything | can
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t hi nk of.

There isn't one Mountie today who
isn't proud to wear the red serge, and we know, we
are told over and over again, that together we
represent the very essence of Canada, steadfast,
dependabl e, trustworthy.

It is that is which does and nust
i nspi re our organization. At the heart of our
comm tment and at the centre of our ability to
keep this country and its citizens safe, is the
relationship of trust that we maintain.

I n August, Comm ssioner, | spoke
to the Canadi an Association of Chiefs of Police on
this issue. | would like to close by repeating
what | said there:

"W t hout adequate | evels of
trust we can't possibly
address issues around
security in Canada. We may
find ourselves battling
erroneous perceptions of
police action, facing audits,
reviews and investigations
that utilize precious

resources, or dealing with
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t he imposition of checks and
bal ances that only serve to
even further endanger trust
| evels. The only answer, it
seens to me, is to enmbrace
t he accountability
environment, while of course
remai ni ng vigilant of its
potential to put our core
val ues of independence and
efficiency at risk.

You know, when
di scussions first began in
Ottawa circles about the need
for greater oversight for the
RCMP, | was the first to feel
an inclination to resist.
But my thinking has evol ved
on all of this. | now
beli eve that the resource of
trust is so precious, so
necessary to our ability to
mai ntain order and security,
that I am much nore open to

such possibilities.
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Accountability is not the
enenmy, nor is it the panacea
for all that does or m ght go
wrong i nside | aw enf orcenment
or other security efforts.
Trust, on the other hand, may
wel |l be the saving foundation
of our sector and indeed our
society. | believe the way
forward will be found in the
space that exists between
trust and accountability so
t hat both factors are
under st ood, managed and
utilized to enhance our
fundament al goal of safe
citizens and secure
comunities." (As read)

Comm ssioner, | would like to
t hank you again for this opportunity to put forth
both my personal response and the views of the
Royal Canadi an Mounted Police on this very
rel evant issue of review.

| now | ook forward to your

questions and | | ook further forward to your
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recommendati ons when they conme out.

Thank you.

THE COWMM SSI ONER: Thank you very
much, Conm ssioner Zaccardelli. | think that was
very well said. | appreciate it.

| thought your comments about
trust are very appropriate. | think that really
is what -- because | have a thought about the
issue too and is it at the core of all of this.

It is the trust that all our institutions need
fromthe public that is so inmportant. So
appreci ate that.

Let me just pick up on sone of the
t hi ngs that you said with a few questions.

One of them was in one of your
poi nts about a review mechanism You indicated
that a review should be proportionate to the scope
and size of the RCMP's national security
activities. W tal ked about that earlier today,
some of that, about the size.

Do you have anything specifically
in mnd with respect to that? The nati onal
security activities, however one measures them
are a relatively small portion of everything that

the Force does. |Is there roomfor a separate
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review mechani sm either conmplaints or whatever
el se, audit, for national security activities that
doesn't apply to the Force as a whol e?

s that the thought that
underl ay that?

MR. ZACCARDELLI: Yes. | believe
that the review has to be proportional and of
course it has to cover all of our activities in
terms of national security, all the resources.

| think if I can maybe clarify, if
t here was any confusion, this morning | said
everything we do in an integrated fashion rel ated
to national security comes in under the anmbit of
the | BETs or the | NSETs.

THE COWMM SSI ONER: The | NSETs or
the | BETs, yes.

MR. ZACCARDELLI: The I NSETs are
t he major thrust, but there are some other units
in the organi zation, especially at the
Headquarters | evel, that are supportive of that.
They do work for the INSETs and for the strategic
t hi nki ng that goes on in this area. So there are
ot her units and there are some other units around
the country that involved or their activities are

closely related to this and | didn't want to | eave
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the perception that only INSETs do this work.

The ot her issue, as | said,
because you can't predict these, we are not
produci ng wi dgets, sonmething may happen t hat
have to put a unit together or sonebody el se may
be involved, that is why | believe strongly we
could ook at the structure in terms of review ng
the structure, but I think it has to be open
enough that anything outside of that structure is
al so subject to review and if there is any doubt
it must be brought into the review. | have no
problemwi th that.

THE COWMM SSI ONER: Let me put the
question this way.

If the CPC, just assume for the
moment, continues to be the body that reviews all
of the RCMP's activities, including all |aw

enforcement, but including national security as

well, and if the CPC were to have its powers
clarified so that it is clear -- | guess a nunber
of things -- that it could compel the production

of documents, could determ ne what it needed as it
saw it to be relevant, could follow the trai
wherever it needed to go, those types of powers

t hat some have suggested that it if they are not
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t here now, they should be or should be clarified
if they are there now, if | were to reconmend
that -- and my mandate is for national security
activities -- would it make sense, though, that
t hose types of powers would apply across the
boar d?

My concern is having a review body
t hat has one set of powers for one type of
activity, national security, and | esser or
di fferent powers for others.

| don't know what | would do about
that, but it strikes me as an anomal ous or unusual
situation.

MR. ZACCARDELLI: It is an issue
t hat you will have to deal with. Obviously there
is a series of options and they can all work.

Some can work better than others.

If it is the CPC with an enhanced
revi ew capacity, although, as | said, | believe if
we | ook closely at what is there, | think there is
|ots there. But if we were to enhance that, does
it apply right across the board or is it limted
to the national security?

| believe the public complaints

systemis working very well. This is a speci al
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area. So | think it would be one of the -- the
option of course is to |leave it just there, just
[imt it to there.

Of course, there is a whole series
of other options. The work that we do in this
nati onal security area is very closely linked to
certain other partners, in particular CSIS. So
t he whol e area of our relationship with CSIS is
very closely tied to this area.

| s there anot her body that could
better handle this or another nodel that could
work there? | think there is a nunber of nmodels
t hat coul d wor k.

Some people could say there are
some advantages to having everything under
nati onal security | ooked at fromone area.

THE COWMM SSI ONER: Sonme say that.

MR. ZACCARDELLI : | think all
model s will work. The question is which one is
t he best one.

The trick, of course, is it is
easy to draw a nodel. The question is howw Il it
work 10 years from now.

THE COWMM SSI ONER: And quite

frankly, that is what | have been saying all this
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week. One of the difficulties in |ooking at the
different models is trying to envision, froma
practical standpoint so that it actually works on
t he ground. Everybody wants it to work.

MR. ZACCARDELLI: You have heard
me speak about integration. | believe that if
i ssues are com ng at you fromdifferent
perspectives but they all basically touch on the
same thing, it is good to be able to have a
response that is all-inclusive as opposed to
breaki ng up the response in terns of different
organi zations or possible different review bodies.

| think there are pros and cons to each one.

| know things will come out of
this that we will not probably have anti ci pated.
| say that with the greatest respect. | think

about people who discuss the Charter these days.
Who i magi ned where the Charter would have gone
when it came in. | think that is just the nature
of the way these things are.

THE COMM SSIONER:  In relation to
the integrated work with CSI'S, we have heard a | ot
about the INSETs. When CSIS comes in an RCMP-| ed
investigation |ike an | NSET, does the CSIS officer

or officers typically become involved in
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investigative steps so that if the RCMP was
invol ved in detentions, arrests, searches and the
t hi ngs that police officers do, does the CSIS
officer get involved in that role?

MR. ZACCARDELLI : No, not at all,
Comm ssi oner. Again, when we put a
mul ti-disciplinary teamtogether, it is not to
make them somet hing that they are not. When we
bring sonmebody in fromthe Border Agency or
anot her, what they do is they bring their val ue,
their information, their perspective to bear.

Obvi ously anything that we do, it
is hard to think of -- well, | don't think there
is anything we do in national security that CSIS
isn't aware of or that we are involved with them
because it is national security. They are the
pri mary organi zation in this country, so they are
there for two reasons. They m ght add val ue.
They can provide information or intelligence or
what ever, plus it is important for themto know
what we are doing so that they can factor that
into their responsibility.

They are not there to be police
officers or to make arrests or exerci se peace

officer responsibilities. They are simply there
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to add value, information or intelligence or give
us a perspective, what do they think, how do they
viewit. That is the critical conponent. When
you have those different perspectives, you can
come up with a better answer.

THE COWMM SSI ONER: What | hear you
saying, sticking with CSIS for the moment, they
woul d share information, bring expertise,
anal ytical expertise comng fromthem and also by
being there they are going to receive information.

MR. ZACCARDELLI: Absolutely.

THE COMM SSI ONER: So their role
is more of receiving, giving informati on or
analyzing it, but dealing with information whereas
when it comes to the operational part, the | aw
enforcement part -- and this is why it is a police
| aw enforcement investigation -- they don't do
that. The police officers do that.

MR. ZACCARDELLI: That's right.
Yes, Comm ssioner.

THE COMM SSI ONER:  Wbul d the same
hold true with other federal agencies who becone
involved in the integrated operation? It is on
the informati on expertise exchange?

MR. ZACCARDELLI: And they would
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exerci se whatever authority they m ght have,

whet her it is the Border Agency or Canada

| mMm gration. |f they have powers under their Act
t hat they can use or information that they can
get, the whole objective is to bring all that to
bear .

THE COWMM SSI ONER: But they agai n,
as part of the integrated operation, wouldn't be
carrying out any of the RCWMP types of powers or
| aw enforcement types of powers.

MR. ZACCARDELLI : No. But if they
have police officer status, |ike some of themdo,
then they m ght participate in an operation in
greater detail.

THE COWMM SSI ONER: Pursuant to
t heir own mandat e.

MR. ZACCARDELLI : Exactly.

THE COWMM SSI ONER: So they may be
asked, pursuant to their mandate or out of the
| NSET, to do sonmet hing under their mandate to
further the investigation?

MR. ZACCARDELLI : Exactly. I
mean, at the border we may need somebody to be
checked at the border. Of course, the Border

Agency people are there, so they can mandate their
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organi zation or people in their organization to
put on the | ookout or to do something to enhance
our operation.

The same thing with I mm gration.
They bring that expertise and that value to the
operation.

THE COMM SSI ONER: I f the nodel
eventually became one where the RCMP' s nati onal
security activities for purposes of a review were
lifted out of the RCMP and put over here into some
woul d suggest SIRC, or an enhanced SIRC, or
what ever it is over here, it's something else, how
woul d that affect the officers involved?

It seems to me that dependi ng on
which side of line they fell, they would stay
wi thin an RCMP review operation or they would al
of a sudden be in a separate one, which may have
functioned differently over time. It may have
di fferent standards and so on.

|s that something that is going to
be of concern to RCWMP officers?

MR. ZACCARDELLI: No, | don't

believe so. |If the review body is mandated to
| ook at that type of activity, | don't believe
that will be a concern.
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| may have m sunderstood your
question. | don't understand when you say if
officers go to another unit.

THE COMM SSI ONER: To anot her
revi ew body.

MR. ZACCARDELLI: Oh, yes.

THE COMM SSI ONER: So that because
t hey are carrying out a national security
activity, whatever that happens to be, when it
comes for those activities to be reviewed, they
woul d be within the jurisdiction --

MR. ZACCARDELLI: Of sonebody
el se.

THE COWMM SSI ONER: Of somebody
el se and they wouldn't fall under the jurisdiction
of the CPC, presumably.

MR. ZACCARDELLI: That's true.
Obvi ously they would fall under that jurisdiction.
To an investigator, to us, if somebody is
mandat ed, regardl ess of who has the mandate, if
t hey have the mandate they will get our
cooperation and we will provide them w th what
t hey need. MWhether it is a |lawer from SIRC or
somebody from SI RC or somebody fromthe CPC or

anot her body, it would not make any difference to
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us.

THE COWMM SSI ONER:  And | think as
you indicated earlier in terms of drawing the |ine
as to what woul d be considered national security,

t he body that was reviewing it would be able to
| ook and if they thought so then you would err on
t he side of --

MR. ZACCARDELLI: Absolutely. W
start fromthe principle that if the review body
is there, we will do everything we can to
cooperate and make oursel ves avail able to that
review. We will accept that review.

Comm ssioner, | go back to this
and that is why | said at the CACP conference ny
t hi nki ng has evolved and | think a number of
| eaders in policing have evolved their thinking on
this. | think what has clearly happened to us
over the last while, rightly or wongly there has
been a perception of |aw enforcement, other
agencies, and officials in general, public
officials in general, that somehow we have not nmet
t hat high test of trust. W have not nmet that
hi gh test of transparency and accountability.

Whet her | agree with that or not

isirrelevant. |If that perception is there and I
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hear that from people, | have to deal with that
and I will not sacrifice the question of trust for
anything. Therefore, | accept the review |

accept whatever accountability is there. |
believe if it is the right accountability and the
right review, it will enable me to do nmy job
better as the Comm ssioner of the organization and
it will rebuild or maintain that trust that is so
vital. | cannot sacrifice that.

| am not sure that | totally
understood that when | started this process,
because your human inclination is to say | have
enough review, or do we need nore time to spend
t here.

What | said is | have evolved on
that, and | need that reviewif it helps me do ny
job better and if it helps alleviate some of the
possi bl e perceptions out there that are negative
t owards us or sonme of the m sconceptions about
what we do.

| wel come people comng in to see
what our nmen and wonmen do, because | know what
they do. | amproud of what they do and | think
nmost Canadi ans are. So | think the sooner we open

up, the better people will see what we do and we
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will wee get on with rebuilding whatever trust has
been | ost over a very difficult number of years
here.

THE COWMM SSI ONER: That is
i nteresting.

How much integration is there
bet ween the RCMP's national security activities
and t he CSE?

How does that sort of work?

MR. ZACCARDELLI: There is a
relationship. W do deal with them but on a very
limted basis. It is an ad hoc basis. They are
not our primary organi zation that we interact
with. We do get information fromthemfromtime
totime. They are aware of some of our needs, but
we do not rely on them for our day-to-day
informati on that we need, for exanple, as we do
with CSIS and sone ot her agenci es.

THE COWM SSI ONER: I f you were
| ooki ng, Comm ssioner, at those agencies which are
the prime partners in integration, federally, the
federal agent -- clearly CSI'S national security
i's number one. What would be the other agencies
in which you have any sort of significant

interaction and integration with? The CBSA?
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MR. ZACCARDELLI: The Border
Agency, | mm gration, although with the creation of
t he Border Agency a number of the functions that
wer e done out of Inmm gration have now been nmoved
to the Border Agency.

The Border Agency woul d be the
t hird.

| mMm gration. Transport also is
very, very inmportant agency for us. More and nore
it is becom ng an inmportant agency.

The mlitary are becom ng nore and
more involved with us, again because of the
transnational nature of organized crime. They are
positioning around the world. So the mlitary, |
see us enhancing our relationship.

The Coast Guard has been given
certain new mandates in terms of our coastal
wat ers and our internal waters. Where we are
working with them we provide the policing
capacity with the Coast Guard to respond --

THE COMM SSI ONER: On nati onal
security matters?

MR. ZACCARDELLI: On nati onal
security. There is an evolution here taking

pl ace, so there is a number of these agencies that

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

755

are inportant.

The day-to-day are CSIS, our |aw
enforcement partners, the Border Agency, then
| mMm gration, the mlitary and the Canada Coast
Guar d.

THE COMM SSI ONER:  Okay.

MS KRI STJANSON: Comm ssioner, if
| m ght just ask since we are on the topic, what
about DFAIT, foreign affairs?

MR. ZACCARDELLI: Yes, we do dea
with foreign affairs, absolutely, fromtime to
time. | guess the reason | didn't nention themis
because we don't do operations with them so I'm
t hi nki ng of all the other ones.

THE COMM SSI ONER:  You share
i nformati on.

MR. ZACCARDELLI: We do share
information with them and obviously we get advice
fromthemin terms of situations around the world
and how deal with certain countries, and so on.
So we do work closely with them al so.

THE COMM SSI ONER: Let me nove
back to whatever the review agency is and the
col l ection of evidence.

It struck me from answers that |
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heard in the earlier session that whatever the
review body is, it would make sense that that body
have the capacity and authority to follow the
trail, the evidentiary trail.

You spoke this afternoon,
Comm ssi oner, that there should be no inpedi nents
to that with certain exceptions. The one you
menti oned was the police informer objection.

Can that be handled in some cases
by sinmply not nam ng the informer, which is nost
often irrelevant, | would have thought to a
review, who the informer was, or even indicating
any factors that would tend to identify the
informer? Most often | would have thought what
was relevant is not who it is but what was | earned
and the reliability.

Is that a type of approach that is
open in some cases?

MR. ZACCARDELLI: Conm ssioner,
you are absolutely right. Obviously the comon
law is very clear and that has been affirmed right
up through the Supreme Court.

| think when you apply good
judgnment to these, it can be worked out. | have

no question whatsoever on that. The key question
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is relevance. The relevance i s what happened.
The person is conmplaining. Now, if the innocence
of the person is at stake, | understand that.

But in nost cases that is exactly
right. | believe very firmy that it can be
wor ked out.

As a matter of fact, in one
particular case we did provide a summary of the
information, but it didn't work out because
obvi ously there was an attenmpt to make a point or
prove a principle. It went to Federal Court and
t he Federal Court ruled in our favour.

In my view, it didn't have to go
t here because it was totally irrelevant. W did
of fer what | thought was nore than reasonabl e
circunmstances or information without getting to
that critical point.

So | believe it can work. [If we
have goodwi Il on both sides, | have no question in
my mnd. We tried. W really did.

THE COWMM SSI ONER: And
solicitor-client privilege, has that been an
i ssue?

MR. ZACCARDELLI: It has never

been an issue. Again, I'mwlling to really
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stretch it and go as far as | can on that. Short
of my Iawyers telling me absolutely you can't, |
woul d err on the side of doing it.

THE COMM SSI ONER: Most ti mes what

your | awyers tell you isn't worth that nuch, in

any event. Isn't that what you find?

MR. ZACCARDELLI: If I really want
to do sonething, | usually don't ask them But
no, | understand what you are sayi ng.

Again there, we have never
actually had a case, and | just don't see a case
t hat woul d be such that | couldn't at |east share
t he contents or a summary of it.

| f somebody wants to prove the
poi nt that they can get the document from me, then
| have no chance of neeting them hal fway.

THE COWMM SSI ONER: Just shifting
gears again, | heard a concern -- | have heard it
| think twice at least -- that if you had an
integrated review body, therefore a revi ew body
that is reviewi ng nore than one agency, you are
going to run a very serious risk of
cross-contam nating classified information.

The point, as | understand it,

goes like this: that each agency itself has
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information that it only shares with others on a
need to know basi s.

So when you are review ng an
i ntegrated operation and you go up here, you now
have the review body having access to the
classified information of all of the underlying
agencies, and that this is somehow an
unacceptable -- the word is cross-contam nati on.

| am not dismssing it all. It is
put forward as a serious concern.

Do you have any observation or
concern along those lines?

MR. ZACCARDELLI: You know, there
is only roomfor one Comm ssioner in the RCMP,
Comm ssioner, so | think that really falls to me
to | ook after.

| would certainly welcome
recommendati ons. Recommendati ons that would help
me better manage the Force, | would welcome them
| said that a little bit in jest, but --

THE COMM SSI ONER: | think clearly
t hi s suggestion, when it was nade, was made in
t hat context. It didn't see somebody managi ng the
Force after the fact by directing how resources be

spent .
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Let me just check here. | don't
think I have any further questions.

| will turn to those on nmy right.
They may have a few questions.

MS KRI STJANSON: | understood you
to say to Comm ssi oner O Connor that you don't
think it would be a problemif the national
security actors within the RCMP were subject to a
different set of review, perhaps conducted by a
body like SIRC with different powers.

| s that correct?

MR. ZACCARDELLI: |I'msorry, the
nati onal security, menmbers involved in national
security, if they were --

MS KRI STJANSON: Subj ect to review
by a different body than the CPC, with different
standards, et cetera.

MR. ZACCARDELLI: No. Again, as
have said in nmy coments, to me the nmost inportant
thing that | am worried about is the fact that the
appropriate review be there, whatever formit
t akes, so that this reviewis effective and
efficient and allows me to do nmy job better and
allows me to denonstrate to the public that we are

wort hy of their trust.
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That is the most inmportant thing
to ne.

So where it goes, | have done a
ot of thinking on this frommy first reaction to
saying we don't need it, to -- | think there are
pros and cons to any review system

MS KRI STJANSON: |s one of the
cons of having two different systens that m ght
apply to your officers being adding to the
exi sting 13,000 pages of rules and having
di fferent standards that m ght govern their
conduct of an investigation depending on where it
i's situated?

That is a di sadvant age?

MR. ZACCARDELLI: Well, yes, but
there is advantage and di sadvantage to all of
them |If | put on ny integrated phil osophy hat,
whi ch | passionately believe in, | would say that
you coul d argue that review ng all national
security issues on this spectrum m ght benefit
fromone body reviewing all of it, all of the
actions.

| think I could argue that very
wel | .

You coul d al so argue, as you say,
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if we | ooked at the CPC and whether we clarify
what is there or add to what is there, you could
clearly argue that also.

The downside to that is that it is
a small slice of what we do. So they would be
mai nly | ooki ng at non-national security issues and
once in a while they would have to go into this
nati onal security issue, whereas if you argued
under the other body, a SIRC, who are constantly
working in this area, you m ght argue that since
t hey are doing this all the time they could just
expand their spectrum since they are already on
t hat spectrum

| am not arguing either for one or
the other. | amjust saying you have to consider
t hat .

MS KRI STJANSON: One significant
difference, for exanple, between the form of
review, SIRC |ooks at human source information and
it does reviews of human source handling
essentially, and it gets the details that you now
say are covered by police informer privilege and
that aren't provided to the CPC.

Woul d that kind of significant

di sparity in power between review bodies, both
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applied to the one force, would that be of concern
to you?

MR. ZACCARDELLI : No, it woul dn't
be of concern to nme as long as | was assured that
t hat informati on was protected and the right
peopl e were | ooking at that. That is not a
concern.

As | said to the Conm ssioner, |
t hi nk we would go as far as we could go to
accommodat e, whether it is a direct disclosure or
a summary or whatever. | think we could work with
that as long as it is protected. That is the main
t hi ng.

MR. FORESTER: Conmm ssi oner
Zaccardelli, just one question relating to the
concept of crimnal intelligence.

As | understand it, in
non- nati onal security context, in organized crime,
for example, part of the purpose of gathering
crimnal intelligence is to get a better
under st andi ng of the organizations that may be
involved in the crines. And simlarly, as |
understand it, in reading about it from RCMP
material, that in its growth out of the comunity

policing concept one of the ideas behind it was to
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get a better understanding of the comunity so
t hat the Force, the RCMP, has a better
under st andi ng of the context that they are
operating in.

Is there somet hi ng anal ogous to
that in the national security side?

I n other words, is some of the
nati onal security intelligence gathered for the
pur poses of the RCMP getting a better appreciation
of the national security |andscape?

What | amgetting at here is
consequently not perhaps necessarily aimed at a
specific event. |Is there sone el ement of that
t here?

MR. ZACCARDELLI: Absolutely. W
have had a phil osophy of being a strategically
focused organi zation for a nunber of years. W
believe very strongly in strategic scanning. So
what we do is we do sophisticated scanning to
understand the areas, the world around us, and
specific different el ements of different areas
t hat have a direct inpact on us.

We do it about organized crine.
We do it about social issues, the econony, and so

on.
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In the area of national terrorism
there is body of information that is out there
t hat needs to be understood, culturally and
ot herwi se, about why this phenonena has taken
pl ace. That has nothing to do with crim nal
intelligence relative to national security, but
our people need to have that broad perspective and
under st anding. Why do we have a phenonena of
terrorismtoday? What is this ideology all about?
What is driving people to this?

Under st andi ng that has nothing to
do with specific operations. It is about
under st andi ng the environnment that we work in so
that we come down to our specific mandate, we can
be aligned to understand and better to carry out
our mandat e.

Coul d you imagine if you didn't
know what was going on and tried to do a nati onal
security investigation? So it is part of the
training. It is part of us understanding this
phenomena.

MR. FORESTER: So that |
understand this, is part of the collection of
informati on work that the RCMP does in this area

to get that type of information, or is that
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somet hing that you rely, for exanple, wholly on
CSIS for?

MR. ZACCARDELLI: Actually, we
rely on a whole bunch of sources. Most of this
source i s open source. Understanding the
phenomena of terrorism you don't need a secret
report. What you need is to understand what is
going on. And there are so many schol ars and so
many people that are writing about it.

If I want a specific threat
assessment about a particular group, and so on,
then | would go to CSIS. That is the first source
of that very specific information.

But the broader context, which is
so essential to understand, because then you know
where you position yourself, some of that comes
from CSI S because they do report.

You see, one of the interesting
t hi ngs about integration is not about doing
everything yourself. It is about |everaging your
resources. |If there are experts and there are
academ cs and so on who are out there working in
the field and providing excellent top-notch
quality information, why would I duplicate that?

Why woul dn't | get that from sonebody el se? |
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take that and learn fromit.

CSI S provides information to us.
Ot her groups do that. So we take that and bring
that in and | everage it so we are better
positioned to respond.

MR. FORESTER: And sometimes --
don't want to be too persistent in this. But
sonmeti mes the RCMP goes out and collects some of
that information itself as well.

MR. ZACCARDELLI: That's true. | f
we believe there is a specific need for us to
certain types of information, we do that. W have
of fices and we have experts in this area that
provide a certain anount of this information or
collate a lot of this information for us so that
it is noulded for our particular needs.

MR. FORESTER: Thank you,
Comm ssi oner .

MS WRI GHT: Comm ssi oner
Zaccardelli, just a further question on police
informer privilege. You mentioned the
possi bilities of summaries and that sort of thing.

SIRC has full access to human
source information in CSI'S hands, and human source

information that CSIS collects can be some of the

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

768

nost sensitive, classified, top secret stuff they
have.

Il's there any reason that a review
body for the RCMP's national security activities
shoul d have any | esser access to police informer
privilege information than SIRC has to CSI'S human
source information?

MR. ZACCARDELLI : | think that was
t ouched upon this morning. First of all, the
princi ple has been in | aw for hundreds of years,
so | think the test of time is something we want
to respect and be very careful about trying to
alter.

But | think nmost inmportantly is
the CSIS information or the CSE, they are
organi zations that again work within that closed
| oop. We are much more subject to outside review
and scrutiny, and if that information was to | eak
out, the possibility of | eakage is much greater
with us. Remember, once we get close to the court
process, disclosure comes into play and then you
have sonme serious chall enges there.

That is the big difference. W
are a much nmore open organi zation, transparent

organi zation, subject to a |lot nmore reviews or
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different types of reviews. That is the main
difference with us.

MS WRI GHT: Presumably, to use
Comm ssi oner O Connor's |anguage fromthis
morning, if we had a review body with the same
sort of gold star candi dates as are found in SIRC
and you could trust the review body to sort out
the issues of risk of | eakage, what | hear you to
say is the only difference then is that there is a
greater potential for disclosure and a potenti al

prosecuti on?

MR. ZACCARDELLI : | woul d al so add
in there, you know, | wouldn't discard the issue
of relevance. | think the Comm ssioner raised

that. The cases that we have dealt with, our
opi nion was that before you get to asking for
somet hi ng, you have to denonstrate rel evance. |If
it is not relevant, then why would you want to
| ook at that?

So | would include that in the
process of review.

| would be willing to | ook at
something that is offered that is reasonabl e, but
| would be very careful about protecting that

principle.
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THE COMM SSI ONER:  Fi ni shed?

Thank you very much, Comm ssi oner
Zaccardelli. It has been a long day but it has
been of great assistance to me. It was an
excell ent session again this afternoon and |
appreciate it.

And t hrough you, let me express
formally our thanks again to all the menmbers of
t he RCMP who cooperated throughout the inquiry. A
number of them are here now. |t has been greatly
appreci ated and of enornous hel p.

So thank you.

MR. ZACCARDELLI: Thank you very
much, Conm ssioner. |t has been a pleasure being
here and | | ook forward to your report.

THE COMM SSI ONER: Thank you.

Bef ore we stand adj ourned, there
are two people | want to thank that | didn't thank
the last time in the public hearings. That is our
court reporter, Lynda Johansson, who has been here
t hroughout at the public hearings; and our sound
techni ci an, Joe Garzouzi, who has done a terrific
j ob over the months. So to both of you, thank you
very much

That, all things going as
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currently schedul ed, conpletes the hearing process
for this public inquiry. | think it was
appropriate that the |last party to appear was the

RCMP, playing a central role as they do in the

inquiry.

We stand adjourned. | don't think
we will be resumng in any further hearings.

Thank you.

--- Whereupon the hearing concluded at 3:37 p.m /

L' audi ence s'est term née a 15 h 37

Lynda Johansson,

C.S. R, RP.R
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