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Ottawa, Ontario / Ottawa (Ontario)

--- Upon comenci ng on Thursday, November 17, 2005
at 9:00 a.m [/ L'audience reprend |le jeudi
16 novenmbre 2005 a 9 h 00

THE COWMM SSI ONER:  Good nor ni ng.
Wel come back to those who were here before. W
will carry on.

Just for those that weren't here
before, a brief word about the nature of the
process. It is very informal. | try to make it
i nformal and encourage di scussion between the
presenters and nmyself. [If counsel to ny right
have any questions they may ask some too.

M. Sal oojee, you are first. | f
you would like to open with a presentation and
then I may have some questions with respect to the
presentation, if that suits.

If you would like to come forward?
You are welcome to stand or sit as you find nost
cont ortable.

SUBM SSI ONS

MR. SALOOJEE: Thank you very
much, M. Conmm ssioner. | would like to extend ny
heartfelt appreciation to you for accomwodati ng

our very short and quick request for a scheduling
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change.

THE COMM SSI ONER: That is no
problem | understood conpletely, so that is not a
difficulty.

| m ght just indicate for people
who may be viewing this or watching that it is
M. Riad Sal oojee who is representing the Canadi an
Arab Federation and the Canadi an Council on
American-1slam c Rel ati ons.

You appear today on behal f of
bot h?

MR. SALOQJEE: Yes, that's right,
| am appearing for both.

THE COMM SSI ONER: Yes, okay.

Thank you, M. Sal ooj ee.

MR. SALOQJEE: M. Comm ssioner, |
am maki ng this subm ssion to you regarding your
mandate to recomend an i ndependent arm s
| engt h-revi ew mechani smfor the national security
activities of the RCWP.

You have previously stated, M.
Comm ssi oner, that the nost appropriate review
mechanismwi || require the bal ancing of three
obj ectives. First, maintaining national security;

second protecting rights and freedons; and third,
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ensuring accountability. W would argue that al
t hree objectives are organically connected.

Nati onal security, if done right,
makes us safer; rights and freedons are not
abstract entitlements but exist to aid in the
search for truth; and that accountability is the
key to both.

Revi ew agenci es play, in anal ogy,
the role of a judge in a courtroom A poor or
i neffectual agency is the equivalent of a
judgel ess court. As national public interest
communi ty-based organi zati ons we feel a that our
knowl edge of both the Muslimand Arab communities,
as well as our interaction with security agencies
after 9/11 will be able to informyour choice of a
revi ew mechani smthat acconmplishes these three
obj ectives.

We al so hope that perhaps a silver
['ining of our communities' interaction with
security agencies will be our experience to speak
to the i nadequaci es of the current regime and the
steps that nmust be taken to ensure a robust
account abl e revi ew mechani calismthat enjoys the
confidence of both affected comunities and the

br oader Canadi an polity.
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On the issue of national security,
our conmmunities have lived in Canada since 1850
and our integration into Canadi an soci ety has not
been a clash of civilizations as some have
suggest ed.

| nstead, there has been a
symbi osi s of shared and common val ues t hat have
made both communities feel that Canada is our
home. We care about national security as deeply
as any ot her Canadian citizen.

The Koran teaches that justice is
a universal noral constant and commands Muslins to
stand for justice even if it be agai nst
themsel ves, their relatives or their conmmunities.

We all know that extrem sm
devastates with equal opportunity. CQur
communities will certainly be directly affected
and al so doubly affected by any extrem st attack,
because we will bear the stigma of guilt by
associ ation.

We have tried our best to do our
part in ensuring Canada's security and safety,
whil e at the same time ensuring that fundamental
rights and freedons are protected and preserved.

However, the experience of our comunities has
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been that prevailing institutional nmodels have
sacrificed the rule of law and civil liberties in
t he quest for security.

| would now like it turn to the
i ssue of protecting rights and freedonms, which is
your second objective.

The security agenda post-9/11 has
changed the | andscape of our nmulticultural
society. Many of these changes have been
| egi slative and institutional, giving security
agenci es new and enhanced powers. But by far we
woul d submt that the change has been nore subtle
and nore insidious. Our collective consciousness
has acceded to the necessity for nore secrecy, a
greater devolution of power to security agencies,
and to do whatever is necessary to avert a
ubi qui tous and sometines ill-defined threat.

Our communities have | ong raised
concerns regarding i ssues of racial profiling,
intimdating and coercive field practices,
stereotyping and discrimnation, overzeal ous
investigations and the premature |inking of
i ndividuals to terrorism W have provided you
and the Comm ssion with a copy of our national

survey on RCMP and CSIS security visitations, "A
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Presunption of Guilt".

The survey confirms what our
organi zations have | ong been documenting; that
there are system c practices and operational
met hods that are being used by our security
agenci es that are unethical, unacceptable and in
some cases unconstitutional.

Seven such practices were
documented by the survey: work visitations, active
di scouragement of a |l awyer, intrusive and
irrelevant questions, inmproper documentation,
intimdation tactics, inmproper solicitation of
informants and the interrogation of a m nor
wi t hout a | egal guardi an present.

For the purposes of this review,
it isinstructive to note that the conduct that we
conpl ai ned about in the survey involved the RCWP,
CSI'S and | ocal police active in security
investigations. The operational methods were not
t he sol e preserve of any one agency and in
numer ous cases the officials were acting as part
of a team

To date, there has been still no
official response regarding the enployability or

acceptability of these nmethods by either the RCWMP
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or CSIS. There have certainly been responses
about a comm tnment not to racially profile and not
to involve in discrimnatory policing practices,
but no official response regarding these specific
operational methods or field practices.

The second cause of concern for
our conmmunities has been the litany of individuals
t hat have been stigmatized as terrorists and
subsequently vindicated. They include the
publicly recorded cases of Liban Hussain, Mohamed
Attia, Ahmad Shi hab and the two dozen victins of
Operation Thread, to name a few. 1In all of these
i nstances the reputation and livelihood of the
i ndi vi dual s was destroyed.

Despite that many of these
i ndi vidual s asked for either an apology or a
statement that they were not found to be connected
to terrorism it is only in one of these cases
t hat an apol ogy was forthcom ng, and even then it
was done quietly and unofficially.

We strongly submt that remedi al
action is and was non-exi stent.

The third cause of concern has
been the cases of M. Arar, M. Almalki, M. E

Maati and M. Nureddin, all Canadi an Muslins and
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Arabs who were tortured abroad and who have
all eged complicity on the part of Canadi an
security agencies. To date, there has been no
effective response fromour security agencies
regardi ng these cases, and the Canadi an gover nment
has not responded to the request for an

i ndependent investigation into the cases of
M. Almal ki, M. EIl Maati and M. Nureddin,

al t hough the possibility of a Canadi an style
rendition policy is arguably one of Canada's
greatest human rights scandal s.

The | ast objective is that of
accountability.

We have been di sappoi nted by
current accountability mechanisnms for our security
agencies. The CPC has been unable to effectively
investigate or audit concerns regarding the RCMP s
operational methods. As | have mentioned earlier,
t hese concerns have pre-dated our study and have
been covered with candour by the nmedia for the
| ast few years at | east.

Mor eover, these concerns have been
rai sed by ourselves and others time and tinme
again. The chair of the CPC, Ms Shirl ey Heafey,
has herself |amented that the RCMP is guilty of
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"thwarting"” the complaints process.
I nstitutionally, the CPC does not have the | egal
tools to conmpel full disclosure.

It is also telling that SIRC has
not simlarly initiated an audit into the
operational methods of CSIS. 1In fact, to the
di smay of both the Canadi an Musli m and Arab
communities, a SIRC report to the m nister that
studi ed CSIS probes between April 2001 and March
2002 found that "in its investigations of Islamc
extrem st terrorismin Canada, the Service
restricted its activities to the threats posed by
persons and organi zations and did not investigate
the Islam c community as a whole". This has not
been the day to day experience of our communities.

Due to this inaction and the | ow
profile of our security review mechanisms, many in
our communities have the inpression that our
review mechani sns are thensel ves secretive
agencies intrinsically connected to the agencies
t hey review. Many do not perceive themas arm s
| ength or independent. This |oss of confidence
stems in part fromtheir apparent inability to
grapple with the real and well-publicized issues

facing Arabs and Musli ns.
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The post-9/11 climte has
presented numerous opportunities for our review ng
agencies to act and to assert their comm tment to
the rule of law and civil liberties. This has not
happened. Outreach opportunities have been
m ssed.

The | ast four years have presented
cl ear opportunities for our review agencies to
denystify their roles and attain the confidence of
our disaffected communities.

The culture of a review agency
must be activist, robust, incisive and probing.

It is not sinply independent or arm s length. It
i's our position that proactive review has been few
and far between and that existing review
mechani sms has failed to enmbrace the culture of an
activist watchdog role that is so critical in
ensuring the protection of the rule of |aw and the
civil liberties of Canadians.

| would now |i ke to speak very
briefly about what we propose for a security
revi ew agency.

I n our earlier subm ssion to you,
we focused primarily on what a review agency

overseeing the RCMP would | ook Iike. Wuld it not
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speak in specifics to whether that agency would
oversee nmore than the RCMP?

Due to information that has
surfaced fromthe inquiry since then, the results
of our national survey, as well as public
informati on, we would |ike to broaden our
recommendati on that the review agency have
jurisdiction over all federal agencies involved in
nati onal security work. We continue to maintain,
as in our earlier subm ssion, that there nmust also
be a parliamentary comm ttee on national security.

We will address the specific
guestions that you posed to us in the remai nder of
my subm ssion and also will be willing to address
and answer any additional questions you have
regardi ng the super agency option, which we feel
is essential given the increased intersection of
bodi es that are engaged in national security.

We woul d submt that certain
princi ples must guide the design of the agency.
The Canadi an Muslim Lawyers Associ ation has
proposed that national security matters be managed
on a lifecycle model which aims at the continuous
i mprovement of the national security system The

current systemis based on a sinple
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one-di mensi onal nodel of self-governance and
sel f-review.

The lifecycle approach woul d add
an extra dimension in the formof an i ndependent,
non-partisan and centralized revi ew agency with
the follow ng features:

- jurisdiction over all national
security agencies and functions;

- full access to all national
security information;

- the ability to initiate
investigations and to subpoena wi t nesses;

- the ability to hear third party
conpl ai nts, robust public conplaints and redress
process, including the ability to order remedies,
in particular financial conpensati on,
| egi sl atively mandated audit power, a permanent
budget funded by Parliament and safe from
executive tanpering, public and civil society
participation and input to build confidence and
trust;

- the ability to undertake an
annual audit and assessnent of Canada's nati onal
security sector in order to determ ne

effectiveness and efficiency -- in effect, an
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audit of value for noney;

- and lastly, that it be staffed
with full-time civilian experts in national
security law, policy and practice.

I n defining the agency's
jurisdiction over all national security
activities, reference may be made to | egi sl ati on,
organi zational structure and policies and
procedures. So we would advocate a functional
definition of national security in this instance.

| would now like to briefly speak
to two issues relating to the agency: one woul d be
t he i nportance of a vigorous audit power; and
second, the agency's remedi al powers.

Bot h audits and conpl aints are
important in effective review and nmust be
undertaken by the same agency. We do submt,

t hough, that any mechanismthat is driven by
conplaints will be unable to provide a true review
of the actions of our security agencies. It has
been our experience that Muslims and Arabs are

| oathe to come forward and file conpl ai nts agai nst
security agencies.

This aversion stems from many

factors: concerns about confidentiality, concerns
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about anonymty, lack of a feeling of safe space
to conplain, linguistic challenges and of course
t he fear of reprisals.

I n addition, many hail from
political and social cultures where interaction
with security agencies is non-existent or sinply
hostile. Add to this mx institutional barriers,
such as a |l ack of advocacy resources, and the
result is a clear denonstration of why a
conmpl aints driven process can only be deeply
flawed.

The most central indispensable
feature of any review agency nust be a
| egi sl atively mandat ed, robust audit power. An
audit power is essential in a field where secrecy
is the norm where investigations are covert and
where much of the going-ons occur outside the
['ight of public scrutiny.

Audits are thus the only
sust ai ned, in-depth manner to ensure conformty
with the rule of law and civil liberties.

We woul d al so submt that another
benefit of vigorous auditing is in fact increased
confidence in the conplaints process. \When

potential conpl ainants see the review body as
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self-identifying with critical and topical issues
and being concerned actively with the rule of |aw
and civil liberties, this will embolden themto
come forward with renewed confi dence.

Certainly this is a long-term
effect, but I think a very beneficial one, that
wi Il bolster civic confidence in the review agency
and make it over the long termthat much nore
effective. A thorough audit may al so, for
exanple, lead to class conpl ai nts.

I n passing, | would note that the
agency should al so be able to review security
certificates. As an expert body, it should be
able to conduct a nerit review and not sinply a
reasonabl eness review. The reviewcriteria would
depend on constitutional standards, |egislation,
case | aw and policy, and the review agency woul d
be engaged in exam ning |legality, proportionality
and reasonabl eness of national security
activities.

Furt hermore, we would submt that
t he doctrine of police independence shoul d not
affect the audit power of the agency. There are
t hree reasons.

First, intelligence | ed policing
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represents a significant departure from
traditional policing.

Second, the public record
i ndi cates, at |least to our mnd, that the
i nvestigations of many individuals were quite
politicized to begin with.

| think the idea that
investigations are politics neutral in some cases
is afiction. The investigation of numerous
i ndi vidual s, especially those who were stigmatized
post-9/11, appear to be driven in some cases by
political considerations.

And | astly, and probably nost
importantly, the auditing function is not an
oversight function, but rather a post facto review
t hat woul d not be underpinned, if you |like, by
political considerations.

Lastly is the issue of remedies.

Experience with the CPC shows t hat
a significant portion of its recomendations to
the RCMP are flatly rejected. We think that a
review agency will have significant expertise,
experience and will be in a front line position to
exam ne the facts of the case. And given these

factors, we believe that a review agency that does
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not have the teeth to make binding judgments with
respect to conpensation will be ineffective.

The litany of cases of those who
were m stakenly stigmatized by security agencies
as terrorists and had their lives ruined is a
cause for great public alarm In many, if not
nmost, cases individuals were not appropriately
conmpensated for the harmthey suffered. A review
mechani sm nmust i ncorporate this power and use it.

| ndeed, we would submt that when
monetary judgnments are issued in such cases, this
will provide a unique incentive for security
agencies to pursue investigations that both
respect the rule of law and civil liberties.

Those are my oral subm ssions,

M. Comm ssioner. | look forward to your
guesti ons.

THE COWMM SSI ONER: Just dealing
with the last point first, if | can, is there a
concern that if the review agency has the
authority to order conpensati on, not just
recommend conpensati on -- even that perhaps -- and
has therefore the authority to investigate the
i ssue of damages, that the review proceedings

themsel ves will become a type of an adversari al
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proceedi ng?

What | am wondering is: |Is there
a legitimate concern that goi ng ahead, that the
agency that is being reviewed, or the menmbers of
t he agency who are being reviewed, know ng that at
the end of the day one of the outcomes may be in
effect a conmpensation order, | guess to be paid by
t he government, |I'mnot sure by the individual,
t hat you are going to inport into it all of those
components of the adversarial systemthat we
| awyers and judges know so well and that may not
serve very well the type of audit review function
| think that you and many ot hers would envision?

Soin a sense it will put the two
at war nmore than would be desirable. |Is that a
concern, do you think?

MR. SALOQJEE: | think that may be
a concern, M. Comm ssioner. Our concern actually
is frankly that the national security review
systemis not adversarial at present and that
certainly in many instances the conpl ai nant is
barred or does not have proper and full access to
t he evi dence.

So al t hough the adversarial system

poses its deficiencies, | think it would be a
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wel come fixture, given the inadequaci es of the
current systemthat are sinply not adversari al
enough and don't | think give a proper and
effective opportunity for the conplainant to
cross-exam ne the evidence, to see the evidence,
don't incorporate, for exanple, the issue of
speci al advocates.

So | don't see this potenti al
adversarial quality as being necessarily
detrimental. | think it would be much better,
given the inadequacies of the current system

| would also submt that | think
the i nportance of actually allowi ng the agency to
order compensati on cannot be overstated, because
wher e individuals are stigmati zed and have their
lives ruined either by being fired fromtheir jobs
or making their enmployability, as in the case of
M. Arar, very, very difficult, I think it is
essential to address sonme of those harns by
investing in the agency the power to order
conpensati on.

THE COWMM SSI ONER: All right.

You speak about the need for a
functi on-based revi ew agency as opposed to an

agency-based one. We had sone di scussion
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yest erday about this.

There is a list in the further
guestions that the inquiry sent out, in question
16, there is a list |I think of 24 agencies that
are in some way associated with, I think the word
is, security and/or intelligence. | think some
who propose a super agency propose that that is
the function, all 24's national security
activities should fall within the real mof this
new super agency.

Some of the questions | asked
yesterday went to the question as to whether or
not this is a practical approach, or are we just
creating sonething that will die under its own
wei ght if the reach is so far?

As | thought about it |ast night
and when | |l ook at the list of 24, it strikes me
t hat four and perhaps five of themare actually
invol ved in national security investigations. The
ot her 19 or 20 may have a different mandate. They
don't have a mandate to conduct national security
investigations. They may incidentally come into
possessi on of information that has a national
security inplication

| guess ny question to you is:
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When we | ook at the function that needs to be
subject to an i ndependent arm s |length review
agency, the type that we are tal king about, does
not the function that we are concerned about,

nati onal security investigations and the threat to
i ndi vidual liberties, result primarily fromthat
type of investigative action, the collection of
informati on, the things that you have nmentioned?

Is that the type of function that
we shoul d be | ooking at coordinating or
integrating the review for, or is it everybody who
may i ncidentally even have their hand on a
nati onal security document?

MR. SALOQJEE: | think it would be
primarily the investigative thrust of the agency's
mandat e that would bring it under the jurisdiction
of the reviewi ng agency. | think to the extent
t hat others deal only incidentally and only
tangentially with national security information,

t hey woul dn't necessarily be brought under the
purvi ew of the security agency.

So | think for all practical
pur poses we are | ooking at a number of core
agencies: the RCMP, CSIS, the Border Services

Agency, for exanple.
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THE COWMM SSI ONER: Some suggest
CSE.

MR. SALOOJEE: And CSE as wel |,
al t hough we would not, | think, be | ooking too
intensively at the other agencies whose mandate is
not to investigation and who would deal only
incidentally with this sort of information.

| think probably in defining the
jurisdiction of the agency, there is going to have
to be sone time and focus devoted to exactly what
is the threshold that would bring the agency under
t he purview of the review ng agency.

THE COMM SSI ONER: I n the point
t hi nk that you are making is when you | ook at
things |like the Departnment of Finance, Treasury
Board, Natural Resources Canada, Environnment
Canada, and so on, it would seemto be a rather
difficult fit to put themunder a national
security review board.

| think a point you make -- and
will ask you to respond to it -- is that whatever
the review body or bodi es may happen to be, sone
have said at | east that they should be able to
follow the information, follow the trail, | think

is how some have put it; in any event, that the
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revi ew body or bodi es should have sufficient
powers that if the trail |leads to Treasury Board
or to the Departnment of Finance, they should have
the ability to reach out and bring that
information within their purview so that they can
| ook at it. They don't bunp into a wall at some
gover nment department.

MR. SALOQOJEE: Yes, we woul d agree
with that. 1In all Iikelihood, I think complaints
are going to begin with investigations. | think
it is unlikely they will begin with sinply data
collection. Most individuals don't know whet her
there is data coll ected about them or whet her
there is informati on about them It will likely
begin with either a perceived or actual
m sconduct, or m sconduct will |ikely be the
grounds for the conpl aint.

And t hat being the case, | think
t hat the agency should have the jurisdiction to
investigate and go with where the trail |eads.

Certainly if they find that the
Department of Finance has its fingers in national
security in a way that is more than sinply
incidental, they should be able to review that as

wel | .
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THE COMM SSI ONER: Ri ght. One of
t he things you mentioned, and |I think it is useful
to hear fromyou on, is the interaction between a
review body or bodies with the comunities that
you represent. You have commented to sonme extent
on the existing situation.

What role do you see | ooki ng ahead
in a reconfigured review body, if you will? What
role do you see that that body would play in
interacting with the comunities? Do you have any
specific ideas about that?

MR. SALOQJEE: Well, | think it
woul d have to be a very vigorous role. One of the
current problems | think with the review agencies
is that they are not well-known in the broader
communi ty.

Certainly I can only speak on
behal f of my community, Arab and Muslim conmunity,
which is that many individuals in these
communi ties have no clue that there exist review
agencies and, if they do, what those review
agenci es do and what their mandates are; and that
indeed there are legitimate options in filing
conmplaints with these revi ew agenci es.

So there has been |I think a very
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| arge gulf of educati on between the comunity and
bet ween the revi ew agenci es.

Now i f you add to that the fact
that certainly in the case of CPC, it is
conmpl ai nts driven, that means that the review
agency will not be able to effectively deal with
the community's concerns. There is going to be a
di sconnect that is going to make accountability
virtually non-existent, certainly the
accountability of the RCMP.

We hope for a number of things, |
think. One that | mentioned earlier is that with
a vigorous audit mechanismthis is going to be a
way to signal to communities to come forward and
it is going to |l think increase confidence and
trust in the review agency.

| think other activities do need
to be done. It has been mentioned before that the
objective of a review agency is not to solicit
conplaints, to actively solicit conplaints, and
certainly we would not call for that. At the same
time | think the review agency needs to be
invol ved in a public education process whereby it
is reaching out into these affected conmunities.

It is explaining what it does, and it is
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explaining its commtment to the rule of | aw and
civil liberties and | think also taking pains to
mention and to allay the fears that typically
woul d prevent individuals fromfiling complaints
in the first place, such as concerns about
confidentiality, anonymty, the fear of reprisals,
resources.

One of the exanples that we are
toying with, or recomendations, is sonme kind of
| egal fund or some kind of Legal Aid programthat
m ght be instituted so as to ensure that
soci oeconom ¢ obstacles are not a barrier to
people com ng forward.

| think certainly in many cases
t hat have come to our attention, individuals are
reluctant to conme forward because they don't have
the resources to do that. They feel that they do
need | egal assistance and | think in many of these
instances, | think having a |l awer is quite
i mportant because if you are faced with |linguistic
obstacles or if you are a new-coner to Canada or
don't have citizenship status, you may very well
need a | awyer to hel p you navigate through the
review agency itself. So perhaps some kind of

| egal fund or Legal Aid programto make it
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accessible for individuals to be able to cone
forward and file conplaints; but certainly I think
some measure of outreach in the broader comunity.

Al so the recommendati on t hat
perhaps there m ght be an advisory council built
into the review agency that does conprise nmenbers
of affected comunities, that m ght be a way of
bri dgi ng the di sconnect between these comunities
and the review agencies. And also bringing to the
attention of the review agencies the on-the-ground
realities of these communities, for exanmple, with
regard to operational methods and field practises
that it does not appear to date have made their
way into the attention of the current review
agenci es.

THE COWM SSI ONER: M. Sal ooj ee,
with respect to the RCMP you have the ongoi ng
conmpl ai nt system for conpl aints generally agai nst
the RCMP and then you have a separate agency that
deals with conplaints froma national security
investigation. |Is there a concern about
stigmatization, that if something has a conpl ai nt
and they then say okay I'mgoing to bring ny
conplaint, either they bring it to the national

security conplaints body or it gets streanmed there
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because it flows out of a national security
investigation -- is there a concern that that
person then will be stigmatized as a person who is
subject to a national security investigation and
it sort of in a sense would be counterproductive?

If that is a concern, do you have
any ideas as to how it m ght be addressed?

MR. SALOQOJEE: | think that
| ooki ng back, | ooking back into the past, many of
t he individuals who | think would have been |ikely
to file complaints with this broad agency, had it
existed in the past, would have been those who
were already stigmatized publicly as having links
to terrorism

So at one level | think you wil
find in those cases those individuals wouldn't
have anything nore to lose in filing a conpl aint.

Wth regard to those who, for
exanpl e, have not been publicly Iinked or in some
way stigmatized to terrorism | don't think it is
an i nsurmunt abl e concern, because | think that
t he procedure ought to be confidential until a
final determ nation is made. And then in that
determ nation or in that resolution names could be

om tted, names could be filtered out, other
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essential information about the conmpl ainant's
identity could be filtered out.

So | don't think it is an
i nsurmount abl e concern. | think there are ways we
can mtigate sonme of those challenges, and I don't
see it as being something which is insurnountabl e.

THE COMM SSI ONER: | don't know if
you have anything to add to this, but the whole
notion of stigmatization within the comunity, |
think it probably happens generally when people
are being investigated for anything and ot hers
become aware of it, that there is a certain sort
of where there is snoke, there is fire type of
t hi nki ng that goes on.

| take it that is something that
your community has experienced.

MR. SALOQJEE: Yes, there is
certainly stigma when, for exanple, somebody gets
visited by the RCMP or CSIS. So sone of these
operational methods that we spoke to in our
nati onal survey really do exacerbate the stigm
and publicize the stigm.

The case of workplace visitations,
for exanmple, 25 percent of those who were visited

were visited at work. They were visited at work

StenoTran



© o0 N o o A~ wWw N P

N N N N NN P B PR R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

245

and in many instances the agents or the officers

spoke to their supervisors and indicated that they

were fromthe RCMP or from CSIS and they were here

to visit and speak to the individual.

So the current operational methods

and field practices do stigmatize individuals I
think in numerous ways.

Havi ng that individual then
conplain to an agency -- and let's assunme that
that is known that the conpl ai nant says | was a
subj ect of an inmproper investigation, | don't
t hi nk that woul d be as stigmatizing as sinmply
being visited by the RCMP or CSIS.

As a matter of fact, individuals
m ght even want to boast about the fact that yes,
| was visited and | did file a conplaint and now
l'"mwaiting to see what happens.

So I would think that to the
extent that it is a credible agency that that
i ndi vi dual has confidence in, that would reduce
the stigma even if it was known that they were
filing a conplaint.

THE COWMM SSI ONER: That is very
hel pf ul .

Those are all the questions
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have. Are there any other questions?

MS KRI STJANSON: It arises from
sonmet hi ng we di scussed yesterday as well. If we
were to | ook at the expertise which is required in
t he revi ew body, to what extent would you think
t hat representativeness of various communities
woul d be i nmportant and what ot her kinds of
expertise should be reflected in that review body?

MR. SALOQJEE: | guess the general
argument is that where the bureaucracy does not
reflect the broader society, it won't be able to
serve that society. And | think to a certain
extent that is relevant with the review agency as
wel | .

| think part of the disconnect has
per haps been the fact that the Arab and Muslim
community is not well represented within the
revi ew agency. Certainly it is our concern with
respect to the RCMP and CSIS that there are very
few field officers or national security
investigators or individuals involved in security
policy that are part of the RCMP and CSIS, and
this can only lead to a disconnect.

It will mean reduced confidence

and it will also mean that there is i ncreased
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possibility that the agencies m sread or

m sunder stand or m sperceive cultural or religious
el ements in the comunity when they are doing
their investigations.

So | do think it is inmportant,
al t hough I think obviously there needs to be some
caveats.

We woul d never advocate sinply
willy-nilly packing the review agency with Arabs
and Muslims. It would have to be merit based.

And whether it would be in the formof an advisory
body, an advisory council, whether it m ght be
simply regul ar consul tations, whether it would
actually be to try to solicit enmployees that do
have the experience and the know-how and the
policing and intelligence expertise fromthe
community, that m ght al so be val uabl e.

Certainly I think it can only help
t he review agency to ensure that the affected
communi ties are brought into the body in various
capacities, have a say in decision-mking and wil
be able to informthe policy and procedures of
t hat agency.

MS WRI GHT: And just a rel ated

guesti on.
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You mentioned the possibility of
an advisory council. Do you see that as a
separate set of qualifications and appointnments
and roles to what m ght be the conmposition of the
actual review body, or do you think that those
roles and sets of qualifications and appoi ntnents
could be the same?

Are you proposing that there be
menmbers of the review body and then an advi sory
council on the side?

MR. SALOQJEE: To be honest,
haven't given this very, very nmuch thought.

What comes to mnd is that there
could certainly be an advisory council which woul d
be separate fromthe review body, meani ng not
participating in the investigations, not
del i berating, et cetera, but that could be of use
and consulted regularly by the review agency in
its cases.

| can give you, for exanple, |
guess a conedi c but also tragic exanple.

In the case of the 23 Paki st ani
i ndi vi dual s who were caught up in Operation
Thread, when you read the RCMP backgrounder the

indicia that were used to | ook at and scrutinize
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t hese individuals closely as a possible terrori st
cell were quite unusual: that they pursued their
studies in a dilatory manner; that they didn't
really have very good cooking skills; that they
lived together and, if you |like, aggregated
together in the same apartnment; and that they cane
froma part of India that was noted for,
guot e/ unquote, Sunni Extrem sm

| woul d probably fall w thin al
of those categories, especially pursuing nmy
studies in a, quote/unquote, dilatory manner.

One of the ways | think in which
t he advisory council could help would be to say
really these aren't really strong indicators of a
link to terrorismor a possible terrorist cell.
This m ght account for many ethnic trends or
denmographics within the Canadian Muslimfam|y.

That woul d be, | would think at
first instance, the sort of information and
benefit that m ght come from an advisory council.

In addition to that, simply |inks
with the comunity. Who are the activists in the
community? Who are the | eaders? What are the
concerns that we are fielding in our community?

| think that sort of openness and
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t hat sort of consultation could only help the
revi ew agency and not hinder it. It would
certainly be a win-win situation. | certainly
don't see it as being a zero sumgain

MR. FORESTER: Just one nore
guestion on the advisory council.

We heard yesterday about the
possibility or the fact that when you go the
representative route, so that there are
representatives of the community either on the
review body or on an advisory council, that there
is a danger that the representative is not
necessarily representative of the comunity. The
community has many voices and it would be hard to
distil all those into one.

Do you have any suggesti ons about
how t hat i ssue m ght be addressed?

MR. SALOQJEE: | think in any
ot her community, and the Arab Muslimconmmunity is
no exception, there is always internal politics
about who represents the community and to what
extent they represent the community.

| think some of those are
| egitimte concerns. Obviously you would want to

find someone who is truly representative or
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representative of a large sanple, and also a

di verse sanple of the Arab and Muslimfamly
because both comunities are not honmogenous.
Musl i ms conprise over 44 different ethnicities, so
it is a very heterogenous famly.

Nevertheless, | don't think that
should be a barrier or that should be the
[imtation in moving forward and trying to consult
with representatives of the community. That
should not | think deter the agency fromtrying to
out r each.

| think there are ways around
that. You could | ook at established
organi zations. You may have an advi sory body that
is not static but fluid, that changes every year
for example, such that individuals who woul d
clanour to be on the board or that they are not
represented m ght be able to be accomovodat ed over
a period of time.

So there are ways to do that and
not freeze the advisory council and make it open
to criticisms that it is not representative.

| certainly think, at |east from
my community, speaking again as a representative

of that community, with that disclaimer, that
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t hi nk you would find that there would be very

much -- | think the idea of an advisory body would
be very much wel comed by the community.

| ndi vi dual s may have their own particul ar

i di osyncrasies, but | think the idea would be

wel comed.

| think that such an agency woul d
find that the comunity woul d be open to working
with that agency in creating a fluid advisory
body, for exanple.

THE COWMM SSI ONER: Do you have
anything el se you wish to add?

MR. SALOQOJEE: | think that is it,
M. Comm ssioner.

THE COWMM SSI ONER: This | think
will be the | ast opportunity that you will be
appearing before the Conm ssion. Let nme thank you
for your presentation today but also you
personally and the organi zations that you have
spoken for throughout the inquiry, for the
contribution you have made. It has been very
valuable. It was a very inportant part of both
aspects of the inquiry to have that type of
i nvol vement. | thought that your invol vement

t hroughout, your participation was done in a very
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professional and very hel pful way. | amvery
appreciative.

MR. SALOQJEE: Thank you very
much, M. Comm ssioner, for giving us the
opportunity to be here.

THE COWMM SSI ONER:  You are
wel conme.

M. Filmon is here and Ms Pol | ak.

We are 10 m nutes early. Are you
ready to carry on?

Why don't you cone forward then.

You are welconme to just sit; it is
your choice. The only requirement is to speak
into the m crophone.

For the record, the next
presenters are fromthe Security Intelligence
Revi ew Comm ttee, represented by the chair,
wel | - known to many, M. Gary Filnon, and the
Executive Director, Ms Susan Pol |l ak.

Wel conme and thank you for com ng
t oday.

As | understand it, you don't
propose to nmake a statenment. You are just here
and prepared to answer questions.

s that right?
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MR. FILMON: Yes, Your Honour, we
are happy to respond to any questions. | just
preface with a few caveats.

| have just been in the chair for
about five nonths, and secondly I amnot a | awyer.
So with the support of Ms Poll ak and sone of our
| egal staff, we will hopefully be able to respond
to all of your questions.

THE COMM SSI ONER: Sure. [If there
are any questions for sure. This isn't sort of a
contest trying to surprise anybody. |If there are
any questions that we ask that you want to think
about or that you consider aren't appropriate or
what ever, fine, let us know. It is really an
informal exercise to try to help me.

Let me start with what is one of
the most difficult issues that emerges fromall of
t he subm ssions that | have received and what |
have heard in the oral presentations so far, and
that has to deal with the integrated nature of
some of the national security investigated
operations and the question as to how the review
agencies -- or agency as some would propose a
singl e agency -- should deal with the integrated

t he nature of operations.
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| note in reading your |ast annual
report there is reference to the nunber of
interactions, if you will, between CSIS and the
RCMP, of an informal nature but also what appears
to be an increasing amount of involvenment in
organi zed | NSETs. | suppose the same coul d be
sort of formalized, if you will, integrated
operations.

So that, as you are probably
aware, one of the issues that confronts me is that
in maki ng recommendations for an i ndependent
revi ew body for the RCMP | woul d be putting ny
head in the sand if | didn't address the fact that
some of what that review body will be | ooking at
will involve integrated operations, informal or
formal, with CSI'S, maybe with CSE, with CBSA,
Canada Custonms, and so on.

| will have a nunmber of questions
arising fromthis subject, but let me start by
just asking for your general coments in the
course of SIRC s reviews over recent years.

Have you noted an increase in the
amount of integrated activities between CSIS and
ot her investigative bodi es?

MR. FILMON: There is no question
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about that. |Indeed SIRC made comments, | think
when we appeared before the parliamentary
commttee that was | ooking at the anti-terrorism
| egislation, with the changes that were going to
be made, or intended and that are now in place,

t hat there was a newrole or a renewed role for
the RCMP in the security and intelligence field
after 9/11 and that some of the proposed agenci es
woul d be an integration of CSIS and RCMP
personnel, and in some cases with a nunber of

ot hers that you have nmentioned. | think of | NSET
and | BET and now | TAC.

The difficulties of course are
that in some cases the | ead agency is the RCMP,
whereas in the case of ITAC the | ead agency is
CSIS. So it does inpact the way in which we can
exam ne the things that are being done when there
is this conbination of personnel.

In I TAC we are conforted that CSIS
is the | ead agency and all secondees are
considered to be enpl oyees of CSIS. Therefore,
that makes it clear as to our jurisdiction on that
and ot her cases. | think we made coment of that
in our own investigation into the matter that you

are investigating on the other half of this
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Comm ssion, that we could only exam ne the issues
that were within the gamut of CSIS's
responsibility.

So it has been a concern to us and
we have indicated in a variety of different ways
that it would be better to have a clarification of
jurisdiction that allowed us, in some cases
per haps, to go beyond what we do.

| will say that in the course of
this discussion | don't want to in any way inmply
that we are critical of the current coll eagues who
are in the review or oversight process within the
whol e area of security and intelligence, nor do we
want to be seen to be trolling for nore work for
SIRC. But the fact of the matter is that we
believe, just froma straight viewpoint of
effectiveness -- and | ama pragmati st at heart
and so | think that the solution would be better
if it were done under one unbrell a.

THE COMM SSI ONER: Do you have any
sense as to what percentage of what you do, of
what SIRC does in reviewi ng CSIS, would engage, if
| can call it, the integrated problen?

MR. FILMON: That is a good

guestion and |I'm not sure that we could take a

StenoTran



© o0 N o o A~ wWw N P

N N N N NN P B R R R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

258

guess at it. It mght be 20 percent. |'mnot
sure if it would be --

MS POLLAK: | would say 20 to
30 mysel f, somewhere in that ballpark, so | agree
with the Chair.

THE COWMM SSI ONER: Ms Pol | ak, that
woul d i nclude both the formalized, |BET, the
| NSETs that M. Filmn mentioned, and also --

MS POLLAK: Joint investigations.

THE COMM SSI ONER: -- joint
i nvestigations, the sharing of information, and
so on.

MR. FILMON: We can understand the
reasons why this integration is necessary in
today's environnment, today's security environnment.
It is, | think, the way of the future.

But the question then becomes: To
what extent is it necessary and how do you assure
that there is the same | evel of review when sone
are subject to the kind of reviewthat CSIS is
under SIRC and other parts of it are not?

THE COWMM SSI ONER: That rai ses
anot her question | think. It is a good point.

If there is going to be review of

integrated activities, it seems that there is an
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advant age that the review be consistent, so that
one of the integrated actors is either not subject
to review at all or is subject to a different
gquality of review or something.

MR. FILMON: That is certainly our
conclusion, yes. W expressed that, | believe, in
our appearance before the parliamentary conmttee
some time ago.

THE COWMM SSI ONER:  Yes.
under st and t hat.

What about the other actors that
CSI S conducts joint investigation or is involved
in some sort of way that give rise to this
probl em? The RCMP would seemto be the nost
frequent.

What ot her ones? | had mentioned
earlier, but what other ones would you include in
that? How far does the reach have to go to deal
with the integrated operations situation?

MR. FILMON: Again, we are not
here pronoting ourselves for more work.

Havi ng said that, we think that
you have to | ook at the difference between those
who are gathering intelligence, and that involves

CSIS and the intelligence side of the RCMP, and
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the CSE. Then you separate that by suggesting

t hat the CSE of course is only doing so on foreign
interests, and so that can easily be seen as a
dividing line should you choose to do that, and
Parliament has done that.

Havi ng said that, we al so know
fromour nmeetings with and interactions with
counterparts who have an oversight or review
responsibility in other countries, that they
typically do have the counterparts of all three
under their purview -- that includes places |ike
Norway and the U. K. -- but in their cases they
have different mechani sns, parliamentary reviews.
They are not really exactly the same as SIRC, nor
do they have the extensive powers that SIRC does,
and they easily suggest that, that we have powers
t hat are much greater in our review than they do.

So theirs perhaps would be nore
akin to the proposed parliamentary oversi ght and
review that is now being tal ked about by the
f ederal government.

THE COWMM SSI ONER: Yes. Do you
have a sense when it comes to review as to the
expertise that is required? Let's just for the

moment stay with reviewing CSI'S on the one hand
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and the RCMP on the ot her.

In their witten subm ssions to
me the CPC have made a significant point in
stating that when they cone to review the RCMP - -
and it is only in the context of conplaints now,

t he RCMP i nvestigations relating to national
security matters -- that their experience is that
the expertise that is required primarily rel ates
to |l aw enforcenent and policing and that is -- |
think I'"m perhaps slightly overstating what they
say, maybe not -- that is a very specialized,

uni que type of training that they have built up
expertise over the years.

This is not in any way throw ng up
a conpetition as between the two, | amsinply
trying to figure out what the best solution is.

But do you have any sense as to
the difference, if there is some, in the expertise
required to review a security intelligence agency
i ke CSIS and the RCMP on the other hand?

MR. FILMON: We are not experts on
all of the things obviously that the RCMP is
responsible for. W readily acknow edge that
there is no place for this kind of body in the

review of police work per se.
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What we Are tal king about is the
security and intelligence functions which have now
been turned over to the RCMP since 9/11, since the
Anti-TerrorismAct. We believe that that part of
their responsibilities is very, very simlar to
what CSIS's activities involve and, therefore, it
can and shoul d be separated in a different kind of
review structure.

We think that certainly we have no
interest nor would it be wise to get a revi ew body
invol ved with the police work and there woul d
still be a need for sonme kind of conpl aint
mechani sm about their actions in that realm

But we think that the security and
intelligence work is very, very simlar and
parallel to what CSIS is doing and there are the
synergi es and the consi derations there of having
all of our staff needing to be top secret rated,

t he kinds of analytical review that they do we
bel i eve woul d be very, very simlar for the RCMP' s
security and intelligence functions.

We can't say that with absol ute
authority because we have not been involved with
t he RCMP operations.

THE COMM SSI ONER: Is there a
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concern if a single review body is to review both
the RCMP's security intelligence functions and
CSI'S of cross-contam nation of information, that
within the review body it would beconme a new
avenue that potentially information from one
agency would be shared with anot her?

| s that something that one needs
to be alive to?

MR. FILMON: | think we do. W
woul d have to be alive to it, but |I do believe you
could set up fire walls or various types of means
of assuring that there wouldn't be a
cross-contam nation, that information from one
woul dn't somehow i nadvertently be transferred to
the other. | don't see that as being
i nsur mount abl e.

THE COMM SSI ONER: As you know,
the CPC now is just a conplaints function and one
of the suggestions | hear frommany is that
wherever it ends up residing, the RCMP' s nati onal
security function, collection of intelligence, and
so on, needs as well an audit function. People
often say an audit function that | ooks |ike the
SIRC audit function, so all that that enconpasses.

They say because it is national security
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conmpl ai nants don't know what is going on and al
the reasons that gave rise to the creation of SIRC
ingiving it its audit authority.

Do you think that it is desirable
or even necessary that the conplaints function
with respect to the RCMP's national security
activities reside in the same body, whatever it
is, as an audit function?

Assum ng there is going to be
an audit function, should the two be in the
sanme pl ace?

MR. FILMON: Again, that wll be
a decision of Parliament and the Government of
Canada, but we have found it to be advantageous
for us to be both an auditor, reviewer and al so
a conplaints body. We |earn nore about perhaps
t he pressure points or the areas that we ought to
be paying close attention to through the
compl ai nts function and -- and probably | earn nore
about the details of the operational functions of
CSI S through the conplaints function and we think
that it's been very useful to have responsibility
for both.

| don't imagine that it is

essential that if there remains a separate
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conpl aints comm ssioner for the RCMP it woul dn't
be essential that the audit of the security and
intelligence functions also include the
conmpl ai nts, but we think it probably would work
just fine, as it has with CSIS.

THE COWMM SSI ONER: It would be to
bring the complaints --

MR. FILMON: Yes.

THE COWMM SSI ONER: The conpl aints
and the audit to stay together about the sane
matters.

MR. FILMON: As |long as you can
determ ne what area of their operations the
conpl aint deals with.

THE COVM SSI ONER: If it is a
nati onal security matter.

MR. FILMON: Right.

THE COWMM SSI ONER: This may be a
difficult question for the people fromSIRC to
answer, but one the great chall enges in designing
a systemthat would remover the conplaints
function, | guess even an audit function, over
some of the RCMP activities, would remove it from
CPC, will be: Where do you draw the

jurisdictional |ine.
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MR. FILMON: Precisely, yes.

THE COMM SSI ONER: As | said to
sonmebody yesterday, this has the potential of
keepi ng a whol e generation of |awyers enpl oyed.

MR. FILMON: Is that a good thing?

THE COMM SSI ONER: | don't know.
| used to think so.

--- Laughter / Rires

THE COMM SSI ONER: \When one | ooks
at the set-up what is different fromthe RCMP from
CSIS or CSE is, CSIS and CSE are entirely devoted
to one function.

MR. FILMON: Correct.

THE COMM SSI ONER: The fact of the
matters is -- | don't know what the percentage is,
but say 5, probably |less than that, of the RCMP' s
wor k actually would be classified as national
security investigation. So as soon as one starts
contenpl ating the notion -- and |I'm not arguing
against it by any means -- of noving that to
anot her body than the one that deals with the rest
of the RCMP, you inmmedi ately for the first time
create the need to draw a jurisdictional boundary.

As you probably saw in the

hypot heti cal questions that we posed, which were
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designed to highlight this, it is difficult
because matters nove in and out. They start as
nati onal security, now they are not, now they are.

MR. FILMON: Yes. W agree with
you, so it is a conundrum

THE COWMM SSI ONER: So a new body,
if one were to do that -- that's hel pful.

MR. FILMON: [|'m not being

hel pful, aml?

THE COWMM SSI ONER: 1" m gl ad you
agree.

MR. FILMON: That is the advantage
of not being a lawyer, | can't give you a straight

answer on that.
--- Laughter / Rires

THE COWMM SSI ONER: | am | ooki ng at
some of the people who work at SIRC that are here,
that if a new body is to do that, is to take it on
along the lines we are tal king, that type of
model , the new body will be fashioned with a
chal | enge goi ng ahead of drawi ng |ines.

| have had suggestions. There are
all sorts of different ways we can do it and
don't think we would sort of need to pursue the

| egal niceties of it, but it is clearly sonmething
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that worries me as | think about what the best way
to go woul d be.

MR. FILMON: You would certainly
woul d have to set up a process by which SIRC woul d
go through an evaluation -- sorry, not SIRC,
what ever is the review body --

THE COVM SSI ONER: Ri ght .

MR. FILMON: -- would go through
an evaluation to say if these things are the case
then it is a matter of national security,

t herefore the conpl aint shall be dealt with by
this review body, separate fromthe Conpl aints
Comm ssioner if that continues to exist, and
assume it probably would have to.

So it is just a matter of who
makes that judgnment and what is the process for
arriving at that judgnment.

We have to go through a process to
determ ne whet her or not we undertake a hearing
for conmplaints and there is a variety of different
t hi ngs that have to be nmet in order for that
deci sion to be made.

So | would think that you could
set up a process. The question is: Wo makes the

ulti mte deci sion?
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THE COMM SSI ONER: Yes. | suppose
ultimately the courts do because people wil
judicially challenge no matter how you try to
precl ude that.

MR. FILMON: Sure.

THE COMM SSI ONER: It strikes me
if one were to renove the conplaints -- let me
just put it in the formof a question: |If one
were to remove the conplaints function for
nati onal security activities to another body from
the CPC, would it be preferable that the CPC then
have the same type of powers and the sanme type of
what ever remedy powers the national security
revi ew body had?

The concern that's raised is, if
within the RCMP -- particularly given drawi ng the
line between the two types of activities may be
difficult -- but if you have, on the one hand over
here, a review body that has very strong powers,
investigative powers and remedy powers, and over
here you have what is seen to be a weaker
conmpl ai nt body, it somehow would seem some would
say at least, to create a difficult problem
because RCMP officers, or those who in the RCMP

who m ght be subject to the conplaint or the
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review, would be subjected to a different system
dependi ng which side of the line their activities
fell on.

So that it seems to nme it is yet
anot her chall enge as one | ooks at it. It would
seemto nme that the review ng body that is outside
of the CPC, if that is the model, would probably
be best served if there was at | east a
consi stency, they didn't have to deal with the
i nconsi stency of approaches, depending which side
a case went.

MR. FILMON: Certainly the former
Compl ai nts Conm ssi oner has been very vocal about
t he powers needing to be changed, but that is a
separate issue for us.

THE COWMM SSI ONER:  Yes. | am
going to come to asking you about the powers that

you now have and sone of your thoughts on that,

but I will come back to that.
Before | | eave the integration
issue, in ternms of the nmodel -- let me preface it

by saying I understand exactly what you said and |
think it bears repeating that you are not here
proposi ng any nodel or anything. | appreciate

very much the spirit in which SIRC has come
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forward to cooperate and to assist. W are al
trying to get to the best solution.

MR. FILMON: Right.

THE COWMM SSI ONER: As you can tel
by the questions, there is no absolutely correct
answer. There are sonme difficult issues. So |
under st and t hat.

Let me just put a couple of the
propositions that people have put to me.

Some have said that there should
be the creation of a super agency, a super agency
being a review body that has jurisdiction to hear
conpl ai nts and conduct audits with respect to all
federal actors, departments or agencies, that are
in any way associated with national security
activities. W have included in our |ist of
guestions 24 of them-- we tal ked about this --
and nost of themdon't have anything to do with
conducting national security investigations.

Do you have any sort of reaction
to the super agency concept, whether it be SIRC or
some ot her body, sort of the extent of the reach
of the jurisdiction?

MR. FILMON: | will say that the

commttee hasn't discussed this, but my reaction
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woul d be that it does strike nme that we are
setting up a fair sized bureaucracy that m ght put
mor e hoops for somebody to go through in order to
try to get at a problemor an issue.

There is clearly, as | alluded to
earlier, different functions, the three gatherers
of information, the big three we tal ked about, and
then all of the others have some use for the
i nformati on, obviously Border Services and so many
ot her functions that utilize the intelligence
informati on and obviously could be in a situation
where they m suse the information and you have
chal | enges or issues to deal with.

You have the question of foreign
informati on, you have the issues that is we deal
wi th, which are of course threats to Canada. So
every one of them has slightly different
responsibilities.

There is of course the new
parliamentary group that is being tal ked about and
t hat may be the area in which they take
responsibility under that umbrella froma
standpoint of all of the issues that they have to
deal with. That may be the ultimte body that

takes a |l ook at all of them
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But to just put in place another
| evel of sonmehow review over and above the
exi sting agencies, |I'mnot sure that we would be
advocating that at this tine.

Susan i s pointing out of course
t he danger of diluting the review of those
agenci es, because of course our powers are so much
more intrusive than any other review, even in the
rest of the world. Our counterparts throughout
the world would dearly | ove to have the kinds of
powers that we do to get right into the files and
t he communi cati ons and every single aspect of
CSI S's operations. Nobody else that | know of in
the worl d has that.

So you know you may not want t hat
for all of these different groups and agenci es.

THE COWMM SSI ONER: Who aren't
really conducting national security
i nvestigations.

MR. FILMON: Exactly.

THE COMM SSI ONER: The poi nt you
are making is, you need your type of powers, those
for the investigative agency.

Have you experienced a frustration

in any of your investigations, in your files,
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because of an inability to not have jurisdiction
over these other agencies?

MR. FILMON: We are not | ooking
for jurisdiction, but when you follow a chain that
| eads to a wall that is the separati on between
CSI'S and anot her agency with which it has been
interacting, sharing information, and in a joint
operational environment that we are in today, we
are going to run into that nore often

We made our commentary on that in
the case of our investigation into the Arar matter
and | would venture to guess that is going to
happen nore and more often. So that is the sense
of frustration that we say, that we have
expressed.

THE COWMM SSI ONER: Yes. Many
urge --

MR. FILMON: Air India was anot her
one that goes back.

THE COWMM SSI ONER: Air | ndia.

As you know, my mandate directs ne
to make recomendati on was respect to the RCMP,
but for an effective review body | should be
recommendi ng that they have the power and the

authority, | think as you mght put it, to foll ow
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the trail, so that you don't bunp into a wall in
following the information to where it m ght have
ended up.

MR. FILMON: Right.

THE COMM SSI ONER: That woul d seem
to make sense.

Woul d that be necessary, given
the type of integration we have to not only be
able to follow the trail to other federal actors,
agenci es and departnments, but also to people
outsi de of the Federal Governnment, | suppose,
including, if there is not a constitutional
problem to provincial actors, municipal actors,
and even private citizens so that you could get
the information to do the job?

MR. FILMON: Well, it hasn't been
so much of an issue with us, because as we have
dealt with conplaints everything that is in CSIS
files fromthe other actors -- and oftentines it
is other departnments of the federal government or
even of other provincial or municipal agencies --
is subject to our review. So we generally have
the informati on we need fromwi thin the CSIS files
of any communi cation, any joint efforts that they

have had.
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So it hasn't been a concern of any
proportion at this point, unlike the one major one
with respect to RCMP and joint operations.

THE COWVM SSI ONER: Ri ght. Yes.

One of the other suggestions for
dealing with the integration problemis not to
have a single review body that would deal with the
investigative agencies -- let's just talk RCMP and
CSI'S for the noment -- but continue to have two
revi ew bodi es, enhance the powers of the CPC so
that with respect to national security activities
t hey could deal with conmplaints and they could
al so have the audit function simlar to SIRC, but
to have an overarching coordinating commttee, if
you will, conposed of the Chairs of the review
bodies, | think CSE typically -- those who make
t he suggestion would include themin it and I'm
not sure which other agencies, but let's for the
moment even say the three with an i ndependent
Chair.

But the purpose of the
coordi nating body would be to direct the
i ntegrated review when necessary, the
coordi nation, integration of reviews between the

revi ewi ng agenci es -- sonebody yesterday nenti oned
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even secondnments between the review ng bodies
where necessary -- and maybe desi gnate one of the
revi ewi ng bodies as a | ead, and so on. | suppose
one could use a good deal of imagination in
wor ki ng out how t he coordination would work.

Do you have any response to that
type of suggestion as to whether that woul d be
realistic or practical?

MR. FILMON: | suppose, given an
at mosphere of respect and trust amongst the
vari ous bodi es one could assume that that model
can wor k.

Havi ng spent 25 years of nmy life
in public office, I knowthat it is often
difficult to have that kind of coordination and
cooperati on between agencies that in sonme ways are
rival s.

One of our constant questions and
areas of examnation is the relationship between
CSIS and its other agencies with whomit has to
cooperate, whether it is municipal, police, RCMP
or others. Are the lines of communicati on open?
Are we al ways attempting to cooperate in
investigations? SO that we don't step on each

other's feet or, worse still, run into some of the
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chal | enges that have been run into in the past
where things that shoul d have been done don't get
done because of inter-agency rivalry.

' m not suggesting -- it has been
much nmore professional and I think we are much
nmore satisfied with the answers that we have been
getting over recent years about that, but that
al ways | eaves open the possibility of |ack of
cooperation or lack of will to really do things in
t he proper way, you know, boundaries get set up.

That is the only thing you would
have to be concerned about. It is a major thing,
but I think given a will and a cooperative,
respectful relationship, it could work.

THE COMM SSI ONER: One of the
things that | think triggers the thoughts is that
t he Associ ation of the Chiefs of Police -- who
will be appearing tomorrow | think or |ater
today -- they advocate a national statutory
framework for integrated policing. One can
understand in this day and age why so.

MR. FILMON: Sure.

THE COWMM SSI ONER: So that they
are arguing that there should be increased

cooperation at the operations | evel amongst police
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forces and | think they would make the sanme
point -- the RCMP certainly would and |I'm sure the
others -- that that type of cooperation should
t ake place within the security intelligence
community as well. It should be.

So that those who make this
argument say: Well, if you can have |I NSETs and
| BETs and | TACs at the operational |evel, so that
you have different agenci es cooperating at the
operational |evel, one would hope that they
cooperate at the review level. [|'mnot suggesting
t hey wouldn't, but that is sort of the consistency
of the notion, if youwill, is to match at the
review | evel what happens at the operation |evel.

MR. FILMON: In a perfect world
there is going to be nore integration of their
activities, more sharing of the know edge of their
operations, and other issues. So then you need to
have all sorts of caveats and fire walls and ot her
things in place, but you know that it is going to
happen.

| think that seens to be the trend
and there seenms to be good rationale for it.

So | agree with themthat if it is

possi ble to be done at the operational |evel, why
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not at the review |l evel.

THE COWMM SSI ONER: One ot her
t hought along that |ine, somebody submtted
somewhere that to move to an integrated, sort of
even coordi nat ed, whatever, review mechanismis a
departure fromthe principles that Justice
McDonal d | ai d down when he recomended

establishing CSIS and SIRC and so on, that it wl

be seen as -- and | don't say | agree with this,
but in any event -- it will be seen as taking a
step backwards. | wouldn't want to be fastened
wi th that.

MR. FI LMON: No.

THE COWMM SSI ONER: That's right.
It has sort of been the Bible in Canada for
25 years and I come along and say no nore. |
think that is an overstatement.

I n any event, people say that
if there was a coordi nated review of some sort,
then it is no | onger paying respect to the
di stinction that Justice MDonal d spoke so
el oquently about that really underlies the whole
establishment at this point.

MR. FILMON: | believe we referred

to that in our presentation to you, that should

StenoTran



© o0 N o o A~ wWw N P

N N N N N N RBP B R R R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

281

any of this take place all of us are going to have
to ensure that we convince the public that we are
not goi ng back to what was there before, that

t hings are different and that there is a solid
rationale for us doing it this way.

THE COMM SSI ONER:  Yes. It is a
big point, isn't it, making sure that there is
public -- that it is the case, but that there is
public perception.

MR. FI LMON: Yes.

THE COMM SSI ONER: Because | sense
fromdoing this inquiry that people say, "Well, we
have moved back. The RCMP has conme back in to do
somet hi ng i nappropriately and now there is just
t he bl endi ng.

MR. FILMON: Yes.

THE COMM SSI ONER: | think that
is a challenge as we go ahead, because that is not
t he fact.

MR. FILMON: Yes. | don't think
t hat we have been critical of the integrated
operations --

THE COMM SSI ONER: Ri ght .

MR. FILMON: -- but we have

suggested that it has caused us difficulty with
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respect to being able to get at all of the matters
in following a chain of information to a
concl usi on.
THE COMM SSI ONER: Ri ght .
MR. FILMON: That is our chall enge
t hat we want to overcone.
THE COMM SSI ONER: Ri ght .
MR. FILMON: We aren't suggesting
that these integrated operations are a bad thing.
THE COMM SSI ONER: Ri ght. Okay.
| think we are just going to take
a 10-m nute break.
MR. FILMON: Sure.
THE COMM SSI ONER: We started
at 9 o'clock. Then maybe we will come back and
finish up.
MR. FILMON: Okay. Thank you.
THE COWMM SSI ONER: A 15-m nute
break I amtold. Okay.
--- Upon recessing at 10:25 a.m /
Suspension a 10 h 25
--- Upon resum ng at 10:50 a.m/
Reprise a 10 h 50
THE COWMM SSI ONER: Let's get back

under way.
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| have some questions about sonme
of the practical aspects that m ght come into play
if SIRC were to take on this responsibility for
the RCMP' s national security activities, and
certainly that is one of the options that has been
proposed fromthe outset in our various discussion
papers.

I n reading the subm ssions of the
CPC and the CSE Comm ssioner, they both speak,
perhaps in different | anguage but the sane
t hought, of the special expertise that is required
in the review body in reviewing the activities of
a specific agency. So they speak of the
agency-specific expertise.

They al so tal k about the
agency-specific culture for those two
establishments, and | suppose one could say the
same about the CSIS culture, and the experience
that is gained over time by a review body, both
with respect to the activities, but also the
culture, the operational protocols and practices,
and so on.

Wth your experience of having
done that for CSIS, | am wondering how great a

chal l enge this would provide to SIRC as a review

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

284

body, should it take on, to start with, the RCMP.

MR. FILMON: | think that is a
good starting point, because | believe that there
are significant differences if we go over to CSE.
Starting with the RCMP, | think that it would be a
relatively gentle | earning curve because | think
t hat the national security matters in which they
are engaged are very simlar to the work that CSIS
i s doing.

No question the culture is
different, and that would be a matter for not only
our analysts and staff to be aware of, but for the
commttee itself to be aware of. We wouldn't
assume that we could just step in and it woul d be
exactly the same, but we think that the | earning
curve woul d be gentle because they really are in
t he same field.

Staff have to be of course all top
secret rated and the kind of work that they are
doi ng as anal ysts and going into the CSIS files
and doing their investigations we believe would be
as simlar as any two groups that you woul d put
together in this whole realm

THE COWMM SSIONER: Is it a fair

statement to say that what they are doing is
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simlar to CSI'S, because CSIS collects
intelligence, information, and turns it into
intelligence relating to national security.

RCMP, at | east as the model is set
up, should only become involved when it beconmes a
| aw enforcement matter, either because there is
t he prospect of prosecution, but at |east
prevention. So to harken back to McDonal d, one
woul d expect that the RCMP woul d not be invol ved
in pure collection of information or intelligence;
that it would only be involved when there is a
specific threat that needs to be prevented or if
there is a prosecution on the horizon.

So what | am concerned about, |
guess, is the blurring again of that distinction.
And to expand the thought, is not what is being
reviewed for the RCMP while it is in the national
security mlieu, but when you | ook at what they
actually do are the exercise of |aw enforcement
powers and that is often |eading to the collection
of "evidence" for a prosecution and all that that
entails as crimnal procedure and the | aws of
evi dence and cases, and the Charter and everything
el se.

| amjust wondering if it is as

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

286

neat as saying well they are basically in the sane
field. Some m ght respond and say if that is the
case, if that is what the RCMP is doing, we should
know about it because CSIS should be doing that
and the RCMP shoul dn't be doing that.

MR. FILMON: There is no question
that that is a point that we constantly rem nd
ourselves of. And also when we have had some
di scussi ons, as we have in the past with for
instance the Comm ssioner of the RCMP, we talk
about the differences; that the evidentiary
standards to which they have to work in their work
are entirely different fromwhat CSIS job is in
collecting and analyzing intelligence for purposes
of attenpting to predict or keep track of
potential threats to the security of Canada.

The common standard or at | east
t he common theme we woul d be dealing with is one
of focusing the review on conpliance. |In the case
of CSIS, it is their Act, their mnisteri al
direction and their policy directions.

The same thing would be true of
| ooki ng at the national security functions of the
RCMP. It would be a matter of whether or not they

are conplying with all of the things that they are
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required to do.

THE COMM SSI ONER: They have very
different -- and | am not being quarrel sone at
all. They have very different standards, though.
For exanmple, section 12 of the CSI'S Act is unique
to CSIS. That doesn't apply to the RCWVP.

The targeting standard, it strikes
me, if one can even use that word in the context
of a |law enforcenment force, is not set out in a
statute, but for good reasons, it strikes me, is
very different than it is for a security
intelligence agency.

| am sort of wondering out |oud,
but it does strike nme that one has to be
careful -- and perhaps you can respond to it -- to
the fact that the rationale for getting the RCMP
invol ved in any particular investigation is
because it is different than what CSIS does. It
is not because it is the same.

So what | am concerned about --
and this comes back to my McDonald point -- is
blurring the distinction in the context of setting
up a unified review mechani sm

MR. FILMON: | think we all have to

be concerned with that blurring, and that is where
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t he rubber hits the road, as to whether or not the
public will support this blurring and whet her or
not the public is convinced that there is a review
body with teeth that will ensure that each is
doing the job that they are intended to do in the
public interest.

THE COMM SSI ONER: Certainly an
audit function wherever it rests within the RCM,
and | woul d have thought the audit function within
CSI'S, whether it is in the same review body or
not, one woul d hope woul d be directed and have
regard to that line. And maybe it would be nore
appropriate that the audit function within the
RCMP woul d | ook at the RCMP's activities in the
nati onal security area to make sure that they are
| aw enforcement related and continue to be.

| f one accepts that principle,

t hat val ue as being inportant, that underlay the
whol e establishment of it --

MR. FILMON: We are not suggesting
that the job is going to be exactly the same. The
skillsets, the kind of people who would be doing
t he work, the know edge of the manner in which
t hese processes take place would be sim|lar.

At the top obviously the review
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body will have to certainly be very know edgeabl e
and under standi ng of the differences. But they
woul d hold themto account in the review process
to ensure or to, as much as possible, assure the
public that they are conplying with all of their
various requirenments.

THE COWMM SSI ONER: Wbuld it be
necessary to have -- and maybe this is getting
into too much detail -- two separate sort of
groups of staff in separate branches, one with
expertise in | aw enforcement and one with
expertise in CSIS?

MR. FILMON: | would think so.

THE COMM SSI ONER: And what about
t he comm ssioners thenmsel ves? The conm ssioners
now - -

MR. FILMON: What | amthinking of
in terms of two separate -- | don't think you
woul d send the same analysts in to do the review
on the RCMP as go into CSIS. So your anal ysts
woul d per haps beconme nmuch nmore specialist in that
ar ea.

At the top the adm nistration, and
ultimately the commttee, could certainly handle

that. Sorry, | interrupted.
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THE COWMM SSI ONER: No, that's
fine. | amjust thinking of practical things as
to how that m ght work.

And the volunme, | guess you at
this stage wouldn't have a feel for the volume
of --

MR. FILMON: We didn't even
predict the volume after 9/11 where we thought
t here woul d be a tremendous increase in the work
t hat we had to do. There has been some increase
but not nearly as great as we antici pat ed.

THE COMM SSI ONER: | don't know if
you have given any thought to this, but in terns
of the RCMP's "national security activities",
certainly part of what they do is collect
information; it is intelligence gathering. As we
read what the CPC says it reviews, and i ndeed as
we | ook into what the RCMP say they do, they tie
that then to | aw enforcement activities which come
under scrutiny, |ike their powers of arrest and
the use of firearms or the use of dogs. AlIl sorts
of other police-type of activities quickly get
fastened on to the intelligence-gathering
exerci se.

So when one comes to conmpl aints
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and review, the point that | ammaking is that it
quite often and very quickly noves into a review

t hat | ooks |ike a review of normal police work.

|t happens to have been a police activity,

all egedly let's say kicked in a door or something,
but police activity that happened in the context
of a national security investigation, but it could
have happened in the course of a break and enter
case or something |like that.

This comes back to the
jurisdictional bedeviling question. Wuld you
think that all national security related
activities should be dealt with by the sanme body,
or have you given any thought or do you have any
suggestions as to whether or not there would be a
further parsing of what they were doing?

That al most asks the question --
makes one scratch.

MR. FILMON: The devil is in the
details for sure. That is why | think it is
i mportant for you to consider all of these
matters.

| believe that where it involves
nati onal security issues, the work that comes

under the RCMP can be reviewed effectively by a
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body such as SIRC, but there would certainly have
to be lines of delineation about how and when and
why it became a matter for the review body, the
joint review body, and under what circunstances it
is a pure policing matter and should be dealt with
in the normal course of a conplaints

comm ssioner's responsibility.

| believe that those things could
be laid out, but it would be very inportant that
ahead of time all of the policies and procedures
be enunciated so that there is no ability for this
just to beconme blurred and peopl e confused.

THE COMM SSI ONER: Wbul d there be
any concern if it was a joint body -- and let's
just assume that it is dealing with the RCMP and
CSIS -- that the effectiveness of the body insofar
as say CSIS was concerned or the RCMP was
concerned woul d be hanpered because the body was
dealing with both?

Woul d one swanp the other or is
t here any concern about one having sort of a nore
i mportant position, if you will, in terms of the
review itsel f?

MR. FILMON: | have thought about

that, and | think it would be very inmportant that
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no favouritismbe inplied or seemed to be
happeni ng; that one group feeling they were being
dealt with | ess favourably than the other.

| think that any review body would
have to be very, very careful to make sure of
that, and as well that one group wouldn't be --
you know, the information transferred fromone to
t he other that m ght be harnful to the interests
of the other.

| think those are all inportant
t hings that a review body woul d have to be
consci ous of.

THE COWMM SSI ONER: The firewal |
t hat you nmenti oned before so that the | ack of
cross-contam nation or flow of informati on between
the two branches within the review body woul d be
al most |ike --

MR. FILMON: But the objective
shoul d surely in the end be that they are both
treated to a sim|l ar standard.

One of the concerns | think we
expressed before the Senate comm ttee when t hey
were doing the review of the Anti-Terrorism Act
was in these joint operations, if there are

certain things that CSIS, because of its policies
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and its constraints, its |legislative constraints,
can't do that would be inappropriate for them but
t he other group that they are working with, or one
of the other groups, could do, | mean could you
nmove over those operations, things that you really
would like to do but can't do and |l et sonebody

el se do it because they are not being reviewed to
t he same standard of scrutiny.

This woul d overcone that,
hopeful ly; that when they are in joint operations
t oget her, they are subject to the sanme standards
and the same scrutiny.

THE COWMM SSI ONER: But woul d t hat
be the case? And again |I'mnot being quarrel sonme.

For exanmple, the targeting
standard is going to be different. CSIS is
section 12 and | think that it is the case that
the I aw enforcement |ike the RCMP, when it conmes
to sharing information in the context of a
crimnal investigation, albeit with national
security inplications but still a crimnal
investigation, may share information differently,
and per haps understandably differently, than a
security intelligence agency that is just

gathering informati on when there i s no prosecution
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or crimnal offence on the horizon.

So they woul d have different
standards. The same body would | ook at them and
say - -

MR. FILMON: Different
requi rements for sure, yes.

THE COMM SSI ONER: It certainly
presents a | ot of chall enges.

MR. FILMON: It does. | don't
envy you your task.

THE COWMM SSI ONER: Sone days
don't either.

The other idea | nmentioned before
t he break, M. Filnon, was the idea of the
possibility, if there were separate review
bodies -- and again | come back to the three
exi sting ones -- and assum ng that the CPC was
enhanced for the purpose of this question so that
it had equival ent type of powers to those that
SI RC has.

| f there was a coordinating
comm ttee and if one was concerned that it
actually not just work on paper, that the reviews
be i ntegrated when they needed to be and there be

a full spirit of cooperation, would establishing
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such a body as a statutory body with a specific
mandate be a first good step in sharing
cooperation?

MR. FILMON: From a personal
standpoint, | alnmst think that the | ess formal,
the better. |If you set up a bureaucracy to sort
of oversee the overseers, it maybe starts to
dilute the effectiveness of each of the
i ndi vi dual s.

However, if there is an
under st andi ng that where a reviewis to take place
t hat involves nore than one of these agencies,
that there is a mechani sm by which they get
t oget her and agree upon how t hey conduct it, that
woul d be the ideal: relatively informal but
effective and understandi ng of why you are doing
it in the best interests of getting to the bottom
of sonet hing.

THE COWMM SSI ONER: The suggesti on,
as | understand it, isn't to oversee the
overseers. On the contrary, the suggestion would
say the overseers in the three review bodi es would
be there and have their authorities to deal with
conmpl ai nts and audits.

The suggesti on woul d be, as you
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mention, that when in the operations there has
been integration, formal or informal, and in order
to carry out effective reviewthe purpose of this
body woul d be to identify those situations and
then to design the review nmodel that woul d make
sense in the context of that particular situation.

The chairs of the three review
bodi es being on the coordinating commttee, if |
can call it that, would then have the authority to
say to their people SIRCis going to take the | ead
on this, but RCMP is involved and we need t hat
expertise, so we are going to have one person from
t he CPC there, but CSE is involved, and we will do
this and they will share.

MR. FI LMON: That makes sense to

THE COWMM SSI ONER: | mean the idea
woul d be -- and | amvery consci ous of what you
say, and wi thout suggesting it would happen or
being critical. But experience would tell us that
if you take agencies and all of a sudden you just
say isn't it nice everybody is going to
cooperate --

MR. FILMON: It doesn't always

happen.
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THE COWM SSI ONER: -- and say we
did our job and left it, all I amthinking of --
and perhaps you could give it a bit of thought.

I n that nodel, as | have begun to
t hi nk about it, my main concern would be the one
t hat you identified: that a |ot of ideas sound
good, but they don't recognize the way things
actual ly worKk.

So if there are any thoughts that
peopl e had. One occurred to me -- and | don't
know if it would be a good idea. |If the
coordinating commttee was at the senior |evel,
the chairs, and it had a specific mandate,

i ntegrated problems, the chairs are going to
dictate how their agency would deal with the
integrated problemw th the others, and at | east
we woul d be getting the people where the buck

st ops.

MR. FILMON: | hate to get into
all the logistics of it, but we are very much of a

part-time body. We conme to Ottawa once or twice a

nmont h and then you say well, if that is true of
t he other review agencies -- and maybe it isn't --
but even then when do you get together. It is as

sinple as that. When do you get together to sort
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t hese things out?

Obvi ously all these things can be
overcome, but it does become a little bit
compl i cat ed.

THE COWMM SSI ONER: | suppose if
you -- and this is getting into too nuch detail,
but you coul d probably have the executive
directors do it.

MR. FILMON: Yes, that is a better
way.

THE COMM SSI ONER: Subject to
direction fromthe chair.

MR. FILMON: Yes.

MS POLLAK: And they do have
contact with one another.

MR. FILMON: And as Susan is
poi nting out, they do have ongoing contact and
di scussions fromtime to time, but it is not about
integrating any of our efforts.

THE COWMM SSI ONER: When we studied
the international nodels of review, we found -- |
can't remember which country it is now -- a system
of statutory gateways between revi ew bodies. What
that term apparently means is that by statute they

recogni ze that there may be integrated operations
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and they provi de gateways between the review
bodies in terms of sharing i nformati on and j oi nt
reviews, and so on, so that there is some nodel
for that type of approach.

M nd you, there is a nodel for
every type of approach. And as you pointed out,
none of themfit perfectly into our situation.

MR. FILMON: That's right.

THE COMM SSI ONER: | started out
with the hope that when we | ooked at all these
ot her model s, that out there there would be a
systemthat works perfectly and it is exactly |ike
Canada's, so | could just copy it; would have
given it attribution, but in any event.

MR. FILMON: What is it? For
every conmpl ex problem there is a sinmple solution
t hat can be easily applied and 99 percent of the
time it's wrong.

THE COWMM SSI ONER: That's right,
exactly. We have | ooked everywhere, and there is
not hi ng that actually just fits.

One other area | wanted to ask you
about was the question of reporting.

| think at some point you had

i ndi cated that the reporting of this body would be
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ideally to Parliament rather than through the
m ni ster. Can you help me on that?

MR. FILMON: | am not suggesting
that it needn't be through the mnister, but it is
to Parliament and that is what our mandate is.

It is obviously through a
m ni ster, and that has not been a difficulty for
us.

THE COWMM SSI ONER: So you woul d
think that the same |ine of reporting that exists
is a good |line of reporting.

MR. FILMON: Sure.

THE COWMM SSI ONER:  Wbul d you think
t hat was the case whichever model is ultimtely
adopted? Have you been satisfied with that?

MR. FILMON: | think that the
practicality of having a mnister to deal with is
probably inmportant in the whole thing, but
ultimately we are responsible to Parliament and
that is where we think any body shoul d be.

THE COMM SSI ONER: And the rol e of
the new comm ttee of parliamentarians in this
area, do you see any --

MR. FILMON: That is getting

beyond ny ability to speak on.
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We know t hat the governnment is

intent on having that comm ttee of

parliamentarians. W don't know what the intended

relationship is with the review body or bodies, or

comm ssi oners or anything el se.

We are waiting to be informed nore

on that.

THE COMM SSI ONER: So you
haven't -- | am not asking you here to take a
position you haven't otherw se, but you haven't
t aken a position publicly or formally as to the
relationship to your reporting structure.

MR. FILMON: No. We regard that
as a political decision. The only thing we have
indicated is that it m ght be the ultimte body
that if you wanted to bring all el enments of
nati onal security fromevery area of government
under the scrutiny of one body, that m ght be it,
because they certainly are going to have a nuch
br oader mandat e.

THE COMM SSI ONER: Right. Let ne

ask you a little bit about the Inspector General's

role as it relates to SlIRC.
| have at | east one subm ssion

t hat suggests that | should recomend for the
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RCMP' s national security activities an inspector
general a la the SIRC i nspector general.

| don't know if this is fair or
not; | think it is accurate certainly. The RCMP
now have 300 officers who are solely dedicated to
nati onal security activities. There would also be
ot her officers not within the NSIS or the | NSETs,
or at headquarters wi thin NSOB, who would becone
invol ved in investigations, as our hypothetical
guestions show, that m ght have a nati onal
security aspect to it.

I n any event, they have 300
officers specifically dedicated, as | understand
it, to doing nothing el se other than nati onal
security activities.

The question that | have is: Do
you have any observations about the inspector
general's role? | understand the responsibility
is toreport to the mnister. And do you have any
observations as to whether or not that is
somet hi ng that makes sense for the types of
recommendati ons | am maki ng for the RCWMP?

Go ahead, Ms Pol | ak.

MS POLLAK: Thank you.

At monment, of course, the
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i nspector general for CSIS is not external. She
or he -- at the moment it is a she -- is not
i ndependent of governnment.

THE COWMM SSI ONER: So that woul d
fall outside nmy mandate in that sense.

MS POLLAK: You woul d have to
consi der whether or not you would want to adapt
t he recommendati on to address that.

The role of the inspector general
is clearly a very inmportant one, but she serves in
the colloquial as the eyes and ears of the
m nister. So | see, among other things, that
their role is to serve as an early-warning device
for the mnister and mnistry about matters that
per haps the political |evel needs to be infornmed
of before they become major issues.

It is amre limted role than
SIRC' s too, because they do not have the quasi
judicial function than we have. So you would have
to consider how conpl aints would continue to be
handl ed in the national security realmof the
RCMP.

Anything is doable, and I think
that it is a possibility, but it is not external

and it is not independent.
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THE COWMM SSI ONER: Thank you.

Let me just nmove to anot her area.
This has to do with the collection of information
from CSI S.

How do you satisfy yourself that
you have everything?

MR. FILMON: We have asked
ourselves that fromtinme to time. The good thing
is that SIRC has al ways been non-parti san and
havi ng people from many deci dedly different
perspectives. The trick is usually know ng
whet her or not we have asked all the right
guesti ons.

| can think of one particular
study that we did just over a year ago in which we
t hought we had asked all the right questions, at
| east our analysts did, and the Comm ttee canme
t oget her and added anot her 75 questions. There
just seenmed to be gaps in understanding and all of
t hose.

So we never know whet her we have
really got to the bottomof it all, except that
when you get a thorough review by our staff and
t hey have gone in and done all of the things that

t hey are capabl e of doing and they come back and
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we still have questions or issues that we don't
believe they have probed deeply enough on,
certainly management gets their run at it before
t he adm ni stration does, before we do as a

comm ttee.

You are never sure. You only hope
that in the end you have antici pated everything
t hat Parliament or the public m ght want you to
do. We are only | suppose limted by our own
capabilities and the capabilities of everybody on
staff.

THE COMM SSI ONER: So the first
point is that you ask for everything you want, and
t hat obviously then goes to the capacity of the
reviewer, if you will, to ask the right questions.

| am not suggesting that that
woul dn't happen.

What about any limts that are
i mposed on what is turned over in response to the
guestions? And we nove into the area of cl ai m of
privileges.

Are there any limts other than
the clainms of cabinet privilege and other types of
privileges that are inposed?

MR. FILMON: In nmy four years on
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the Commttee -- and | think we may have
hi storically also asked that questi on.

In my four years on the Comm ttee,
ot her than cabinet confidences, we have not been
deni ed any information for which we have asked.

s that right?

MS POLLAK: That is right.

THE COMM SSI ONER:  You raised the
i ssue of cabinet confidences in one of your
reports.

MR. FILMON: Yes, the terrorist
entity listing process.

THE COVM SSI ONER: Ri ght. And the
situation on that as it now exists is that the
cabi net confidence prevails so you don't get
access that information?

MS POLLAK: That is correct.

MR. FILMON: We have a response
fromthe mnister which I haven't read yet, but
subject to that, the answer is yes, cabinet
confidence. And we have al ways respected that.

This is a unique situation, as you
know, in the terrorist entity listing process in
which all of the material |eading up to the actual

cabi net recommendati on has been exam ned by us.
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THE COWVM SSI ONER: Ri ght .

MR. FILMON: The question is
whet her or not the actual recommendation is
consistent with everything. W believe that to be
t he case, but we are not able to see it because of
t hat cabinet confidentiality issue.

We are not suggesting that we have
grave concerns that something is going am ss, but
just sinmply that to really finish our job we
bel i eve that we have to see what is the actual
document that recomends to cabinet, or sonme way
of understanding it to make sure that we could
give our sort of stanp of authority to it.

THE COWMM SSI ONER: What about the
i ssue of solicitor-client privilege? Do you bunp
into that?

That woul d be sonmet hing that, when
| 1 ook at review body for the RCMP, | think
would -- | mean not all the time, but would
certainly arise fromtinme to time.

MR. FILMON: We haven't run into
that. | think there has been a convention that we
don't ask things that m ght be subject to
solicitor-client privilege, but again | have not

seen any reference in any of our reviews to that.
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MS POLLAK: We don't actually ask
to see the documents or the opinions and the
advice that are given by the | awyers to CSIS.
They will often paraphrase or provide us with a
summary of what the advice constituted, and we
find ourselves satisfied with that.

THE COWMM SSI ONER: Some woul d say
that in a |law enforcenment review, | guess -- I'm
not sure if this is correct -- that
solicitor-client privilege with respect to advice
t hat was given at the time the event is under
review m ght play a nore paranount role in the
review of | aw enforcement activities.

| can see it certainly could be an
i mportant facet of a |l aw enforcement review.

MR. FILMON: | think that's fair.

THE COWMM SSI ONER: | don't know
how to conpare it.

Let me see what else. | have a
coupl e other questions here, | think.

Maybe | don't. Do you have any
guestions? Go ahead.

MR. FORESTER: In terns of the
possibility of SIRC taking on the review function

in the case of the national security activities of
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t he RCMP, have you given any thought or do you
have any comments in terms of SIRC s powers, if
t here are additional powers or different powers
t hat m ght be necessary for the purpose of the
RCMP revi ew?

| recognize that m ght be getting
alittle far down the road, but | wondered whet her
you had given any prelimnary thought to it.

MR. FILMON: | think primarily
because we haven't really gone beyond the notion
that this would be an efficient way of handling
it, that the resources and the expertise are
somewhat simlar, | don't think we have gone, to
be honest with you, to any detail to say well,
this is what we woul d be | ooking for.

As | said earlier, we aren't
wanting to be seen to be arguing for nore work,
more power, whatever. W stand ready to do it if
the mandate were given. We think that there are
probably reasonabl e reasons why we would do it, we
woul d be asked to do it.

We haven't gone to that extent of
saying we would need this, this and this.

MS POLLAK: [|'m going out on a

l[imb here. We have pretty w de-rangi ng powers
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al ready, as you know, and |I don't know t hat we
woul d necessarily need anything greater than that
in terms of our capacity to review.

|f there were to be also some
investigation of complaints by this new body,
coul d see possibly a situation where the RCMP,
havi ng powers of arrest and detention, the new
body m ght need to have the capacity to award
costs or to have remedi al powers of some sort.

That is the only thing that comes
to m nd.

| amnot a | awyer either, so as
say, | amgoing out on a bit of a limb. But |
could see that perhaps the inmpact of their
activities m ght be such that you would want to
award t hose kinds of powers.

MR. FORESTER: On the conpl ai nt
side, one of the suggestions that have been made
and one of the questions that have been raised in
t he questions that the Comm ssion has sent out
deals with the role of a special advocate or an
am cus, especially but not exclusively on the
conpl ai nts side.

Do you have any views on the

utility of that in the process?
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MR. FILMON: Throughout our
conpl ai nts process SIRC counsel acts as am cus,
and we do fromtinme to time hire outside counsel
for whatever special reasons or sinmply workload or
wanting to separate the matter from staff.

So there is that role there and we
believe it is being fulfilled with the intent of
being an am cus for the conpl ai nant.

MR. FORESTER: Thanks.

MS KRI STJANSON: Thank you.

This morning we heard from
M. Sal ooj ee representing Canadi an Arab Federation
and CAI R-CAN, and he referred to an advisory
council as being advisable in part to inspire
public confidence in a review body.

He was adm ttedly speaking about a
super agency.

My question is, based on
experience at SIRC and understanding the
i mportance of maintaining confidentiality with
respect to certain of your work -- obviously you
try to be as transparent as possible, but it is
i mportant to maintain confidentiality -- do you
t hi nk an advisory council for a national security

review body would work? And how could it
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contribute to what you do and to public
confidence?

MR. FILMON: Com ng from ny
political background -- and a nunmber of us on the
Comm ttee do come fromthat background -- | think
we are al ways sensitive to trying to find ways to
bot h engage the public and assure the public that
we are doing the job that we are intended to.

Certainly within our mnority
communities in Canada -- and of course we all cone
frommnority communities. But in particular in
this environment in terrorism | think it is
i mportant for themto know that there is a body
that is there to address and deal with appeals
that may be to the actions of CSIS. And that wll
be true, as well, of the other various different
agenci es and groups who are involved in national
security.

| think we would be open to a
suggestion that maybe there should be a body.

We have tal ked about goi ng out,
shall we say, to the public and then it | ooks as
t hough we are soliciting conmplaints against the
body that we are reviewing. | think it puts us in

a very difficult position. Then we have said then
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how do we assure ourselves that people know about
us, that they even know that we exist?

| think there is a fair body of
informati on to suggest that they don't know t hat
we exi st in any |l arge nunmbers; that the public
awar eness of SIRC and its responsibilities is
quite small.

So does that mean then that we are
doi ng as nmuch as we ought to be doi ng?

Then the question becomes: How do
you do it without | ooking as though you are just
sinply soliciting business or conmplaints for SIRC?

The advisory council m ght be a
good intermedi ate step, where it keeps us away
fromdealing with a specific conmplaint but dealing
with the general concerns of a community or people
at | arge.

| think that would be an
interesting thing that SIRC would certainly | ook
at .

MS KRI STJANSON: Turning, then, to
my next question, which is about
representati veness of commttee members.

If there would be to conbi ned body

or a super body, M. Sal oojee this nmorning
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mentioned the inportance of representative, and
that is diversity of viewpoints and comm ttees.

Ri ght now the statute which governs SIRC requires
one to be a Privy Councillor but doesn't require
any expertise beyond that.

Can you think or would it be
desirable to have statutory enuneration of
expertise for a larger or a joint review body and
what ki nd of expertise?

MR. FILMON: This may be an insult
to many who have specific requirenments and skills,
but | think commonsense and judgnment are probably
t he key deciding -- or nost inmportant ingredients
for somebody to serve in this capacity. The
m nute that you start trying to be inclusive of
some, then you exclude others.

| think it has been a credit to
SIRC, it is certainly not of my doing, but right
fromits inception in 1984 it has included people
of all different philosophical and political
persuasi ons so that there is a broad cross-section
of views. We vigorously debate and oftenti mes
di sagree with each other's viewpoint and try to
arrive at a consensus on issues.

MS POLLAK: It's true.
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MR. FILMON: So that is very, very
i mportant.

We have certainly somebody from
the visible mnority community in M. Chada, who
is a Sikh. Coast-to-coast we try to have people
fromrepresentation of all the regi ons of Canada.
But there were only five, soin the end it is a
rotating sort of thing where people come on and go
off and there is the sense that they do represent
a broad cross-section of the Canadi an public.

If you went to this bigger group,
then some notion of representativeness in ternms of
our various comunities in Canada woul d probably
be hel pful, but again that is a decision that
ultimately is a political one. You know that the
selection to SIRC i s done by the Cabinet after
consultation with the | eaders of all of the
opposition parties, so there is a certain sense
that there is an input to it by more than just the
government of the day.

Those kinds of things |I think are
very, very inmportant and hel pful in terms of
mai nt ai ni ng public respect and confidence in what
you are doing.

MS KRI STJANSON: Referring nowto
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your 25 years experience in government, | have a
machi nery - -
MR. FILMON: | try to forget it.
MS KRI STJANSON: That's right -- a

machi nery of government question, and that is, in
part: Should there be a split of some officers be
subject to the jurisdiction of a different review
body? Some conpl ai nants would then be able to go
to a different review body which has broader
powers, and so on.

So it would be arguably different
ri ghts and remedi es avail able for those who happen
to have run afoul of RCMP national security
activities rather than other activities.

From a machi nery of gover nment
perspective, is it wse to do so, to create that
kind of division within one organization?

MR. FILMON: Probably ideally not,
but if they are performng different functions, if
there is, as Susan says, a possibility of wanting
to assess sone sort of costs or damages to
what ever actions happened wrongly to a person,
then there may have to be some nuances. There may
have to be some differences in order to make it

fair and reasonabl e.

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

318

But ideally you would want to have
as few differences as possi ble so that people
don't go shopping for -- I"'mnot a | awyer so | can
say |'mtold that when people go out for warrants
t hey shop judges and they know which ones they
want to go to.

There is perception and there is
reality. | believe that those things are probably
exagger ated and anything you do that sets up
di fferent standards or different intrusiveness in
the review process would probably | eave you open
to criticism so you would want to be very careful
about that. But, as we have tal ked about, it may
be necessary in the end and you have to
judiciously do that.

MS KRI STJANSON: My final question
actually relates to a subm ssion recently made by
a number of the provincial ombudsmen to the Gomery
| nqui ry suggesting that there be a federal
ombudsman to deal with a variety of departments.

At the outset of today the
Comm ssioner referred to 24 agenci es and
departments whi ch arguably have some role in
security and intelligence, though not the nost

intrusive collection role.
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Do you think that a federal
ombudsman that m ght respond to i ssues regarding
Department of Transport or Environment Canada
security intelligence issues would be an addition
to the review | andscape that would be of any
val ue?

MR. FILMON: | think there is a
sense, fromall of your work here on the
Comm ssion, that there are so many el enents of
government that are involved with -- if not
gat hering certainly analyzing and utilizing all of
this intelligence that is floating out there and
t hat somebody ought to be keeping an eye on it.

A variety of different mechani sns
have been put forward, whether it is the
parliamentary comm ttee, whether it is some super
body or whether it is individual review agencies,
now t he ombudsman.

| don't know whet her an onmbudsman
woul d be the best solution, but |I think it is fair
to say that there is a growi ng consensus that we
ought to be starting to | ook at how many different
areas we are utilizing this intelligence and ways
in which it could be m sused obviously need to be

exam ned.
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MS KRI STJANSON: Thank you.

MS WRI GHT: | have a follow-up to
one of M. Forester's questions.

Can you el aborate on the role that
an am cus plays? | aminterested in particular in
the extent to which, if any, there is advocacy of
a conpl ainant's position.

It has been suggested to the
Comm ssion that there should be some form of
conmpl ai nant advocacy in hearings or in
investigations and there is quite a spectrum of
possibilities there in ternms of whether it is
assi stance to the fact finder or whether it is
assi stance to the conpl ai nant.

MR. FILMON: We did give some of
that information in response to your questions,
but I'm wondering if | could just ask Marion
McGrat h, our | ead counsel for SIRC, to respond to
t hat .

MS MCGRATH: I n ternms of advocacy
| would like to express the view that we maintain
a neutrality, a position of neutrality. | act as
counsel to the commttee and | act as an am cus as
well, as you could say that in my function, but I

amattenpting in my role to make sure that the

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

321

commttee is fully informed as it carries out its
i nvestigation.

When we have an ex parte in camera
sessi on such that the conpl ai nant is not present
and is not aware of the information that for
instance a witness from CSIS may be presenting,
then | would act in the interest of that
conpl ainant, as well as in the interest of the
commttee, to test the reliability of the
information, to test the credibility of that
wi tness, but | say to the conplainant, "I am not
your advocate as such, ny interest is the
interests of the commttee, but while you are not
present | will advocate your interest, | wll
advance your interest as well as the interests of
the commttee."

It is a delicate role. | don't
know if | can express it any more clearly. But |
will tell the conplainant in advance of that
session, that in camera ex parte session:, "Wat
concerns do you have? What questions would you
like me to put to the commttee on your behal f?"

It could be the conmplainant's
counsel as well will provide me with a |ist of

guesti ons.
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| don't always tell them what
guestions | actually asked and I can't always tell
t hem what answers we have received, but | wil
ensure that those questions are put to the
comm ttee and that those interests are advanced.

But it is a delicate balance in
t he sense that we have to be inpartial and
obj ective and to make sure that the integrity of
the commttee is protected. | say "I am not your
advocate as such, but I will advance your interest
in that particular situation.”

MS WRI GHT: Just a quick
follow-up. So the role would be Ilimted to asking
guestions on reliability, et cetera. You wouldn't
call extra witnesses on behalf of the conpl ai nant
or that sort of thing? You wouldn't go any
further?

MS MCGRATH: Actually, there have
been situations where CSIS has provided us with a
witness. The witness testifies, provides
informati on, and then we exam ne the information
or the evidence that has been presented, we
provide a summary of that evidence to the
compl ai nant .

Thi s has happened, where the
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conmpl ai nant's counsel will say -- and | will agree
with the conpl ai nant's counsel -- "Yes, but those
i ssues weren't addressed"” or "Those questions
weren't addressed because it was not within the
knowl edge or expertise or experience of that
particular witness".

I n which case we go back to
CSIS -- we have gone back to CSIS and said, "Could
you pl ease produce a witness who will speak to
this issue?" And CSIS has done that for us.

So we can, in fact, call extra
wi t nesses on behal f of the conpl ai nant.

MS WRI GHT: Thank you.

MS McGRATH: You are wel cone.

THE COMM SSI ONER: Anyt hing el se
over here?

Thank you, Ms McGrath. Thank you
for hel ping out.

I's there anything further you wi sh
to add?

MR. FILMON: No, just that we
t hank you for the courtesy and the opportunity and
we | ook forward to your report.

THE COMM SSI ONER: Wel |, thank
you. The thanks should go the other way. Thank
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you for comng, M. Filnon and Ms Pol | ak, |
appreciate it.

Ms Pollak, | can indicate to those
who haven't been directly involved in the process
that the people from SI RC have cooper at ed
t hroughout. They have been a great deal of
assistance to us.

| know that some of our requests
for information in doing our research have been
onerous and put strains on a very busy body --

MR. FILMON: It was a pleasure.

THE COMM SSI ONER: -- but we
appreci ate the way everybody has cooperated and it
certainly has advanced the work of this inquiry.

Thank you again and thank you for
com ng today.

MR. FILMON: You are wel come and
t hank you.

THE COMM SSI ONER: We wil |l break
until 1 o'clock and then we have the Comm ssion
for Public Conplaints Against the RCWP.

--- Upon recessing at 11:40 a.m /
Suspension a 11 h 40

--- Upon resum ng at 12:55 p.m /
reprise a 12 h 55
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THE COWMM SSI ONER: Okay, | think
we can get under way.

The first presentation for the
afternoon's programis the Comm ssion for Public
Compl ai nts Agai nst the RCMP, M. Paul Kennedy, who
is the Chair, and M. Steven McDonell, the senior
general counsel

Wel come, and thank you for com ng.
| appreciate the involvement, first of all, that
your Comm ssion has had with our Conm ssion.

There has been a good deal of interaction, just
for those who haven't been directly involved
shoul d explain, and it has been enornmously useful
for us to be provided with all of the information
t hat you have.

The cooperation that has been
shown by the Comm ssion has been very much
appreci ated and been very hel pful. So thank you
very much

| understand, M. Kennedy, that
you have a presentation initially and then we wil
have a time for questions and answers.

SUBM SSI ONS
MR. KENNEDY: Yes. Thank you very

much, Conm ssioner.
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What | will be doing is, | suppose
avoi d confusion for everyone, | will be referring
to you as the Comm ssion. | will be referring to

ourselves as just the CPC, the acronym

THE COWMM SSI ONER: Okay, good.

MR. KENNEDY: | think that will
hel p people, at least if there is a transcript, to
be able to disentangle the parties.

THE COVM SSI ONER: Ri ght .

MR. KENNEDY: First of all, |
would like to very much thank the Comm ssion for
an opportunity to make this subm ssion. | think
it clearly is a very, very inportant topic. It is
top of the mnd in ternms of the Canadian public
and we probably see its manifestation el sewhere in
the western world in terms of how we address this
chall enge. So | consider it certainly to be very
i mportant.

As you have alluded to, in
addition to the ongoi ng cooperation of the staff
at the CPC, we have had an opportunity to make two
subm ssions in writing, one of course on the 5th
of February 2005 and a suppl enmentary one on
Oct ober 18t h.

In addition, | have had occasi on
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to read those subm ssions, because clearly | was
appoi nted on October 21st so I thought | should
bring nmyself up to speed. | have read nmost if not
all of the subm ssions filed by the other
interested parties.

Just by way of a bit of
background, because | clearly do have prior
experience with the government, in excess of 35
years, | amalso very famliar with the public
safety area writ large. That includes | aw
enforcement and national security. | amaquite
famliar with the roles and responsibilities of a
whol e host of departments and agencies that woul d
come within the anbit of what you are | ooking at
here, and of course I'mfamliar with the review

mandat es of the various bodies that are currently

in place.

Based upon nmy own personal
know edge, experience and, as | indicated, having
read nmost of -- | don't say all, you can probably

find something | haven't read, but certainly |
think I have read most of the file -- | would be
seeking to offer for the consideration of this
Comm ssion an additional nodel.

You have a pl ethora of nodels and
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this is just to add to the variety of what you
will have to intellectually consume. So it is not
definitive, but hopefully it will enrich the

di scussi on.

The other thing is, when | started
this presentation | have to have a goal myself in
mnd as to what a civilian review nodel would be
like. Clearly two hallmarks are it has to be
i ndependent and it has to be effective.

I n addition, when it perfornms its
duties it has to be objective, fair, constructive,
and knowl edgeabl e. There are probably other
attributes but those are ones that certainly came
to my m nd.

I n additi on, when one has this
t here are stakehol ders that are out there that
have an interest in whether or not this particular
model woul d work, therefore who has an interest.
As | have approached this, | have approached it
fromthe basis that it is the Canadian public. |1
include in that various non-government al
organi zations that play key roles, a nunber of
which I'msure have or will be making
presentations to you.

The conpl ai nants thensel ves wi |
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come forward.

The RCMP, because they in fact are
t he body of that, will be subject to this review

| mportant to me as well is other
revi ew bodi es, because it is clear, as your
particul ar work has pointed out, there are a
nunmber of agencies that are in place and of course
there are different review bodies, the Mnister,
in my particular case the M nister of Public
Safety, Parliament but, in addition to that,

i nternational partners.

The reality is, a lot of the
informati on that these agenci es possess comes from
international partners, so they will be | ooking
over to see what mechani sm we have in place and
how their information in fact is going to be
treated.

In addition to that, Canada
actually does play a | eadership role in the world
in terms of |egislative models and others will be
| ooking to see how are we addressing this
challenge. So | think we will be surprised in
years to come that Whatever flows out of this will
in fact influence other countries.

The intent of a civilian revi ew
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body is actually twofold. One is to address not
only the points of friction that arise between

i ndi vi dual cases, in our case where officers cone
in contact with citizens, but also to add value in
terms of |arger, system c issues.

|f you | ook at the work of the
Comm ssion to date, the CPC, they have put papers
out for instance on police pursuits. There is a
system c issue.

One that is topical today that
peopl e m ght be interested in would be the use of
tazers by police forces.

Of course there is the general
concern of racial profiling, in other words what
is driving the behavi our of various enforcenment
agenci es.

This kind of thing requires an
exam nati on of relevant |aws, policies,
gui delines, practices and mnisterial directives
that in fact informthe conduct of officers in the
di scharge of their duties.

To situate this issue, though, |
think it is important for us to realize that
policing generally has significantly changed in

t he past number of years. | would put a line
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under in fact the past 5 to 10 years it has been
fairly dramatic.

There are factors that have driven
this kind of behaviour. First and forenost is
gl obalization, which in fact has resulted in a
wor | dwi de rapid movement of goods and peopl e.

That can manifest itself into forms of
crimnality. One of those new forns of
crimnality is transnational organized crinme.

We al so have the wi despread
availability of sophisticated communi cations. The
wor |l d has shrunk significantly.

We al so have chal |l enges such as
publicly avail able encryption. Things that at one
time were the prerogative of the State in ternms of
sophi stication encryption is readily avail able off
the I nternet where you can downl oad as a citizen.

The internet. It is ubiquitous
nowin ternms of its presence, it is all over the
place. | know when | initially retired in May and
| went to meetings, the first things people asked
me for is "What is your e-mail address”. So it is
a reflex. Not what is nmy phone nunber, but what
is my e-mail address.

In addition, there have been
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modi fi cati ons of crim nal behaviour. W find old
crimes being commtted in new ways. |If you go
back, the idea of frauds and how frauds were
conducted, they used to be face-to-face. You
woul d have to get there and trick the person.
Then we had nore sophisticated nmodels as people
used mail -outs and then used phones. Well, now
you can have the equival ent of Hudson Bay or
something |like that, but your entrée is not the
bricks and nmortar but it is a screen on your
conputer. Now your audi ence i s not one person,
but your audience is six billion people in the
wor | d.

Partnershi ps are occurring in
terms of what were previously disparate groups,
particularly in the organized crinme areas that
used to be silos of traditional groups of
organi zed crime. We now see them form ng together
and breaking that.

We see the emergence of what |
call new threats. By this clearly we are | ooking
at terrorism but | put it in the context of
saying terrorismisn't new. |If you go back to
Conf ederation, D Arcy McGee, the Fenians, we had

terrorismand its mani festations historically,
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We had Air India of course, a very
significant event in this country in 1985, but we
actually see it nowin a much proliferated and a
much nmore virulent and sinister form

So modern policing reality is that
sonme of these challenges can't be addressed by
i ndi vi dual police forces acting alone. That is
just the reality. There is an obvious need for
police to combi ne resources, both human and
financial, and to maxi m ze uni que skillsets. |If
you are going to do a crinme on the Internet, not
every officer can do it.

To address these chall enges police
forces have integrated their operations and they
have adopted intelligence-led policing nmodels
whi ch engage nmultiple partners at the municipal,
provincial, federal and international level. This
is the newnorm This isn't an aberration. This
is the new norm

This inter-agency cooperation

finds expressions at all |levels of the public
safety framework. In other words, it isn't just
police doing this. |If you |Iook out, you see

| egi slatively Mutual Legal Assistance Treaties

bet ween countries as how to cooperate.
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Extraditi on has been nodified to do things. There
is reciprocal enforcement of forfeiture orders.

We even see the United Nations
Security Council putting in processes saying: W
expect countries to do the follow ng and we are
goi ng to nmonitor what they do. |If you |ook at
terrorist financing, they are driving some of the
behaviours in ternms of who gets |listed for
financial terrorismcrinmes.

Some of these institutional
responses which |I have indicated, integrated
mul ti-agency teams, cooperation at the |ocal and
international |levels and the shared skillsets are
present also in the national security area,
subject to sonme distinguishing characteristics.

The national security community --
and | made these comments before | read sone of
your materials and | amglad to see it is
resonating during these hearings as well -- in
fact can be divided into the collectors and the
consumers. This was the way | approached it and
wrote it and | see it appearing el sewhere, so
hopefully I amon the right track.

Clearly the collectors are CSE,

t he Communi cation Security Establishment, focuses
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on foreign intelligence. The Canadian Security

I ntelligence Service, CSIS, focuses on threats to
the security of Canada. And the RCMP, which has
primarily responsibility for crimnal
investigations relating to national security

of f enses.

There are a host of consuners.
Princi pal consumers though would be the Border
Agency, CBSA, and Transport Canada, just as an
exanple. But they do break down | think fairly
easily into these big clusters.

The three maj or federal collectors
have in fact review bodies. | think that isn't
just by accident, it is there because the system
recogni zed that they are the ones that are
involved in this activity with intrusive powers,

t he Comm ssion clearly, for the Comrunications
Security Establishment, SIRC for the intelligence
service, and ourselves for the RCMP.

The revi ew mandat es and
| egi sl ative powers of each are different and, of
course, we are subject to recent comment by the
Office of the Auditor General.

Just to paraphrase sonme the

comments that the auditor general made, they
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t al ked about there are widely varying |l evels of
i ndependent review and of course the reports
provi de varying | evels of degrees of detail.
| think the comment they said: W
woul d have expected that intrusive powers would be
subject to a |level of review proportionate to the
| evel of intrusion. These |I think are very sound
observations, that while the mandates may differ,
t here should be more consistency.
I n particular they made the
foll owi ng comment :
The Comm ssion for Public
Compl ai nt s Agai nst the RCMP,
in conparison to Security
I ntelligence Review
Comm ttee, does not undertake
reviews ai med at
systematically determ ned
conpliance of the [ aw, nor
does its mandate provide for
unrestricted access to all
information. (As read)
| agree with those observati ons of
t he Auditor General that the CPC | acks some of the

tools avail able to the other revi ew bodi es.
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Each of CSE, CSIS and t he RCWP
play a distinct role in their collection
activities. | believe that they fulfil different
functions and for that reason their review bodies
serve different purposes.

CSE's primary task is the
collection of foreign intelligence. That
obvi ously woul d suggest that it doesn't have a | ot
of contact with the Canadi an public.

CSI S, anongst other roles,
collects information or intelligence on threats to
the security of Canada, as defined in section 2 of
their legislation. It is to be noted that if one
| ooks at that definition, that threats do not have
toin fact be unlawful activities. They just
don't have to be. 1t is intended to be an earlier
trip wire.

You al so | ook at one of the
definitions there under 2(b) and it tal ks about
activities that are detrimental to the interests
of Canada. It doesn't have to be unlawful to be
detrimental.

Li kewi se under section 16, it has
the ability to collect foreign intelligence in

Canada at the request of the M nister of Foreign
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Affairs or the M nister of Defence. Again,
not hi ng there suggests any unlawful activities.

It is purely the intentions, capabilities, and so
on, of foreign states, actors or their
representatives.

As well, CSIS collects only to the
extent that it is strictly necessary. |In other
words, it is designed to focus upon information or
intelligence. It doesn't collect evidence. It
has to do to strictly necessary, so there is no
evidentiary burden. | think those words are
important: information or intelligence.

The activities carried out by both
of those organizations, CSE and CSIS, are in fact
expressions of the royal prerogative that the
crown has in ternms of the defence of Canada and
t he conduct of international affairs.

Accordi ngly, because that is what
t hey are carrying out, there is considerable
m ni sterial involvement in their activities. You
see that, in the context of CSE, for provision for
m nisterial warrant. Any other activity that we
do in terms of electronic interceptions is clearly
judicial warrant regime. There, there is actually

m nisterial warrant regime. It is quite distinct.
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As well, if you look at the CSIS
Act, before the intelligence agency can even apply
to get a judicial warrant, they have to get the
approval of the mnister. So the mnister can say
no, you are not going to do that. There is also
mandat ory consultation with the deputy m nister.
Qui te unusual

| believe there is even a
m nisterial directive that would require the
m ni ster's approval before investigation can be
commenced with reference to 2(d) activities, which
is counter-subversion.

So you see there is very tight
control by the m nister.

That is significantly different
fromthe role that in fact is played by the RCMP.
At common | aw and by statute, the primary rol e of
the police is to preserve the peace, prevent crinme
and apprehend crimnals. This traditionally and
necessarily is inportant. |ndependence has been a
hal | mark of police activity, particularly in
regards to the conduct of crimnal investigations.

It is widely recognized that the
police decide who is investigated, when and in

respect of which offences.
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As well, if you conpare the
crimnal offences that are described in the
Crim nal Code or other federal statutes -- | don't
want to get to statutory interpretation and do
Dri edger and all the rest, but clearly because it
is a crimnal offence and sanctions, the detail
that has to be there is quite remarkable.

That is why we have an
ever-growi ng thick Crim nal Code.

Contrast that to section 2 of the
CSI'S Act, the generality of that |anguage, as
say, espionage, undefined, activities detrimental
to the interests of Canada. And of course
terrorismitself is not defined there. It is
defined in the Cri mnal Code but not defined
t here.

That is a standing contrast. As a
matter of fact, one was designed in ternms of its
breadth. | believe there was a m nister of the
Crown at the time -- it was probably Kapl an; |
woul d have to check my menmory -- when the CSIS Act
went through, and they said shouldn't we define
activities |like espionage. They said no, you want
to keep that as broad as possible. You want the

m ni ster of the day to be able to interpret that,
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because it is a political accountability. These
aren't crimnal offences. You want it to be a
live docunment.

So it was designed to be broad and
to be subject to interpretation that fits the
realities of the day. That is probably why
20-some- odd years after the fact, you don't see
t hem goi ng back to change those definitions. They
wor K.

As well, there is significant
judicial guidance in ternms of police conduct, use
of investigative powers and techni ques,
evidentiary standards of proof and continuity of
evi dence.

| think it would be trite to say
that there are thousands of judicial decisions
t hat bear upon the conduct of the police.

THE COWMM SSI ONER: You don't need
to persuade me of that one.

MR. KENNEDY: | renember on the
10t h year anniversary of the Charter, | think
there was in excess of 25,000 decisions. God know
what is they are now.

By contrast, | can think of only

one judicial case, | think it was in 1987 the
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Federal Court of Appeal dealing with an
interpretation of a CSIS thing, an adult with a
section 21, the judicial power, and what the
standard was in conparison to section 8, and was
it a statutory complaint. | can't think of any
ot her for the contrast.

The RCMP are armed. They have
powers of arrest, to detain, to use force and of
course to lay crimnal charges. CSE and CSIS do
not carry arms and they don't have the kinds of

powers that | have just spoken to.

And as well, although the mandates
of all three touch on edges -- and | say that
because you will see a reference, | believe, in

t he CSE | egislation that came down that they have
stuff that relates to terrorism that they can
pass that along, because it is clear that they
will inadvertently during the course of their
foreign intelligence collect something that is
rel evant.

Al t hough they touch on the edges,
the reality is that the vast bul k, the mandates of
each of these organi zations, stands al one.

As well, even though sone

information flows fromone collector to the other,
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| believe there is a risk that one exaggerates the
overlap or interplay between these agencies.

If you | ook at the CSIS Act, they
clearly have an ability under section 19. It is
their discretion as to what they disclose. They
can disclose information related to indictable
offences. It is discretionary.

| f you | ook at the mandate, as
say, we are only looking at 2(c), terrorism but
t hey have espi onage, counter-subversion,
activities detrimental. There is also activities
t hey have on the imm gration side.

So if you look at it, it is fairly
smal | .

| intended to try and address that
interplay, though, because it is an issue that has
to be addressed by this Comm ssion in the nodel |
will put forward |ater.

| think generally speaking there
are mechanisms that are currently in place to
address individual conmplaints of wongdoing and to
identify |arger system c problenms. | amgoing to
focus, though, on the CPCitself and | will |eave
SIRC to speak for itself, as well as the CSE

Comm ssioner's Office.
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The CPC' s | egislative mandate was
enacted in 1988. | think the date is significant.
When | speak to the fact that it was in the | ast
five or ten years that a |l ot of dramatic changes
have occurred, not only in ternms of how police
carry out their behaviours, but the kinds of
topics that they are now engaged in and of course
t he public's concern. And that goes to whether or
not the mechanismin place for reviewis
sufficient and adequat e.

The characteristics of the
Comm ssion itself were described, I think, at
pages 25 and 26 of the February 5th subm ssion.

| think the question that we nust
wrestle with today is: What are the weaknesses in
t he current review nodel that in fact have
occasi oned the chall enges that we are dealing with
t oday?

From nmy perspective, | would say
they are a lack of clarity, in this particular
case, as to what information the CPC may access to
fulfil its mandate. The previous chair, again at
pages 28 to 30 of our February 5th subm ssion,
outlined some of the information that there were

chal |l enges getting. Either it wasn't given or it
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was i nconsistently provided; in one case not
provi ded, in another case a good deal of
conf usi on.

The ot her aspect is who deci des
what is relevant. |Is it the Comm ssioner of the
RCMP or is it the chair of the CPC?

| think, in fairness, some of the
debate that has occasioned these difficulties goes
back to the legislation. | went over it |ast
ni ght again and | have to admt | came out of it
scratching my head. As to challenge and as to
draft legislation, there are inconsistencies in it
and structural weaknesses that have probably
occasi oned some tension between the review body
and the RCMP each saying well, do you in | aw have
the capacity to do this or not?

So there is a clarity issue.

The other parts is it is a
compl ai nts-driven process and as such it is
reactive. There is an ability obviously to
trigger a conplaints process by the chair. | can
do that independently. But |I think that creates
an optics problem at least in my mnd, because
t he Comm ssion should sit back as an objective

arbiter, the characteristics | described at the
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begi nning, and yet to trigger sonmething nyself, it
is the chair has a conpl ai nt about the RCWVP.

| would think, if |I was an RCMP, |
woul d say so much for your objectivity. And even
if I was objective, the process would cast | think
a different pale over that.

The other thing is the process is
| argely paper based. The reality is, what | tried
to do when | cane to the job is | wanted to see
some of the cases, so | junped right in and
dealt with sonme of the cases to see what the
weaknesses were.

The reality is the current one
bei ng paper-based, there are some you can't
resol ve because there are issues of credibility.
And just as a judge on a trial, perfect as it is,
you have to listen to the person testify and,
based upon their demeanour and so on, make your
best human guess as to who is telling the truth
when you have two contested versions and they are
contradictory.

In the current process sonme issues
are not resolved because there is no way to assess
the credibility effectively.

Li kewi se, unless | invoke the
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power to convene a public interest hearing --
because there are various powers that are there --
key tools, such as the ability to take testimony
under oath and the conpelling production of
documents, are not avail able to the CPC when | am
just doing a regular review or investigating
conpl ai nts.

So there are powers there, but in
fact | have to go to this other step of public
interest hearing that then triggers it.

Recourse to that power, certainly
in the past, has resulted in protracted and
expensive hearings. The cost incurred was not
al ways proportionate to the issues involved. And
that was in fact the comnment made by the Auditor
General when they | ooked at this back in | believe
1997.

So you sit back saying once
start that process, it takes on a life of its own
and say what have | acconplished, and sometines it
really isn't really worth the candl e.

As well, there is no specific
authority to conpl ain about policies, practices or
gui delines that are foll owed by the RCMP. It is

t he conduct of individual officers. Although
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t hese issues in the past have been considered in
the context of a conplaint, so police pursuits,
that requires one to sort of play around a bit
with the legislation. But the clarity to do that
isn't there.

As wel |, because it is a
conpl aint-driven process, certain activities do
not surface. And this lack of profile I believe
is occasioned by possibly the nature of the
investigation; clearly national security would be
one. But there can be people that, for instance,
are -- it could be a long termorganized crime
investigation where all the small fish really
don't count because you are after M. Big. So
there are |l ots of people that m ght be subjected
to surveillance and others that are not. They
don't come in contact, so they don't know this has
happened to them

I n addition, the information that
is essential to a successful prosecution may in
fact be subject to a caveat. |In other words, it
could be an informer privilege where the informer
doesn't wasn't to waive it. There have been
wi retaps, as you know, that would have failed

because the affidavit in the first instance is
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i ssued based on informer information. If you pull
out that informer information, there isn't enough
left to survive a Wl son application, so it fails.
So various things |like that can
i mpact, and these things may prevent the | aying of
crimnal charges. That could happen if the
information is from another country and it doesn't
want to allowits information to be used.
I n both of these instances

i ndi vidual s woul d not necessarily know that they

are subject of a police investigation. In
addition -- and we have heard subm ssions to this
effect -- there may be a reluctance to conpl ain by

i ndi viduals for cultural or other reasons. So
t hese things are combi ned.

Looki ng at that aspect, what are
the i nprovements that could be made to address
t hese weaknesses? | would offer the foll ow ng
t hen for your consideration.

Dealing with the areas of
complaint -- and | break this up into conpl aint
and review.

So | ooking at complaint in the
first instance, the agency should have access to

all information in the possession of the RCMP
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rel evant to the conplaint other than cabinet
confidences. | say that in the context that

| ook at the RCMP and | | ook at the Auditor General
or the Privacy Comm ssioner, and they have that
access. They m ght access to information that |
need that | don't have access to and yet m ne
woul d be the one that would deal with a conpl aint.

It is not as if that information
is so holy that no one | ooks at it, because ot her
review agencies are | ooking at it.

The issue is, as well, the review
agency is the one that has to determ ne what is
rel evant to the conpl aint.

As well, it should have the power
to summons wi tnesses and to subpoena docunents.
put that in the followi ng context. | think if the
| egi sl ati on was cl ear, you wouldn't have to go
around i ssuing subpoenas. The current reality of
t he Auditor General or the Privacy Comm ssioner,
the information i s made avail abl e because they
have the power to do it. So you don't have to use
it. But the fact that it is there, you get that
cooperation.

| believe that should extend not

only to serving RCMP officers -- because that is
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an issue as well -- but to other enployees of the
RCMP. The audience there is there is

approxi mately 20,000 staff, I will call them with
the RCMP. They have about 16,500 that are

uni formed officers, there is about 2,000 or so
civilian enmpl oyees and then there are public
servants. So you want to make sure that the
entire group is covered.

It should also apply to retired
officers and enpl oyees, because there is nothing
to do sonmething. They m ght not be there and say
| can't bring you forward. Whoever was there at
the time relevant to that investigation, we should
be able to talk to.

And such other federal enployees
who may have information relevant to the
investigation. By that, in this particular
context, | would include enployees of the
Communi cations Security Establishment, as an
exanmpl e, CSIS, the Border Agency, to the follow ng
extent, that their testinmony was required to fully
i nvestigate RCMP conduct.

So yes, you would follow the trai
because if the officer dealt with someone el se and

t hen based upon that conduct the officer did
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something in return, the only way | can assess the
propriety of the officer's conduct is by follow ng
the trail and seeing what the interface is. That
is not to |l ead one into a general review of CSIS
for CSE. You just followit to the extent that it
is relevant to your conplaint and the focus upon
the officers invol ved.

A necessary corollary, though, to
this unfettered access to i nformati on have to be
adequat e saf eguards for any confidenti al
information that is given to the revi ew agency.
That woul d entail an ability to hold in camera, ex
parte hearings where appropriate.

And | say where appropriate
because you have to justify. This is a public
process and you have to justify why it should be
t here.

| have here role of am cus curi ae
where testimny has to be heard in the absence of
a conplainant. And | believe some debate has
occurred, what are we tal king about there.

What | envisage is someone who in
fact would step into the shoes of a representative
for the conmpl ainant to test or chall enge any

evidence which is heard in canera. I n other words
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if there was an exam nation, the adjudicator

shoul dn't be there cross-exam ning the witness.
This person could sit there and challenge it. The
RCMP coul d have its counsel |eading and then there
shoul d be a chall enge.

Li kewi se, | think any information
that is heard in that forumhas to be summari zed,
if it is possible, and put back into the public
portion again. That is the only way you can have
faith in the system

So there would be a bit of a
chall enge in there: Have you got it right?

Certainly if you | ook at the
provi sion under 38 of the Canada Evi dence Act,
that is the model that is there in terns of
judicial summaries: to respect all the
sensitivities. But the gist of it there certainly
can be made avail abl e.

Clearly any draft report that
woul d be prepared, interimor final report, would
be shared with the Conm ssioner of the RCMP
clearly to ensure that the confidenti al
information is not in inadvertently disclosed.

The objective here is to strengthen public safety,

not to weaken it. Clearly there are public
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privileged information that is recognized but
there are ways you can draft around that. | think
t hat has been done in the past, certainly with
SIRC, I know, and with others, and the Comm ssi on
here probably is acquiring in-depth experience in
that area. It is difficult but it can be done.

| nformati on provided to the review
agency would be held subject to any existing
privilege. 1In other words, access by the agency
woul d not constitute a waiver of privilege. That
has to be cl eared.

These saf eguards are inportant
because in turn the RCMP, with its partners, have
to give assurance that disclosure to us isn't
di scl osure to the world. We have to be able to
protect their capacity to maintain that flow of
informati on because that is what allows themto
advance public safety in this country.

| nformati on or reports, where
appropriate, would be shared with the conpl ai nant,
t he Comm ssioner, the mnister, the head of review
bodi es for CSIS or CSE or other federal review
bodi es, as appropriate, and with concerned deputy
m ni sters.

This | ast one | put on the table
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because, for instance, if we had a Border Agency
empl oyee and during the course of investigation
everything was quite proper by the RCMP, but there
is a concern that something is wong over at CBSA,
there is not a review body there but clearly there
is a president for that organization -- they share
t he same m nister here as the RCMP do -- to share
with that person and say by the way, you may want
to look at this so you are alert and therefore you
shoul d do appropriate followup action.

Some features certainly of this
informati on or report-sharing are found in your
background paper of May 2005, wherein there is an
exam nati on of various international nmodels -- and
| | ooked at that portion -- and reference in
particular the creation of statutory gateways.

| was thinking of this and | went
back to nmy | earned counsellors and said you may
want to read this, because you are reinventing
wheel here. There are various nodels as to how
strong they are.

| believe the statutory gateway is
i mportant because currently the Privacy Act woul d
prohi bit my sharing of some of that information.

s it a use defined by statute or is it a
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consistent use? If it isn't, youin fact run into
privacy issues.

So there have to be statutory
gat eways that would allow the vari ous agenci es,
for the purpose of their various mandates, to do
t hat .

Conversely, the CPC could be the
beneficiary. It m ght be the Privacy Comm ssioner
finding something during the course of her review
t hat she may want to bring to our attention that
we woul d ook at in nmore depth, because by
definition we should have nore experience in the
area in terms of what police practices are and
what is appropriate than the Privacy Comm ssioner,
whi ch has a very broad mandate dealing with
informati on at | arge.

| know this approach was certainly
devel oped in your supplementary questions of
October 17th. | look at that. | believe question
17 was the question in particul ar about
coordinating the revi ew.

| believe that statutory
authorities to share informati on between review
agencies would in the appropriate case allow us to

address the possible gaps and to deal with conmon
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i ssues.

| woul d al so outline that where
confidential information is involved, the reports
of the conmplainant will, of necessity, be worded
differently than the report going to the
Comm ssioner, let's say, or to the mnister. The
nature of the conplaint mght very well in the
m dst of a very serious ongoing investigation that
t he police are doing at the time. To look at it
m ght very well, on our part, if we found that
everything was in fact proper, cause us to respond
wi t hout either confirm ng or denying, if there was
such an investigation occurring, that we have
| ooked at it and are satisfied that the activities
of the police was proper.

At the end of the day you can't
have the conpl ai nt process frustrating an ongoi ng
investigation, because it is inmportant.

This is going to require,
obvi ously, some sophistication on behalf of the
agency, but | think you have to be responsible in
terms of not having the agency inadvertently doing
more harm t han good.

Li kewi se, reports provided to

ot her revi ew bodi es or deputy mnisters will be
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written so as to alert themto issues that require
addi tional investigation and possible corrective
action. In over words, it m ght not be the sane
document. There may be things that are very

uni que to the Comm ssion or the mnister has to

| ook at. All you want to do is give the
appropriate portions to the other people and say

| ook, here is enough for you. You should go and

| ook because you m ght have sonme problenms in your
depart ment.

What | woul d envisage in this case
woul d be a report, for instance, shared with SIRC
where they woul d | ook at and i nvestigate in detail
the actions or practises within CSI'S and make
recommendati ons as appropriate for that
environment, which is a civilian intelligence
agency as opposed to a police agency.

Testi mony under oath by an
i ndi vi dual coul d not be used in another proceeding
agai nst that individual except for perjury. W
have seen that classically in these kinds of
hearing things and I think that clearly would be
applicabl e here.

In addition to investigation of

conpl ai nts, because that is one portion that
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have dealt with, the review agency does require

t he power to review generally RCMP conduct,
policies, procedures, guidelines, applicable |Iaw
and mnisterial directives. M colleagues here
fromthe RCMP are probably fainting as they heard
me say those words, but the reality is we are
currently an organi zation of 44 people. That is
i ncludi ng conm ssionaires and everything else. So
what you have to be is obviously you want the
power but you have to be targeted as to where the
val ue is.

So this isn't in every detachment
across the country doing these things. Frequently
a lot of these things are headquarters operations,
and you can sit there and that is your focal point
of entry.

In this context | prefer to use
the word review instead of audit. | see the word
audit there. | suppose if |I was the Auditor
General | would be confortable with it, but |
really don't know what audit means. | think I
know what review nmeans.

| noted earlier that there are
incidences where individuals nmay be unaware of the

fact that they are in fact under police
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i nvestigation or where their contact with the
police is such that it doesn't result in crimnal
charges. So it is not going to conme up on the
conmpl aints side. Therefore, the likelihood of
judicial review occurring in these cases is
significantly di mnished. And national security
investigation, which is your primary concern here,
woul d clearly fall into this category.

I n that particul ar instance, as
t hings are currently crafted, neither the CPC nor
t he i ndividual would necessarily know either the
nature or the scope of the problem nor, nore
i mportantly, whether the behaviour in question is
an isolated incident or whether or not it is an
institutionalized practice.

So there should be power to review
generally the performance by the RCMP of its
duties and functions. | can see, for instance,
exanpl es where affidavits filed in support of
judicial warrant or informati on exchange practices
woul d fall into that category.

There is an issue recently that is
in the papers in Otawa dealing with a judicial
warrant quashed, evidence is out, and the issue of

whet her or not there were two applications with
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different information, and so on. The reality is
once a judge has dealt with an issue, the judge is
functus. The judge is not going to do any
foll ow-up. The Crown takes care of the case. The
Crown isn't authorized to do any foll ow- up.

So where you have cases with
peopl e sayi ng what is going on, the only one who
can do it that has independent credibility is a
police conplaints comm ssion. The police can try
t hemsel ves as much as they have and as high as
their credibility rating in the country is, but at
end of the day people say you can't |l ook at it
internally when the fault is as described there
and say everything is okay. There has to be
someone to do it independently, and | believe at
the end of the day that actually hel ps the
credibility of the police. It reinforces them
when in fact there is no problemor the problemis
put in perspective or constructive recomendations
are put forward that can be acted upon.

Thus, the review of operational
activities. There has to be a nonitoring of
conmpliance with policies, procedures, guidelines
and mnisterial directives. | say that because it

is great to have things on paper, but if they are
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sitting on a shelf and not being used, you have to
do some randomtesting just to see it is there,

but do the officers in Detachments A, B and C even
know it is there and has it in fact influenced

t heir behavi our?

Power essential as well for the
general review process would include access to
files and notes. | think there has to be a power
to exam ne current and former menmbers and to
exam ne ot her governnment officials and the power
to conpel production of docunments.

| think that is ancillary to
| ooki ng at these policies, practices and
behavi ours because if you are doing a monitoring
conpliance, you may want to see does it show up
and you have to follow the paper trail.

| know the scope of the review
here that you are undertaking it focused upon
nati onal security, but | believe if you | ook at
it, the solution for national security in fact is
a solution to the CPC mandate just at | arge.

There is, and | think one would
fairly have to put on the table, a general concern
about interference with ongoing investigations

ei t her against individuals or groups. That
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clearly is, | think, an inportant and a reasonabl e
concern by the police.

| think depending upon the type of
case involved, some files would in fact constitute
a traditional post facto review. Others clearly
woul d touch upon current or active investigations.

| think at the end of the day you
are just going to have to rely upon the good
judgment of all parties to guide the conduct of
parties as to when the timng of that review
occurs. We do actually have a |ive exanple to us.

The Air India case, as
i ndi cated, occurred -- | believe the offence was
in the latter part of 1985. The trial took sone
15 years of investigation, attributed to the RCMP
in terms of their tenacity to continue over that
period of time to continue to gather evidence and
| ay a charge. So obviously a very, very long
investigation, sone 15 years.

There were calls during that
period of time for review, and as a matter of fact
the Security Intelligence Review Commttee itself,
| think about seven years into the process,
actually did a review of the CSIS activities

relative to that, which as we know fromthe tri al
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itself were a significant part in terms of how the
prosecuti on went forward.

So there clearly was an ability to
do a review of some substance, to produce a public
report that gave the public at that time some
sense that things were not entirely off track, and
to make some positive recommendati ons.

So it is possible with good
judgnment to -- in this case the judge was excised
to defer at | east by seven years before the review
was done, and clearly that review itself did not
i mpact negatively upon the accunul ati on of the
charges laid and the process.

An acquittal was introduced but
not because of any i nproper interference.

| think at the end of the day it
is more inmportant that the framework be there that
allows this and that we put conpetent people in
pl ace with good judgment and that we realize if
the pressure is upon us to do a review that we
come back and say it is not appropriate in this
case to do it.

That is the burden that whoever is
the chair of this commttee is going to have to

wear .
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In addition nowin terms of the
model , the current nmodel recommendations are not
bi ndi ng, and I would not propose that
recommendati ons be binding.

The RCMP is a |l arge police force.
There are many conpeting interests within it.
Recommendati ons by themsel ves have inplications in
terms of how policing is carried out and coul d
al so have financial inmplications, and so on. Our
force, | think, is to publicly put pressure on
t hese issues to highlight themand, if we do it
properly, to have a good solid factual and
intellectual foundation to it that would cause the
m ni ster and/or the comm ssioner, as the case may
be, to move on it.

So | think that is there are and
if there is a serious problem the recommendati on
is not going to go away. The comm ssion i s not
going to go away, and things will eventually get
done.

The power to receive and share
informati on and reports should be conmon, as
poi nted out, to all federal review agencies for
t he purpose that sharing would better position the

rel evant review body to initiate nmore detail ed
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inquiries and to fashion recommendati ons best
suited to its particular area of expertise.

It may very well be that in the
revi ew stage things may come up that would al so
occasi on some sharing.

The CPC with these enhancenments
and appropriate safeguards would be able to
effectively review the national security
activities of the RCWP.

| think this enhanced nmodel woul d
clarify its access to relevant information, would
enhance conpl ai nants' rights, would offer a cost
effective review nodel, would respect the
different roles played by CSE, CSIS and t he RCMP,
woul d permt the devel opment of reconmendati ons
tailored to the reality of each organizati on,
aut horize the sharing of reports and information
bet ween revi ew bodi es such that the appropriate
foll ow-up could be done.

It recogni zes the current
jurisdictional realities. And | say that in the
context that we clearly have the integrated teans
of provincial-municipal representatives on it. |
say that is not going to go away. It is part of

t he chal l enge we have.

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

367

The RCMP, though, certainly that
being in eight provinces, three territories and
over 200 municipalities, by influencing their
behavi our certainly influences the behavi our of
t he other police forces within the jurisdictions
t hat they are present in.

In terms of some of the national
security models, the INSETs, Integrated National
Security ones, in fact is funded federally by the
RCMP and the other forces are seconded there. So
t hey are managi ng those units. | would think by
shapi ng the behavi our of the manager of that, by
necessary inmplication you affect the others that
are participating that area.

| say that, though, recognizing
believe that both the Sireté du Québec and the OPP
have their own units that performin that area,
but there will be | eadership nodels that flow, |
am sure, fromrecommendati ons and behavi ours.
There is a tendency, certainly | think through the
CACP, to have some uniform standards, practices
and behavi ours ampongst police. So maybe what you
can't do directly you will be doing indirectly. |
don't think we can change the Constitution to

address sonme of these realities.
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| think it also demonstrates to
all Canadi ans that there is an i ndependent and
effective capacity to review RCMP activities and
ensure not only that it is being carried out as
per the rule of |law, but also with propriety,
because it goes beyond not only what the strict
bl ack-letter rules are, but how people are
perceiving it. Sometimes your packaging is
i mportant as well.

| appreciate the patience of the
Comm ssi oner in hearing what | have done.

THE COVM SSI ONER: Not at all.

MR. KENNEDY: And as you probably
have writer's cranmp there, | actually have copies
of this in a text format.

THE COMM SSI ONER: That woul d be
hel pful , yes.

MR. KENNEDY: What | have, as

well, is a proposed model, just sort of boiled
down -- | will give you additional copies -- in
distilled formthat m ght make it easier for you.

THE COWMM SSI ONER: That is very
hel pful, M. Kennedy, and | appreciate obviously
t he t hought that has gone into your proposal and

the care with which you have taken in devel opi ng
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it. | think it is nost informative to us.

Let me just start. | will have a
number of questions that flow fromthings that you
have sai d.

To start, as | understand the
suggestions that you are making for, if I can cal
it, the enhanced powers, they would fall into the
two categories that you refer to: the
conpl ai nts-driven part of the process and the
review, which in the paper is sometinmes referred
to as audit.

| think the reason it was referred
to as audit -- and it may not be the nost
felicitous word to describe it -- is because some
suggest when they talk about review that that
i ncludes complaints and that review is a broader
termand there are two subcategories. There is
compl aints and there is something el se.

So | think when reference is made
to audit, people in very general terns are | ooking
to assert |ike audit process. | agree with you
i medi ately that it raises spectres of a financi al
audit and Auditor General, and so on, and that is
not what is contenpl ated.

Be that as it may, there are the

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

370

two enhancenments in general terms that you are
proposi ng.

As | understand your proposal,

t hose enhancenments would cover the CPC across the
board, not just with respect to national security
activities.

MR. KENNEDY: That is correct,
sir.

THE COWM SSI ONER: My mandate, as
| know you are well aware, is directed at making
recommendations with respect to national security
activities.

Shoul d I make the recommendati ons
you propose, and making the assunption that |
directed them at national security activities
only, can you tell me what the difficulties would
be for your organization and for the integrity of
t he process if they weren't also to apply to al
of the activities of the RCWMP?

MR. KENNEDY: Well, certainly the
model woul d be very nmuch asymetrical --

THE COWMM SSI ONER:  Very.

MR. KENNEDY: -- in terms of how
t he public perceived itself.

The other thing is I'mnot sure if
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one could tease out, because there is a chall enge
of deciding what is a national security
investigation or conplaint. Sometinmes individuals
think it is a national security concern and it
isn't.

The other thing is in terms of the
continuum of things, an issue may start of in the
police mnd as national security and | ook at it
and it isn't; it is just nmoney | aundering, for
instance, or sonmething like that. Or it may be
somet hing that they are investigating at one tinme
which is crimnal, which at some stage turns out
that this activity -- and | amthinking of a
particular case in the United States that has gone
to trial -- tobacco snmuggling operations which
actually were generating nmoney to use funds to buy
ni ght goggl es, night vision equipment to provide
to terrorist. So it turned out to be a Hizboll ah
operation. So you never know. Only when you know
the ultimate destinati on purpose then you go back
and col our somet hing: oh, that actually was a
nati onal security investigation at sone stage.

First of all, if you were a member
of the public you would say, "Well, how come | get

this mnor piece and in the other one | get the
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full monty". In addition, if we are hearing

t hi ngs we can't ask questions because we approach
it on the base that it is a non-national security
model , it is just a conplaint thing, we are not
going to be in a position to make inquiries. No
one is going to produce information that would
identify it as being as potentially a national
security file when in fact it is.

Part of my concern is, | said you
don't know what you don't know. | don't want to
be quoting Donald Runmsfeld, but that is one of the
realities.

Part of the thing with the review
model here was: You do have the capacity to go
out and find and go back and then inform There
is a cycle where you informyourself. Conplaints
informreview, review informconmplaints. W mght
go and find out, by the way, these are things that
are going on out there. W |ook at say, "Oh, now
| know how to characterize that case over there."

So in addition to the unequal
treatment of individuals who come forward there is
t he problemthat we are not able to define a case
other than as it is presented to us by a

conpl ai nant, and we m ght be dism ssive of
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somet hing that is actual a signal of a longer term
operation that is ongoing that may or may not have
any propriety attached to it.

THE COMM SSI ONER: One of the
reasons | raise the question is in connection with
t he review enhancement, if you wll

The logic that drives the
subm ssion that there should be the
review/ audit-type of capacity in the review body
flows |l argely fromthe need to have that for
nati onal security activities. The nost comon
basis put forward is that, well, national security
activities by their very their very nature are
often not transparent. So people whose rights may
be affected or may have a valid conplaint wil
often not even know there is an investigation.
Therefore, there is this additional requirenent
t hat there be a review or audit function to | ook
at the systenms, and so on. Others woul d suggest
as well in the national security mlieu there is
an added concern for intrusion on individual
|iberties that trigger the need for review
mechani sm

But the point I'mmaking is that

t he proposals for review mechanismare triggered
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by the national security activities, generally at
| east, so that in nodels where there is a review
of police forces dealing with things other than
nati onal security activities we don't typically
see a review or audit function for the review
body.

Which | eads to the question: As
viewed fromthe RCMP' s perspective, are they going
to say well now because -- assumng it is
warranted -- there is a review function for our
nati onal security activities, we now have all of
our activities potentially subject to such a
review, are dealing with break and enters in
Whi t ehor se potentially, where there is no need and
hi storically hasn't been such a function?

MR. KENNEDY: | wll just respond
to it because, as | said, with the limted
resources we have we have to be somewhat surgical
in terms of what we | ook at.

In my subm ssion |I had cast that
nati onal security investigations clearly stand out
ri ght now, and not | east of which, because the
| egi sl ation was put in place in December of 2001
and there has been one charge laid in Canada over

that period of time. So that clearly suggests to
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you that -- and | wouldn't suggest for a second

t hat the RCMP not engage in those activities.

They are not sitting back |ike the Maytag man,

t hey are doing work, but the reality is the

conmpl exities and various factors at play. There
is one case that is before the court that would be
subject to the normal judicial review.

But if you | ook over at a host of
ot her kinds of crimes that are going here, when |
t al ked about the changed environment, if you are
| ooki ng at the money | aundering operations, the
fl ow of nmoney back and forth, organized crine
activities and transnati onal organized crime, the
| nternet crimes, whether it is paedophile and
things like this, a drug case, even traditional
drug cases could be multi-year investigations.

You | ook at the provisions in the
Crim nal Code dealing with wiretap, the wiretap
provi sions were changed. You remember they use to
be 30 days for an order, then it was changed to
60 days. For organized crime it is up to a year.
The reason is that if you are dealing with an
organi zed crime group it is very simlar to a
terrorist group, that the individual players cone

and go, but these institutional groups stay there.
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So it is nulti-year-1|ong
investigations, not even getting into how |l ong the
trials are.

So those kinds of cases are very
much |Ii ke a national security case, because you
are dealing with partners that m ght be in many
parts of the worl d.

We had a recent arrest, | believe
in OGtawa. There were hundreds of arrests in the
United States and Canada, but one operation was
coordinated in the two jurisdictions -- | think it
was on a big ecstasy production operation --
across Canada and across the United States
coordinated arrests. So there could be
mul ti -agency binational organizations coordinated,
obvi ously very long term

The same phenomena t hat you m ght
be dealing with here, a national security case
where the individual in fact is not charged in
Canada, they are arrested and charged outside of
Canada and Canada may actually, through M.AT,
share i nformation.

That is going to happen on
organi zed crime files as well, whether it is

cocai ne com ng from Col unbi a, transiting the
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Cari bbean or going to the U K. and com ng back
here, you have a nmulti-jurisdictional -- you may
not even see what the Canadi an connecti on was.

So you need review to | ook at
t hese new kinds of crimes, just because of the
conplexity. In terms of some of the problems with
child pornography, there are international efforts
to share internationally data holdings to find out
what is occurring, where are the children, how do
we cooperate to identify these people.

So crinme has gone froml ocal and
national to international and your participation
in those things doesn't necessarily mean that you
are not working on themjust because charges are
not laid in Canada.

So you are seeing one aspect of
nati onal security, but | think it is just how
policing has changed and how i nternati onal
cooperati on has changed.

THE COWMM SSI ONER: The poi nt
you make is that because of that change, the many
factors related to it, then lead to the need for
this type of review function that you are
referring to.

MR. KENNEDY: Exactly.
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THE COWMM SSI ONER: The review
function that you envision, M. Kennedy, is it
mar kedly different fromthe review function that
SIRC carries out over the CSIS operations?
Conceptually. | know the subject-matter is
different, | understand that.

MR. KENNEDY: Yes. Conceptually,
in terms the powers, the power woul d be very
sim | ar because SIRC al so, under section 41, hears
i ndi vi dual conplaints and then they have certain
ot her powers.

THE COWMM SSI ONER:  Yes.

MR. KENNEDY: Actually, | was
influenced -- and some of ny | anguage, if you | ook
at it, it tracks back to conmbining some of the
activity that is done by the 1 G The | anguage
think is under section 38 of their Act for the I G
Does the monitoring conpliance with --

THE COVM SSI ONER: Ri ght .

MR. KENNEDY: | think scooping
that in, rather than set someone el se up, | think
if you scoop those powers in together a | ot of
what they could | ook at quite clearly we should
bei ng | ooki ng at as well.

THE COMM SSI ONER: Ri ght.
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MR. KENNEDY: The other thing is

t hat even though -- because | think part of the
challenge is -- | see this fromthe super agency
and I will be quite candid, it has no appeal to ne

because | don't think it has the answer for you.

The reality is, we currently have
oversi ght review bodies that | ook at activities
who come up sonmetinmes with contradictory
solutions. | will give you an exanple, and it
isn't to cause m schief, but when | sawit it did
cause a bit of mschief in my m nd.

| nf ormati on-sharing practices.

For policing the sharing of information is the
l'i febl ood, because everything they have is people,
what are peopl e doing.

The previous Privacy Comm ssion
came out very stridently against inter-agency
sharing of information, that this was di m nishing
i ndi vi dual privacy, creating big brother states
and things of that nature.

The foll owup audit by the Auditor
General in ternms of efficiencies post-9/11 in
terms of budget and how agenci es were cooperating
i ndi cated they weren't cooperating enough, weren't

sharing informati on enough and that there was a
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bit of almst pre-enptive capitulation in ternms of
trying to assert their legal rights. So two

revi ew bodi es that had very uni que mandat es
commenting upon the same thing, which is you were
receiving the recommendati ons you would be left in
a puzzle as to what to do.

so | say that to the extent that
everyone can |l ook at it and there would be shades
of difference.

Yet | have seen compl ementary
behavi our. The Privacy Comm ssioner | believe is
| ooki ng at sharing agreenments between, let's say,
Canadi an enforcement agencies and foreign partners
and that is in place in terms of are they in
writing and are they consistent.

Yet | | ooked back historically and
| saw that Security Intelligence, SIRC has in fact
| ooked at it historically and said they found
CSI'S' foreign sharing of information appropri ate,
where you do if there are appropriate safeguards.

So you can have things where you
occupy the sane field where there is some
congruency in ternms of what you do at a high | evel
and then specifics and others where there can be

some cl ashes even between ones that do it.
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So part of my concern here is, if
someone el se was | ooking at police behavi our and
conduct, |l don't know how t hey coul d fashion
recommendati ons to address that conduct that
woul dn't touch upon the core characteristics of
what police activity is, which | have defined.

You come into contact because of
your use of powers, search warrants, wiretaps,

i nvestigative techni ques, arrest, use of force,
all these things. How do you avoid creating
possi ble conflict in terms of the general
direction that is flowing, let's say fromCPC to
the RCMP in this area, and then someone el se who
m ght come in and say things?

Havi ng been a person who has
gotten seem ngly two contradictory ones and you
just throw your hands up, | think it is easier to
deal with one person who has expertise in what you
are doing and is crafting something specific to
what you are doing.

| pointed out that the behaviours
are different. Part of the strength of the SIRC
model as an exanple is historically it has been
| argely staffed by former politicians, not

exclusively, but significantly.
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THE COWMM SSI ONER:  Yes.

MR. KENNEDY: And there is a
reason, because those are non-arm s-length from
t he government. There is a political
accountability. The menbership is selected from
consultation with the opposition members and
frequently there is representation there from al
three parties. Someone says "Yes, | amwith the
Li beral, Conservative or NDP party", so there is
that mx there. So everyone in the government

says, "We have confort in those agencies are

t here."

The ki nds of judgnents that are
brought to bear are different, | would submt --
appropriate but different -- than what CPC would

be saying vis-a-vis the police in terms of that
arrest where you did an arrest without a warrant,
you had to get a warrant because there are
different ones as to when you need it, the whole
ball of wax that touches upon how t he police
perfornms different, |I would submt, than on the
ot her side.

THE COMM SSI ONER:  If | were to
recommend or the government were to i nplement the

revi ew enhancement for the CPC, would that require
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significant additional staffing, resources and
expertise in the body than now exists?

Let me just develop the thought.
|'s there something, first of all, about conducting
that type of review exercise that is different
t han handling conpl ai nts, which has been the fare
of CPC to this point?

Second, it seenms to me in part
fromwhat you are saying is, the amount of review
t hat woul d take place m ght be dependent on the
amount of staffing and funding. |[|'mnot being
critical of the thought, but it strikes me that
that is a bit of a flexible way, if you will, of
going at the matter.

It really brings me back in part
to where | start. | say: M mandate is to make
recommendati ons for a review of national security
activities, and | guess if the spillover of ny
recommendation, if accepted, was that yes, there
woul d be a huge amount of new staffing and
resources and now a different way of review ng the
ot her 95 percent of the RCMP activities, | just
wonder how t hat reads.

MR. KENNEDY: Okay. | woul dn't

say it's huge.
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Maybe to preface it, like |I said,
| have over 31 years experience, almst all of it
with public safety as a prosecutor, and in
nati onal security at |least 19 years of exposure of
t hat have been counsel to the Communi cati ons
Security Establishment and chief counsel for CSIS
| say that in the context that | was justice
counsel -- and making sure there was conpliance
with the aw -- and continuous invol vement after
that for five years to coordinate | egal advice by
all the intelligence agencies. | have a
background. | know policing as | know what
nati onal security is.

| don't really see -- and clearly
there are people I know that | could hire that
woul d bring in -- that would be conpl enentary.
One of the things that | have put in train since
arrived was | ooking at what are the security
cl earances of nmy current people, who has a
background in national security. Because there
are sone that actually were on staff that have
backgrounds in national security.

So it is not a case of building
something new, it is a case of taking the people

you have and then putting a |layer on top of their
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knowl edge base. That is not unusual. W do the
same thing when foll owi ng passage of the
Anti-Terrorism Act, together with the Department
of Justice.

We brought the Chiefs of Police in
for two days and took themthrough and had to
teach them what that |egislation was and what its
i mplications were. There were CDs prepared to
train officers. So it is not as if it is that
complex in terms of knowi ng what it is.

| think you are easier to have an
i ceberg that you put another |ayer on top of --
and that is all you are doing because basically
what you have is policing in that area as opposed
to trying to say "Here is what an intelligence
officer does", which is different because they are
not police officers.

THE COMM SSI ONER: What about the
review function though, is there a new skillset
that is required to do reviews or audits?

MR. KENNEDY: There is a new
function, but fromnmy perspective, as | made in ny
subm ssion, | think I should be doing that writ
| arge, because that is the appropriate

preventative behaviour. Conplaints are the
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products of something that has gone wrong.

Wth my current nodel dealing with
conpl ai nts, someone keeps bringing back the little
toy that is not working and you keep saying "Well,
it's not working". Well, you get to the point of
"Why isn't it working?" and try to fix it.

| pointed out the policy
gui delines directives. These are the things that
control the behaviour. So | want to get out of
dealing with the problenms and sit back and say
what is driving this problem It m ght be the
policy direction, or whatever, or maybe how the
Force is structured in terms of what they are
doi ng.

So | think |I have to do that
function if | can anyways. You are one forum
where | can speak to it and hopefully that cones
to Parliament's attention.

| would say that there is sonme
augnment ati on, you are not tal king a huge
augnmentation at all. | think we are talking a
couple of -- well, not a couple, I would say 5 or
10 resources, the appropriate resources.

| currently have the ability, in

any event, under ny legislation to hire additional

StenoTran



© o0 N o o A~ wWw N P

N N N N N N RBP B PR R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

387

resources. A current exanple, there is a review
of public interest investigation that is ongoing
now with the Kingsclear incident in New Brunswi ck
dealing with various abuses. Well, | go to
Treasury Board, | have got a whack of noney, |
bring in very, very experienced police
investigators, former Crowns, and have them wor k
on that. So that is howit is run.

There are skillsets that you have
to devel op that are core and then dependi ng on the
particul ar chall enge you have, you bring in
additional skillsets to supplenment it.

This isn't enpire building. When
| have | ooked at this, ny viewis enhancements and
t he enhancement has to be a regime that is
proporti onate and responsive and builds on the
strengths that you have.

THE COWM SSI ONER: Tel |l me,
currently, or would you envision in the future,

t hat those who that would deal with conplaints or
t he review of national security activities within
t he CPC woul d have special expertise or training
in order -- is there sufficient difference in

t hose reviews that it requires specialization?

MR. KENNEDY: Well, there are what
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| have asked already is for people in the
continuumfromthe complaints stage on through to
be identified in terms of skillsets and security
cl earances because there are nore behaviours. You
have to have the right security cl earances, you
have to develop the trust of people, you have to
know how to handl e the information that you have
and you want your best people doing it.

Clearly there is no need, in ny
perspective, to bring all the staff up to speed on
nati onal security issues. What you do is you take
this group that you want to have work on those
files and tell them what the issues are. That
goes to what questions they ask so that they know
what the proper connectors are.

So to that extent, that is how |
woul d approach it. So | train those who would be
required do it. That doesn't mean they would
necessarily be doing it all the time, but when a
case cane up they are the ones who think in terns
of national security, they know what the issues
are, they would know the rol e played by
headquarters, they would be famliar with the
three mnisterial directives that are out there,

and they would know, obviously, |INSETs and nodel s
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li ke that. So there are those skillsets that they
have that you don't want to have to start someone
off the ground with, and then who the comunity
is.

That is one of the things |
suppose that -- well, I know !l will to be doing
right now, is using ny skill and know edge and ny
contacts to bring in the right people to train
t hese people to say, "This is what you shoul d be
| ooking at and this is why you should be | ooking
at it."

THE COWMM SSI ONER: Do you have any
idea at this point what percentage of the matters
t hat you deal with would have a national security
aspect?

MR. KENNEDY: | think there was
some information that was shared -- | don't want
to put it into percentages.

This is the confusion, | mean
peopl e sometimes say it is national security
when -- it is in the eye of the beholder --and it
isn"t. So there mght be I think 40-some-odd
files where people made coments of that nature.

There are a couple clearly where |

t hi nk some of the people who attended before your
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inquiry are also pursuing avenues with us and
have to assume that those m ght be bona fide
nati onal security cases fromtheir perspective.
So | wouldn't get into a percentage. |If you did,
that is 45 out of 200-and-sone-odd, that is 20
percent is it?

l"mtrying to think, 45 out of --
is it 20007

Okay. My coll eague says 45 out
of 2000.

THE COWMM SSI ONER: So you are
| ooki ng under 5 percent. Right?

MR. KENNEDY: Right. So the thing
is people don't know.

THE COWMM SSI ONER: That is right.

MR. KENNEDY: | think the proper
question is what is the reality in terns of
contact that ought to be | ooked at and behavi ours
that are | ooked at as opposed to who is
conpl ai ni ng, because if you don't know, you are
not going to conpl ain.

That is where | think the review
function is so inportant, because you wanted to
make sure that things are being done right.

| deally, if the police are doing their job right,
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there won't be any conplaints. The conpl ai nt
again is a problem it is not a solution. So |
don't know what kind of a marker it is.

THE COMM SSI ONER: In terms of the
model as you envision it, would you see that there
woul d be a continuation of the RCMP investi gates
complaints first, the first line of investigation?

MR. KENNEDY: That is a
significant issue. | currently have the ability,
under | egislation, to instigate nmy own
investigati on and my own hearing, if need be.

Looki ng at the system at | arge,
there is considerable merit in terms of the RCMP
doing the first tranche. The process right now --
and | use it generally for conplaints -- has a
provision for informal ADR by the police, or the
i ndi vidual s can do that just informally.

A lot of the conmplaints are fairly
mnor and it really is a relationship issue in
terms of impoliteness, quality of service and
things like that. So those in fact can be
satisfactorily resol ved.

Then there is the part where the
police themsel ves do the investigation and coll ect

t he evidentiary trail. The RCMP, as | pointed
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out, are in eight provinces. WlIlI|, actually they
are in all the province and all the territories,
so we are dealing with a national phenonmenon,

whi ch meant for us, if we had to go and do it, we
woul d need an augnentati on of nothing el se but our
travel budget to cover that off.

| think when you | ook at the
number of conplaints that come in that are
wi nnowed out that actually go on for review, it is
quite a drop off. So a |ot of people can be
satisfied.

The other thing is the RCMP,
think, is different than other police forces to
the followi ng extent. They are able, if they
construct it right, to bring in an independent
officer or group of officers to follow up and | ook
at sonmething. It is harder if you are a smaller
provincial police force; it is all in-house,
particularly if the conplaints are dealing with
t he seni or ranks, whereas being a national police
for, they do have the flexibility to bring someone
in.

| think the nmodel where they start
to do it, but where | have the ability in the

appropri ate case, because we mutually may agree
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that there is no credibility in the police doing
it and therefore | will have to do it and bring in
the people to do it. There are cases |like that.
The run of the m Il | think they can do, but I
have to have the ability to do it, and nore
importantly I have to have the powers | tal ked
about, which is to bring people in and to get them
to testify under oath and to conpel the production
of documents.

So |l think it is a marri age of
t wo.

One of the things | said, | want a
cost efficient nodel. |If you want to set
somet hing up where we are flying from Newfoundl and
to British Columbia, and Tuktoyaktuk and so on, it
can be quite awkward.

So as long as one had that
bal ance, recogni zing in some cases that | would
have to say | have to step in -- and clearly those
woul d be cases where my own judgment would inform
that or the public would informme or the media
would informme that it is at a point where there
is alack of faith in the RCMP doing it and they
woul d probably realize that thenselves and be

qui te happy to hand it over.
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THE COMM SSI ONER: Al so on the
question of powers, you nmentioned that you would
propose that there be powers to bring all the
people in fromfederal actors, federal agencies or
federal departments. |Is there any reason why you
woul dn't extend that beyond federal governnment
departments or agencies if the trail |ed
el sewhere?

| amthinking here to possibly the
private sector or to provincial or municipal
police forces or other provincial entities.

MR. KENNEDY: | think certainly
when a public interest hearing is held, it says
any person. And although I think there have been
cases in the past where other jurisdictions -- |
think it is not a problemw th private
i ndi viduals. You would want themin there, if
t hey are inmpacted upon, definitely. It may be a
bit more of a challenge (because | am not sure
what the answer to this is), for instance,
bringing in soneone fromthe OPP or SOreté du
Québec to participate and whether or not they
woul d say you don't have jurisdiction.

THE COMM SSI ONER: There woul d be

two things, | guess, and we can conme to the second
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one.

There woul d be the issue as to
whet her you could bring themin for the purposes
of conducting your review, because say they were
invol ved in an I NSET and you thought in order to
effectively review the RCMP's conduct within the
| NSET it was necessary to hear fromthe provincial
actor who was in the INSET. So it would be the
power of subpoena, for example.

MR. KENNEDY: Yes.

THE COWMM SSI ONER: | guess the
second thing, which we can tal k about later, I'm
going to come to it, is the question of how one
woul d work out a coordi nated review so that
not hi ng slipped between the cracks.

Absent a constitutional problem
for the subpoenai ng action, would there be any
reason fromyour standpoint that if the trail |ed
you to a provincial actor, you wouldn't want to
bring himor her in with their docunments?

MR. KENNEDY: No. The |ogic would
apply | guess certainly in terms of when |I said
| ooking at CSIS or | ooking at CSE and the
integrated model, if they are there. 1t would

certainly result in a better quality product.
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THE COWMM SSI ONER: Yes, no wall in
terms of obtaining the information.

MR. KENNEDY: That's correct.

THE COMM SSI ONER: Leavi ng asi de
t he recommendati on or the remedy to | ater on.

MR. KENNEDY: Yes.

THE COWMM SSI ONER: Let me ask you
this: |If, because of my mandate or otherw se, |
were inclined to recommend that the review audit
power would only apply to the RCMP's nati onal
security activities -- and | have read the earlier
subm ssions you made -- do you see the probl em of
drawing the line as to where national security
ends and other things start as being sonmething
that, while difficult, is manageabl e, or as being
unmanageabl e?

MR. KENNEDY: Li ke any problem
you add a new el ement and by adding a new el ement,
you add conmplexity to it. So it obviously is
going to make things nore conpl ex.

As | say, who decides if it is
nati onal security? |If the individual conpl ai nant
says they cast it in that fashion, does it go to
t he ot her body, and the other body says no, it

isn't and they decline jurisdiction and say go
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away? Or is the underlying conduct abusive
behaviour that is unrelated to a national security
i nvestigation, does it get addressed or not

addr essed?

THE COMM SSI ONER: Let me clarify
my question. | amassum ng your nodel where
everything remains in the CPC so that
complaints -- | amassum ng the conplaints system
woul d be uniformfor all types of cases, national
security and ot herw se.

MR. KENNEDY: Yes.

THE COMM SSI ONER: | am sayi ng

when it comes to your self-initiated review audit,

if that was just limted to RCMP national security
activities, for exanple -- and |l et me add one nore
rider toit -- and if one were to add to that and

t he Comm ssi oner of the CPC shall have the
authority to determ ne for purposes of review what
constitutes a national security activity, okay,
then l et me ask you the question: 1|s that
somet hing that is manageabl e and what are the pros
and cons of doing that?

MR. KENNEDY: That is manageabl e.
As you point out, you have the model where | have

generic powers on the conplaints side and I am
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happy with that, and then the review. | could see
that the review would be easier there because you
have narrowed an area on its face so you would

| ook at headquarters, you would | ook at the

| NSETs. There are definable areas of inquiry that
one could |l ook at. So that would be doabl e.

| would, | suppose, have to do
what | currently do, which is use the conplaints
anyways to | ook at broader issues such as police
pursuits. That would have you on the review bit
doi ng the monitoring of conpliance in a defined
ar ea.

THE COWMM SSI ONER: It woul dn't
excl ude what ot her powers you had.

MR. KENNEDY: No.

THE COWMM SSI ONER: | am j ust
testing ideas out. You can understand | am
wrestling with these issues.

MR. KENNEDY: Yes.

THE COMM SSIONER: As | listen to
people come forward with different nodels, new
guestions ari se.

What strikes me, if | can make an
observation, is that drawing that |ine, which

everybody seens to concede is going to be
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difficult. Sonme say more difficult than others
do.

Drawi ng that line, if the
conpl aints go to another review body, is going to
be nore problematic simply because drawi ng the
nati onal security line is going to determ ne the
jurisdiction of which body can deal with the
compl ai nt .

MR. KENNEDY: Yes.

THE COMM SSI ONER: I n the nodel
you have been di scussing, everything is staying
wi thin the single body so that we don't have an
inter-review body jurisdictional battle.

MR. KENNEDY: \What you then do is
you are taking the review portion and you are
contracting it down to say, okay, national
security. Certainly for review purposes that is
easi er because there are spots you go to. There
m ght be outriders, but | think those outriders
woul d feed things into the main centres because
the | NSETs would be in fact taking the | ead on
cases. So yes, it would work.

THE COWMM SSI ONER: And t he
di sadvantage, | think, that you mentioned or that

has come up before is that if within the RCMP you
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have officers potentially subject to two different
conpl ai nts processes, depending on which side of
the line it falls upon, that sanme problem doesn't
arise with a reviewin that you are not dealing
with a compl aint about a specific alleged

m sconduct, so to speak?

MR. KENNEDY: That's right.

THE COWMM SSI ONER: That is
something for me to dwell upon.

You have touched on this and
don't know if you want to add anything nore to
bot h what you have said now and what you have said
in the written subm ssions. | have read both of
the earlier wwitten subm ssions.

|s there anything else you want ed
to say about the difference, as you would put it,
bet ween the security intelligence activities, the
standards which apply to it -- this is the CSIS
mlieu -- and the expertise needed to review it,
fromthat that relates to the RCMP and its | aw
enforcement actions with respect to national
security?

MR. KENNEDY: Well, no, | think I
have tried to shed some light in terms of the

clarity, particularly |I guess with the degree of
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i ndependence of the function the police play and

t he appropri ateness or otherwi se. When you sit
down, if you are doing a review or an anal yst, you
have a different reflex as to well, they should or
shoul dn't be doing this type of thing, whereas the
officer would say, well wait a sec, |I'man
officer, I"'msworn it uphold the peace, |'m going
to do my things and there should be no
interference with howl ' mdoing it. And I am
ultimately account abl e.

| think but for the fact that many
of those investigations have not found thensel ves
expressed in crimnal charges, we wouldn't be
having the review that we are having here. |
think is the fact you have presumably a couple
hundred, let's say, RCMP officers doing that work
and we have one case, so what is going on.

THE COWMM SSI ONER: No j udi ci al
scrutiny, no effective judicial scrutiny.

MR. KENNEDY: Precisely. And that
is what we are trying to address, is that |ack of
judicial scrutiny and the inherent nature of this.

| think if you are | ooking at it
as an analyst on the CSIS side, the things you

formulate will be far, far different. You woul d
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be trying to control behaviours; that you would
not be authorized, | would think, to fornul ate
recommendations to try and control on the policing
si de.

| don't know how it is possible to
do that m nd change and say it doesn't apply here
and | am allowed to actually do somet hi ng.

THE COMM SSI ONER: You menti oned
about the ongoing investigation and the difficulty
that a review body may encounter in | ooking into
something that is the subject matter of an ongoing
crimnal investigation.

Has that, in the experience of
your comm ssion, been a significant problemin the
past ?

| take it you haven't al ways
waited until the prosecution is finished.

MR. KENNEDY: | briefed myself on
this point, so the files | have | ooked at | have
had total cooperation, but you are asking for
hi storical .

| know there is an i ssue about
ongoi ng investigations, and one of the criteria
where, for instance, the conm ssioner when there

is a conmplaint that goes over, whether or not they
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[ aunch an investigation is whether or not it would
i mpact an investigation.

So if we had an ongoing one as
t hi ngs presently stand, if | went over there, they
woul d say well, it is an ongoing investigation,
this would have an inpact on it and it is not
timely for us to do it. And they would not be
instigating an investigation or review of their
own.

THE COWMM SSI ONER: I f you applied
that to the national security field, that means
t hat you woul d never have an investigati on except
in one case, because those cases, the
investigations go on indefinitely. | amnot being
critical, but they seemto.

MR. KENNEDY: Oh, definitely. | f
you | ooked at the I RA, | believe they have been
around in their current configuration for 70 or 80
years, so presumably the investigations, if one
wer e engaged in that kind of area, would be fairly
| ong.

| think you would have to nerely
sit down and, if you had the power, say we are
going to go in and do a review. W are going to

do a review, and we are going to | ook at those
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practices. It can be done in the fashion |I have

t al ked about with the safeguards. It is not going
to result in public disclosure. M interest would
be nore themati c as opposed to case-specific as to
what is going on, what the practice is.

| use information sharing as an
exanmpl e, and things of that nature.

So | think you could do it without
i mpacting on the -- clearly a concern of the
police would be we have an investigation and
continuity of evidence. What are you going to
| ook at?

Cl early what you could do is get
copies of things so you are not interfering
with --

THE COMM SSI ONER: Is there a
Stinchconbe problemwi th your work product?

MR. KENNEDY: | could never say
no, because |I've seen some applications by defence
counsel for materials that were quite sweeping.
Clearly there is a significant participation by
CSISin the Air India one and that flowed from
certainly the Stinchcombe application.

To my understandi ng, we haven't

experienced that in ternms of anyone comng to us
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for those materials. Any materials that we had
woul d be generated by the RCMP, which itself would
be the originator of the Stinchcombe application.
Anyt hing after that would be our own assessnent
and comments upon that information.

MS KRI STJANSON: If | could just
ask a question, is it not possible in the course
of an investigation or review that you m ght
interview wi tnesses who are involved in the piece,
and woul dn't that then create potentially a
Stinchconmbe issue?

MR. KENNEDY: Potentially.

Anyone. Any time you do a docunent.

That is what | say, you can't say
no to Stinchcombe because it is not statutory; it
is constitutional and subject to interpretation by
the courts. It is something that has no bounds at
this stage.

Whet her or not that would have to
be addressed or could be addressed, |'m not sure.
That is our current reality because statenments are
currently taken fromofficers, from conpl ai nants,
and things |ike that.

The nost obvi ous one i s whether or

not an i ndividual would self-incrimnate, and that
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is why | address that in specific.

THE COWMM SSI ONER: | suppose one
possibility is that you would have a statutory
prohi bition, and then whether or not it would
survive section 1.

MR. KENNEDY: Precisely.

THE COWMM SSI ONER: | see one of ny
col | eagues back there smling at nme.

MR. KENNEDY: That is why | said |
amthe |last one to say -- amongst other things, |
was al so responsible for five years at the
Department of Justice in trying to sort out
Stinchconbe i ssues on disclosure. So | am
famliar with it.

THE COWMM SSI ONER: You are nore
famliar than | am

MR. KENNEDY: Yes.

THE COWMM SSI ONER: Tell nme, what
about the reporting of the enhanced CPC and t he
model that you suggest, where you have i ndicated
that there would be copies of the reports sent to
the different individuals that you have sai d?

Have you had any thoughts -- and
this may be premature -- about the role if any

that the new parliamentary commttee dealing with
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nati onal security mght play in a reporting
structure when the matter related to nati onal
security investigations?

MR. KENNEDY: Clearly we will have
to see what the legislation actually provides,
because ny understanding is they are not sitting
as Menbers of Parliament so it would be a
statutory body which presumably woul d have
obl i gati ons and security clearances or sone
obligations in terms of holding of information.

Dependi ng on how it is structured,
it mght very well be that the nodel would be
crafted by Parliament so that they could in fact
receive those reports.

When | am | ooking at the reports,
it would be in the context of different audi ences.
Clearly, in our particular case, the Mnister and
t he Comm ssioner should receive exactly the sane
copy and it should be unvarnished. It should be
much nmore detail ed because you could provide them
with the classified documents. Others that would
go to other fora would be tailored differently
because you have to be aware of the security
classification, but |I gather if they had a

parliamentary model, if there was a commttee
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there that had appropriate security cl earances,
the Mnister could clearly turn around and say,
"Yes, you should be prepared to share it with
them' or it m ght be -- but that is a political
deci sion and | don't know how they are going to
structure the Act.

THE COVM SSI ONER: Ri ght .

MR. KENNEDY: But | would
anticipate, just as now, they would be requested
to appear, in any event -- the Justice Commttee,
the Subcomm ttee on National Security, the Senate
has a commttee -- and you appear before them and
they will ask questions.

The challenge to date is that you
cannot discuss any classified information. This
commttee | believe is designed in part, or wil
be designed in part to address that hurdle.

THE COWMM SSI ONER:  Yes. Ri ght .

Let me just turn to the
integration issue. Just by way of background,
obvi ously, as you pointed out, there is an
increasing integration in the national security
field -- others as well, but we will deal with
nati onal security -- between the RCMP and ot her

| aw enf orcement agencies, but al so between the
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RCMP and CSI' S and ot her federal actors who are in
t he area.

As you nentioned, sone have
suggested need, in the federal realm a super
agency whi ch woul d govern all national security --
whi ch woul d review all national security
activities.

| take it that you, fromyour
experience, are not particularly enanoured of
t hat .

Short of that we have a coupl e of
proposals, a couple of options on the table.

One is that SIRC take over the
review, both the conplaints and the audit/review
process of which we have spoken, for the RCMP s
nati onal security activities and would conti nue
its current jurisdiction with respect to CSIS.

| am not putting this in sort of a
confrontational way at all, but |I'm wondering
whet her you have anything to say, from your
perspective, about the feasibility or desirability
of that type of nodel ?

MR. KENNEDY: Well, actually,
wi t hout knowi ng what position SIRC took, ny

anal ysis, as you have heard it, indicates that
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there are different functions that are served by
them different reflexes, different perspectives.
|f you actually had that -- | can't see how you
could deal with conplaints or audits without
dealing with the core mandate that happens with
the CPCin its everyday dealings with the RCMP. |
just can't see how t hat woul d be addressed. So
you woul d have the possibility of a conflict.

One of ny col |l eagues advi sed ne
t hat there would be a gentle | earning curve.
Havi ng been in the crimnal |aw area a |long time,
as well as national security, | think it would be
an understatement to describe a gentle |earning
curve to find out the | aw enforcement mlieu and
the culture that is there and the constraints that
are there. That would be probably Iike describing
the Hi mal ayas as a gentle rolling hill, slope,
yes. It is much nmore significant.

So | think the inpact on SIRC
woul d be nuch nmore dramatic than they think. |
think at the end of the day inadvertently it would
cause m schief in ternms of what are you being told
to do and how are you going to action those
t hi ngs.

| al ready pointed out the
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difficulties: MWhat is a conplaint? Who thinks a
conmplaint is what it is? So | don't think that --
that to me isn't attractive.

But there is the very issue that
has caused the government to give birth to the
inquiry that currently exists, which is: How do
we then get further advanced than the current
model that we have? That is where | think the
gateways i s the approach, because |I don't think
the overlap is as dramatic as we tal ked about.

When you tal ked about various
pl ayers we did tal k about the collectors. M
under st andi ng, for instance if you | ook at the
| NSET model, | believe there is a CSIS enpl oyee
who was an | NSET nodel .

THE COVM SSI ONER: Ri ght .

MR. KENNEDY: My understanding is
t hat enpl oyee is not there as a representative of
the intelligence agency. MWhat that is is a
borrowed skillset of someone who knows how to
interpret information. So you don't have CSIS
sitting there, but they have seconded personnel
and said "There it is, there is a skillset for
you. "

Li kewi se, the other actors who
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there are there fore different purposes. They are
consumers or they take product and then they
action that in terms of enforcement activity.

That is why | described it as
t hese mandates touch, they don't overlap and we
can exaggerate in terms of the what pool of
information is. |If one | suppose could actually
have a bird' s eye view | ooki ng down at the
totality of the activity, let's say collective
activity by CSE as an exanple and CSIS and t hen
see how nmuch actually flows to the RCMP fromt hat,
| would suspect it would be nmore akin to a trickle
t han even a stream

I n other words, they have to be
judicious in terms of what their primary mandates
are and then to the extent of what is relevant and
t herefore what woul d be shared with the RCVWP to
assi st them Because the RCMP is --

THE COVM SSI ONER: | s CBSA,
t hough, or Custons properly a consumer or a
col l ector, or both?

MR. KENNEDY: In terns of
intelligence product they would be a consumer. |
mean you could say you are sitting there and you

receive it and you think you are collecting it,
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but I think they are a consumer of that kind of
product .

They woul d have their own --
believe, and you can have experts fromthat area
come, but clearly there would be product that they
woul d receive fromtheir counterpart agencies in
ot her countries as well that provide sim|lar
functions.

THE COMM SSI ONER: They mi ght
t hat, but wouldn't they with people who are
presenting thensel ves at the Canadi an border
potentially be collectors of information in that
cont ext ?

MR. KENNEDY: Yes. The fact that
you have crossed the border, you have presented
yoursel f, and that could be relevant information,
because every tinme you cross the border you are
| eaving a trail of com ng and goi ng.

| think that is far different,

t hough, in terms of substance than someone
conducting surveillance or running an undercover
operation or doing wiretaps or search or seizures.

THE COWMM SSI ONER:  We know in the
drug mlieu, for exanple, Custons would be

collectors of information in certain
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circunstances.

MR. KENNEDY: Yes.

THE COWMM SSI ONER: They woul d
det ain peopl e and conduct searches and do those
things -- some of the types of things that the
RCMP do, albeit in a different context.

MR. KENNEDY: Yes. | did eight
years of prosecutions in that area and you are
ri ght, because there are uni que powers in ternms of
t he Custons Act when you enter the country.

THE COWM SSI ONER: Yes, they do.
The courts have now had to deal with it and there
is a body of jurisprudence, and so on.

MR. KENNEDY: Yes.

THE COWMM SSI ONER: It just struck
me -- again |I'mnot quarrelling -- but when you
di vided the collectors and the consumers it struck
me that Custons or CBSA may be a bit of both.

MR. KENNEDY: | tried to do it in
terms of just starkness, in the sense that the
raison d' étre for the three that I nmentioned is
fairly clear. There are clearly some others that
you woul d quite probably put a little bit here.

| woul d suspect that National

Defence, although we haven't tal ked about Nati onal
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Def ence here, clearly would be doing work on its
own behal f that would be unique to National

Def ence m ght have other uses. So you could say
that is the case.

But certainly | ooking at one of
your questions, there was a |ist of a good 20,
which | know is divined from in the broadest
sense, the public al nost national security
audi ence, but those who m ght be interested in a
product. Many of those would have zero. | mean,

t he Departnment of Justice doesn't have an
intelligence capacity and doesn't do it, but there
m ght be some interest in the product.

Public Safety and Emergency
Preparedness Canada, obviously woul d, because they
have to do consequence management if there is a
terrorist event to coordinate behaviours and
threats and things |ike that.

So there are others that are
classically consunmers, others that have somet hi ng
t hat you say, "Well, that goes into the m x and
mlieu."

To the same extent that the police
officer offer a beat doing a case dealing with a

f orged docunment, many of the groups that

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

416

hi storically have been | ooked at have been
involved in petty crime activities and forged
documents and things |like that. That information
at sonme stage may find its way into the bigger
picture as well, but that was not necessarily the
driver, it is just that the information was there,
sonmeone did the matri xing and said, "Oh, these

pi eces fit together into this hole."

So | think at the end of the day
you can still have, for our discussion purposes,

t he broad categories of the three that we call
collectors and then the others which are
CONSUMETS.

THE COWMM SSI ONER: Accepting the
model you propose where the three review bodies
stay in place and are responsible for their own
agencies -- and | hear what you say about
statutory gateways which it seens to ne are
primarily designed at exchanging information to
assi st one another's review -- could there be
somet hing that is nmore than that in cases where
t here has been integration operation.

Some point to this inquiry, as an
exanpl e, they would say, | think what is in the

public realmis that | have reviewed the conduct
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of both, and indeed SIRC and the CPC found that
under the existing reginme they couldn't do a
conpl ete study so | had a broader jurisdiction
t han either one.

Coul d one | ook at a model in
i ntegrated operation cases, where it is warranted,
there would actually be a review conducted that
woul d i nvolve more than one revi ew agency as
necessary? You touched on it in one of the
questions in our "further question" paper, refers
to the possibility of establishing what | would
suggest woul d be a statutory body conposed of the
chairs of the three review agencies, perhaps with
an i ndependent Chair, who knows, but whose mandate
woul dn't be broad. It would be limted to
ensuring that there was proper review of
i ntegrated operations within the federal collector
envi ronment .

| can't think of all of the
vari ous ways, clearly sharing information would be
one of them but in addition to that, it would
| ook upon, depending on the case, there could be
secondnments fromone to another or actually
establishing an ad hoc review body to deal with

the integrated matter which would draw upon the
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expertise and the resources of each of the
i ndi vi dual review bodi es.

But whatever the nodel, the
overarching commttee would have the
responsibility to make sure when there was
i ntegrated operations, either formal or informal,
that nothing fell between the cracks in the review
exerci se.

| don't know what sort of staff
woul d be necessary. It doesn't strike me
initially it would be a big staff, because they
are only dealing with preventing things falling
bet ween the cracks.

| will come back to another idea
of something el se that sonebody el se put forward,
but is that an approach to the integration problem
that strikes you as sensible?

MR. KENNEDY: Yes. | will go back
to why | made ny subm ssion, | said | wanted to
enrich your options, so | amgoing to be the | ast
one who is going to take away one of your options.

| think what we have to do is have
somet hing that at the end of the day is a bit |ike
a rheostat in the sense of you gently turn the

i ght up as opposed to a switch that is flipping
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of f and on, because clearly there will be issues,
l'i ke I say, that are standal one that we can just
| ook at.

There are ones where there is a
peri pheral involvement, and using the nmodel | have
t al ked about where you can call in some folks from
the other side -- so that is where the edges are
addressed and you can send the alerts. That is
t he gat eway ones.

| have already seen some requests
for us that say, "By the way, will you and SIRC
commt to parallel review, to the two of us. So
peopl e are already asking us in sone cases "W I
you start to do a parallel review?"

The very fact that your inquiry
was established means that at some stage if we
don't successfully have a nodel to address
sonmet hing that the gateways nodel or standal one
model doesn't work for, someone is going to say,
"Well, we have to come back and we will call in
someone who has experience in the area and Justice
O Connor will have another job."

THE COVM SSI ONER: He will be
retired to northern Canada by then I think.

--- Laughter / Rires

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B PR R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

420

MR. KENNEDY: No, they will just
have to pay you a | ot nmore noney.

So | guess at the end of the day
you have to have a nodel that says: Are we going
to end up where we were?

So if the cutout is some capacity
written in the legislation for the respective
chairs to get together where there is a conmon
theme or it is of such a nature that the
standal one or the reports are i nadequate, that
they can, in fact, get together and do somet hi ng.

So | don't see that as somebody
has to sit up there all the time. | see what it
is as: Chairs, you are acting in a responsible
fashion. This is one where you are going to do
it, you are going to do it. |If we don't
cooperate, there is a possibility that we are
going to come to different conclusions, different
findings and different recommendati ons.

So in those cases, where hopefully
they are a rarity, | have nothing to oppose an
idea that resolves it, because if we don't it we
wi |l be back here again.

THE COWMM SSI ONER:  |'m not sure

t he extent of the concern, but sonme say with the
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increase of integration of activity there is a

very real concern of things falling between the
cracks. They would posit, they would say: Wy

woul d you have two or three separate

i nvestigati ons, why not have one |like the Arar

Il nquiry and do it?

| think those who argue for that
woul d say: Well, that at |east in going forward
you shoul d have a permanent structure that is
there that is available to satisfy that need as it
ari ses.

MR. KENNEDY: [|I'min favour of
less is more in the sense that you al ready have
structures that are in place. It is a proven
human refl ex or instinct once you start sonmething
to build. | can see the first subm ssion, "I
don't have sufficient resources.

THE COVM SSI ONER: Ri ght .

MR. KENNEDY: | have al ready
t al ked about the m schief already of |arge review
bodi es now | ooking at the same thing and al nost
comng up with contradictory solutions.

You have bodies that are there.
think the thing is to try to create a catal yst

that allows themto work better. That is why I
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have tal ked about the enhanced powers. Then |
t hi nk what you have to do through the gateways,
" mtal king about allow ng those bodies to do
somet hi ng.

| have certainly heard in the
past subm ssions from heads of agencies that
say -- | already have 10 or 12 that are sort of
| ooki ng at me now and you are tal king about a
thirteenth. [I'mnot sure if you are better off
creating a thirteenth as you are trying to | ook at
the 12 you have.

THE COWMM SSI ONER: As this
suggesti on goes, this wouldn't be | ooking at the
agencies. This wouldn't be creating any new
review bodies. It would be sinmply a coordination.
There woul d be nothing newin ternms of a further
exam nation of CSIS or the RCMP. It would just be
simply saying: Rather than having two or three
ongoi ng investigations |let's have one, and the
only way we can do that is to get these people to
wor k toget her rather than working separately.

MR. KENNEDY: Well 1|, in
principle, have no problemwith that. 1t would be
ones where the heads would sit together and say

this is the appropriate case.
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| have currently, under the
| egi slation for instance, a model that says if
there is an issue of the public interest hearing |
can put a panel in place, so it is nmore than one
person. So you could have m xed -- obviously nore
t han one person. So you could have one of those
persons would be SIRC and t he CPC.

THE COMM SSI ONER: Anot her role
that is suggested that there should be either for
a super agency, or a coordinating commttee agency
i ke we just spoke or some other group, is that we
in Canada should have somebody who sits on top of
the entire security intelligence apparatus within
t he federal government and who can | ook too see
fromsort of a higher |level as to what issues are
devel oping and, in particular, what trends are
devel opi ng which have the potential to infringe
upon individual liberties, and so on. The
argument woul d be that the Chair of the each of
the review bodi es and people within the specific
departments will tend to focus on their own
terrain and the problenms that arise within their
body, and that we need somebody who is
i ndependent, who has a mandate to take, on a

regul ar basis, a |l ook at what is going on.
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"' m not sure, with your know edge
t he machi nery of Canadi an government, whether you
have any ideas as to whether that is an idea that
has merit and, if so, what would be a good way to
go about it?

MR. KENNEDY: Well, if the
agencies are doing their job in ternms of the
thematic i ssues they are identifying, it will come
out in their recomendations and their reports to
Parliament -- to the Mnister and then the
M ni ster tables with Parlianment.

The focal point may very well be
the parliamentary comm ttee as opposed to
somewhere el se, because you get to a | evel where
you shoul d be dealing with the macro, not mcro
i ssues.

THE COWMM SSI ONER:  Yes.

MR. KENNEDY: We are doing our
t hings that are com ng up. Just by | ooking, |
woul d t hink, across the board at those reports you
are going to start to see trend lines that either
the Chairs thenmsel ves should be tal king about or a
parliamentary commttee that is |ooking at it is
going to see the trend lines. So there may be

enough mechani sms that are in place that would
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cause that to occur.

In terms of the immedi ate cluster,
we are | ooking at two of the major players
obviously go to the M nister of Public Safety, so
you can see there what is going on. CSE doesn't
because it is over to the M nister of Defence.

Not hi ng woul d be necessarily
generated by the | arger cluster of groups that we
have identified, which are the consumers, so I'm
not sure what woul d be surfaced there that one
could | ook at.

THE COMM SSI ONER: The argunment to
me, as | understood it, or the subm ssion was that
t here was advantage to having an i ndependent | ook
at this and that the independent Chairs of the
three revi ew bodi es, as an exanple, stand apart
fromthe political process and would be sort of
uni quely positioned, or sonebody el se, to take
this type of independent | ook at trends and
practices, and so on.

MR. KENNEDY: One of the things
that | certainly saw when | | ooked at the CSIS
| egi sl ation was there as was an ability to task,
that SIRC can task the IGto | ook at things and

certainly the Mnister can task the 1G or the
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M nister can SIRC to do certain kinds of review.

If it you had an ability to have
some statutory collegiality amongst the three
chairs, they may | ook and see trends and when they
do their review activities of what are we going to
| ook at for the year, there can be some di scussion
there, let's ook at this item

When | al so tal ked about ot her
review bodies, if the Privacy Comm ssioner is
| ooking at stuff, she should be signalling to us.
Rat her than going off and trying to do a separate
audit, they should be working with these Chairs
and we could put that on our agenda as to what
reviews we would be conducti ng.

| think that woul d be nore
i nformed than having someone else sitting up there
trying to do this and | think that woul d address
t he commonalities.

THE COWMM SSI ONER: The advant age
of that is that it makes use of the existing
institutions and the existing chairs.

MR. KENNEDY: There seenmed to be
in one of the subm ssions a suggestion that
somehow if you are a chair | ooking at an

organi zation, you get captured by the culture of
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t he organi zation. You can keep going ad infinitum
and | guess everyone gets captured at sone stage.

| would prefer to say that you are
devel opi ng some expertise and know what to | ook
for and what to do. In any event, the mandates
are generally prescribed by statute in terns of
what their terns are, so there is a refreshing of
anyone who is captured.

| haven't seen too much capturing.
Most of the behaviour is fairly independent in
terms of asserting what they think should or
shoul dn't be done.

| would prefer to build on that
and try to fashion the collegiality that you m ght
need and an ability to coordi nate what they are
going to |l ook at so that thematically if there is
an i ssue, that they are all |ooking at that, share
the reports and maybe come up with a conmon
report.

THE COWMM SSI ONER: We are drawi ng
towards the end of the time. M counsel have a
f ew questi ons.

MS WRI GHT: M. Kennedy, on that
poi nt, this m ght be a good noment to put a

t hought to you that was raised this morning: that
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you could very well enmpower review bodies or
peopl e, public authorities, to work together, to
cooperate, but either due to human nature or
resources or capacities, or whatever -- and we
heard this abroad as well -- that there may not be
cooperation; that it may not actually happen as
robustly as you would |ike.

One thought could be that if there
were a statutory mandate there, that if that was
the charge that they had, that there m ght be nore
cooperation in that event.

Do you in all your public
experience have any thoughts on that?

MR. KENNEDY: | don't it would
probably be a | ack of willingness to cooperate.
The human dynam c is each organi zation has its
priorities, so there mght very well be, if | use
SIRC, a major issue they are |ooking at, and they
say yes, Paul, we agree with you, but | have a
maj or one | am doing now and it is consum ng ny
resources. That is probably more the reality than
anyt hing el se.

| find realistically you can't
force anyone to do anything. People respond to

pressure. Clearly one of the issues here is
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public interest, accountability. Post-9/11, even
back to 2000 with Ressamit started but certainly
post-9/11, even higher, the accountability for
organi zati ons such as our review body is the
i kel i hood of appearing either before the Senate
or a Commons conmm ttee saying what's going on.

Certainly Parliament has increased
and strengthened its role there and its profile.

Those are the things that are
goi ng to happen. They will be saying are you guys
cooperating or not?

| am | ooking at the Senate
commttee. It has been very high-profile in terms
of articulating its concerns in many of these
areas, not just going away but being a strong
advocate and saying there should be a change. You
haven't changed. How come there isn't change?

| could well envisage appearing in
t hose forums saying are you guys cooperating or
not, assum ng the framework provides for that.

| think it is nore to get rid of
the inhibitors and the process after that drives
itself, and people I don't think will be acting in
bad faith. |If they are saying we are not worKking

on that, it is because there is a bigger issue
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t hey are working on. You always have to triage
everything. That is just life.

MR. FORESTER: M. Kennedy, you
touched on this a little bit when you were tal king
to the Comnm ssioner about the expertise in
nati onal security matters that would be required.
When you add to that considerations of secrecy and
confidentiality that national security matters
rai se, do you envi sage a separate subgroup in the
CPC to handle these matters or is it something you
envi sage every nmenmber of the CPC potentially being
invol ved in RCMP national security investigations?

MR. KENNEDY: No. | believe that
there is expertise, and the expectations are very
high. In respect of the powers |I have asked for,
| said access to everything except for cabinet
confidences. So separate fromnational security
it is something that, in theory, would mean in an
appropri ate case you m ght have human source
information. You would certainly have information
t hat woul d be sensitive in ternms of ongoing
i nvestigations.

The very fact that you have
personal information on people that are

investigated for serious crimes in and of itself
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requires the greatest adherence to security, both
on policing and national security matters. The
informati on exchange from foreign partners, those
rel ationshi ps are very, very inmportant and can't

i nadvertently describe them

So there has to be within the
institution itself an awareness and a culture as
to what you have and how it is kept and it is
t here.

Separate fromthat, you don't want
to have an expert who is not doing sonething. So
you focus on -- and | think the very high profile
nati onal security -- devel oping someone who has
i n-depth know edge in that area.

That doesn't mean every one. |
woul d say | want the best team and | want enough
depth in it so that through the normal rotation of
peopl e who | eave and stuff |ike that, you are not
handi capped. But you have to focus through this
whol e continuum cluster of people that devel op a
wor ki ng knowl edge and expertise in it.

MR. FORESTER: One bri ef
foll ow-up.

You tal ked before about | ess than

5 percent of the current number of cases the CPC
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has that touch on the RCMP's national security
mandate. \When you | ook at it fromthe point of
view of the resources or the percentage of CPC
resources used, does that same figure hold true?

What | amtrying to get at here is
t here anything fromyour experience to date about
nati onal security investigations which may suggest
they are nore resource intensive than other
i nvestigations?

MR. KENNEDY: When | tal ked about
t he nunbers, the percentages, it was the context.
| think there was sonething |ike 2,000 cases, so
your percentage is relative to your base. So if
the base is a |lot of conmplaints -- where | would
suspect maybe with SIRC using the same nunbers the
percent age woul d be greater because the base is
| arge. There is a very |arge base here.

What | would think is -- and part
of the problemhere is you are dealing with the
unknown. | don't think it is necessarily going to
be a | ot of conplaints as such, because the
dynam ¢ woul d continue to exist that people don't
know, and people who don't know aren't going to
conpl ai n.

So | think the capacity is to
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address that phenomenon, and that is through your
research side. And to that extent you are a
dealing, as | said, more with system c issues and
practices than you are individuals. The

i ndividuals are nerely synptomati c of somet hi ng
el se.

So you can be much nore strategic,
therefore, in terms of what you | ook at.

A sinple exanple was the fact that
post-9/11 there were three mnisterial directives
t hat came out dealing with police activity in the
area of national security. Those three are very
simlar to ones that exist for the security
intelligence services, deal with sensitive
institutions, and things |like that.

So what you say there is okay,
this is a slightly different ball game than just
policing. Therefore, it is appropriate, and those
directions then influence behaviours. Here you
are dealing with a smaller group of police that
invol ve themselves in this activity.

So to that extent | am saying you
don't need a huge amount of resources. You can be
targeted because you are | ooking at targeted

areas. You are |ooking at targeted investigations
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and you are | ooking at specific policies that
apply. And that is using the review model which
is, as a subgroup, just |ooking at national
security.

So it is doable. Wuld it require
nmore people? Yes. Wuld it require maybe a
di fferent kind of person and a different kind of
knowl edge? Yes. But it is also one that builds
on top of the base that is there because of the
culture that is unique to policing.

MR. FORESTER: Thank you.

MS KRI STJANSON: | have one
question, M. Kennedy, and it relates to the
i mplications of your nmodel for the appoint ment
process to the CPC.

It is a very unusual statute.
believe there is a potential to have 31 nenmbers of
t hat comm ssion, given the reserved rights of
contracting provinces to appoint.

| f a recommendati on were made t hat
expanded the powers in the way that you recomend
and gave even greater intrusive ability into very
private matters, would you think it appropriate to
have a potentially 31-menber comm ssion being able

to access that information, or do you think it
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woul d call for another kind of structure?

MR. KENNEDY: | think we have to
| ook carefully at what we are | ooking at here.

The contracting aspect deals mainly with work that
woul d be ot her than what is called national -- the
RCMP using its national mandate.

| think that is how to appear to
approach it. | think they currently viewin the
drug work that is done in the provinces, certainly
for billing purposes, is billed against the
nati onal budget and is not billed to the provinces
for their provincial budget.

So if you are | ooking at activity,
it would be probably not in the contract role but
it would be as a national police role.

The national security function is
carried out under the Security Offences Act, which
is the primary one that gives themthe | ead, would
be a national policing role. | would have to | ook
and see.

You woul d have to | ook at because
| think the nodel says if there is a conpl aint
that originates in B.C., it is a contract policing
role. Then the person we appoint to do the

hearing is hopefully fromthat province to give it
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a local flavour.

| think in terms certainly of
national policing, if we had national security
stuff, that | think should be a smaller group and
t here woul d be an exception to that, however they
wanted to characterize it, whether it was contract
policing or not, that it should be a person with
expertise in that area who is |looking at it. It
isn't a case of giving 31 people access to that
ki nd of information.

The reality, too, is there is only
t he chair and the vice-chair, and the last time
they did a hearing it was M. Justice Huggeson in
British Columbia who was brought in, as a fornmer
judge, to hear those things.

So | would say yes, you woul d want
to look at it. You would want to see if it is
nati onal security. You would want to make sure
t hat you weren't trapped into a nodel that said
had to go and hire someone fromthat province to
act in the hearing, and you would want to make
sure that it was a person with know edge and
experience in the area.

THE COWMM SSI ONER: That brings us

to the end of our tine.
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Let me thank you again. It has
been very, very helpful. | think it has been a
useful discussion, a good exchange of ideas, and
appreci ate your thought and the care that you have
taken in presenting your ideas.

| indicated, not today but I
indicated earlier, that there will be an
opportunity to reply, to make further subm ssions
up to Decenber 19th, in witing. So if anybody
listening wi shes to add anything further, they are
nmore than wel come to do so.

MR. KENNEDY: Thank you very nuch.
It has been a pl easure.

By the way, although my col |l eague
didn't say anything, | can assure you he has been
working with my intensely over the | ast coupl e of
weeks. |If there is any substance to what | have
said, we can also thank M. MDonell .

THE COMM SSI ONER: Thank you very
much, M. MDonell. W are aware of that.

We will take a 10-m nute break.
--- Upon recessing at 3:00 p.m /

Suspension a 15 h 00
--- Upon resumng at 3:10 p.m /

Reprise a 15 h 10
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THE COWMM SSI ONER: Our next
presenter is the International Civil Liberties
Moni toring Group, represented by M. Warren
Al I mand, who is well-known to everyone.

| just was advised his nost recent
appointment, | guess election, was to the Montreal
City Council.

s that right?

MR. ALLMAND: Last week.

THE COMM SSI ONER: Congr at ul ati ons.

MR. ALLMAND: Thank you. A smal
part of my old constituency.

THE COWMM SSI ONER: That's great.

M. All mand, would you like to
make a presentation first and then we may have
some questions.

SUBM SSI ONS

MR. ALLMAND: First of all,
Comm ssi oner, please excuse ny uniform but |
can't get my cast through my suit sleeve. So |
had to come dressed |like this. | apol ogize.

Just to put on the record once
again the International Civil Liberties Monitoring
Group is a coalition of 34 NGOs, trade unions,

faith groups, refugee organi zati ons, environnmental
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groups, and so on, who cane together after
September 11th, 2001 to nonitor and take action
wher e necessary when government policy or

| egi slation would infringe on civil liberties in
the aftermath of that terrible disaster.

In our written subm ssion of
February 21st, 2005 regarding the policy review,
we strongly recomended an agency equi valent to
Option E in your consultation paper with certain
modi fications. Such an agency would be based on
t he SI RC nodel, one m ght call it a super SIRC,
and its jurisdiction would apply for review
purposes to all federally regul ated nati onal
security operations.

So it would have the right to
investigate CSIS, RCMP, CSE, the Border Services
Agency, the National Risk Assessment Centre, and
Departments of Transport, Foreign Affairs, and so
on, wherever there was a national security
operati on of one sort or another which was subject
to concern or conpl aint.

It would have the power to audit
and to investigate conpl aints.

To point out what we recommended a

bit further, all conplaints or conpl ai nants who
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felt that their conmpl aint was based on security
intelligence would have the right to go to this --
Il will call it super SIRC and lay their conpl ai nt
there. There would be an initial sort of
commttee that would check the conmplaint to see if
it had any aspect of security intelligence. If it
had any aspects whatsoever, if there was doubt, it
woul d stick with super SIRC.

If it was found that it was a
conmpl aint conpletely dealing with ordinary police
wor k, | aw enforcenment, highway patrol or whatever,
it would be sent to the CPC.

The decision with respect to the
triage would be with the super SIRC.

The super SIRC and the triage
comm ttee would have with it certain
representatives fromthe CPC, so they could sit
and work with the commttee of the super SIRC in
the triage operation.

Thi s agency al so could deal with
conpl ai nts regarding provincial and nuni ci pal
police forces when they participated in joint
operations with the RCMP or CSIS. Our argunents
for that are that national security is a federal

government responsibility under the Constitution.
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| f provincial or municipal police forces
participate in national security work, then they
shoul d be subject to overview by a federal agency
as wel | .

In addition to receiving
conmpl aints, the super SIRC agency woul d have the
right to initiate its own investigations, in other
words, audit if they saw patterns devel opi ng that
concerned them |If there were issues that came to
their attention but were not the subject of
conpl aint, they could |l aunch their own audit and
i nvestigation.

They could also do so at the
request of the National Security Commttee in
Parliament that we al so, by the way, supported.

We think that is conplenmentary to this new agency,
and I will refer to that in a m nute.

Governments could ask them as
well, the provincial government, to investigate or
to do an audit, the federal government, and so on.

They woul d have the right to
subpoena documents and wi tnesses and with ful
access to all evidence in all the agencies that |
referred to.

They coul d al so have hearings in
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camera when they felt it appropriate to do so.

And they woul d i ssue at the end of
their audit or investigation on conplaints -- they
have the right to submt specific and general
reports in both public and confidential versions
to the responsible mnisters, but the public
report would al ways be laid before Parliament and
made avail able generally. And the confidenti al
report we would hope would be referred to the new
Nati onal Security Commttee of Parliament in order
to ensure follow-up.

That woul d be one of the roles
that we see the National Security Comm ttee of
Parliament doing, is followi ng up on the reports
of this super SIRC agency.

I n addition, we suggest that this
agency shoul d have a public education mandate to
assure that their reports receive public
attention, because what is the good of reporting
simply to Parliament and to this commttee and to
t he responsible mnister? | think the public has
a right to know what happened in particul ar cases,
and they would need a certain mandate in order to
do that properly.

They woul d not have the right to

StenoTran



© o0 N o o A~ wWw N P

N N N N N N RBP B PR R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

443

make bi nding orders, but in their findings and
recommendati ons they could include, for exanple,
recommendati ons to correct docunments, records and
deci sions. They could recommend gi Vi ng
conmpensation. They could recommend changi ng
directives, practices and protocols. They could
recommend rel ease fromcustody. They could
recommend the reinstatenment of personnel that

m ght have been fired or let go. They could
recommend disciplinary measures for police and
security agents, any other matter that justice and
our Charter requires.

In its annual reports the agency
should refer to its previous reconmendations in
order that there is a followup and that nothing
is forgotten or |ost.

We see, as with SIRC, that the
members of this super SIRC would al so be sworn
menmbers of the Privy Council, that they would be
persons of high calibre, having a reputation of
conpetence and integrity, nom nated by the federal
government but approved by the | eaders of the
officially recognized parties in Parlianment,
simlar in a certain way to how SI RC operates now.

They shoul d have t ot al
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i ndependence and objectivity and they shoul d have
sufficient resources to properly acconmplish their
mandat e.

As | said earlier, in addition to
the creation of this super SIRC, we would al so
recommend t he establishment or going ahead with --
because they have already agreed in principle to
it -- going ahead with the National Security
Commttee in Parliament, and a principal mandate
of such a commttee would be to ensure foll owup
on the recommendati ons of this agency.

That was our recommendation | ast
February.

Havi ng moni tored these hearings
since | ast February, we are now even nore
convinced and nore supportive of such a
recommendati on.

At that time our principal
argunments for that reconmendati on were the
foll ow ng:

First, that there are now a | arge
number of government agencies federal, provincial
and even nmunicipal, if we count municipal police
forces, carrying out security and intelligence

activities or operations, sone extensive, others
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[imted. The Privy Council recently listed 24
such agencies and mnistries, nost of which are
not subject to any oversight or review or any
adequate review regardi ng security and
intelligence.

Anot her argunment was that the
security and intelligence reports and actions
whi ch m ght comprom se a citizen's rights, these
reports and actions are built up with information
whi ch m ght originate in many places. They m ght
originate with the RCMP, with CSIS, with Foreign
Af fairs Canada, with Imm gration or even with
overseas security intelligence agencies, with the
FBI or the CIA, or with the British, the French,
the Israeli, or whatever.

The question is how do you
investigate the legality or the reliability of
such reports which impact on individuals in Canada
if you don't have one agency that can | ook at
every possibility; that can follow the evidence
wherever it may | ead?

A third argument was that many of
t hese agencies share informati on which may or may
not be reliable, and they also participate in

j oi nt operations.
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Wth respect to joint operations,
someti mes they can be formalized, but very often
they may be informal. |If you give a certain
agency just the right to investigate when there
are formal joint operations, then | think you are
m ssing a lot and a lot will fall between the
cracks.

Again, with so nmuch sharing of
informati on and so many joi nt operations, how do
you get to the truth? How do you | ook at all of
t hese, at every source of information, at every
price and every procedure without one
conprehensive central agency that has the power to
do that?

Added to those arguments since
| ast February, we have seen through the hearings
t hat you cannot only | ook at the past, you cannot
only | ook at what happened to M. Arar, but you
have to see how things are developing. And the
way it is developing is that there are nmore and
nmore joint operations and there are nore and nore
vari ous agencies involved in security intelligence
one way or anot her.

We | ook at the Department of

Transport with respect to the "no fly list". They
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will enforce that. Yes, they get information from
CSI S and the RCMP and ot her places, but the

devel opnment is, it appears -- and | say that is
regrettable -- to do nore and nore sharing and
more and nmore joint operations. Consequently, we
urge you strongly in maki ng your recomendati ons
not to just | ook backwards but to | ook at the way

t hi ngs are developing into the future.

Al so, if you | ook at the cases of
M. Arar and M. Al mal ki, they have been told by
the mnistries to go to either SIRC or to the CPC.
| f they had, neither one of them | don't think,
woul d have had the full ability to get to the
bottom of this particular matter.

For exanpl e, what woul d happen if
your mandate, if your Conmm ssion was a Comm ssion
of inquiry into the actions of the RCMP in
relation to Maher Arar and not into the actions of
Canadi an officials, if you could only call as
wi t nesses and get papers fromthe RCMP? You have
a pretty wide mandate there. You have called
people from Transport, from Foreign Affairs. You
had m ni sters before you. You had people from
CSI'S. You were free to call whonmever Canadi an

officials is a pretty broad term That is the
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ki nd of mandate that we feel, if you are going to
get to the bottom of something, has to be with
this new agency, and it can't be divided up into
di fferent conpartnents.

On Oct ober 17th you asked sone
suppl ementary or further questions regarding these
same matters, and your staff then asked that the
I nternational Civil Liberties Monitoring Group
focus on certain specific ones of those questions.

As you will see from our
suppl ementary brief of Novenber 11th, we have in
fact answered all of your further questions, but
this afternoon | will concentrate on those which
were recomended for focus.

The first one was the further
questions, the fact that we are -- excuse nme.

Thi s makes nore noise than my fist.

That the review agency that we are
proposi ng woul d have jurisdiction over al
federally regul ated national security operations
and certain provincial ones. W were referred to
guestions 14, 16, 17 to 19, and so on.

I n question 14, this has to do
with that if we had such an agency, there would be

a possi bl e sharing of information. They used

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

449

expression --

THE COMM SSI ONER:
Cross-contam nati on.

MR. ALLMAND: Yes,
Cross-contam nati on.

Our answer to that, in a nutshell,
is that there is sharing of information now, quite
extensive share sharing of information. | don't
see the fact that we have a super SIRC
investigating national security operations of the
RCMP and CSI' S adding to that, | don't see any risk
in that at all.

There is a reference to the
24 agencies |listed by the Privy Council: How do
we handl e something like that? Well, the thing
is, if there is a conplaint made, the way we | ook
at that, usually the conpl ai nant doesn't know - -
he knows somet hing i s happening to himbut he
doesn't know exactly where. He goes to the new
super SIRC and in their investigation they may
have to | ook at sonmet hing being done in the
Department of Imm gration or the Department of
Foreign Affairs, the consul ar service, or in the
Department of Transport, if it relates to the

particul ar conpl aint that they are doing. The
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same with respect to an audit.

So I don't see theminvol ving
t hemsel ves in ordinary conplaints with the
Department of Transport about somebody being
insulted by a stewardess on an airline, that is
somet hing else. But if a conplainant has a
conplain which |eads -- if the evidence trai
| eads to any of these 24 agencies, they nust have
the right to go there, I think just as you have
had in pursuing your mandate.

A further question under 16 is:
Shoul d they have jurisdiction over all the
activities of the government relating to security
and intelligence?

Our answer to that is that the
agency nmust have the right to follow the evidence
trail and there shouldn't be barriers and there
shoul dn't be bl ockages.

Wth respect to audits or
conmpl ai nts, we think both are necessary and we
think they are conplementary to each other. W
t hi nk enhances the expertise of the people within
t he super SIRC if they have done both audits and
conpl ai nts because they I earn from both. One

hel ps with the other and you end up with an agency
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that is nore expert with respect to the whole area
of security and intelligence.
--- Pause
There was a question under (h) of
t hat questi on:
"Woul d a super agency review
for legality the activities
bei ng reviewed or for some
ot her criteria?"
| would see there is a possibility
t hat the agency would |l ook first of all if there
was any illegalities, if there were any violations
of laws, whether it's the Privacy Act or the
Charter or the Human Ri ghts Act or whatever, but
al so there woul d be questi ons of appropriateness
t hat m ght | ead to recommendati ons for amendnment
to laws or new | aws, again just as your Comm ssion
m ght reconmend.
But | could this super SIRC from
time to time, in addition to saying "Here was a
gap in the law, something awful happened to this
i ndi vi dual, we recommend an amendnment" or "we
recommend new |l egislative initiative."
We see this new super SIRC

replacing the present SIRC and al so repl aci ng the
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CSE Comm ssioner and certainly | ooking at, as

said earlier, the security and intelligence
operations of the RCMP. So we see them | ooking at
all national security intelligence issues relating
to abuse, conmplaint, everything related to

oversi ght and review.

Wth respect to the referral of
conpl ai nts between the super agency or the super
SIRC and the CPC, | have already dealt with that.

The final word would be with the
super SIRC, but it would be through a triage
commttee, if you want to call it that, which
woul d have sone representatives fromthe CPC. W
said in our supplementary brief it could be two
people from CPC and two fromthe super SIRC, but
the final decision would be with the super SIRC,
and if there was any doubt, any grey area, it
stays with -- we only shift it back to the -- in
ot her words, in any questionable case the doubt is
resol ved in favour of the super SIRC.

Access to documents. We say first
of all the people on the super SIRC are sworn
Privy Councillors. They have the right to | ook at
all documents. They should have the right to | ook

at all docunents.
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Those are the principal questions
t hat we were supposed to give special attention
to.

Just to make some concl udi ng
remar ks, even if the CPC was given full powers --
and we believe it should be given greater powers
for ordinary police and | aw enforcenment measures,
t he powers now just for those things are too
[imted --ut even if it was given full powers,
this would not justify giving it jurisdiction over
security and intelligence issues.

It is because in security and
intelligence, as | have said, there are too many
grey areas, there are too many joint operations,
there is too much sharing of information. So I am
more and nmore convinced that we need one single
conpetent agency that can | ook at all security and

intelligence operations no matter where they are

| ocat ed.

Comm ssi oner, according to your
mandate for the policy review, you are -- and | am
quoti ng:

" .. directed to make
recommendati ons for an

i ndependent arm s | ength
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revi ew mechani smfor the
activities of the RCMP with
respect to national
security.”

But | wish to point out that there
is nothing in this mandate which says that the
review mechani sm nust be exclusively for the RCWP.
I n other words, they say you must recomend an
arm s |l ength i ndependent mechani smfor the
activities of the RCMP with respect to nati onal
security, but they don't say it has to be
exclusively for the RCMP. In fact, if such a
mechani sm was exclusively for the RCMP it
couldn't, in ny view, do its job, since the RCW
takes part in many joint operations and they
exchange information with many ot her agencies,
Canadi an and non-Canadi an. In these
circumstances, how could the mechani sm check
reliability, legality, check procedures,
accountability and responsibility. | don't think
they could if they were exclusively | ooking at
RCMP activities or the work of the RCMP.

In my view, it is obvious that if
we are going to have effective, independent arm s

 ength review mechani smfor the activities of the
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RCMP with respect to national security, then that
mechani sm nust al so have the authority to review
t he operations of all the other agencies with

whi ch t he RCMP exchanges i nformati on and carries
on joint operations. Therefore, we nust have an
agency such as we reconmmended on February 21,
2005.

Finally, will such a system be
perfect? WII such an agency be perfect? No, it
won't. No, it won't. But on balance -- on
bal ance -- considering the errors and the excesses
t hat we have wi tnessed before this Comm ssion,
such a proposal is better than all the
alternatives in correcting the abuses that have
given rise to this Comm ssion. And we have an
obligation to do something better. So this wil
be better, but no, it won't be perfect.

Thank you.

THE COMM SSI ONER:  You nean there
is no perfect solution, M. Allmnd?

MR. ALLMAND: No. It may | ook
l'i ke that when you recommend it, we all appl aud,
but probably somewhere down the road we will find
there is --

THE COMM SSI ONER: That there is
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some shortcomng init.

MR. ALLMAND: But it would be
better than some of the other things, in ny view,
much better than other alternatives that have been
proposed.

THE COWMM SSI ONER: Let me ask you
a couple of questions, if | mght.

One has to do with the interaction
of a review body that deals with the RCVP with
muni ci pal and provincial partners in integrated
i nvestigation operations. It strikes me that
there are two possibilities.

One is that the RCVP revi ew body
shoul d be given the authority to follow the trail,
and therefore in the course of investigating the
RCWMP, if that takes themto documents or to
personnel of others who were involved from ot her
police forces, say, in the integrated operation,

t hat they should have authority to have access to
t he documents and to interview and exam ne the
personnel, so that the RCMP's review body is able
to obtain the full picture. Nothing falls between
t he cracks. They have the entire picture. That
is the first type of authority.

The second type of authority would
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be that in addition to the RCMP' s revi ew body
woul d al so have power to review and recommend with
respect to the actions of the other police forces,
t he other police officers. It strikes me that the
second type of authority, if for no other reason,
may bump into a constitutional problemthat m ght
not exist with the first type.

Do you see what |I'msaying? I|I'm
just wondering if you have any comment on that.

MR. ALLMAND: That is possi bl e.

For example, | recommended that
this new National Security Commttee in Parliament
woul d be a foll owup agency for anything falling
under the federal governnment. Obviously they
can't do anything about the OPP or the Sdreté du
Québec or whatever.

But let's say we find that
provincial police force XYZ is working on joint
operations with the RCMP and the super agency or
t he super SIRC finds out that the information
com ng from XYZ provincial police is unreliable,
was poorly done and is not reliable at all, they
can point that out in their recommndations.

They can either reconmend -- they

can't follow up, the federal government coul dn't
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followup on it -- that there be an inmprovenment in
t he work done by the provincial police force.

They could al so reconmend to the RCMP not to deal
with these people if they are going provide them
with false information.

But | agree with you that the
enforcement of the recomnmendati ons at the
provincial |evel does run up against a
constitutional matter. It is true that in the
investigation -- but what could happen, since
said that if national security is a matter of
federal jurisdiction, and it is, the federal
government could instruct its police forces, if
t hey are not getting the right -- if there are
continual inadequacies comng fromthe provincial
|l evel, to stop using that source of information or
stop cooperating if it is going to cause
embarrassment and problenms for Canadian citizens,
probably in that province

THE COWMM SSI ONER: One thing that
occurs as | read sonme of the subm ssions is, it is
often suggested there should be a statutory
framework for integrated policing operations
wi thin Canada. It seenms it is an idea that seens

to make sense.
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What you seemto be recommendi ng
on the other side of integrated police operations
is then integrated review of those operations. |
don't know how we would do that constitutionally,
but certainly froma conceptual standpoint, to the
extent that you have an integrated operation, you
woul d say, "Well, if there is to be review,

i ndependent review, why wouldn't that be
integrated as wel | ?"

MR. ALLMAND: | presume that if
provincial or municipal police forces are
cooperating with CSIS or the RCMP t hey woul d
generally have the authorization of their
provincial governments or mnistries and the
provincial governments or mnistries nmust realize
that they are permtting themto get involved,
maybe for good reason, with a federal area of
jurisdiction, which both would think would be in
their interests | would think.

THE COWMM SSI ONER:  Yes.

MR. ALLMAND: [|f something goes
wrong, then they should also realize that they are
going to be subject to some sort of audit. But I
don't --

THE COMM SSI ONER: But the

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »d W N -, O

460

difficulty with that is, you may need the
provincial consent for the review by a federal
body. As we know - -

MR. ALLMAND: That could be
difficult, but then that could lead to a | ack of
cooperation, if they don't, in the future in other
ar eas.

THE COMM SSI ONER: It would be an
unfortunate result if the failure to have some
sort of integrated review was seen as an
i mpedi ment to integrated policing. One thing I
have | earned through this inquiry is the idea of
integrated policing is a good one and is a
val uabl e one.

MR. ALLMAND: As a former
Solicitor General | can say yes to that.

What we are concerned about are
t he abuses, the situations where people are hurt
t hrough unreliable informati on or through sl oppy
investigation or through hearsay, and so on.
Everythi ng that happened to M. Arar, to Al mal ki
and the others. There are many cases. That is
t he kind of thing we want to stop.

We don't want to hinder

investigations that will |lead to the prevention of
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some terrorist act that would have taken place and
t aken t housands of lives, or to proceeding to the
arrest and prosecution of people that are really
trying to do somet hing that would be espi onage or
sabot age or whatever. So there it can worKk.

But you have to make sure if you
are going to give those powers to the police, you
have to have full and proper and adequate
oversight and review and a way to counteract any
kind of inefficiency in carrying out that kind of
work And it does happen, we knowit. It does
happen.

THE COMM SSIONER: I n ternms of the
super SIRC, as you call it, you make the case that
it is necessary that the review body, the super
SI RC or whatever review body it is, have the
authority to followthe trail into all federal
departments, Departnment of Transport, Privy
Council Office, wherever national security
information i s handl ed.

Woul d there be a problem assum ng
you had the i ndependent revi ew body as you now
have, one for the RCMP, one for CSIS, one for the
CSE, assum ng that they had the powers to foll ow

the trail everywhere, do you really need a super
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SIRC then if any investigation of the information
collectors, those three -- there may be one or two
more, but those three are the prinme ones -- can
follow the trail anywhere? Do you really need a
super agency beyond that?

MR. ALLMAND: Does it make sense
if you have a conpl ai nant who feels he is being
investigated for no good reason and he | oses his
j ob because of some report that he is a terrorist
or a threat to national security and you have
three possibilities, does he start with one and if
it doesn't proceed fast enough go to another one
and they |launch and then there is another one?

Then what about the expertise and
t he coordination of the entire effort in oversight
with respect to national security. You m ght have
different | evels of approaches, turf wars, God
knows what .

But what |' m suggesting is that we
give this new super SIRC the predom nant role in
nati onal security and intelligence investigation
and oversight and that the CPC be left to do
anything with respect to ordinary | aw enforcenment,
police work, and so on and the CSE would go al

together -- | mean the Comm ssioner for the CSE.
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THE COWMM SSI ONER: And under t hat
model SIRC would go all together.

MR. ALLMAND: Yes.

THE COWMM SSI ONER: They woul d be
folded in. Okay.

Do you have any questions over on
my right?

Go ahead.

MS KRI STJANSON: I n your
subm ssions you have stressed the i nportance of
under st andi ng of domestic and international human
rights, but | note that your recomendations in
terms of appointments to your super SIRC
Comm ssion sinply stressed sim |l ar kinds of Privy
Councill or background, et cetera, rather than a
human rights experti se.

Woul d you see that expertise then
being primarily among the staff rather than among
t he Comm ssi oners?

MR. ALLMAND: | didn't mean to
recommend. | said whoever was chosen to be on the
super SIRC would be sworn in as a Privy
Councillor, but they need not be former Privy
Councillors. As a matter of fact, the ideal

situation would be to have people from a
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br oad- based background, from human rights, people
who have famliarity with police work and with
investigative work. | can see fromthe various
communities too in Canada, fromthe various
cultural communities.

So | don't mean to suggest that
t hey should be -- in listening to the previous
wi t ness, there was a suggestion that all of the

people or nearly all the people with SIRC cane

frompolitical backgrounds. Well | know sone of
themdidn't. | know Janes Grant, who was a | awyer
in Montreal, had no political experience. | think

t he Chair, the woman who was Chair of SIRC had
no - -

THE COMM SSI ONER: Ms Gaut hi er.

MR. ALLMAND: -- had no political
background.

| think it is good, though,
because when they set up SIRC -- and I was in
Parliament at the tinme -- they wanted to avoid
purely partisan political appointments. So they
adopted the rule that they would consult with the
opposition parties to make sure that it woul dn't
be all of one stripe or another or that people

woul dn't be on SIRC simply because they had
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contributed to a particular party or served a
party, which was a good thing.

| think on the whole, even though
some of the people have come fromparties, they
were pretty conmpetent people.

| think the former NDP Attorney
General of Manitoba was on one. | think the
former Prem er of Ontario.

THE COWM SSI ONER: Bob Rae, yes.

MR. ALLMAND: They canme from many
backgrounds, but they were people that | think
served SIRC well.

MS KRI STJANSON: Is it your view
t hat those kinds of qualifications should be
written into a statute or not?

MR. ALLMAND: | think it is very
difficult. 1 didn't read it all, but we sinply
said they should be sworn menmbers, meaning that
t hey should be sworn once chosen; persons of high
cali bre having the reputati on of conpetence and
integrity.

| think it would be difficult. |
know with the new I nternational Crimnal Court
they wrote in that so many had to be nen, so many

women, so many had to be fromdifferent regi ons of
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the world. And they have made appoi ntments that
have pretty well respected that.
| am not into that. It is
possi bl e, but | haven't made any recomendati ons
on that, or we haven't. | shouldn't say |
haven't. The Civil Liberties Monitoring Group
didn't get into the detail on that. W just made
t hese recommendati ons.
MS KRI STJANSON: Also with respect
to a super SIRC, one of our presenters this
morni ng, M. Sal oojee from Canadi an Arab
Feder ati on and CAlI R- CAN, suggested that an
advi sory council m ght be useful for a body like
t hat, which could be more broadly diverse and
representative of a whole variety of conmmunities.
What woul d your view be of that?
MR. ALLMAND: Again, at the
| nternational Civil Liberties Monitoring Group we
spent consi derable time debating what should be in
our recommendati on and our brief, and that didn't
come up. Certainly at first glance it seenms to be
a good idea, but we don't have that in our brief
and we didn't deal with that.
As | point out, we are a coalition

of 34 groups and we had to present a draft. W
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debated it, and we deci ded what should go in and
what shouldn't go in. That didn't come up, but it
seenms |ike a useful idea.

MR. FORESTER: M. Allmand, in
your material that you have provided to the
Comm ssion, the focus of the material in terms of
t he potential harmthat the super SIRC or whatever
revi ew body woul d address, is concerns about the
reliability of information.

Is it that aspect of the RCMP' s
activity as opposed to some of the other aspects
of the RCMP's national security activities, for
exanpl e, that are forms of investigation -- you
know, knocking down doors are some of the exanples
that are given in our hypotheticals. Do you think
that a review of those types of activities should
be conducted by the super SIRC when they occur in
a national security context or that those types of
activities would be better conducted by a CPC type
body with expertise in policing?

MR. ALLMAND: Well, when | was the
Solicitor General we didn't have CSIS. W had the
security service of the RCMP. The cases that went
wrong were often due to unreliability of

i nformati on. | was a witness for three or four
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days before the McDonal d Conmm ssion and |
docunment ed sonme of those.

You know, where an officer would
go into a building and ask nei ghbours -- and this
woul d be in Toronto -- what do you know about the
person |living down the hall? Oh, she's a
communi st and a | esbian. How do you know? Well,
she's living with three other girls, you know.

But these things ended up in a
report and the person didn't get a job.

Now, it happened that somebody
knew t hat young woman and conpl ai ned and we
checked it out and she was neither. At the
uni versity she belonged to -- this was 10 years
after she graduated fromuniversity; she was in
her 30s. Neither was correct.

One m ght say, whether it was
wrong or not, but at that time it was considered
enough that the person didn't get a particular
j ob.

There are other cases. What this
comes back to on reliability -- and | have ot her
cases that | could give you where we happened to
find out, we checked, and the RCMP came back and

said no, we nmade a m st ake.
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| am not saying -- there were a
| ot of cases where they didn't make a m stake. |
don't want to | eave the inpression they were
maki ng m st akes every day, but there were m stakes
made and it came down, in nmy view, the type of
training that you have for investigations, the
kind of directives you have, and also the kind of
recruiting, the kind of people you recruit.

One of the reasons that MDonal d
recommended CSI'S as opposed to the security
service was because he felt you should be able to
recruit people purely for security and
intelligence work, which is quite different from
recruiting people for the RCMP to do policing and
| aw enforcement. That is why they split two off.

Still, even within CSIS -- and now
with the RCMP doing intelligence-driven work
t hemsel ves again -- you have to sometimes, if
reliability is a problem find out why are we
getting unreliable information. 1Is it due to | ack
of training, |ack of directives, poor recruiting,
the wrong people are com ng in and doi ng that Kkind
of work, and so on.

If it is in a security and

intelligence area, the auditing should be done by
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t he super SIRC, because the problens seemto be
more in that area, in security and intelligence,
where you don't go to court.

I n ordinary policing, when they
are doing an investigation, if it is against
organi zed crime or the Mafia, or so on, they are
putting together evidence to |lay a charge before
the courts, a crimnal charge. Either they lay it
or they don't lay it. And if they don't lay it,

t hey keep their eyes on what is happening.

In security and intelligence, it
ends up that either you |l ose a job or you don't
get a job or something goes into your record
somewhere that hurts you down the line, or you get
sent to Syria, really bad; you know, that's the
wor st sort of thing. There could be even worse
ones.

So I think all of that has to be
subject to the purview of the super SIRC.

MS WRI GHT: M. Allmand, | have a
rel ated question.

| noticed in your responses to the
further questions that you thought that the RCWMP
and CSI S should be subject to the same standards

for informati on gathering. Do | have that right?
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MR. ALLMAND: Well, that was
sinmply --

MS WRI GHT: I nformation sharing.

MR. ALLMAND: Although this isn't
part of the mandate, we agree that for the CPC
t hey shoul d have increased powers and standards;

t hat in doing the work we think they should do,
t hey shouldn't have | esser powers or | ower
st andar ds.

MS WRI GHT: | am not sure if | was
cl ear.

The RCMP and CSI S woul d have the
same standards for information sharing and
informati on collection; that the review body woul d
apply the same standards to those bodi es.

MR. ALLMAND: Yes, sorry. That is
right.

MS WRI GHT: Some woul d argue
police should probably have different standards
apply because they have a different mandate, and
the CSIS Act in section 12 says they shouldn't be
sharing unless it is strictly necessary.

MR. ALLMAND: We tal k about
nati onal security and intelligence as if it was

bl ack and the | aw enforcement of the police was
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white, but most of it is grey.

When we had the international
experts here, | remember the woman from Northern
Ireland telling us the problemwi th the
para-mlitaries in Northern Irel and, whether the
| RA or the Ul ster Defence League who are into
crimnal activities to finance their terrorist and
their anti -- well, there are things which are
really in the real mof national security.

So sometimes they are blurred.

| think they have to have the
same -- | would like to see CPC, or the RCWMP and
CSI S meet various standards, but for the police
wor k, you know, beating somebody up as hi ghway
patrol is a different matter.

We had a case in Montreal just the
ot her day where they showed sonebody draggi ng a
woman out of a car and beating her head agai nst
t he side of the car and everything else. | don't
think it had anything to do with nati onal
security. But if that happened with the RCMP
doi ng provincial police work out west or in the
maritimes and there was a conplaint, there m ght
be various different standards for that kind of

investigation as opposed to national security work
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where the RCMP is in national security work.

THE COMM SSI ONER: Thank you very
much, M. All mand, again.

Let me express ny appreciation to
you and to the group of people, your nonitoring
group.

MR. ALLMAND: They have been very,
very hel pful .

THE COWM SSI ONER:  And really to
the 34 agencies. It is quite an undertaking to
draw that together. | appreciate your involvenent
t hrough out the inquiry.

As | indicated before, if you wi sh
to respond to any of the other subm ssions you
hear or there are any further thoughts, there is
an opportunity to do so, in writing, by Decenber

19th. This will be the end of the hearings,

t hi nk.

MR. ALLMAND: Thank you.

THE COWMM SSI ONER: Thank you very
much.

MR. ALLMAND: You are wel come.

THE COWMM SSI ONER: |s everybody
ready just to carry on? | think we can carry on.

The next group is the Canadi an
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Associ ation of Chiefs of Police.

Good afternoon.

MR. EWATSKI: Good afternoon.

THE COWMM SSI ONER: Let me just
explain the process.

As you may al ready know, if you
woul d i ke to make a presentation, that is
certainly more than welcome. | have had an
opportunity of reading your written material, and
then nmyself or counsel may ask you questions about

t he presentation.

SUBM SSI ONS

MR. EWATSKI : First of all,
M. Comm ssioner, | will introduce nmyself and ny
col | eague.

THE COMM SSI ONER: Pl ease do.

MR. EWATSKI: | am Jack Ewat ski
| am Chi ef of Police of the W nni peg Police
Service, but | amserving as the President of the
Canadi an Associ ation of Chiefs of Police. | am
happy to be here this afternoon.

Accompanying me this afternoon is
Superintendent Gord Schumacher of the W nnipeg
Police Service, also a nenber of the Law

Amendments Comm ttee of CACP.
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| would |ike to thank you,

Comm ssioner. | would first |like to thank you for
t he opportunity to come here today to di scuss what
| believe are issues of tremendous inportance to
police in Canada.

On first blush it may not appear
obvi ous as to why menbers of CACP are interested
in participating in this Conm ssion of Inquiry,
but as our subm ssion has identified, integration
is a concept of policing that wi thout question has
become the nmost substantial influence on how
policing in Canada is conducted today.

Before | go too far, | would Iike
to identify who we are.

The Canadi an Associ ati on of Chiefs
of Police, or CACP, is a non-profit organization
founded in 1905 and dedicated to the support and
promotion to efficient | aw enforcenment and the
protection and security of people of Canada. Our
model is | eading progressive change in policing.

The association is national in

character. |Its interest and concerns have
rel evance to police at all levels, including
muni ci pal, regional, provincial and federal. The

board of directors includes chiefs, conmm ssioners
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and directors of police services who are
representative of the wi despread regions within
Canada.

Through its menmber police chiefs
and ot her senior executives, the CACP represents
in excess of 90 percent of the police comunity in
Canada.

Under st andi ng who we are hopefully
wi Il underscore why we are here. We represent
policing in a broad sense, fromthe very small
police forces in many of our provinces to the
| ar gest organi zations in our major cities.

One of my main goals this
afternoon is to talk frankly about integrated
policing, about relationships, about why policing
has evol ved the way it has, and why it is that you
shoul d keep the concept of integrated policing in
the forefront of your m nd when contenpl ating your
mandat e of maki ng recommendati ons towards an arm s
 ength review mechani smfor the RCMP with respect
to national security investigations.

It is inportant to understand at
t he outset that protecting national security
transcends provincial and municipal boundaries,

engagi ng all police agencies to varying degrees,
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and this conplicates the issues of review ng
sinply one police service's responsibilities in
such a shared, multi-jurisdictional environment.

Nati onal security issues and
investigations touch every aspect of policing in
our country. It is widely held that the
devel opment of those who would perpetrate terror
in a national security context began through the
comm ssion of precursor crimes. Now, this in no
way shoul d be construed as an assertion that
terror crimes are anything but crimnal, but
rather to reflect the fact that police at all
| evel s are entrusted and expected to preserve
safety and suppress crime in whatever formit
conmes.

It is true that the primary
responsibility of national security investigations
is concentrated at the federal level, but it is
i nevitable that other |evels of police, integrated
or not, will become invol ved.

Canadi ans are living in a tinme
when t he personal safety and security of our
communities is threatened by new risks of a gl obal
nature. Every Canadi an who reads the newspaper,

listens to radi o, watches tel evision or tracks
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worl d events on the internet is aware that
September 11t h, 2001 shook our illusions and
changed our perceptions of risk and public safety.

The face of terrorismtargets
societies that are based on democratic principles,
l'i beral values and tol erance for diversity.

W t hout question our world has changed. Twenty
years ago no police officer would have thought

t hat crimes would be and could be commtted

agai nst Canadi ans by an individual with a computer
wor king from his basement in eastern Europe.

Crime and terror have clearly gone
gl obal, and despite the significant resources and
sophi sticated technol ogy dedicated to controlling
this threat, our problenms continue to rise. W
cannot afford to be conpl acent about public safety
in today's reality.

It is clear that crimnals and
terrorists operate across political boundaries, be
t hey provincial, federal or gl obal.

Jurisdictional start and end
points are no inpedinment to crimnals, but
jurisdictional realities pose challenges for al
of those responsible for | aw enforcement and the

prevention of crime. This is not [imted to
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police and includes governments who are
responsi ble for policing policy as well as
oversi ght .

In order to beat crimnals at
their own game, police nmust be able to operate,
communi cate and cooperate across those
jurisdictional boundaries. An integrated police
response to gl obal terrorismand organi zed crime
threats is necessary if crimnals are to be
brought to justice and if crimnal and terrorism
acts are to be prevented fromoccurring.

This is about the police comunity
wor ki ng together to be vigilant and to be able to
respond.

The nature of modern crinme and
terrorismdenmonstrate the need for governnments,
security and police agencies to work together in
ways and at a | evel exceeding anything done in the
past. Crime and terror have beconme sophisticated.
Police must evolve to beconme at | east as
sophi sticated in how we approach our job. W have
to work together. And we are working together
more than ever before.

Jurisdictions nust becone nore

fluid. We have a responsibility to the people we
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serve. We have to deal with the perception as
well as the realities of public fear.

How do we do that given the
advancenments of crimnal and terrorist ingenuity?

The i ntegrated policing approach
must become the normal, accepted and, nost
i mportantly, protected way of doing business.
Police services at all levels are being stretched
far beyond the normality of traditional police
work. As crime goes high tech, so nust | aw
enf orcement response.

Unfortunately, that price tag for
t hat response is substantial and, as a result,
pol i ce agencies across the country are joining up
to provide a unified front not only in the
provi sion of direct police services, but also in
t he area of information and technol ogy shari ng.

We have to work together in al
areas of policing which includes, as probably one
of the nost inportant aspects of integration, the
mul ti-jurisdictional sharing of information.

Of course information is the life
bl ood of policing, and we need to continue and
expand our efforts to share information, in part

to keep up with the borderless crime trends. All
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organi zations are changing the way they think and
the way we have to think is globally and act
| ocal ly.

We all nust have policies and
protocols in place to mtigate liability issues
and to ensure ourselves that the people using any
common system or information nmeet the highest
standards of confidentiality.

The police community has
recogni zed sonme time ago the difficulty of
cross-jurisdictional policing and has been working
hard to resolve those difficulties.

The road has been hard, but we
have worked with our crimnal justice partners to
find a police-made solution that addresses many of
the concerns. Of course | amreferring to the
cross-border police legislation that was devel oped
as a tenplate for all provinces to consider. |
wi || ask Superintendent Schumacher to speak a
l[ittle bit further on the point a little bit
| ater.

We continue to work towards nore
sophi sticated and cooperative integration schemes
that in the end woul d appear to be the best

approach to deal with crime and terror as we nove
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forward in the new m Il ennium

But com ng back to your mandat e,
Comm ssi oner and realizing you were | ooking at a
review process only for the RCMP, it is inportant
to enphasi ze that whatever you choose to recomend
that you do so keeping in mnd the delicate
relationships required at all |evels of policing,
muni ci pal, provincial and federal. To be
effective as needed, to be dealing with the
cross-jurisdictional issues, we have to remenber
t hat no one | evel can act al one.

We have other information we woul d
l'i ke to provide you, Comm ssioner, in relation to
some of the questions that have been posed.

| would like to start off by
| ooki ng at the issue of how a review body of the
RCMP' s national security activities would be deal
with integrated activity. W want to | ook at the
i ssues, the challenges or the advantages of the
various possibilities.

First of all, | have to enphasize
the fact that integration is not a new concept in
policing at all. W have been working together in
the police comunity at various |levels forever.

It was somet hing that was al ways done, probably
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more on an informal basis than a formal bases.
However, since the terror attacks in 2001 there
has been a need to formalize some of these
relationships in a manner that will be able to
ensure that our integration efforts and functions
do not blur the lines between our | aw enforcenment
communi ties and our intelligence comunities. But
at the sanme time we have to recogni ze that these
two functions are essential to protection and
safety of our citizens.

A review body for the RCMP' s
nati onal security activities should deal with
integrative policing activities by taking a
proactive approach and to deal with the realities
of integrated policing.

It woul d appear that the issues to
overcome will have to be an effective review
process in place for which the RCMP has the
ability to exercise sonme control over police
officers who also fall outside of federal
jurisdiction as the review body will presumably
not have the authority over those police offers
who are outside of the jurisdiction.

So the challenge will be to

facilitate a cooperative environment w thout
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pl aci ng i npedi ments in the area of integrated
pol i cing.

W t hout i ntegrated policing we
give a clear advantage to those who are involved
in crimnal activities and police at all |evels
are, and always will be, involved to some extent
in the investigation of national security matters.
It will be inmportant that the review body face the
chal | enge of cooperation and in doing so wil
conpl ement the necessary requirenments of
i ntegration.

| referenced earlier the
Cross-Border Policing Act and how t hat may pl ay
into the issue relative to your mandat e,

Comm ssioner, and | would ask Superintendent
Schumacher to provide some background in that
ar ea.

MR. SCHUMACHER: Comm ssioner, in
one of the specific questions that you provided to
t he CACP you asked about the know edge or
observati ons that we have with regard to the
functioning of Part 5 of the Cross-Border Policing
Act .

Certainly 1" mgoing to go there,

but I think it is tremendously inmportant that |
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give you a little bit of a background of the
Cross-Border Policing Act just to put things into
perspective for you.

| can tell you that integrated
policing has certainly been at the forefront of
t he Canadi an Associ ation of Chiefs of Police for
many years. Chief Ewatski has mentioned to you
that integrated policing is not new. It is not.

It has been around for many years.

What is newis that over the | ast
10 years or so crinme has changed. Maybe that is a
little narrow. | guess it has changed beyond
that, but certainly it has become nmuch nore
organi zed and nuch more technical and certainly
much more f1l uid.

| f you tal k about organized crime,
we have found over the years that our organized
crime groups place no regard on our provincial
boundaries and clearly they themsel ves team up and
perpetuate crime on the citizens of Canada.

So what happened a nunber of years
ago -- specifically 1997 is when a real strong
movenment took place within the Canadi an | eaders --
was there was an incident in Red Deer, Alberta

where there was a nunmber of Hell's Angels that
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came together for what they call a "patchover"”,
which is a | arge meeting where the | ocal

mot orcycle club is patching over to beconme Hell's
Angels. There were hundreds of Hell's Angels at
this location. The |ocal police were absolutely
over whel med.

As a result of that, they put out
a call to policing across the country and we all
responded and we all showed up and we helped in a
massi ve integrated fashion to deal with that
particul ar incident, which of course ended
peaceful ly.

From that point forward we really
started | ooking at integration across this country
and we realized that nore and nore policing had to
cross provincial borders. So it was at that point
that the CACP picked it up and said: Obviously
because of the Constitution we have sonme issues as
to how we deal with that.

We approached the federal
government and asked for help. W said: How are
we going to police Canada properly when we have
t hese jurisdictional boundaries that we are having
difficulty getting across? The Departnment of

Justice and the Departnment of the Solicitor
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General at the time both were anxious to help, but
after a time, and after a report that the
Department of Justice comm ssioned with Philip
Stenning -- | believe he is fromthe University of
Toronto -- dealing with jurisdictions of police in
Canada, and specifically diving into the
constitutional issues, how can a provincial police
officer or municipal police officer cross into
Ontario, for instance, wi thout |osing his powers
and protections, et cetera, of a police officer.

It came back quite clearly that
the constitution was an i npedi nent and the federal
government really could not do a |l ot for us and
they left it to the provincials to come up with
something -- | will step back. They left it to
the police to conme up with their own sol ution.

So we did.

We went back and we put together a
substantial group of people who we thought could
help in creating a solution. It is a massive
undertaking to get all these provincials together
and try to figure out a way that a W nni peg police
officer could just cross over that invisible |line
into Ontario wi thout |osing all his power and help

t he people in Ontario who need it.
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So we put together a group, and
mentioned it in our subm ssion. The CACP
certainly took a |l ead, the Canadi an Professional
Police Associ ation, CACOLE was there, Department
of Justice was there, Sol-Gen was there,
provincial justice officials were there. W had
quite a gathering and we had quite a | ot of
arguments about how this could happen. At the end
result the only solution that we could conme up
with was to create a provincial tenplate. The
need was that every province -- it was pretty
cunmbersonme, every single province is going to have
to cone to the plate and adopt this |egislation
that is going to allow their police officers out
and police officers fromother provinces in.

So after approximately a year we
finally had this tenplate together. |In Manitoba
it was proclaimed in Novenmber 2004. Saskatchewan
has now passed it, as has Nova Scotia. New
Brunswi ck is close behind and the other provinces
are |l ooking at it and they are at different |evels
of acceptance. Sone are cautious about it and we
are hoping to get beyond that. We continue to
talk to all our provinces so that we can try and

make a fluid arena for our police to operate in.
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You asked specifically about
Part 5 of the Cross-Border Policing Act and that
of course deals with oversight.

What we have right nowis, in
Mani t oba t here have been no opportunities for us
toreally use Part 5 because there aren't a | ot of
reci procal agreements yet. | can tell you how it
is going to work and I can tell you the process
t hat we are using right now.

Since November 2004, in Manitoba
we have sent approximately 45 police officers out
of province under differing regimes. Of course
t hey don't have the Cross-Border Policing Act, but
there are other avenues that we can pursue to at
| east get them out of the province. So it is very
cumbersone and very difficult, but we need to do
t hat at times.

But com ng in, we do have the
Cross-Border Policing Act. It makes it very easy
for people to come into our province. Since
November we have done approximately 140 officers,
every one of themcomng fromOntario.

Part 5 of the act deals with
Mani t oba officers and it deals specifically with

police officers who | eave. What it says is that
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the officer -- actually I will back up a little
bit because this was quite a contentious section,
as you could probably well i magine.

We had CACOLE, Canadi an
Association of Civilian Oversight of Law
Enforcement | believe it is. They were concerned.
They were saying: Well, if a Manitoba police
officer comes into Ontario and does something in
Ontario, there should be a hearing, there should
be some accountability in Ontario. There are
wi tnesses in Ontario who need to -- or there are
conpl ainants in Ontario who need to be involved to
get sonme solace froma hearing that can take pl ace
in Ontario.

Of course the Association's views
were: |If a Manitoba police officer goes into
Ontario we don't want him being subject to anot her
province's oversi ght because he is used to his own
oversight. He should be able to come back, come
to be within a regime fromwhich he is
contortable, which he knows.

So as a group we had quite a
bal anci ng act to conme up with because we have two
groups at the table and then there is a group in

t he m ddl e who just need a solution. The solution
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was this: We have a process in place nowthat if
a Manitoba police officer goes into Ontario and
there is a conplaint filed against the Manitoba
police officer, there is an ability for the | ocal
oversight authorities to hold a hearing, call

wi t nesses and, nmore inmportantly, it is
specifically codified in the |legislation that the
Mani t oba police officer will be required to

di scl ose any information that is being asked for,
and specifically make hinmself available to be in
Ontario to become such a witness.

Of course, at the end of the day
the way the legislation is reading is that Ontario
woul d not have disciplinary jurisdiction over that
officer. What they would have is the ability to
provi de informati on back to the Manitoba Law
Enf orcement Revi ew Agency and they woul d have the
jurisdiction to deal with that officer.

So that is howit works if there
are reciprocal jurisdictions. Of course today we
don't have a |l ot of reciprocal jurisdictions.

THE COMM SSI ONER: You do with
Saskat chewan.

MR. SCHUMACHER: We have

Saskat chewan and Nova Scoti a. New Brunswi ck i s
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com ng.

If it is reciprocal, it is very
easy and straightforward. |If it is not, such as
Ontario, it makes it a little more difficult but
not somet hing that we can't overcome. The reality
is, we have 160 Ontario police officers com ng
into Manitoba today.

THE COMM SSI ONER: What is the
regime for review? |If there is a conplaint
agai nst an Ontario police officer in Wnnipeg,
what is the regi ne?

MR. SCHUMACHER: The way the Law
Enf orcement Revi ew Agency is looking at it is
there are really going to be two reginmes, there is
going to be the Manitoba regi me because he is a
Mani t oba police officer, and there is going to be
the Ontario regime. So there are two regi mes that
have the hammer, if | can say it so bluntly, over
this particular police officer. That is
technically.

Reality is that our Law
Enf orcement Revi ew Agency has said that they wll
turn that jurisdiction back to Ontario. So they
will do exactly what the |egislation says they

will do, if it was reciprocal. They will do some
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investigation in Manitoba and then they will turn
t hat informati on back to Ontario.

THE COWMM SSI ONER: When t he
Ontario officer comes into Manitoba, is he
appoi nted as a peace officer within Manitoba?

MR. SCHUMACHER: Yes.

THE COMM SSI ONER: So there is a
speci fic appoi nt ment process, is there?

MR. SCHUMACHER: There is a
specific appoi ntment process. There are a nunber
of caveats that can go with that. An appointing
official is the person who actually signs it off,
so it can be a member of an organization. | aman
appointing official for the W nnipeg Police
Service, as is Chief Ewatski.

When somebody makes application to
t he W nni peg Police Service to come into Manitoba,
there has to be specific reasons why and there are
a nunmber of safeguards built right into the
| egi slation. They have to provide us with a whole
bunch of information. |If we are not satisfied
with that information, we certainly ask those
t hings. We have the ability, it says it right in
the legislation, to ask anything we want. If we

are not satisfied, they just don't come.
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THE COWMM SSI ONER: They become
part of the command structure within whatever the
appropri ate Manitoba police force is? They are
subject to superior officers, are they?

MR. SCHUMACHER: Not really, no.

We tal ked a fair bit about that
when we were devel oping the | egislation, but there
is no supervisory role. What thereis is a
notification role. Generally speaking you are not
goi ng to have a police officer fromOntario com ng
into Wnnipeg to do a substantial investigation on
their own. That wouldn't happen. First off, they
woul dn't get the peace officer status to do that
because it wouldn't be acceptable.

So what they are doing is, they
are comng in generally because they have
somet hi ng happening in their own jurisdiction and
they need to tie it up in our jurisdiction. So
they will come and they will come with the
assi stance of our people. They will be with them

| think in almst all cases
outside of adm nistrative duties, or picking up
prisoners and that type of thing, you are al ways
going to see a local jurisdiction police service

acconpanyi ng somebody fromthe outside. That
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brings us to the whole integration piece.

THE COWVM SSI ONER: Ri ght .

MR. SCHUMACHER: There are a
number of issues. These are just sinple exanples.
| mentioned going to other jurisdictions to pick
up prisoners. That has become a substantial issue
in our country and 10 years ago it wasn't an
i ssue, they would junp on the plane and they woul d
go and they would pick up their prisoner and they
woul d have their gun and there wouldn't be a
second t hought. Obviously it is an issue and we
can't do that any nore.

So when we are doing that we have
to get status sonmehow, sonewhere. So the RCWMP
have hel ped us to sonme extent in that regard. But
t he Cross-Border Policing Act in Manitoba, and
once it is across this country, will clearly make
policing a lot more fluid and much easier.

The reality is, if we step back,
the police had to conme up with something. The
wor |l d has changed. W sat back, we put our heads
t oget her, we worked hard, and we came up with this
tenpl ate and hopefully at the ends of the day all
t he provinces will have this and we can get down

to some real business.
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THE COMM SSI ONER: How does the
RCMP fit into that regime ?

MR. SCHUMACHER: Ri ght .

The RCMP, it is alittle bit
different. They have a couple of things. They
have the ability to swear people in under Speci al
Constabl e status. They will generally do that if
it is a specific RCWMP investigation where, for
instance, sonebody from Ontario, or even W nni peg,
is working with them under their umbrella, under
t heir supervision.

Specifically with regard to this,
t hey have the ability -- | believe they are an
appointing official through our m nister as well,
and so if an Ontario police officer wants to cone
into Manitoba the provincial RCMP have the ability
to assign himas if I did as well. So they would
assign themas a Manitoba Provincial Police
Officer.

THE COWMM SSI ONER: Just |istening
to you, Superintendent, one thought, to come back
to my mandate, is that one of the many bedeviling
guestions is what happens when there, say, is an
| NSET and there are provincial or municipal police

officers working with the RCMP and there is a

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

497

conpl ai nt and the conpl aint | eads the CPC, the
review body for the RCMP, to investigate this and
their investigatory trail |eads them the review
body, to the provincial members of the | NSET?

A coupl e of questions then arise.
One question that arises is: Should the
provincial police officers be subject to at | east
produci ng their documents and cooperating and
giving information to the federal review body, is
the first question.

The second question is, if the
answer to that is yes and the federal review body
found somet hing that they thought was untoward
about the provincial police officer, what, if
anyt hing, can they do about it?

Do you or the Chief have any
observation on either one of those points?

MR. EWATSKI: That is an excell ent
poi nt, Comm ssioner, because obviously there are
some problems relative to accountability
mechani sms being put in place when you have
i ntegrated policing.

| f you use that exanple of an
| NSET, usually the accountability aspects are

spelled out clearly in a memorandum of
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understanding in terms of how those types of
situations would be dealt with. And that is

i mportant. | think it is inportant, first of all,
whet her it be a municipal police service or
provincial police service, that they are
confortable and have a |l evel of confort in terns
of all aspects of an MOU, including issues of
accountability and oversi ght of the operations.

| think the basic prem se is that
if you are entering into an MOU, everybody needs
to know the details up front and feel confortable
with it, because if they don't feel confortable
then that is certainly not going to lead to an
environment of cooperation, and possibly to a
poi nt where a certain police agency may be
reluctant to enter into an MOU and work in an
i ntegrated fashion, which again goes counter to
t he whol e prem se and phil osophy of integrated
pol i cing.

The sharing of information | think
is vital and | think that in the policing
communities we are not adverse to the sharing of
all relevant information in the form of | ooking at
oversi ght and accountability. | think where the

difficulty lies is then what are the mechanisnms in

StenoTran



© o0 N o o A~ wWw N P

N N N N N N P B R R R R R R R
ag A W N P O O 00 N oo 0o »dM W N - O

499

pl ace to hold whatever police agency accountable
if there is some formof wrongdoing or alleged
wr ongdoi ng that comes to the forefront.

Obvi ously the constitutional
di vi sion of powers comes into play too because of
federal jurisdictional and provincial
jurisdiction. That certainly comes into play.

However, | think we also have to
keep in m nd the menbers thensel ves that are
invol ved fromthese police agencies, as
Superintendent Schumacher alluded to, the fact
t hat there needs to be a sense of confort in their
knowi ng what type of oversight mechani sm woul d be
in place and somet hing that they would be famliar
wi th.

| certainly know t hat police
associ ations or police unions across the country
woul d be very concerned about that point too; to
ensure that their menmbers wouldn't be treated in a
di fferent manner than they would under the
jurisdiction that they would presently serve in
itself. So that obviously is a concern.

| think it is inportant to have a
regime in place, obviously, that would allow for

any type of review body to access information, al
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the information that is required, but the dividing
poi nt woul d have to be in ternms of what then
happens in terms of any recomendations to the
jurisdiction where the police officers cone from
ei ther municipal or provincial, to decide that

t hey should be held accountabl e under their
provi si ons.

There are a number of |evels, as
you are well aware, of police accountability and
oversight in this country. It starts right at the
supervi sory control level, to the | ocal
prof essi onal standards, to bodies that are in the
provinces that deal with | aw enforcement review,
such as in Manitoba you have the provinci al
ombudsman. We have, of course, our crim nal
courts who are the venue of oversight of police
action, as well as civil courts and adm ni strative
processes.

So there are a nunber of different
mechani sms to, what | say, hold police officers
accountable for their actions.

Again, | think that there has to
be that fine balance to ensure that nothing is put
in place that would tend to go counter to the

whol e concept and phil osophy of integrated
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policing, that being cooperation. And that
certainly is a point that would be of great
concern to municipalities and I know also to
provinci al police forces.

THE COMM SSIONER: | think that is
a very good point. Obviously |I have to be very
sensitive in the reconmendati ons that we are not
interfering with the integrated policing that is
so i nportant.

It struck me, listening to you,
Superintendent, in the example that | posited
where the recommendati ons m ght go, assum ng the
provincial police officers, municipal police
officers, whether it is say in an I NSET, if there
were some conclusions that the federal review body
had reached that they thought there was sonmet hi ng
i nappropriate, the nodel that you were descri bing
woul d then just sinmply have the federal review
body forward its conclusions or recommendations to
t he provincial review body that had jurisdiction
to deal with that police officer and | et them make
of it what they woul d.

MR. SCHUMACHER: I n theory, that
is correct. Of course, there is the ability

t hrough MOUs, and we have to be careful how we use
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t hose. MOUs are a trenmendous tool for policing in
Canada and how we integrate. But if we get too
restrictive with regard to what we say in those
MOUs, you are going to have municipal police

servi ces backing away fromthose.

THE COVM SSI ONER: Ri ght .

MR. SCHUMACHER: The reality as
far as an I NSET -- that is a pretty specific
group. The reality is you may be able to have an
under standing with not only a municipal police
service, but the province, to allow the oversight
to go with the federal governnment instead of the
province. That is something that is not currently
bei ng done.

| am not sure how that would be
| ooked at. Right now, | believe it would al nost
fall into that dual regime, as we tal ked about.

THE COWMM SSI ONER: Yes. And then
indeed there is integrated policing that goes well
beyond the formalized | NSET.

MR. SCHUMACHER: That is where we
really get into the difficulties. That is where
the difficulties come. You have some control over
an | NSET, but the reality is integrated policing

is far, far nmore than that.
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THE COWMM SSI ONER:  Yes,
absolutely. It strikes me that anything beyond a
regi me where the federal review body, if it found
somet hi ng untoward, sinply referred its
recommendati ons to the provincial review body, is
going to require a federal -provincial agreement.
It would require agreement of the police officers,
but you are a probably getting into some sort of
constitutional arrangement that is going to be a
good deal of work. You found out about these
t hi ngs, | think.

MR. EWATSKI: That is why for the
| ast few years the Canadi an Associ ation of Chiefs
of Police has been | eading a discussion relative
to devel oping a framework for integrated policing
in this country, and | think that these are some
of the issues that certainly come to the forefront
when we | ook at how we have to police in today's
world. We are doing it. W are doing it on many
fronts on an informal basis, and we need to
formalize a | ot of the aspects of policing in this
country. By trying to get the three | evels of
government to come together to discuss this in
terms of devel oping a framework for integration, |

think is something that is necessary.
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That is something, like | say,
CACP is certainly promoting and havi ng many
di scussions with the three | evels of government as
well as other interested bodies to say that this
is something that is needed as our world has
changed in policing.

THE COWMM SSI ONER: Do you see the
framewor k eventually, in an ideal world, being
| egi sl ated, a statutory framework for integrated
policing?

MR. EWATSKI : It woul d be
difficult to answer that question in terms of how
it would be seen by the | evels of government. |
think it is going to take some time to just have
sonme di al ogue relative to it itself.

One of the biggest concerns is
think if you put all the interested parties in a
room you would have difficulty in defining what
i ntegrated policing actually means.

THE COWMM SSI ONER:  Yes.

MR. EWATSKI: That is sort of a
starting point, is totry to find a definition of
what is integrated policing and to take very sl ow
steps to try to ook at all the different issues

because there are many interests at all three
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| evel s of government.

THE COWMM SSI ONER: All right.

Any questions?

MR. FORESTER: Just on the issue
of integrated policing. | heard you tal k about
increasing MOUs bei ng devel oped.

Does the problem beconme a little
bit simpler or easier to manage if you restrict it
to national security?

For example, as | understand it,
at least in some jurisdictions there are MOUs
bet ween t he RCMP and nunici pal forces that spel
out or provide a framework for how to approach
nati onal security matters.

Is it possible, in your view, to
include issues of accountability in those MOUs at
the time that they are negotiated that relate
specifically to the national security issue?

MR. EWATSKI : | think I could
answer that by first of all starting to try to
deal with |I guess one of the issues that we try to
| ook at in policing. We try to put things in
compartments and make it nice and easy.

When you tal k about nati onal

security, it is very difficult to put it in a box
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and say this exactly is a national security
investigation or issue itself. That line is very,
very blurred.

A crimnal act that takes place in
any jurisdiction may end up as a national security
investigation. That is where the response to
t hose types of acts begin, which may or may not
include a formof integrated policing. It is very
difficult to tell at the tinme whether an act that
occurs in my city is a national security issue or
not and when does it become a national security
i nvestigation.

Obvi ously the cleanest point of
demarcati on between the two would be when | NSETs
woul d become involved in an investigation.
However, it is just not clear and sinple.

However, to answer the question --
| think I heard your question correctly -- in
t hose circumstances when an | NSET woul d be
invol ved in an investigation, would that MOU be
able to spell specifically an oversight regi me?

MR. FORESTER: Actually no, ny
gquestion was outside -- I'"'msorry for not being
clear -- outside of the INSET concept.

As | understand it, one of the
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first questions that comes up in a national
security investigation or something that m ght
possi bly be, because under the Security Offences
Act, the primary responsibility would go to the
RCMP.

| understand you conpl etely when
you say that there is a big question at the
beginning. 1Is this a national security offence
for when you | ook at questi ons of who m ght take
the lead in an investigation and what roles the
RCMP or a provincial or municipal force m ght
have.

| understand that those are
difficult issues. But as | understand it, there
are MOUs being worked out and sone in existence
bet ween t he RCMP and provincial and munici pal
forces that operate both in and outside the I NSET
context, that set up a framework for addressing
t hat problem

Woul d that framework, is what | am
asking, would that be helpful in dealing with the
review issue as well in ternms of what review body
woul d be the primary review body?

MR. EWATSKI: Yes. And for the

most part, any other MOU that is set outside of an
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| NSET woul d clearly set out the accountability
processes that are in place and they would be

for -- as far as | know, the ones that we have
been i nvolved in Wnnipeg clearly spell out fact
that if a member of the W nnipeg Police Service is
to be held accountable, they will be held
account abl e under the mechani snms we have in place,
both internally and under the Manitoba Law

Enf orcement Review Act, whereas the RCMP woul d
fall under the CPC relative to their oversi ght
bodi es.

That is clearly spelled out in
terms of what would take place.

MR. SCHUMACHER: If | can just add
one little bit here, the Conm ssioner and | were
di scussing that in the sense of MOUs and how
useful they may be. The concern is that we just
go that one step too far in making those MOUs so
tight that municipalities are afraid to go into it
them Once we do that, then we drive a real nai
into the whole integrated policing novement.

You tal k about the Security
Of fences Act. And that is true, section 6 does
give primary responsibility to the RCMP, but it

doesn't say sole responsibility to the RCMP.
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| guess when you | ook at nati onal
security investigations, you are never going to
find a clean definition of it. It is just not
goi ng to happen. So you have to do as much as you
can within the parameters of what you can conme up
wi t h.

| don't know. | can't sit here,
unfortunately, and say here is a nice clean
definition. This is when it becomes a national
security investigation. | don't what the clean
answer is for that.

MR. FORESTER: Thanks.

MS KRI STJANSON: | have just a few
foll ow-up questions about the Cross-Border
Policing Act.

Do | take it that, for exanple, as
a W nni peg police officer you are subject to
civilian oversight pursuant to the Manitoba Law
Revi ew Act ?

MR. SCHUMACHER: Yes.

MS KRI STJANSON: As wel | as your
internal discipline.

MR. SCHUMACHER: That's correct.

MS KRI STJANSON: So under your

statute, if some W nni peg police officer were to
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engage in some m sconduct in Ontario, would that
Ontario informati on be sent back to both |evels
i.e., the civilian oversight and the Force?

MR. SCHUMACHER: Yes. The
civilian oversight in Manitoba is a provincial
| egislation. As far as the local police, it is in
essence a city bylaw and city regulation. It is
provincially passed but it is mandated under the
city byl aws.

So they really go hand in hand.
You will never see the Law Enforcement Revi ew
Agency and the W nni peg Police Service
Prof essi onal Standards Unit comng to disciplinary
resolutions, both of them It will be one or the
ot her.

Generally speaking, if it goes to
t he Law Enforcement Review Agency and they feel it
shoul d back to the police service, they will send
it back to us.

MS KRI STJANSON: It is
anticipated, though, it is probably O Cops or
somebody in Ontario would send it perhaps jointly
to both the Force and to the Manitoba, and it
woul d then be resol ved.

MR. SCHUMACHER: They woul d send
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to the Law Enforcement Review Agency and then the
Law Enf orcement Revi ew Agency woul d make t he
deci si on.

MS KRI STJANSON: Would it be your
view, if we | ooked at integrated activity with
muni ci pal police officers, that if the CPC or an
equi val ent revi ew body were | ooking at an
i ntegrated operation. that findings related to a
muni ci pal police officer should go to the rel evant
provincial or the relevant civilian oversight
body?

s that the first point of
contact?

MR. EWATSKI: Exactly. And just
to follow up on what Superintendent Schumacher
says, the police agencies are mandated, when they
receive informati on of allegations of police
m sconduct, that would fall under the Law
Enf orcement Review Act, we are mandated to send it
to LIRAitself. So we would be | ooking at that.

We woul d either get that
information firsthand or get it in tandemto LIRA,
and it would be acted on. OQur first
responsibility is to send it to LIRA. W are

mandat ed under the legislation to do so.
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MS KRI STJANSON: That won't be the
same nationally. There will be a patchwork of
civilian oversight mechani sns.

If we | ook at the review body for
a national police force, which m ght be
interacting with many different police forces, do
you think it the best point of contact woul d be
for that national review body to send it to a
civilian overseer or to the local force from whom
the officer comes?

MR. EWATSKI: | could speak for
Mani t oba because | amcertainly famliar with the
| egi sl ation, what is required.

| woul d assune, though, that in
ot her provinces that have simlar |egislation the
police jurisdictions would have that same mandate
to forward that information on to them

Obvi ously we would want to know
what occurred, and we would then take the
appropriate steps. | think everybody has to have
a sense of confort that police agencies are
confortable in dealing with those types of issues
and al |l egations and basically trying to find out
exactly what happened, whether or not those

all egations are justified or not.
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| think we have come a |long way in
policing in my 32 years that we wel come those
types of inquiries into the conduct of our
officers, because it is important for us to
mai ntain the public trust. One way of maintaining
the public trust is to say if there are
conmplaints, if there are allegations made, bring
themto us and we will be involved in an open and
transparent process of accountability for our
officers.

MR. SCHUMACHER: Just so add one
more point to that, the cross-border policing
| egi sl ati on does contenpl ate information going to
t he provincial body.

MS KRI STJANSON: |Is there ever
going to be an i ssue when we | ook at provincial
revi ew bodi es or municipal police conplaints
bodi es, for that matter, across Canada, will there
ever be an issue that there will not be the
appropriate security clearance in place, for
exampl e, for the civilian review body? Or have
you determ ned that they would all be
appropriately cleared to receive a report, for
exanple, fromthe CPC or someone el se?

MR. EWATSKI: Again speaking for
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Mani t oba, our know edge of that, the individuals
invol ved that are mandated to i nvestigate and deal
with issues of police m sconduct under LIRA would
have that cl earance.

They presently are provided,
obviously, with all the information that is
gathered relative to any type of allegation that
is made. We again are legislated to turn over all
rel evant material to the Conmm ssioner of LI RA.

MS KRI STJANSON: | appreciate
that. | was wondering if you had a broader
under st andi ng on a national |evel.

Woul d there ever be a concern that
the civilian review body woul d not be
appropriately cleared to receive, for exanple,
certain informati on?

MR. EWATSKI : | think it would
certainly be appropriate to ensure that they are
at that level to receive that information. |
guess what |I'm saying is that any review body
woul d certainly be cleared to a certain |evel at
this point of time, because they are privy to all
sorts of information that is passed on during the
course of an investigation.

MS KRI STJANSON: Are they not
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cleared differently, federally and provincially?

MR. SCHUMACHER: Are you talking
about top secret information, that sort of thing?

MS KRI STJANSON: That's correct.

MR. SCHUMACHER: From the CACP
perspective, we are very confortable in saying
revi ew bodi es should have all the information that
t hey need.

Havi ng said that, we need to have
a confort level that that information is going to
be protected. In Manitoba, our Conm ssioner of
the Law Enforcement Revi ew Agency does not have a
top secret clearance, but we hold back some
information fromhim of course, under privilege
| aws and Canada Evi dence Act. We are quite
forthcomng with himbut on a national scale.

| think that m ght answer your
guesti on.

MS KRI STJANSON: So there with
woul d be an issue nationally.

My | ast question. One of the
presenters, | think yesterday, said that not all
police forces in Canada are subject to civilian
oversi ght.

Do you know if that is a correct
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statement? Are there any of which you are aware
t hat are not subject to civilian oversight?

MR. EWATSKI: Not that | am aware
of .

MS KRI STJANSON: Thank you.

THE COMM SSI ONER:  Anyt hi ng
further?

Well that is it. Thank you very
much, Chief Ewatski and Superintendent Schumacher.
It was a very hel pful presentation. | appreciate
your involvement in the inquiry and your interest.
Your remarks | think will be of great assistance
to us.

Thank you for com ng today.

MR. EWATSKI: Thank you,
Comm ssi oner .

THE COMM SSI ONER: We will stand
adj ourned now until 8:50 tomorrow nmorning, ten to
ni ne.

--- Whereupon the hearing adjourned at 4:50 p.m,
to resume on Friday, Novenber 18, 2005
at 8:50 a.m / L'audience est ajournée a
16 h 50, pour reprendre | e vendredi

18 novenbre 2005 a 8 h 50
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